Rt IPv6 M SR AR

Abstract

The article first introduced the IPv6 network related background and the
technology, and have analyzed the security agreement and the IPSec security
ability, the security system constitution of IPv6; And detail introduced
IPSec basic agreement authentication expansion text of a telegram (AH) and
safe seal load text of a telegram (ESP) ; The system other parts of IPv6 security,
example, the securitir policy. the encryption and the authentication algorithm,
the key management and so on, the article discussed how them to work, they
match each other to protect the IPv6 network of security. And analyzed
current IPv6 network existence some loopholes and the flaw, as well as some
traditional security tools under IPv6 improvement, has simultaneously
introduced the safe audit and the risk analysis theory constructs in the next
generation network dynamic security model; Finally has carried on the analysis
to the IPv6 firewall realization protection network security, has produced
in the firewall in a realization protection module, had to the firewall in
IPv6 network protective measure had further understood. The article
conclusion has carried on the forecast to the IPv6 development, and some
questions which needs to improve to the next generation network in have carried
on the induction summary, explained the research goal and the harvest , it was
clear about the constructed the new security model for the next generation

security extremely importantly to send the significance.

Key words: IPv6, IP Sec, Secure Network, AH, APPDRR, Firewall



B
AEM WL RBIAESITRIE S THRE KRR, REHmM, EAEME
SO, BR T NBGBREMBE KIE 5, M EHAACLERERAMTHTR
AR, BAE BOVRBEMEHE AR 2R LT M E . 5&R—
[l A B9 7] S 3 A < A 8 S B STaR B S 42 I SO P AR T BRE B .

ookss. Erie 257 TH9H

FALVRSCAE FH A B

R U TR BRI A AL SCH P F AR SCRY, T LA R BRI A
A A AN ORI BB N A, AT LA A3 K1 BRI AT S A HARAF
P LW A A ZA RO RSB AE. I THRERIL, BERENEX
ME MR 7 AL

M. itk 2.7 4 18 9H




W13 1Pv6 R R EHANA

1 48

ELHFHHENME CGREBAERT, IPva KRB ABERE, TCP/IP
R TR ®R T A RTE 20 2 80 FAYMMREIRE T 2 T 5 IPv4 AR EK,
HLUNCL2 R IP Ml BEEH Internet HRERGEXIBBRER R, Ex/LESD
IPv4 HuYEBEIREVEGRSI R T — R AR L RE, RE IPvb HNEREZL LR T £
ok, BRESIABBERTHFNREAE. dTRE IPv4 A BHEERE, BT
A CIDR. VLSM 1 DHCP i AZE MMl Ek I fl, FLHEXEARHT IP ot 4
£E b ik ¥ i (NAT/PAT) B AR R X /N A 8. Lo PSTN, ADSL. GPRS 85 LM, ®#
APURREREMN. R RARE IPv4 fuht, Fid NAT BEREAEBMN,
EPANAKRRET MEAmEE, A2 rmiEgGaRE. ML LEHE,
HEEMWERAEA. &BREESEESER, NERFREIRA IP Sec M KA
FZ4othn)E, # IPvd MBHE ISR,

IP &AWL (IP Sec) IP Sec & IPv4 Fj—ANF ik BHHY, T7E IPv6 MR —
M EH . IP Sec PMURTLL “F48” Hih IP RELR 24, R REH.
FRFEMSHRAE. FETEHRE., MELRIE, URAESE Replay) BHii%. F
AR e 1Y OSPFv3 I RIPng KA IP Sec k%t B thifs BT MIAE, EHIK
B diftEsE. FEIRHMZ, BR IP Sec AEW Bl 1L £ # X, (EXLEHEH Sniffer.
DoS Brily. #tK (Flood) Bk RIp: Fl EX i o

IPv6 HHNEELEE IPv4 MREHUEHEGE, IPv4 PE RN —BREHK, BE
IPv6 MZEh R, PIMMISME, WARWE. IoWP B, AR, BEM. &
&R RS, EEESMT. PRAZE. BAREG. FERSRDG. NHBERGS
—RFUE IPv4 M HEE, IPve ARNXZE N, RR7E IPv6 MRSt HFEHK
IR EELT IPv4 FRE S —E. IPv6 ZRENINY, ZHRBERTLESRE
A—BHREEE, EEGEMNESH SR (DoS)E f1. Gl KiETk
RIFE D RFEHIFIR ACL E¥ LE.ARRE RS (IDS) MBI LR & Wit S K ZEH.
BREHENRLENE.

] IPv6 ST MTTEERIE HTF IPv6 5 IPvd MBS KIILE, MEULRELHE
HMEERENLLNE, KT EFNEERER. C2RIM IPv4 [ IPv6 #5
BN —RZLRE, FmERLUER IPve IEEWEKA T IPv4 0 IPv6 Fifp
OIS A LAN BP9 45 VR 3R, B it & T LI e T XU 008 A IPv6 B9 4L, B2 et IPv6
B IPv4 HIBEIE, SerlBhkigxt IPv4 1T E. M IPv6 S 5K A ABER
—FHBIPSHI R, BEEFREN K%, HeeBLH2 3 HEmERmN
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w13 IPv6 R R EHAPIR

Rk, Bt IPv4 FIE T IDS HAEEE L #F IPv6, MEEF R, FRNHE IPv4
WA RSB ML LE R LB IPv6 LBE%E. HBT, IPv4 [ IPv6 HHES
FHEAR, KPREATHFEFAE . BiEAhiESRE, EEHWXAHERETHERAE
X,

AT B, VTR IPv6 ENKESITHLZ2RMEEEE, TR IP Sec
HIfle et E B R IE A a e fRIE .

1. 1 BEHARAEE

ERE IPv6 HERTIERRTNMRE, #aI T —RANENRE, B,
CERNET2 XML 2. 56 R ERIL R LM M=4 CERNET2 B R, H5
EfF F—REBMMERE, FihbEeXE. b kE, LETEARES it “IPv6
BHEHE” BREHEEE IPv6 RS . EHTEBREETEEAREBMNE IPv6 2 BB
28 LiER.

E5h3f IPv6 B ZEMTHRELIRE, SEH T —EET IPSec KX VPN,
EXBREETANTLETER, SRERAREHATUREREE, FHEZRRZ 1R
BF. XTAFEM IP Sec TRMEMEEEHE, BRTEHFSIARENNRARE. BF
R EHMEEH 1Pv6 F KAME #+3), IKE #ff) AES—CBC Cipher, AES—XCBC—PRF
—128 ZH VLR TE VPN A EHF.

Epyxt IPv6 REZ2HACLA TV, TERARRAE, 5BHELM T IPSec
BMPUHELEFRERRBRE . FRRMFERIERBEXENPERRKE.
FLHLE P 7E AES B, JFK Hhi, Ad Hoc % 32 48 R 4, VPN Bi # DOS B i, IP Sec-NAT
A FRTEAR, B3 IPv6, AR VPN ZLLR IP SRAMKE ST,

1. 2 IPv6 B HFLERN L2 HE

HAf, IPv6 RBFANZLEB EEFTWT LA HE:

. IPHFHFEARLENEEIERERENN. IPv6 MWERS IPMERK LR
s Ab. BN TF—ERMEER, WSWP %, AERBHIIRENRE, His
HELANE R EFRE. BT Baretxt IPve RIRNE RSP E R4 L E8E R
B, EHEZ R IPve MEHTRMAERAFR, X KEEMRER
REMRMEESTHFR. BERYE, TREEREER. £L£1B1T?

2. PKI EH7E IPv6 PR BT R RHF D E:

3. IPv6 MBRIFEEN KB, VPN, IDS. WFH. WkitE. Bmamts
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BMtie3 IPvé M L2 HARTR

Mg L. FL LIV FETHRECKZHE,. XHATANELLERARENE
& H;

4. 1Pv6 iR EELRPEE, it IPve AFEIEENMMNE T RAMIAED
B2, BrCLEELALH ™R P R EIThEE, TH3h IPv6 Mobiel IPv6) tRIFZER B
I 2PhiR . DHCP BAE T F A 7 LA # IPv6 Hiht, DHCPv6 BSR4 THF9. $IiT
ZH,

1. 3 IPv6 MELZLMAERN

IPv6 ML 2FER L IPSec fEHEA, IPv6 f1 IPv4 ML AEE BT Hilt
FEEKXR, IFIEH RGN, BHTHRENTRENBILEHE, RFAENE2
SKWE (IPSec), HEFHIFHLSIHF QoS AR AR RFMWT BHE%. 2003 4 10 AP HE
HAMKE3E) CNGI I H (FET—REBKMIE), 7 2005 FERERIEF LR XK
IPv6 M. CNGI T B 3§ A BA IPv6 PRl E AR BB HER . EXFRERK
HZXBEHREFESHT, AARMNASHEARRANEZE, SHMEERREN, #28
IPv6 FISCI IR, #(—& IPv6 WIBFSL, #3h IPv6 FIRA, b IPv6 BUK BRI
FRMTFEAMEREELDENERXEN. TH, BELLAREHIFAETELEN IPv6
RIS HEIN . BEF IPv6 FIRERR, T IPv6 T —RAEBERMAZSHET R
EFMREEE, VLHARBHNREFRUAGR IPv6 IRFRLERMFHAM R
B, ELRESRATEFADNE,

1. 4 RIARAZE

A REEREBIKREE CERNETZ R NRIHEZER T ML IPv6 LR EH
ROERE, 2HART—APMEEREN, BEREHMEZLERAR, 7T IPv6
MEETHREFRR, HIERTTRREZLHAFHE L. FHNET IPSec
F¥srm AH. ESP. IKE R SA % HHWBT T —RONELLER, RE, NMELE
AIBH KIETE 1Pv6 PR IR T T B A — 2 3068, HAIFLE 1Pv6 2R B k4
ot ik BR B ) — MR R R BIE R L AT B R L BE LR H); BIEXLUE IPv6
B RBFEN R ERE T g, 3 LlE IPvé R BB R FHHITRE.

1. 5 XX&H

BE HR. TENETEREAROE R, UK IPv6 Mg &7 BN
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B3 IPv6 M S Z 2B ARBA

RARSHRAER, HXT—AMERSBE L IP Sec F5LRHZ SUET T BR,
BIEX A RN BRICELEHAT T .

B IPv6 MEHR. TENAT IPv6 BIRE, xt IPv6 MR BHHT THR,
SR %F IPv4 R IPv6 HEAT T XHELZHHT, 354 IPV6 R AT T B4 . BIE X E A b IPv6
R R 4.

=% KT IP SEC § IPv6 2N Hl. /7T 1Pv6 R &2 IP Sec HI1%k4
Bt A1, IP Sec MILRAAKERMMIA. IP Sec BITIEAR. #RT IP Sec 7E IP L
M., NUENE. BOERFEARERSF IS, IP Sec MEAMIN: Y
iRk (AH) FMIRLHERAMICL (ESP) 5 IP Sec RLGBEME T AR N MR
25, MEANERE, FPERTOFAEE, RFEERTH IP RIHRLERP
X454 IP Sec RASTEBHIMEENN, X IPv6 MELZLMRE T HRFIE.

SHBIE IPv6 MEETHRRENHER. HHEHIR T 1Pv4 [ IPv6 T 1T
— o T AWM SCHstl, HMELLEEER, FEEAHER APPDRR Mg &4
BRIRERE AT S 28 IP Sec Z25H, AT H— AR ELHEA,

BhE ETB KX IPv6 HIRLHN. TENBT ALY KB IPv6 MAEE
MEE, HEN=ERHARKPKEHREET T 47, HFRBT RS EREHY
T

BAE BT IP HUERRHIM IPv6 B KB, TEX P KSR M — 8k
BATT R, EEMIGERLHMGEFHD IP bR TR xt, MimLssFM
B

#FLE £id. MARIMTRRPOFEZ ABITARESE, REFRENEK
xK, H3 IPv6 MEZLHATT R E. HXNT— IPve FERRMNE, RETHED
B LM A



Wi IPv6 MR () K2 ATHA

2 IPv6 MR

2. 1 IPv6 REHAR

bEE BB RE R E, 48 Internet FAMK TCP/IP Hhil LB T E AKX IH.
(B, TCP/IP Yril BB EIE R FE B Internet MBS RBIARX LK, AT
{FEBA K TCP/IP thil H L M. 1987 4, AMETHZE 1996 4 Internet 3
A 100,000 DML, X—TARERREHRMN. i, BARBHFHE 32 fir IPv4
Mt S5 HIBERE ST HE 40 /26 EHLH 670 HANFI%E, EBRMMbAE AR, EpfE MRS
LB EEETFU LKA, /8 A, B CAlt, FXMEREMEREEEL™
H,

BNATEREH, HRARFHREED TN EE, HRBRETHRAT A IP th
WHIHA. 1990 4, ARG, R SEMMNE)RCEES) 1994 4F 3 A B Kbty
SRR, HRUTBERAFE&: 2RS4 C Kbt AL B Iihht, HIXFEMR
hHRFHAE, PH— SRR TELUEANEEN KA ETNEBE LA
#. Hit, Internet MR EIGHFHBMERE, RERE Internet HIEKERHF
KA, REKAFAHAR.

1990 £S5, IETF & T —TKM T, EHEEBHRIT IPv4 M. H/E,
MIFRTHE I, LR IPv4 bR R, RIREHSFRHTIEE. 1991 4 11
A, IETF AR T B ik F bk T 4640 (ROAD), LAE SRkl L. 19924E9 A,
ROAD TR T X Tl UMM KPHHBRTRRI, BFEXH CIDR EHEEN
KU B R KAERE, URBIRL R TAEHAUFRRA®K Internet H#b
BEEIARR T &

1993 K, IETF BALT IPNG TAESE, DIBFRAEMAR, FBIMMAFRI{E.
EHLESFNT T IPng BiARMER, HRBUHAENRFN SR BHEH IR, 25T
BEAITE2Z G, SIPP(Simple Internet Protocol Plus) TEABRMHT —P Btk
RIS, IPng TAEMERD IETF KX AH FIEH IPng AR, Y IPv6, FHEFTH
FHREERBIC. B 1995 EXile, BEERERT IPv6 MuEE—HHAIH.

2. 2 IPv4 R IPv6 M4 X

20 HEMEBMN X EEB LN, &5/ ERNERURBARXTIEREN
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Wi+ 1Pv6 WS M ZEEH AT A

tRER R, UEBRMAZLNAREFEAEERR. 3B5AE, EREMNRETE
REHLh, MXBARE LA FRELHEETHYL IPv4 MEEATH4E4E. IPv4 HI
BB ATIHER T AT ERRILERN, FAEA T id £ TFP RS ER LR 5%
K, HEOMEFRBERR, RIENFRHSHE. B2, FNENAEERELRE
M ERH BRI, £EHERKMRRE, B IPv4, ELEUIREEMEE—5
Yokl & s e, Homsea R AR & R RIE.

%FF IPv4 #1 IPv6, HAESHBE" T RMT:

1. IPv4 fI%5 5

IPv4 FIR kA0 2.1 Brm.

A8 (L &K K B| RS XY | ZESKEU6bit)
(4bit) (4bit) (8bit)
#iR (16bit) df of HEGEE
ErrmfE ihisl (8bit) LR (16bit)
(8bit)
Rixthit (32bit)
{574t (32bit)
BIABbit) | e 7

2.1 IPva (R L4,
IPv4 B85 A A BUEE LA T 4 1 :

(1) Rz E] IPv4 il P E—MREEOHKE S 32 A7 IP #ultRiR,
XPSET IPv4 fthbt 23 (6] % 232, KRS EaTLIAS 43 24 EHL, X—Hibk % fa
MUBEAXRBIRENHERLBTFREN IP HUMEATERKE. W EEbits
REOXERSE, FWARY, LB Internet REBEF Y, BiE IPv4 HbiS7E
2005~2010 E ) 5B 52

E-HHENTERNARARCERRAT IP it R RS> EEFZERH
B, HFRT —EHEAR KRR E il 2 AR ZE 1P bt 7 K&, o CIDR M NAT.
RERR—ERE LR T A EEEERMEN, BRET IP {PEMNTER
t, FEBIRT —L% IP UK, asmBRRE, FERaEMRE EER
IPv4 T X3 () R .

(2) BHE T REARR IPv4 fydihl R4 A EHIHLAE B AR, LB IR
R B % . FMH CIDR MSIARBTHRHERGHUHIREHE. BhTHEHER
A, 1Pv4 MR XEHRZZ— AR MER, FE2% IP it F iR 44
REPESRE=ZR, ZRBFTHROBPFERENBEHRT. BAMKEBRENT
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Wtig IPv6 MM Z LB RIR

BHBEXRANEEOTS, EAYHUERERLBRNAREN—MI. RN, IPvd K
TERMAMAKEAREE, HILEFAEARK., SHTEaEE, SNE—PRA
¥R BE T R R AR,

(3) #tZ BRE M B RIE 1Pv4 G Best Effort BN, X—HFEE—MLA,
HEME IPv4 HIRER: H—HEHEX BN BRI k% KB BRE H RN,
thimscr ME HANA, FENFAERRHR—ENORSHERIE, LUHE., EEM
£3)HIAA RREH T FATPMLTE IPv4 M4 32RO BN, JndhfT SR T BT i) RSVP
PSR R S I 5489 RTP/RTCP Pl X EeBMUFIEIR R T M. HiE IP MR
ARERE.

IPv6 & Internet thiXf—PFRAE, KR BEAXT IPvd MUISGH, MAR
X HFAT E R SE 7 IPvd PEITRIFHIIEELE IPv6 PEA TFHRY, T4 IPv4
A BE T AESUR D A I ThRE M4 2 P sl fE AR, AiE N LN MER, 7 IPv6
PN T — B ERF I,

2. IPv6 FEERFA

IPv6 MR L&KW A 2. 2 B

4bit RES 4bit LR 24bit FRFIA
¥R KA 16bit Tk 8bit BABR M 8bit
kst 128bit
H iy Hshk 128bit
2.2 IPv6 MR

IPv6 B9%F SABLZELL T AT

(1) £y Brik g hEFEThE. 1P bt 32 A m®) 128 fir, AT
BFEERBLMOFUN &, FEE2EMMUEXRNE AEAs bl B R, 30T
% H (multicast) B h X FE MM AN, EAES HitthkhEMT —4 “Scope” F
B

(2) BXTAE—HG (anycast) Huhik, FRFFR—4EO, EAR5IRRBRENE
STHERK “{E—Hht”, REXAHEE SR RS hizht Bric A — 480
PR —A R .

(3) MM ESER. IPv4 HHEMEEFRETHRSCVET, DsPHRICS
HALBSETEASRALEEA, HE8 IPv6 BN HFETHRUEEK, REH
HEEERINT . BAR IPv6 Motk B IPv4 #biib (I U4%, IPv6 HEHIKERE IPv4
HEHFEE.

(4) XFV REHBAE. IPv6 FERBERBAERP, A TFIRCFIAP IP6
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Bt IPv6 BB Z 2B AHR

EWMAEEEEHZA. EAKEH IPv6 BRE BT BRI 4I%i555B FHME
A% EBRANLE, EERIERLE 0, FHARFREHFEoE HREL
B4 IR AR R, IPv6 M5 —dut, REERS IPva RE, TAS
EEKE, FRT 40 F4,

(5) XHRIEFBRN. IPv6 X T —HI B, TTXEARRIERSIE R,
X3 R IPv6 MEFNE, EXFENERIALEE—F B, IV6BEXT —
HYR, RHTNEXHRERER.

(6) XIFAHNE. IPv6 IR LA AEE, WIS SH Y B
WEETA” AEEE, T DHCP BALH 2 ThAL IR,

(1) REFEREAEH. IPve MMT —FHFNMH, mEXERIIARETHEN
THM, REEERMLATHRLE, T XERTIEMFS, ks R
%FRBEEVER “L1” B |

B2, IPv6 MM EBNEI B A HMR, IPv6 BT L HMSHE, KP
A BEFERIE. HIRE. XBEB3ME. AT ulticast), ott,

T SO RG G, IPve RERME E— M. BR0SI%, FRT
DARER TPv4 HATHMBIHGSRE, MATUEERERMERASTR. RUEE
MREINAE, TEEMEE. T, BANLL.

2. 3 IPv6 B

IPve BB R T MR B AR IPva HE4E, BEHXKMELT . IPva HEPH—
S ERET BREHPHIUET .

(1) A& (Version). Internet thiXii&E 5, IPng RAESH 6. (4 f1FBD

(2) HitFS (Flow Label) . B —& EHLE K ML 4 (2% 2% X Lo SO AT
BB, kS G RRE AL S REMNRS, WTHX—FBAAXGRITS
AES. (24 7B

(3) HBf ¥ (Payload Length) . IPv6 2 /G, X 2AKKLB KR,
UIFE B, BT REFKRT 64K FHHAG, WMEAFEREMEN 0, NELHFAIRTH
4 K B A B A8 B (Hop-by-Hop) T+ . (16 AR5 BH)

(4) FT—H# (Next Header) . #RINEHZE IPv6 HiFZ G T — B EBRIAA.
T—EBFERERSE IPv4 thilHRIKME. B EEFR)

(5) BB (HopLimit) . BRBVIVANTMN BB 2RBHEER
—, MBEFEMERDINE, WHERIFAEF. G AUEFSEBH



®WLip IPv6 M &2 RTTH

(6) Wbt MXHHARBREE M, (128 fLFBD)

(1) Himsbht. RICTATRBERKE DA (MRE DR ERE 8,
AR RAENE) . (128 A1FED

£ IPv6 P, Internet EXRIERERERBMAME B, TFMLLAN 1Pv6
BHNEEEEHZEAESEXT L MZIHT BEH, £—P T — B BEKFA,
BHEEA BRBHERE. M. BiE. BAKHREE (End-to—End) FEIH 7.

2. 4 IPv4 F IPv6 3t7F

4%} B Internet LRIEF: IPv4 5 IPv6 2 [EEEMER, AIRSFREBT
HE R RO ENE™ .

1. IPv6 B/ B2 FIEfERITER

XX —KmE, XA EAkSEFiER:

(1) FIKEZ4BE, SHTAEMHBIERE S (sites) ZEE{F. B8
Wi, AR —& M, BETRE—RFITHL.

(2) BHZHEEEARCE W Tunnel Broker, & TR EXNHNTEMENLZ [@E1E.

(3) 6tod Pk, BATFHAZEESE, HTEREMH, BMEAABNE
BLET LAY ACE IPv6 4%, (HERB M ALAEDH—E"6tod” M iR 1EN 1
A0, XFHLHRHE—K 6tod TLA (Top Level Aggregation) FiZs&=, Iiisesk
R R,

(4) 6overd P, EHTARAENHINEMHENZEERE. ERA IPv4 B
multicast HLEIR 618 BRI AR B R KIREE.

2. IPv6 M85 IPva 2 REEHIEN

X—RETREFSMHER BitfdENHBR2ETUTRELIN: N
BER, MEEMIE, KN IPv6 T B 2K IPv4 Mot

(1) XUHBSRE R R, EHT RS H5E S rETE.

(2) Socks64 (Socket 6 to 4) Hlil, EFTF IPv6 Bk S IPv4 3L A MESE.
B RN RHH, W sockséd HIMKN IPve B SR Gt A B4
RAEE. t

(3) SIIT (Stateless IP/ICMP Translator) Hl&l, ERTF IPv6 )k S IPv4
Y ARENE . X6 E7E IPv4 0 IPv6 A A IRKZ BIHATRIIE, 1 H IPv4 BREH
IPv6 Hu b AT @ 15 .

(4) NAT-PT (Network Address Translation - Protocol Translation) Hl&,
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miier IPvE PR i E2H AT

&P F 1Pv6 only 3 /51 IPv4 only 3 S Z MHNE(S . ©#AT IPv6 F IPv4 bt 2 6]
k5 Rz 8

(5) BIS (Bump-in-the-Stack) #Litl, BEBRFREXHEM NS IPv4 it
FilfRE. BT IPv4 R DPBASANER: SAEITS. thakskst B B8 EE.

3. dEIEMNEEER

IP PR BB A R LM, B O R B BT ZE . IPv6 /4 Internet
Protocol BIFARZ, MR A H M 24 KA AR IPv4. Fiik, ALI7ERY IPv6 AT,
RIERARRTEERMZEAN ERBER K, FEEBR XL HCEUANK
KATREHBLR , M TPv4 3| IPv6 IR A B A K Internet EH ¥ A,
IRREHERKEEBEETORE. HE, FAH IPvi hi BRI LET
WL =+, 7£ Internet b, EEHFFZE G HMUFHEL Internet £ EE, Internet
iR E MR R EN ™.

REaUNHAE N iRgE, sERTEN; RE4HE MrEARsEe 4 6 E
B, T B RERS ARSI, MEMNXESRESNOTeE mERR
S bRt

Fitl Ipvé MR EH AR FMBRCEMEE. EHEERREE AL
IPv4 ABEHRET/E. 7£ IPv6 2B IPv4 281, AAT#EH, XHHNET—
A ATRERA S K AL HH, IPvE W R BN AN EANAPHT EHHRAR,
FRE% IPv4 —HER IR ABIER . Hitk, M IPv4 3 IPv6 EF — L.

IPv6 7€ 1Pv4 HEERE ERE1TEGE, EH—ANEEMRIEHRRZS IPv4 &, #
iJ IPv6 B, IETF BUH TP —RFRKERHE, BEILa&iE T 42 B3RS micE
RIBHTER, HRAR. HEHBER. BFRTAR. BEAR. AP, &iEA7
AR FLBAr LA T —K IP R T MR ERRR I BEEI—FFHRHIL
MEA T LB TP HT LN AT Internet REBRXEEN. FulfeERLE
BEE T EBRERF RS, FUE—EREA, IPv6 155 IPv4 SLEFA
HRZET. MRRE-ANEEFE, Ea#BHiEERETAEN, EkMN IPv4 M
215 IPv6 ML ER BN —HERFIIATHFREHBEER.

AR E P, IPv6 B R 2 MIE R R ERKE T RE IPv4 M4 H R, T H IPv6
VA RBATIHNES IPva H AR, BIOFEXMEEFEEHAMTH, XHP
B TEAY. R, IPva CENATHEE, T IPva WNABRFARECLE
LRATTEE, BOFEUEPHRMRELRZLERE IPv6 FETHNA. HiF
IXAEARIRH T A IPv4 MISE A IPv6 MR TALEMRE. Tl RENEXR
TS EPNBHHRELNETHERE, BAT —RIGEARNGE.
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B 1Pv6 MR E B AR

2. 5 EiF IPv6 MR E B

—Ngl TPv6 MEBRILH SRR 1Pv4 M HRE EF, B hthig L@ L
WARFEEFFEMPLERZH, NEFEX RN ARE#TEMRTLUT.
BEMF—& ENRE—NRBERF R FEGE KR, BHRRET . &
FRIXEARTESTFHMHBTERRDI TSRS, HIXHBER—EE,
FlEt i F AR R A AR, A it ibl 2 BiR R ERAE IR R R L
MALEH .

#£ IPv6 MIMERAT T 2R Z A0, B EF —LREE £ RF IPv6 iR XH,
XML E 1Pva PR/ BN R BT SR TRAS:

(1) B—HKRMEMRIXLE IPv6 (/M52 B EAERS K EE,
(2) BEREMER IPv6 /M85 TPv4 BIEHZ BEE R E.

R R BRI REAREAR: NEAR (Dual Stack) MBEE (Tunnel),
RAMFTTE 8L EPLE] (Transition Mechanism) MRIEXFEAFE AR E4 %
fEMREMNBRTR. BEBITEEE —MILEES—FKRMBRX M HE, &
—F B AR YL R 5 A RE R .

WP 7EL R LB A AR IETF RE N UL R . EERET3
BRI, MR RRECIBREMRES; B, FHRIINEIZMENEED
WL ARERE WA AR .

MR H BRI LA TF:

(1) MmRBNAREFERREMRAER IPv4 #hbk, WA IPv4 thil.

(2) WMBRNARFERN B HILE IPv6 B G TPv4 32 HE, R FEIAE4E A IPv4
P, BiIAERR, BBt IPv6 8% (encapsulated) 7E IPv4 %4,

(3) WENAEFERMNE bR — A3 1Pv4 A K IPv6 Hihik, R4 MA
£ IPv6 BHil, T ERPTRELR BRI E S SR T R, 15X,

(4) MBENBARFERBEERNEaHbt, T4 S EMN NS REBTEBE
FRLAT IPv4/IPv6 Hhhit, A5 HRIEHbuLAE S ATHIN AAb .

Xt BRIV ERER K, ELHAER 1Pv6 M RMBEEN, FEit, AT—8XA
IPv6 over IPv4 BS% SBEEEAR. % IPv6 HEHITE, BA IPv4 HHEIKIEX,
Lt IPv4 g9k, 7 IPv4 EBEMEFPETE G, FXEMLEBEEEX T
IPv6 SR ARN AL TR, Z4kaERe BB, IR AIR . XHE, BT
L “XWHBXAR” RS EH R, BfE, SFLH IPv6 thiltk, REEAN L, IPv6
¥ IPvae HIRAMARE, BENRBRENENSEREHTRIVERE, RESH

1



B3 1Pv6 M RETRTFAR

—H . BE—FFER/ARARRTERDGAHH AT LAEIM IPv4 B IPv6 thill4k
R

REDA, REHKAT S IMERREED—REAER RIS fF. 53
E4£E3, & IPv6 RSB HRTTERZ A0, L EH —HRE HERH IPv6 MR,
XEREFE IPva BT, BERARLEL K EEXENGMEE Hi
mMAHAE. BTRE LHHEEZEEY, SFAVEREN, Eik, X% “pS” FTHE
TR B R FER— D EBIMEE . 7 IPv6 Native Network 2. (8] 75 EB 5K IPv6
FTAFTES IPva MY SBE, IPv4 hSUR B 41E 1Pve BiBEMA— M BE. &
ki, IPv6 SABENEEHERXHEIE, T IPv4 BEERD, # IPv4 M
. T IPva BERAE IPv6 R JEXTEMAE X EIE LR, FHARMEW B4R
WEEH, UL RFE IPva NG BREN A G # IPv6 2441, BN &4 IPv6
S IPva HATIERIREL. MM IPv4 ) IPv6 SR BRI E “ G~
Wy KmACA “KEE” fd 2.

2. 6 IPv6 MIKETEHIAIRRE

B 1Pv4 ik 2 (] FER BEE, AR T X F—A LB E A IPve BIBF5R;
3 2001 SELEH], IPvE BHNGIRAIERCSE SN, FHXS ZHHREABE%T
. BT IPv6 M IPv4 LK EAKE, IETF LT £ LHE4H —ngtrans
RN ) IPv4 FI%E [R) IPv6 R RIS E R AL EMEAR AR T —RELEM
St EMEES T, BRREN 1Pv6 AR M —6bone 7E 1996 fEXIL T . BLZE, 6bone
CAY RE LB 50 EAMEKAHK, BN IPv6 IRE T REENERENETETS.

B H RS ENLM CERNET RPEFR T —REEMAMRAARNE, ©
PABLA KM R AR DB K, BT 2EMER IPV6 RRK™. 1998 4
CERNET [ER 20T —4K IP Hri¥ (IPv6) iR3E M 6BONE, 4 11 AR AHETFREA.
CERNET 2 EE LM T SEFT —A®EM INTERNETZ MEE, HirEANE
CERNET £ B /= 7T LAMGUR Hh B #2445 /) INTERNET2. 3B CHFE M 21 HELRER A4
AR GEELAENNEEE, BFHER T —RERKREXHIPMEER, HHRE
2. REREABHE, FRFRENNSENE, XENAEEFEHEEN LR LF
AAREEA B LA R ERBARRNA, URA AWM R T —ARSd%E
R BARIRINMARER 2 AR LT X EEH BN AN ES: EXFERBINE
LRI

RK KM 6bone 2k78 p-TLA (pseudo-Top Level Aggregation, £ TH 2% 5 %)
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Wit 1Pv6 M B Z 2B ARTIA

3FFE:3200::/24 #yduib==6]; HEBVT 5 4&LL tunnel N ERIAIEREF IPv6 Bl
%, HEEAEHE., XEMERR IPv6 N, (M5 /LEFRERAER 6bone K7
Hi%E, AR AKX 5B NLAL ID (Next Level Aggregation, level @ Identifier,
KEER) . Bil, RREKEXEHBHDELKET 2 MR EHRBRNLE; 4%
BE,DLBIT 4 MK IPv6 M4,

BEl, PTEHELSEERL IP6 REMEFZ—, BXENRABRHKETRE
BRIIX IP Hbk ARk T . i, BREEiMEHHECELBONT) 2650 J7, TRt
B IP Mt HI RF 2 900 H4. SRS MR, UNEXEHEEX
¥, Bréc(EFs st B ER D LEF T 2650 KA; IBM A FIMYGES) 3300 7. FHilk 1P
Mok E SR T ER R, ERLRRENRE. AR THEMER, EHARTA.
BFHESIT. FRFRFELZ T AFEHEREETXE. W IPv6 AP EHEBKME
VR T — 8D ZEFERI R L.

IPv6 HtihbKERMSETFRUA—MEFENMNZSU RS, FERSSRERL
- BEH) IPv6 bhik. IPv4 MhhbERT . EAMACOREMERKMUREY KEFREAS
HAERZ IPv6, X —MRH, IPv6 W EAETRMZNM, MTHEs) IPv6
WA, =RIFRNNARERGY, FPEETREFLRNE TSP 4 THFIL
E.

—H IPv6 e R EERHE TR, HE, AMARAE SO R RO
HEFMBATE, SRS IP R ENRRIIEARNT . e, BASK
PHE—AEREZA IP ik, A% CHNOTENRE, TRIFERERA, FaLl#
PlRant ek, EESR. HK, IPv6 SBIERFNS %N B LM TFH—4
EFNTE—BN KM . BB RN, FRNEEEE P LH & RE,
BB BB A TL B, KRS AL F A EUEasRkE,
HARZAK. BRINERFHBEINREETH OO, REAHREEN, MEMHE
BIEHEHE; BIMNEESFAR - X EERBEURESH M, BITTaE%ILE
EERMNBIENEN: mRELEFH, BOBFESE, KEERNAFEMNTERER
ROEMEARAR, FNBERFHMOZLEPHIER.

Besh, ERTHIARR, PEHAOKB MM AREF —ROGEERH, BRMB
THEPZH, TS ERH. KA. Bk, R, RIS B8R e
fit, BRITFENS Internet MiEHk. FEBF 5 Internet E#)5, SMHBART
BEXPRZTRE. KEE, L, TUEIRETREESR, B3R ERENEL
B, WD WERMIF .

BJG, AT IPve AT AR A L RAL B g 4R, 8 BArmAmREH
fEREARE E— MR EH. BB, BIRFERRBANRSEEE, B84
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B+ IPv6 PSR E 2 TR

JEREG, AMRATLAFSTRRRERE, ERBRENEHHRANEF. FEXBE
EAAR, ENEHZUXETRARERE. WERN &, RROEERD, HEE
A RERES A RS SRS RERN LR, F#ITES.
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Ftigx TPv6 PR &2 H AT

3 FET IPSec thX K IPv6 2 HLH

#F IPSec thill iy IPv6 Z2HLE * WwE 3.1 Fir.

IP B2tk RGH
|

y L 4
ESP thifu# 3k AH Bk
JLIE & 473 > SHRIENE

' !

» 1P E2F ISAKMP [¢———m——

[

EHEDIER
3.1 IP Sec Ao 2[RMIXE (RFC2411)

3. 1 IP#%% (IP security)

IPv6 BRAEME: IPv6 HICHMTE Internet B (RFC1825) MIRLHELHY,
IPv6 RE—NMEZLEHHH—RIIKLRE TR, WAL, SBERIE. P #45)
EMEXNAFE. IPSec BI— M REXMASRETUEENEHHEE, HF
EFANENNRE R LI, XBRAKEER ST AR NEHELEENE
B, B% P, IPSec BB AVERAETE RN FEdBNETARSE A MEH¥
iEi MODEM {4 PC HLR LEys. @A SN ERAAENH LREAETF Laaet,

(1) 2R R EREENT IP #2HR%. EiR4tx L2k
E IP LT ARY . HSHENEE L ESPE—& T (BEFRVIEUREAB) Euint
£/, £REAFHEGHXIP L, AR MERE, S S TCP A1 UDP k.

(2) BiEHR: EdPRIRENT P HECESE. SHATENRE., £2MNX.
R oFZEEH, BEESSEETERZFERNEMNMN IP #hik L3, LK IP BiE
#, B MERK NLAEEN P HIECS: BS54 TCPIP =X UDP/IP kAKE, &
BB oMbk st mA R B P k. HRERAAZERP&5EEN, B
PR L B M EFDR A TR S EENANE S oLRHuL.
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Bt IPv6 MM EEEARBR

IP ¥iE6LE 3.1.1, AAERMAREENE 3.1.2 §3.1.3 fiF.

Original IP Header IPv4 or IPv6 Payload : TCP/UDP
BH311 IP¥iEA

Original IP | ESP Header Encrypted ESP Trailer | Authentication
Header IPv4 payload (TCP/UDP) Data
or IPvG

3.1.2 feitis

Original ESP Original Encrypted ESP Authentication
IP Header | Header | IP header | payload (TCP/UDP} | Trailer Data
IPv4 or

IPv6

3.1.3 BE&ER

IPSec 7£ IP B AP R RGI L AE LI LPHEM— PR L, #@id ESP 35BN
#F, —FFEHEEEFCEEA. MEWTH P EEEBANNERER P EEAEA
SHE 314 H3.15.

Original IP Header IPv4 or IPv6 Payload : TCP/UDP/Tunneled IP

Bl 3.1.4 m#Earey IP FaBEBR

Original IP | IP Data(maybe IP Security
Header IPv4 or | Security encrypted) : TCP/UDP/Tunneled IP Trailer
IPv6 Header

3.1L.5 mERFM IP FEAHA

3. 2 IP Sec BUFFThER

5 1Pva ML, IPv6 RH GRS, Bk, 1Pv6 BT IP Mt 3B 58 BRI o) B ;
HIK, IPv6 X} IPv4 thil P EE R R HZ LT TRANZSGE. HPBYEENHRRE
¥ IP Sec EABIPILATE, ML IP Sec ¥ AHBRIMEL, MWRIEN IPv6 hiXEH
—8A R ET IPv6 B &P

16



mtigx IPv6 MBI Z 2R AT

IP SEC £ 4t FUMARMEARFRIFELTAFERALT IP MEREEHAREY
;s

24 FBE (Security Associations, fBj#K SA)

IP AMEsL (Authentication Header , fRIER AH) ;

1P #3228 (Encryption and authentication known as Encapsulating
Security Payload, f&j#R ESP);

FHEH (Key management ).

3.2.1 &2 XK (Security Association(SA))

IP Sec HHI—PEEBERELKEK(GA), RE—KERFPRIXBENR (SA)
FEfE 5. BUE TR ARSI S/ AH 7 ESP HLEIEE SR, HELEXBEEE
RIFSHE WFAF AN

—A SA RZARFLZEGEEARREOXRKAN, Hd AR XL L AW AH
REREHARFITRE. ~ KB ELERFTHEAFERNBZLATBRATENMLE
BIEZ—SA. —FrZ2XB(SA) BT X R: R (EF) B8, NERm#ES
HEH. 15, REENERLAREN—REH, AEMAESNEEE, UAE
EhERFENE SR XA BEER).

SA RBEEE, ARFANTENHERITEZEMXRZERNFERETERLR
MR, SA BEANZLIRI BT, Z2XBYEREEAE—(ERAREE
¥ SAFRIRE, EAEAXETRMKERSIS. IPMEREHIE, M—RKF
AT EHTENIRZL K RERNRZLSHES] SPI. ZEXBRMHEME
24 RBiT AH R ESP BN LM PH—MREBN. WREEFR—MERFRF
f# ] AH At ESP A Z2thill, MARERQIRADS (HEFEL) HILLEXBRRIPF X
BETR. —AMREXEFREE=NSEEHTIRG, EHELSHET (AH/ESP Rk
F—AFBD). B 1P bt AR 2 (AH 203 ESP) MR SXRBERAFZERER.
—AE2XKBEREB=SECE TR, EhEL3HES] (AH/ESP #kH—PF
B, HY IP bR £ (AH EE ESP) =HMAAM—Fil.

& 3.2. 1.1 73 AH A ESP KX MR ER AT X 5.

1. REHRS ‘

FrigR 5™, RS IP ZEVSNEAURERSENES X, —F
TR URE R ENR, a2 EEABS . mEEHL SA XFXFEE
F—EHERARNAS, AR—/M2EEH. BRAFNESHE, FIERPOEEHR
— .
BEMNEERBREREEMZEXERE A EVERAE A S . mEABIERE
B#TERAZEXERZLBEES, BART KL, REXTHiFERL

17



T ' IPv6 MBS LT RPIR

REHERE. REXBNRLERCRPES, AR T KEFIBENREAR.

#3.2.1.1 AH FOESP #LEAEHAFBREH AT HE Y

tek R BEIEE A
AH A TP LAY Bk R4 TP FE R 35 IPv6 R
30 AH
ESP 4% AR IPv6 § & ESP 3L ESP ## 3%k
# AH B ESP ESP #3501 AH 4 B4R 3k

2. BREXKHEMGSE

— MNP EAREXBENEYE. B SPI #5, SPLEFELHELBRYHE. XH
FRRESHFRSGEE ID MBI, SREFXKEERRLXBEFMN SPL,
H gtk o7 LU S i ik, T CUR £ #%kbak . Bolodm a9 4L B Kodtbt A28 44
SPI fH, RiRFEFHKILLKE SA. F—NHh RS EE KR/ SPT, BA
BHREMEHINE.

3.2.2 IPAIELK AH

IAIEML (Authentication Header, AH) REPTHEXEQLIMA—IPE,
M B M REERARFREATMER"REEL" RN BAITIAE. XMELRK
REEIHNNEERBAEBER: AH SRGFEENTEY, BAYEARTE
PELEREPHBABEMR, BRELHBEELTHRECHMEEK.

AR BRI N 5 Bam AT R, TR EEMERRI RS, A3 IPv6 KR
ME., SERFATHRAN/BHONSK, REMERS T AMEBERIT AH i,
RFC1826 £—4RH) IPAH MMM R R, S “WAtthRftIERMFNERS, X
RRTHB—mEEsE, maaEa. fn, RA—HE RSA BENRIHREE
BLHE, HERUAXHRE.

IP AH thiSAH TP BB RFHAER B, AH MBI HEFAERP AR
A IP BIEHLHER, HEHAEER, HHPLFHH-HRFAEFEH. EF IP
AR kP BREEER T SN TARS, FluERE, ENAIMEE. BEHNEE
£ A F AR BTIEBIAER MAC), n LA G FRREFEEZFHNTERE N MDER
SHA-1 %, AH thil2Z IPv4, BERRHIEEMIRLMSE. INEEEH HOHRE,
XE®E Internet XMW ALHEE.

IPv6 MBRIEEEMRIERL (AH) KRR, RiFHLE IPve f— P22V RBIR
%, BR IP G AR MBI RREAE, Bt RERK S, #% IP HiRBd.

(1) RIEH L i

RIEMELMER, WX 3.2.2.1 Fix.
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wmtier IPv6 IR E 2B ARA

#3.2.2.1 RiFHLMAER

TR AFE (Next Header) | F W 8 #7 K B ( Payload | fREIFB (Reserved)
length)

L422H#ES| (Security Parameter Index)

BT EIEFE (Sequence Number)

KiF%¥38 (Authentication Data)

RIEREANEABHEUT—ERA:

@ FT—i3kFB (Next Header) : Hi5EBRARIEH LG H A BEM R (n
TCP)

@ HHEHKE (Payload length): BiFRKMKE.

@ &2 Z¥E5| (Security Parameter Index): HF¥MERLXBENEZLEHR
#3l.

@ RiF ¥ F Bt (Sequence Number): — P EKF B, ©B S EEEM A E (ICV,
Integrity Check Value), FIRIBEHLIGIERIBEEEEE. |

® REFER (Reserved): (16 D) HLIEHEH.

(2) BiF¥4E (Authentication Data)

RiIrHEasBtREH (ICV), AREMARIENEETEH, FXRHAHE ICY
FEEREEXEIEE. IOV REXHBR THER, BI IP #LFREAERIES
BEXT, BIFRLFEFHRIIEESR 0, IPEIBRAIFTERN . FLEEBREEEMN
RPN, SERABYE. YHENAFFEE. 1P BiECHEEFHR
EHEMR X ENFANBIERLETHE ICV. A IV —#, BilEm
BREESERIEHERA#RST. BRiEXELTHEIEME 3. 2.2.1 Fix. .

(3) P BRI (Prevent Reply Attack) ERITHAE—FEBMEREL,
REREREH B, WEIHFMFLERS, AEHnHBE R eI ETEAR
15 R . ST EEE T B, GRIEENERE 2 EMEFREEILH
%, FFISHE 0. WRESFRFBICEELEERMR, ERGEHEM 1. mREK
HRE—A IPHELAEHINFIISFR, ERHEER, SREITRERERMY
. ZFBREBBERY, IFERERARERENRS CESHRERENR
SXBd, RIERLHFENRIERIEE 0, IP BEERAHRESM.
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mix 1Pv6 FIEERT ZEH AT

RF %480 TR IP Datagram

Original IP Header IPv4 or IPv6 Payload :TCP/UDP/Tunneled IP

/

Pl ICcY

IP Security Datagram

Original IP Fixed Fields | Auth data Payload :TCP/UDP/Tunneled IP
Header IPv4 or AH
IPv6

3.2.2.1 Rir¥EaILimdiE

3. 2. 3IHMELEHRBHHIE (Encapsulating Security Payload)

ZEMBIE (ESP) WA HIERHLEXEERNMBE A FHITEME R ™5
S B MSsS B RNLE M, XA ] DUg e At A P B T SR AT R B B A
%, BARAZGEENAFARTEHITANE. ESP HERMNERMERFREIENEE
Y. ESP FiRAHEHRBEM RN ENE. BEEeBHRE. AH R ESP BRIk
AURENANTERMER, BTEEEH, S5FAN, ESP MiXE AH MR
#F.

ESPiTRERFRE . FFIEBHRRERE. BRALEFRES. LHHMER
HHERRER AT ESP. MBEAERERAPHATIXIRSE NRB R FIEKFAEM
TEEPYECEERRE—HERKSRE, SMEXLX,

ESP Bh( H AT BE BT EAEE XS BT e LAt N B E S $ . 5 AH PRI E,
ESP b5 (RAK) MBFEHEEMSL. AT HEZHE Internet T REEFLRMEME. FHEHR
3, (CBC) F H%3# Im# 45 (DES) 1[E7E % BE MiRER .

ESP XS E P AR . ESP %3 508 N (B BEE 1P ESP 241 A3 £
AR5 ESP AT LARI R4 IP BUERME (RREHEA) NN #5 2, thin TCP
A UDP B #EAT In# (fefaisl) . ESP Hhil (i, ARExTeBEERHEHRMA
EAESE ESP REXBMPRIRLK, =L AAAFIRM.

mEREHERR, FEMGEEIERBRMAT —HNERP. xF 1P BdEHRM
FHMBE, 2 IP hil M BAM, WMBEHIE. ESP HhislIhAT MM #ATLL
AHE, ERRENERE. BERTUREBRE. EAERENTAL, XAEH
3B ESP AT RE R I 4L

AT HBANRERNEEEREME, ESP I RBIEKFH S —PUT ESP thillfd
1, XA ER. FrEHEE CBC BXX 91 DES HiZ:. SRKENMEFEZEARA LA

20



tig3 IPv6 M i X2 B AR

BAK

mo
(1) #ELZLHEREHERERA, WH3.2.3.1 .

SPI B (Security Parameter Index(SPI))

7S FB (Sequence Number)

BB HIR (Payload Data)

17 F B (Padding: Extra bytes) (0 -256 bytes)
FEKPBE (Pad length) FT—#k (Next Header)

BHRHEEIE (Authentication Data)

5ls

mz

B

B3.2.3.1 HERLHEREFMBEAEA

HEZEFURBANEELEUTFR:
@ SPI B (Security Parameter Index(SPI)): BiIERXEXEMEZLEHE

@ F515FB (Sequence Number:): FR{BGtR ER{RY, BRIFMRLP#HR
P

® BHYUEFHYEIE (Payload Data): FERUMFHIE,;

@ HFEF B (Padding: Extra bytes): MFHEREEMNEMHETEY;

® HFEKE (Pad length): AFHAKEERNFETE:

T—3HL (Next Header): HWARFRBEFHEEFE L EHEIELR,

@ BFREWHIE (Authentication Data): FH ICV &k mas i 51 5038 (3
BIEK).

(2) ESP #§ (ESP Computation ), 7€ IPv6 1, Mm% & ESP ¥ Bk LK%
o ESP IR ABEMAXBHBRENEN, BRKRBRIE. TEERBNE. RE

BUREME RNV EHRIIEN. ESP¥IEUERAIT TS, wH 3. 2.3.2 Fix.

(3) R ESP ARYEM IP #8:3LF B, BrdkiX 7 B ESP 3R (BB,

770 AH W R R AT REE B9 TP LR BHREIR & BT R B EHR — MRN8,

R
ik
RERS

HERHLEYERY, FRIA{EFR AH #1 ESP. S%{EA) ESP, A/SIC AH 4R :LHI 3 ESP
fShE, MG AT LU RESGR A S BME Y, B THERE, M
fRiP ESP A BB
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wWitie X IPv6 MBI EEERPIA

IP Datagram

Original IP Header IPv4 or IPv6 Payload :TCP/UDP/Tunneled IP

Encrypti
Algorithm

Padding | Pad Length | Next Header

IP Security Datagram

Original IP SPI Sequence Num Payload Data Authentication
Header IPv4 or ' Data
IPv6

#3.2.3.2 ESPEIEAESR LT

3.2.4 FHEM (Key Management)

FHEHAEFEORENEAL KA E, BEFTENAEL: AH M ESP &
APMRIENTWERL. FHEFE—ANZHBFHE, E¥A+TA#BERR, #lm,
—/ 56 AT LR R A SF39DAT52E0C25B4. FESVBRKELDILR 64 7, %
T 8 IMIFER. 56 fLMERL (DES) BREHMEREHMUNAT. FHERERE
FILAB3IRFER.

FIEH (Manual): FTIEARFAREERAFEHECHNEREIRERENE
PFEIREFNRA. THATEEPEPMBIREPEA R LE. XATHAERDIIE
PITTRAATIFEAMME T E. Ba1EHERE (Automated): FJEABERE I SA
#FH, HTUMNBRASAARSG L ERAEARTEMES.

BayEEEAEBRFANAN, ERELREZANEARENERE, AN, &%
EEREERYE. g EEARTE M Internet HHEBRMIN, THBIF
Internet WHl(EEH T B IP 22— EHMETHY, KW, HE2RGFELET RS
W (RFC2065) X FFE 2 THEHRB=FAFE RS

() AREFEANZ L2 ENFAFE, UREFAIERS.

(2) BB RINIER % -

(3) LB RFKIAERSF

3.2.5 FPEFHHR

IP 22 AR FHEHERS , —REBEHHLEY, 2R ATeXdR
AaARKHBI, R, . BRHRHETLXE. B—EhHHFH SKIP
F0 ISAKMP (Internet Security Association Management Protocol) . SKIP &—#3E
LEFAEEDW, TR IP Sec thil —REAH: ERERFMNETREEHERALR
%, B IP B LiE4T. ISAKMP BHt—FESR, AT INEAFHTKR, BEHAANE
FIEITE X . ISAKMP #RVH RS EFEMAM, BRI, XHTFERFFRAEHTR

22



wWtiex IPvE PSR ) 2 2B ARTIA

&,

ENFERL BRI, ZXHEHHFEF OAKLEY BHBAEIN, EXTEXK
Oakley, FI3k3CHl ISAKMP @9ZheE, LR SKEME(Secure Key Exchange Mechanism)
2. Oakley #AR T FHXHAMRERLH—RFLE, HH4LTEMEREDN,
b BMFEHITRME . SHFRPAINE. ISAKMP f Oakley EMH R, HRATX
BE—/Mi, ©#84 K 8 Oakley, #4% H SKEME, 5 ISAKMP #1454, AJ3K78 ISAKMP
hERE, ANERHEHRER. SKEME B—FBIhREFHTHER, RRUAESR. #
FRBEEARFRS . DNS 29 BRI EF U _ERL T A F AT,

B2, FAEXHISEEARE. FHESFE., IE. WK, SENGTRNE
Mk ERP.

3. 3 Internet H{IXLH:

Internet F4A%5# (IKE) A FahA &L SA. IKE fRFE IP Sec Xt SA #H{THH 7,
F%t SADB HIEHITIHFE. H RFC2409 MR IKE BT —HBRAHE. ERAAH
Internet 224210558 F% 5B B B il (ISAKMP) 2 LB —AMEZR L, 745 A RFC2408 3C
. En, IKE LB T B EEDILE—85: Oakley Al SKEME. #hét, IKE &
XTH#ECHEHETERTA.

ISAKMP, Oakley #1 SKEME iX =AM HIR% T IKE 9%l Bk, BATiR IKE &
—R “RER” i, B ISAKMP B9, Oakley T B SKEME I EHHT
FHEAR, & XME—ERAEMEE R AR R LR,

3.3.1 ISAKMP

ISAKMP S LT WA mfelvaidE, WM tE i@ ff R RFEEEES
TR APRGZE . ISAKMP R4 T X x5 5 R 5 BT RAER ik, FHTRNTBRE
BEIAE, UERNZLEREBITHENAE. BT, EBERE X —KEEMRTEERH
ZHRMAER, thREX ZE2BKEAMTNES, LR RBEFHT U MBEE T
.

1. #HBAER

HTF—PHET ISAKMP FEHEBRNEHRANERR, ERHERFE: #
ISAKMP B 8 B B §)— /4 ISAKMP 3L, W@ 3.3.1.1 Fios.

KEHEMWNERHEFN FEIEN, FHEHR ID—&E, AXiFRRS, YU
EXTHEATP M — K ISAKMP AT AT L. “TF— A EH " FRIGHES A [SAKMP £
#h, B—NEEEXMLZIE. ISAKMP MR AR R A F R FI B AR A B R i
F/BIRTRHAITHI. ISAKMP X4 R ARRIMR S “AH” FERIFIRA. ISAKMP
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Bt IPv6 NER B ZE 2 AR

HEMNEKRH “HEBKE” FRRIFAN. ZT “Biir” T8, WABKERMKT
5HBAXMSRER. X “BiR” Rh—MIgEXERN, K, MMM
— A RABMER. B3 XT =4 E CRA/MIKENTB, TR : E. &
FEM “ARIE” AR, Kb, EEREHREER N L EREH DEmME: R
BiRiE HBEGRE—FEXS TR ZRBEm; “ARIE” Bir X EGMERE R
ISAKMP FIAFE PR HLEIRI AR .

0 7 15 23 31

R cookie

WM E cookie

F—&% £l % 3 Bl LHRY Hetr

B ID

HEKE

3.3.1. 1 ISAKMP 13k

HaU#E ISAKMP b, B3EE X T 13 AR BERE, T 1R SRR AL T 856,
FRBEZE LATE AT 2 5 i) ISAKMP AT IR B« T — MR " F BRI E . — 4 [SAKMP
BB EE“BEKE"FERRER. ETRETER, WKREM, LAHH 0. ISAKMP
BEALmE 3.3. 1.2 Fir.

0 7 15 31

F—4% e e KR

B 3.3.1.2 ISAKMP 38 L

ISAKMP SE X THE—KZ MY AXREFEHR MBS . ENEE: #NR
. BEEM nonce AT, J 1D 4. FHXH, HPREBIT IKEHTRH
RAHS R, Diffie-Hellman AFF{H.

BEEAETHEN, AR, Hhah: 22KREN, ARkEXERLN—
MELBRTIERAE— ISAKMP SA, EHTHMZLMNE SA.

RHIERFREF . RIERS. REEHAREEAKBRT M REBKERA,
HEBPA LB AR WA TEAS MR, fEE X T —f22B @RI,
EE N —FRINMEB T RBT THR. £—4HEP, W2 EEER—&, X
RAEALTH “FT—4A 8" FERLHK.

2. TSAKMP 3% #: B BY

ISAKMP #iid T i fIms M. £F— B, BEEEHHKRELT —4
Bl S NRIEMZLGFHRE, £2_ME, XMEE TRIEAEZLFIPHEE
AT A A—AF R ‘
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Wi IPv6 R ) 4 £ R AR
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JFERMER 2 THRATRE. M TEENHREHILER ISAKMP B &, HAFEEEM
Wl BELRMAT, R mEIRE.,
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HEd KB 2 XRPHUFTEHBREZLRE, SRT—XMR 2 25, &
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.
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X IKE XEBFEM R “RIEFE”. HEBHERETEHHAZR, DRMFXH
BMEMREF . MRUEA EHRE T M8 6, UREH A EZHR. BRTHiE
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hEENE: HEM—4 IKE SA, BENHLANBERHEFNSE, XE2E
AT ¥ ISAKMP 1H BSE ). XX HRRE BT, S8 T ZF ISAKMP Hi.
(1) SAEFHEFEMTSH:
O mEHZE, FHEREFEE.
@ #5|E 3 hash {. Diffie-Hellman 4, & XH4T Diffie-Hellman ZZH#Rt,
BEEHBEXRAH AERZH.
® WEEHLERE Prf (key,msg) BER—NMHEHAWBRHRN, ARTEER
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7, W IP ¥k, BERFHE. FRESARNEERMIESNZ. IP Sec £ Bafmrid{t
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NABEWEHE—RYIE IPvd M F 8, IPve{INMZEH, RE7E IPv6 ML
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BEE—MEZRR, REHNISBREZLXSHFENLLEE. HTFREATHAK
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AR ZEMXEH, WIMBARITARNTEFDABARNXAHBS. B8R,
FRRM. BRERIF, HRBRENHAN, FeethtETh, sHERTAHTE
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(3) FrEHHERMEERE. PLEEBIX LEERI N ERETELR
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KEEMOTRBR: RERFRF AN T RESRUNTES:: SIAGMRE, E%L
RAAFEFIRMATE: REFNWHEBELETHE RABKHNRAKE IR,

B2, LR pimkR e RN T —REKFE T E N ETF TS, NE
WA RN EOREET P45 b BN R B S



s IPv6 MR L ETRABIR

5 TRy KIEEE®T IPv6 PRI 24 FF5T

5. 1 fRBIKRIIEHETHELTR

B KR 0T LAGE A P P MR E MR T, 2 mERH LB HEA PR 23RV 1R (&
AHEBASRENE —HERALAEBENRES) . —ETBHNHKIBREEN £
HFRRE AR S BARY . BREHBE—ASROMN IP HbR, Bl
XE—AEIRE 1P BRIBERVETRERAGTREENZETHER. BFREEHEN
BAMBER, FIMhNS. WERHRIH IP Ut RROS ., EEREUE L
IP IR, %% IP B#ETHE. RBRGEE KEFH—PMRFHHE, CHEBNAS
MEBH P s s e i) TCP/TP Thig. —MBRSEFHLE—THAENMX, —
A A EMSE N ATEEN M NBMRX. BPR-— TCP/TP A, Him Telnet
& FIP, FARBREFBITXE, RERSFBERAPRUEABZHRANTRENS.
LRAPEEHRMLT ERNHAP ShRNERERE, RBRSEEETEEH, IR
PTEFERELTE. BATRTUNAP 28R, APRENEF &6 R IMEFE B
THTRFEERAE. RERNERE: ERGAPFRNOSHER. B2, MAH
KiEREL Internet A ViKY, RHERFA S A RKGALESLE, Sm—XkED$
HEINARLE.

B fcet el SR BRI U B SR A TR AR B BE AR ORI, TSR U B 7 08
MU R, M2 FREEBOEERARRA P ZIHAERNRZE. RS
AN ELINRBH T AE FRRIX L HE, SMIEEF R RE il RN E
AP RE, $HTHREARA P RS MHAERR, DRETESMHATERAR P RSN
BAREBHESETHAEAS AL, BFELRAKSETR. RS X RBIZHE—
AL BEREHLEAZERIE, MENG-HRSERIUMNIMHARENX. &
AMELEEHRITHAANRA. REEOFARERSFRERESE—RGNR
AFR%, KPhRERGRIEARGLE IP KRET. BHiTRAR EHEER
Dualhomed B k3. 57k LRI KOG LA K 4 57 i T P R4 Bl K3

BERRGARTERTEZ LATHEA, MEHXKEREBIT T —EHH
wHENL, Bt RA—& W HIEALBRRAR P RALEREE KRR, 5HIXE
HREME M AT EH AR NE . B, B RN ERERARGR BFE &
HPLARM AR, PR URFER A EMLER, WTRERLEENMX,

37



B IPv6 RIEE I E 2T AR

BENQRBE—#, H2BMIFTEHEE S RAMBRERKER, BiK
BRPEABEBOEEA RGO, FCTRENE LA EMEESE F
—REIBT KRR E AT DAL 3B A R BN SR BE M BIS . S P HRAL A
RREFEALBRMN, KEXE BB FHABEMERAABARKT
B, BMXHRRIREREIRE, BUEELMHRBFELERTN TR, 4
- OFENMEERFTRSERTRRAMEHRE. TELRENXEE, &
PR T LAPR E B A8 B A6 Email. B0U%E WWW DLE SCHH4E5, BRI
B U7 i B 9 EB R TH L, IR 5t AT DABE A A R R Z B AR ). 4
RBP4 IR B kIR 2 S5 7T ALK B4 9Kt B KIREH R BT — 6 23
Rt EHLe ER— MR, AT LLRAIF R RIEERE K

5. 2 Bi KBIKEREH

1. F#i# H%8 (ScreeningRouter)

BREEETSHT XEMNEFNREREH, WA EICRER. FREd
RAEHANERNE—EE, EXAAHNRXBLAEHEIRE. BhR LoTLlE
¥ET IP BT KM, EMMOTEIR. FERGBERFHERLTER
B, B—AhEEe. fAdBEREaRARMBIXKENEROERHRETR
BEEAHFHRAEN. FREBENRGRE—BEBEBEERERE, EAREIRS
AR

2. FEFLM X (DualHomedGateway)

MAREVFXRA—EEFTRRMFHEL VB K. RENFEAS %
RIPRRS B AEE. B2V EEITEGKERYG, TUERNAERF, REUERS
%, SEEGEHRMAL, AEHMXELEVMAERHTHFEFREDE.
HENAER RS BHEREBLEERY, —BERERABLEVHFEXLRALEH
g1IheE, (EMTR_EF P ¥eT CLRE vl 95BN

3. ¥BEd EHLM % (ScreenedGatewy)

BEFEVMXE TERBBEAEE. —MELEHNEZRENTRS L, BF7ER
8B LR, HAEXNE 2 EH RN NI EREE— HEREHEN, X
HRET REREAZRERNASMERE P RS nRZ2RPRE— M ERT B A
™, BREE FRRSRBR, BARNBRNBAAEREL TV AEREHERNEE.
ERFERHEEL2ENMNEREHEZ. PSR B R b REE LKA R
E. MRAGEHBEERIE LE, ARPRHIXKENRSZRREM. X5TA
ENMXZRGNMEEESRS. '
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4. ¥iE#F M (ScreenedSubnet)

BERE TR EEABMENIIENEZ BEL—-MEREN TR, Aleo4
TR HBHEX TR HEABRAERIERE ST ERZERD, F4AT
W BRI T RPN, ETRIRHE— DNS, P33RSR 4535 0T 3 8
BRTFM, BRI FTHEERTHEG. FHERTRREREE2 EHEE
—m R R, ARFERTEREINARCAHE, IAEENERNEEELEM.
THENEEEEREAMN. SARAEE TR BR. HRBEEAETLSER X
B, U AEFEEEE=IMAEGHE, AR EEXAELE G CHENE, [
B NAEECHRI, XHEETRTREN. B IR HRBEBIIAALTFANE
FIREEHHEE, WAREETERER. EXRHERT, AGEBERAEL2EN,
REHEAAMIEN, BREREFFEEDE, FEEMEEPAETIKER.

5. 3 Bk EART

WA N LB KIEHRER, BAEHE. AURARAESTEEETENLZ L
1, R UE4EAR T ERBRZ . BRREFETLIS 4B 54385
Kig, REBRER Y,

1. 48T R kG (IPFiltingFirewall)

4+ 45 38 (PacketFilter) RZEME BEP X FIE QLR EFAETL, KERAEL
REFNLEEZE, BESERPHESMNER, RIEREAERLE. Bixibit,
DEEAEAHROHERTAFZLEELEY. FERNXENE QG RME
L, FEERNEAEESERGFEE—CKENGERA, AaPEEREEN IP
Hak R HE ) IP Huhk, XSRS FHERME, B8 NEEcE M IP ik
B—498 L& RiER %, FEEMRUARMBEZIRAEH MM, SAFHER
RELEEREFARER. S4TEAMKIESREREELIFEGRM IP
ik, HEBRAZERAASENIERNTRERS. R XAEREXE—TP H
fEB 18, AXA ML TSR BT A S RS H P KRR . X R KRR AR E,
i EFEH XFBIT0T LLE S A B KRB ILEAR A REERBEE
RAERE “HRE” KWES R, HW www.playboy.com. www.cnn.com %%, 4}
A EBEHBOBEAORARRENTHFA R ERERN, LRARREIAREASEZA
TR, XHPKEEERT RS T4, BEENBENL. 24T ERH
BREHRLRREEN, BEECREFAFPHER LR, XRERIEAEADEEFEP
KRB REARdER. MR — M Rair A BRI KR BERERELERES
B, NZEZX-HHEHSLRTRKENER., “FREME” RRELEHFHN—FI
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HEE, BEMNMSATEANAEEHN—RIIERE, FEXEQFH IP Hitd
SR BB T (FakelP), WA Z R —SB WA P k. —BEF—MEEDTHX
%, BEEVUAZA IP HIbRARMANIEBHGEE. ER—EFRTREMNEA
—F A1 8 CwHI R B EGFEFE, PR FE A & B 2 (RoutingInformation
Protcol) R RIEHEM M BE R, XEMANEHBEEFBLI - MRENEE
Rk, ST XM ERN T —FERERZ A RS ER", XEFLE—HM
EyE# ., B MBI EN R IFFE 2 RBR' RS ERFSE, 3RS
WY T ZIHESEESFHAERALENRIE, TBHEANMUEFAHRE. WRR
£ R 45 PHERBRIIRNESHIERSIEHRXKIER. ERYRSFJELH
BT LA RREKE, EEEANERLEESNHPER, & TXHBE TR
ER/AEBEA AP LFHB K ENRIZERVER, EEERFAPMMER LR,
XERMHAAEA T ERPRIABRENR T IER.

o, REEBIG RS HITERN KEN— MRS EEENABANTHNE, B
BAREFHFRTAREAMRB RS, SEFANRTTHEANBGRPE. B0 AL IEAMES A
FREHVE, HAREFATNIR. SAdES — M RBHBAREARERF
F LaATEE, BIARENAFRMAAMEILE P it B, AT EEY KR
EREX ERNEXNZEMNERSA.

2. LB 4% 2 (ProxyServer)

RERFBEEBRENALET XS, SHTIE0 k&0 LIk 1P bk I1E
REBERNTR. BREFESRAAREBHABAR G RSSRONE, HTFXEN
NV RN R KSR E TR E. FrigAERS, BB XIEASMHENL RGN
AR HERERNMEIETRERS &R LN, IAEERII T B k&N
S ENRERRES. RERSEZRERE Internet Pi KRR EMNE, ZENE
RAFTEELANFENNARENESERS, R, DTMNAFERBRAEEE
FdaeE, . ERAREFIR. —BER TR TR e ERRMRS, W3
A4 (HTTP) . EREXHEH FIP) . RERSBZEERFRIERE, E4THE
HAPEEFAERNAE, ET-MAPEFARSEM SN, RESEHAIEER
WEAREAEMRE, BWETHERYETHNERE.

5. 4 IPv6 AW KIERAFEN A

BEl IPv6 Hi@ XA AT BN XKERATEFENAESR:
(1) BEMBTKIBBESNSEFT AR TCP/IP Bk DS #4718, EFR
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Bt IPv6 gAY 2 RTH

F ESP IS, XMS BTG, BLSMHEE AR

(2) BTFREEAM ESP R AMAMME, FHRERES SN TRARER
KB ESP ER 5 RAM NN EVEIERE, BASETRERIXERE.

HTRRERE, 63 EREUHRR B KSR ELH, R0 FRRGX
EAE, SR KEMANERGENS, SIERRARNZLBE.

1. X4 RSO SLH

B R BRI SN —HB KSR, EREABREM S Internet Z AAE
— AR R 58, o T SRR MR Internet £ IP BOEIRHEAT AV
B RE BN, HKHRERAE FEATRE RHERSH A, EERBRR
LB RGE, B ER P AR AR L E RS A RO E, B —
EWEE, S EVUSAREET R,

S 5 2 T 5 K ) — o 16 B BB T B 7 4 4L B 28 3 i R o
AR %4 T AH 0 ESP 48 Sk At aB SN, iXHEnT CAIRAMER IPve KoM,
TSI R ATE, (BRI 4 SR A0 — S A E, WIS In A
B4, BARBLEHELHN A TR LORRE, REEES— MM &it
Bl 1 38 AERL RIS TPVE 7 AH SUIBHRSL, WILAA R AVES], —FRTH R R 2
ERASRENETRER, R fB AT R R AH 2Rk, Rk
BEATURRKERS, EAFRELMAKER CPURE, LHETHEL—4
B SR, R TS R — A B R S RS, A KRB
FutE, HE, XHEEERERREN.

AT I, 54 A SR K R A EOR, FLERIR L S AIRE IPV6 (IATE,
FEAE—/ AT IR 4 RO AT A MR BB kI R

2. SHRFEREEAREHNTIRSER

BRB ARG R RS R —HE ki, TENSEENS Internet 2
FIRE T—A A s S — A E2 ., b, BSTHREENBRENL
1, iASESEEREEELIHE Internet 28], TEMUEKRFTE EHR
GERABIBL N, TFEEEEGABREMODHRE S BREE. BR, B
FRENARE R M BARSHEERNELN, By RH Y R HEM
£5 12 (4Lt ) RIS 2 (R PR ACHE) SEBL L 98

FTEAMB AR SRS, ERESHFE SR SN RE. &
B, T A AT EARERPOEE, BhBRELIIANM DM, ©R LR IPv6
KIREIAE, £EFEL IR — BN I, EFERHRSLARS
BaEHl, Ek, ALl HELTHETA 1P SORRAY AN BOE R L AR . BT —28
St IE BANET, 4T R B T BB, X030 B S BT
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Bt 1Pv6 B HIRETATHA

idag, MEL2EHERTLRBERNIE (. BARE. HFHES 5% eFER
HRHBMER (0. W05, AMBIES) #HTEEE, R\ A R RLARE
GRATEAESH. SOEENNKEERGHAHENG TARERNES. 4. 1 FiR.

53405 aB B i 28 Z234

R 2 R vl 457 .8
RO R HHE

ﬁ__,,/ﬁ\\\\“+ M2 __’,;/f
R 02

5.4.1 BRI KR REHUMHEMNTERER

Internet

TEAARGR LIRS R

(1) Sy 4 s i 38 4 8 0 E S BAME EMLEmria, 23] 1P $aEEIR, 7
THMEEAE, HT IPv6 BB A KA ESP MEH AR, BHEREIBEIE
3k b iRk B P S bk (h5t, 40 3Rk AR 4 T R4 M X)) FH X E B#1T
g, KB TEMNE REEFZEIER, HREANWRERTRR— ICP HAR,
PURRTEIMEL G ZTARANPRITHESELEARE.

) B2 X P FI B HBHROEERE, ERKERHUTIE: GRS
W IP sk, #RJ5H ESP # IR KA SPI (Security Parameters Index) ik #{E ++EH 5 H
Y, BENLEAAT IP A THAE SR AH BUER LT R R (& FHAER)
N T R A AR ERINLFF) « B RER AN B i) 40 4 ) 2 U 7 A MO R Sk
RO IP R A, WEFREZSM, HEdAE WKETERURESN
Lhr IP FARRFEEGER (N MOSH#TEE, FHFEFGNIEABEEF,
R PR R RO LR ELHE.

@) HEHmERLEENEERAETR EXENAE, NARPEETERAERED
WEEZBIEMA PN, W FTP. SMTP F#hil. B2 TN ELENTIEEH ST —
AREERX, CETRHREMNARARIBREZEZAIPFIEEHNANS.

@) E2FPHETU LA TERTE, KAKERNRHRMATNE
Hl, FFIRIERINT ZFOHAHITE,

L EMB T X R B E BB KIE R R B0, W LA 33068 5 KBS K 3E T CASE 3R
Xt 1Pv6 FARAERGRE, FERHORE, EXHEP, HTF IPv6 PB4 CPU KA
MEFLEENER. A2 XHNAEENE, Rt HENEARTBEmE, B
WE&H —YRRFiE, m: XABSHESSHESREENE, RAEAHT
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Wi IPv6 MM E2HRAHA

ML EH%. Fit, dTFMEREMBENELENZERT, BRXHTURE
WHFREELAENEGAE, FHEUTEHIRES, BFEIFH—TRE:
B2 N5 REMA EH R RERNAENZ BHEEHREXAVXER B H
22 FHERFRARBHMBERAE, WHTEEREM—FLE, XHEXKEWH
ZRENELE), XN FAYEEM, $HERFREBIIFRHENZFFEIFIE.
T X B KR B R e RT LA AR iR ik

3. NERBETPMGERGHNTIAL LA

BRETPEREHRARN AT BB BN — R 2N, X=F 2 HWH K
—AFH, ATABFRRNA Internet Z M), HZABFKRTM. SHEEhENT
Internet SHFEHMTFM ], TIAMEHBRFTREARTREREMZE, B
B i BB AT ABAT AR AL 38, BRA TP A RKF Internet MFHAMNEATE2
EhS, KA RESLENRBREREER. SEREEIFFML, £HR
RETERAZEME. Hh, ABROBERTEENR, ERECREE2EN
fIdH. ERFERENTED, MRAERPRFILAETHEA Internet HIFAHN
WEHRERE S . BHBCERRERTENET, SRR, EEFRPHTARE
HBRZHZARRERARE—AD, TUEEBORIAARFEPIMR SRR, KL
BGBRUTE:

(D 5hiRes i BAEL2 EHM TERMSEAARREFAE—AD, #2350
HiRLEZHBH, BRRBEOHENIRLRREN,

2) AfBEE 283 TR EBL EHMFAE, BARBRBUAFERURTH A%
FHMRLRFHT RIS E, RERIEZTANREP N LRk, X% H#T
ESP HEM&E (FHAMRETREELIH), RRERXTAEHAN.

(3) iR R ch 2 7E b 8 By R M il AE Internet IR ER, HANZIT4HRE,
REREEENHARRAZRAN R SRRATTE, EdREhE2FH#
THENEREE.

() HEREMAE XA PR EERH (W —E0RE R A E P KRB I
i), TRGIAEEREIVMARM D AR i d, HTUAT I mEE R
HACE S R ey P

PLEFRMEH, FEERBMAFE—ERINERNIENR, XTLUEE
TR Bl KR R A & P o KA KB
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mtid3 IPv6 MR REHARHA

6 ET IPHukpR % IPv6 B K5I

IPv6 PSRBT K LIMERE LSRN KEEEE, MELHANTFHNNER2
EVMESF, TERFH—MEREOLRTAET ISR, WE 6.1 Ffiz. XME
REERLHAMIAERIHEAR IP it 2R L8, WA ABRE IP KETH, A
faxd XAt bk HEAT IP BRI, LB ELFHEFRARST,

EANRGRS MR P B4R

AR E 1P BYFERN, WA
APl B % GetTcpTable() M
GetUdpTable()iEE R AP £ HH
Rk, HEREXEDS

2 i BT RS
MERE, KR
EHRE

APrZgRs
B 1b %

MERZEE

1P JigiEit

EAHE

6.1 BYuREHE

KOLERE: 7ERY KRRV, XAMERBIT IR M~ K ER,
BEE—MEER, RFIFARE APL REERERETIRES T, AN XIIESN
¥ IP BRI IP, WRE, HEMRRZER, SUHTT-2HE, BTN
REBPRKENBIR, MREABHER, TAXRET BAAMEED, WREEF
Sk, #TT MR HE. FUE, WEANTRAE, #1785
—EWRiE, HE, SE, AWHEREHERANRAE IP MEEAEEGRT, &
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Bt X IPvé MR 2R AT

ERBERAFEREHKENZSKERBEAFEEAREKENLZLET, ot
MEERFE, WERPRTHEILZER, Kok 1P, BIEEERD, B
AR OFE, RIEHSEE, RESTHRZESR, AWRERELSE, #E
BEABEXH, UEHEEM.

6. 1 & NXBRHKTHEE

BT ICMPv6 & IPv6 RIA R EH Bk — ML, BETH IPve LB L XK.
ICMPv6 B4#& T IPv4 (Y ICMP MIBTE ThEE, FFANF T —HAFEHKEHEE
KA, RET R, TH L, ICMPv6 3T IPvd P EMHiNTHEE, HebE
ER AT HM(ThEE. ICMP. IGMP. ARP, FHiRHtT ZFMEIHEE: HiRME. MEL
W, MERM. BEIH.

7P LB IP S5, ZERTEAIBT K3ExE IP Mt R A E A H MR H
J&, ERT IP PR AT IR, M BUE REt, EREMRY.

£ IPv6 BIEREMEF R EFEMLE “ TR X—MELERK, “T 1K
BIETE IPv6 1, ZEFRERRRGTEROERERNE B RISRERME LD, PER
FRAT—BAZEREY BL. Zfy BLaHE: #REmk, Barmk, 28
Ik, HEEGEA, AEETL A 228 RTELS 6 k. TESM BL
#HE— A WHN “ T—k” BEHRE, 849 IPvé ZEARETETLURH 04,
1 ARENT BL, BN RBEET—LN “F—43k” HHE.

7T Ipve BIERMEH, RATLLEiFs IPv6 BEEE T, Befil4niE IPve HiER
s IPv6 Huhik 2 M 63 I TFERE 191 frf 128 A4k, B IPv6 Hiht R M 192 3
320 fLfY 128 AR, BB — P HEPEBH 1 IPv6 BB G MR EIER
HRSEEP L IP BB BT T, fril, @i 1P B FERF (iphlpapi. d11),
PR +H) GetTcpTable REFERPILFT RAPLHMH UM TCP EH, EIEMF—
EEZE, BIMETERERAORZ —A 16 #H18 IPv6 ¥IEH, FI Mid(String, Start
As Long, [Lengthl) 7 ¥ B Mid(string,8,16) AT 5 ® #§8 IPv6 M ik, B
Mid(string, 24, 16) (Ea] /G2 H #5 IPV6 Huilit.

FHE visual studio 6.0 RIFREE FXHX—8HRMT T € X.

FEERNR N B MELHS, MERERNSEERNES, HFIEEMAE
BLHN, KESHEHERAN IP By FEEPM API &3, BT SOCKET API £
windows ¥ & linux FE TEER LR —HM, LA LRGN AP RE, @
DR HEEANEE. THEENME —-IMREESR, PRHET AR API RH.
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6. 2 ZLASW

(1) EB—. EX 2 ICMPv6 i, ICMPv6 & IPv6 3RMELFK—E 2, B
YERI R IPv6 thXFIHERER, E/H IPv6 15 B =V BB AT AR S 4R 5F
RAEBHAREEHE.

Public MIBICUPSTATS As MIBICMPSTATS
Public Type MIBICMPSTATS
dwEchos As Long
dwEchoReps As Long
End Type
Public MIBICMPINFO As MIBICMPINFO
Public Type MIBICMPINFO
icmpOutStats As MIBICMPSTATS
End Type
Public MIB_ICMP As MIB_ICHP
Public Type MIB_ICMP
stats As MIBICMPINFO
End Type
Public Declare Function GetIcmpStatistics Lib "iphipapi.dl1l” (pStats As MIBICMPINFO)
As Long
Public Last_ICMP_Cnt As Integer ' ICMP count
(2) B & X—2 TCP Pl KB HE, & XFEMHnt ZE5 X IP thak @i —4
£ B Fr xR .
Type MIB_TCPROW
dwState As Long
dwLocalAddr As Long
dwLocalPort As Long
dwRemoteAddr As Long
dwRemotePort As Long

End Type

Type MIB_TCPTABLE
dwNumEntries As Long
table(100) As MIB_TCPROW

End Type



L 1Pvé R%E MR EHATR

Public MIB_TCPTABLE As MIB_TCPTABLE
Declare Function GetTcpTable Lib “iphlpapi. d11” (ByRef pTcpTable As MIB_TCPTABLE, ByRef
pdwSize As Long, ByVal bOrder As Long) As Long
Public Declare Function SetTcpEntry Lib “IPhlpAPI” (pTcpRow As MIB_TCPROW) As Long ’ This
is used to close an open port.
Public IP_States(13) As String
Private Last_Tcp_Cnt As Integer 'TCP connection count
(3) F=: EN winsock HXAH, IEAFN ML KIEL.
Private Const AF_INET = 2
Private Const IP_SUCCESS As Long = 0
Private Const MAX_WSADescription = 256
Private Const MAX_WSASYSStatus = 128
Private Const SOCKET_ERROR As Long = -1
Private Const WS_VERSION_REQD As Long = &H101
Type HOSTENT
h_name As Long official name of host
h_aliases As Long alias list
h_addrtype As Integer ' host address type
h_length As Integer ' length of address

h_addr_list As Long ' list of addresses

End Type
Type servent
s_name As Long * (pointer to string) official service name
s_aliases As Long * (pointer to string) alias list (might be null-seperated

with 2null terminated)

s_port As Long ’ port #
s_proto As Long ’ (pointer to) protocol to use
End Type

Private Type WSADATA
w¥ersion As Integer
wHighVersion As Integer
szDescription(0 To MAX_WSADescription) As Byte
szSystemStatus (0 To MAX_WSASYSStatus) As Byte
wMaxSockets As Long
wMaxUDPDG As Long
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dwVendorInfo As Long

End Type
Public Declare Function ntohs Lib “WSOCK32.DLL® (ByYal netshort As Long) As Long
" inet_addr #§ IP Mt M A B BB H S KER
Private Declare Function inet_addr Lib "WSOCK32.DLL” (ByVal CP As String) As Long
" inet_pton() API &R ¥, ¥ IP Ml 3SR AR H AL ASCIT, B AR socket APT RIEN. IPvE
B cesh, T IP ML Y FF sh bk, ZR BRI R AE TPva TR inet_ntoa, ZhfE
HER—FH.
Private Declare Function inet_pton( ) Lib "WSOCK32.DLL* (ByVal inn As Long) As Long

‘getipnodebyaddr ) API ¥, ZEMMMERRMG IP MUtKBLEF, ERHF IPvd fIR4E
gethostbyaddr O
Private Declare Function getipnodebyaddr Lib “WSOCK32. DLL” (Addr As Long, ByVal addr_len
As Long, ByVal addr_type As Long) As Long

‘getipnodebyname ) API A3, ERIEAI R RPESHNEMNERIEXAN IP bk, M
IPV4 L B 3R gethostbyname, THHE R —HER).
Private Declare Function getipnodebyname Lib "WSOCK32. DLL” (ByVal host_name As String)
As Long

“WSAStartup % B EE— 2R IHEFIFRM AR Socket RAFK, P B FHEHBIRE.
(KA FWIRHERE; BERZEMNAS AN SHORETFREN Socket KIRFFEE. H—PRAE
FriE WSAStartup REE, BRIERZMIBIFRE Socket MARMWRHNM Socket FE, RIS
EIRBIM Socket FEFiZM AR, LUENARFRTLLAMAAERE Socket FERHI'E
Socket BB T . H&EFMITRINEEM 0.
Private Declare Function WSAStartup Lib "WSOCK32.DLL" (ByVal wVersionRequired As Long,
IpWSADATA As WSADATA) As Long
Private Declare Function WSACleanup Lib "WSOCK32.DLL® () As Long
> RtlMoveMemory #iZ R MR EMEIE 0, R AFEAEERAMNE. BT VB AREEESRIF#NE, ATLL
E A RtlMoveMemory & %0H 3% B A ik
Private Declare Sub RtlMoveMemory Lib "kernel32” (hpvDest As Any, ByVal hpvSource As
Long, ByVal cbCopy As Long)
T BURE BN F SRR TR
Declare Sub CopyMemory Lib “kernel32” Alias "RtiMoveMemory” (Dest As Any, Src As Any,
ByVal cbé&)
Declare Function 1lstrlen Lib "kernel32” (ByVal 1pString As Any) As Integer
Private Blocked As Boolean
ERMARE IP BbFPER ¥ (iphlpapi. d11) R—AMER. HF A GetTepTable BMBEIRE 1T
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Wi 1Pv6 RI%E 1 2 H AT

REFEBARY TCP EH, XA E PRIE froMain WEFABHT GetTcpTable &R
3, GetAscIP() R H I THHER 19 80— M BURH + 47 IPV6 itk
Public Function GetAscIP(ByVal inn As Long) As String
Dim nStr&
Dim 1pStr As Long
Dim retString As String
‘B X—A 128 AL F R, AT E TPv6 Ml
retSiring = String(128, 0)
‘WA API R0, ¥ IP Huhb${b b ASCIT BY
1pStr = inet_pton{inn)
If 1pStr Then
nStr = 1strlen(IpStr)
If nStr > 128 Then nStr = 128
CopyMemory ByVal retString, ByVal 1pStr, nStr
retString = Left(retString, nStr)
GetAscIP = retString
Else
‘IR GEFLE, RSB AEABIREPHLET, RFERH 1P
GetAscIP = “AAERH] IP”
End If
End Function
WU LA EESRE, AL IP MitaIRE, AL AR
P2 A LRI,
PAER R XAMER ) — M T B R —EER, T mERATEE R
B, XERLRBHNATHEET - SHETEN. BT IPv6 B KIEEMEEMT)
fEX, ZXRIMIRRE-—THAFNIE,
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14 #

ETFIPvE F—M%, EEZIMKEEEFOARAMNXE. $EH. B
&, EEFKH AR EMBEIPVGIIRFTRAT EXEE . RESEHER
SLIPVGIREE M, X F— S KRR IPvEe Y RET — N8, E72, BEIPVeRR
W, MELEtBEETHGRE, UAEHFKFETHE - ZEHMNE, EIHMEEH
BRELE. X, REFRGEFARB R B, _

AL H X IPVE AR S LA R — 2R H AR I IPve F 41k, IPv6iRk. IP SecifEZR
IR ITE NG, S TIPvAthil R EH I — R SBT T 247, 1HE TSI M
BEEERREN, HHIPOFHHMEZEIE, #A#ER T IP SecArid il Mg T2
BESLBER, HXIP SechIF M LA I : AHFIESPIE T BFE AR R

IPv4 /IPvEIIIL I R —MEX B KGR, D EREZEH#TIER—ME
EXIREE. 23X TFEE=FMIENATESEAR L. BENEHEAR, 3#4H
BERAT L 3 7 R DSTM, ISATAP, NAT PTHRAMEENA. ERIPveUHNMIEHR
R, EEAMERETRRAERE, R ENELH MM LLENIPVE
PR ER, ATEN AT, BikE. ARBRMURRLFHENELZLT AL
IPVOIFR S T i BEAT SE AT T HRA T, B T ZEFIHHEAREREZLTA
HHEEEH.

ERETU LT AFEIPVG TSR L, BRI T —FHEFIPVGHT —RNE
FISIEEZLHIHER, FMENHATRETRE. ARRRT IMEHFEUNTFR
BB ARME LA RS, EEETIPVR T —RNETH LRI+ IEEN
(33 P

A B S5 X 1PVl K 55 e B IPHL s R B0 — MESEAT T 2 g, ZEVBSLBLxY
IPveEIBE RIS NB— AP HHEREREHMKZZLTER. BRUEAREAFTEH
Fithae. Bk, ZELUGXTFIPvERIR 2T A HE 4 ZUE I T i — 2 ] 3 -

1. IP SecHyZ&MEEER, BRIP SecMFHL/KANEEE, FTHERY
XTIPv6 BRI RMIER;

2. IPveHFERAHNIAFREN LR E, DAFAEFRHEFRKFR
PEE RN A ELE:

3. TENHETHRERRATETR. BEIPVOHER, BERKH—BH
A FIPv6 SIPvAILFFRIR AL, RIEXMH AR ZL2E T EE;

4., IPVGHRETHEZE=SNRLTAMHRANFER. LirFELL-fhE8A
SR IPVORIE ERIF R, RN TREFAHHERSNERFASTA
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5. FHIEATPvoRIRR B R 2R R S S SLB B AR aT GE s R T FURI# s
5. BEIPvEHIELZREMGHNE. BFELERLHRER, XELBIT
— RIS,
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B OW

AR URAERN FIMESESTZBOHTF T EHRN. ERCHEE, st L.
BXRESHE. REMBLE TR LMEFRNTHRAFED.

BEMARE S REREER, FEREHORZEE, BROFARSRNRE 1%
AEF, EHEANTEERS RS FHRBHESENER, FiL, MEZMRRE
LR !

WX B UMAER, EERHRARHEEARPLRMNREFNZEINE. LHKR
ERMEETHRH . EERERREMEREHERANAER R EX I RNRER T
HEARNRT BN LT MNER TEAN T8 XX REFLEMB RO BB
LRERHFEER T HHMNREAEER.

B EEE SRPHTEHMR X T TRME R IPv6 HERER, ENT
— RS AN R BT FERZHER.

RELLBRHREMEARYERTEZRMORSES%E, EARANENARZE,
BHEEHIA NS, AT RARXEES THRANERLAELR.

BE, REBHBHXE, AR LEMR—HANF. I XANEREREA
Bk E T RAAE, AR
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