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ABSTRACT

With the rapid development of communications network, various
network services are used in people's daily life, as E-mail has become one
of the most important way for people to communicate between each other,
by the way, of course, the more and more crucial role which the E-mail
act as, make users put more and more attention on security problems.

In this paper, the basic principle and some typical secure E-mail
protocol are researched, and each security factor in E-mail service are
analyzed, our research focus on both authentication and confidentiality
which a secure E-mail system should offered, design the architecture of
secure E-mail system, proposed a new kind of proxy multi-signature to
satisfy applied demand, and by using balance theory in hash design,
proposed a new hash algorithm combining SHA and AES, so as to
strengthen the security and anti-attacking ability of hash function ,and
uses a mixed scheme to ensure the confidentiality of information, design
operations of network communications and security as two normal
component respectively, so can be repeatable and be updated.

In the end, through researching and designing, combine various
encryption algorithms with the architecture of secure mail, a secure
electronic mail system which be applied is taken up and, at the same time,
there are some things need to be done in the future.

KEY WORDS information security, multi-signature, proxy signature,
discrete logarithm problem, hash function
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AEAXHEFES. FRABTIRETURSEFZELHRE., ERHERTS
2 EHIBF R B R LT 4

1. BARBOFNEZKEMBL, =4 e KE NS R E.

2. SHEEMBE X m, BHKHE (m)Ed R4S RE S L.

3. WERNEIIRSE x, BRI m 520, B x=hm)y7EitE
LR[4T

4. M—MHL ml, EXFB-ADARRMAX m2, TEEEHARNETIR
¥fE h(ml)y=h(m2), ZEHELERARTITH.

5. BERIEE XA RMHE L (mim2), 76 LEHHR MK HE
h(ml)=h(m2), FEHEEERTITH.

RERIRT I 440 1~5 R “HRETIRE”. AXFES b, VARBEKS
R

13



Bt AT X FF LR EER R

2.4 KB/

M TFEREEAEMAEUAT, 44T SMTP, IMAP Rl MIME & B K%
B WA RGBT M2 2t ot 5R0 T EBRE, FETI, Ak
RS TGRS XA RRNE FH0 A H 0 AR LA
Z, UEABATE, GEXHMEERETLEFROBT, SOANELKAT
ATH, HEBERMNERREMEFELBTRA, ELUSHASTT, BRKER
e BN R R T R MBI

14



R A B=E WAL g

F=F ReBTHHMRSERIT

HHFRFEAREMERS 2 — REEHDRBZHMENHZ —, N
KRLLHBNERMERMENANB ST RESHERE, BELZSHELLE
I % 4 ) X W B — M e R, PIAS A 4 o) B L AR R B 1
A, TR T AR IR SR E AR AU T IR A4S K I T IR EE (5 BT &
BHHRFITRERLTRELLRENITR.

3.1 Secure E-mail P—MFHHNERENZEZTRFE

MTATEREFRE, WELSRNELT2E5AZERETEELL.:
AT HEBELANERMARITESRELNN, BEENBRAZEAURB AT
HELN RETAREBEED), EANBHETFERBELPNRBELES L),
HERERGERATUZRE —ARBEZEEAN, AAREELAPHFEESL
AF REBABRIGE A ANNRBE R FER—IE—ARRE S ARIE ML
BELN, FARARGERAAX A RS BEGERBEL A, RBEEA
ARERBIRGE L NATRES.

FEXERRE —FMFOTRENETEELHE. ERHHED, TIMEHS
BAERHIX DGR RENREE L ARITRERZN, EEELEF, &
REZZ ABTRERLH, WIRGHE S N SH N RS 2 A L5 s
BRANNGHES: EREEEATERN LN ERFHRE R ANBHNER
B, MAREHELARLALGEEL, EEEINEF, RIEABRIEESH
S, BEERRHELNERLREEL AL,

R CHHNAREN S ERL T ERAT RN EZ LT ERNES
IR BARATEFERBELTRINBESEZLHERNEEREREA
RE-AZLZHEERE: AE-ARBSANELURELE. FHFRENE
ERRARBANSTRAS SHTLERSR, A, £REZ2NEHT, &
TRIARHEANS S, NTSRELHREE. RERBEZANREN, B4
FlaE e ANSEREEZASTEARKS EE ML, HEREGES
B LRRNETFELETRIEN, FARE, FTRELLE IR, WAHHAZ
FRARIEELANTRERBEL A,



R VA, B LRWFIMEIL

3.1.1 #&8H

PRREH: gRp-18H p-1HKEET:

gerZ,, Hg' =(modp);

AEHLAT, x AHBEE, xe,Z,, y AHANEH, y=g"(modp);

WU (ASi<SNYRRiANEHREAN, W, ARHEAANU,(1<i<N) K
EEW, 5, €, Z, 0 v, ARBBLANU,(1<i s N)WATFER, y, =¢™ (mod p);
Wi N)AMEMRESEZAUN<iSN)HRESEZA, x, AREEL
APQOLiSMWBEEN, x,e,Z,, y, AIRBEEANPA<i < NYWATESA,

¥p =g (mod p).
3.1.2 RN

L BPMREEZAU (<< N)YER—NENS K, eZ,, HH:
Ky, =" (mod p)
FMBZELAL(<i< N ER—MBENSL, < Z,, HH:

Ky = g*" (mod p)

2. WTEABFREH O, BMNRGELARLKEEL ASHHE.
U(<i<N): hU,=H(KU‘);

F(<i<N): h, =H(K,);
3. BE, BIMRHBAARKABEELASIHE.
U(lSi<N): Oy =(x, +k,)h, (modq)

P(A<isN): O, =(x, +k; )k, (modg)
4. U(<i<NYRBEAITHEMER: (K, .h,.0,) BEELFEEREAT,
PA<isNMRBEFBRUENER. (K,.h,,0,) BEREEEREAT.
5. THTXRAUASiSNBIK, by ,0,), BIFERARLET:

g0u, - (,VU, -Ku, )"m (mod p), Mk,

16



Ul arazes F=F 2RI S it

THTREBPALisNN(K,,k,,0,), RIEERXRLESTE:

g” =(y, -K,;)" (mod p), HIF k.
FIWAL, WETIERLT X U, P) (<1< NSRS (k, &, ) T X
RS (RS L3NG, S2EALT.

o 2 A,
@ £ 00 R) 0P |k, wiptia et hy e i

T EEAE R, MMCHERELR T, FWIE
g™ (v, -K,)" (mod p)

/maqum
6 (K P h,g ;Op, )

P,

B3-1 R#&EBELAVISERBE L APE)Eid T STHATIITIEMR

3.1.3 XEER

AEPOLT EBBTEZA, A<i<N)BFIREHLER
R =g"(modp).

L. NABEBA (GE: BN AMELAS, THRIGLRER ATFEN A
FRBZARN -N MBESLAZE) A4, 2HATEPLT RESSE
ik, WRK, 8K, . TERAEIHE, .

2 TIC TR

R =R -g" =g%.g" = g™ = g"(mod p)
FERZAAP:

R =R -g" =g"g" = g™ = g'(modp)
B0 T AL, BLL
r=r/+kp By, =r/+ k, AT ABEHIER, re,Z,, HR =g"(modp).

2. AIfgPLTiH:
B =H(R) (1<i<N)

17



27 A1 3 BoE RAWTI AL RO

O, =x-h +r(modg) (ISi<N)
34 (R,0,h) BT ZLEERERER 1SisNEBA
Bi(<i<N)ELBARIE:
g® =y" R (mod p)
BEMIL, Tk,

3. BI(1<i<N)BBABHEN e, Z,, HitHH:

B, = g"(mod p)
Ku,
Step 1: & \» @
(R,0,,h)
U, /

B 3-2 M P 5ESARS B HRIAL D H BT
3t B RIEBHMN -11MERAN;

Step 2: &

U,

Ua
H3-3 RPRAATRAELENLABERELA
4. Bi<isN)ELNERFIRMEN-14B 5, HHib:
B = B,B, -- B, (mod p)
5. Bi(l<isNYELZATHH:

s, =m0, — Bt,(modq)

18



B4 3 FE REH IR SR

- 8 8

U, Uy

U,
]

v

5, = mQ, - Br,(mod g)
B3-4 AP EBEFARELARFEAOMAT AL ELEBNMASLEHE
HH(R,B,s) RIEGEFRENEBANQ.
6. QHMTH N MEBANRERMI(R,B,,5)(1<i<N), HEE.

B=BB, - B,(mod p)

BEE:

OMR)" =g" B (mod p)
R, T k.
MR FTHRIEER:

" -R)" =g"-B*(mod p) (1<i < N)
B, HHQOHE:
§=8+8,+--+5,(modqg)
BEL:
(R.,R, - Ry,B,s)

EAMHEm MAERENLSESL . W 3-5 Fip:



WAl i3 FEE RRWTIIHIARL R

Step 4: ‘

Q

&
z

=P

v
(R, Ry Ry, B.S)
B3-5 HERMARMATELANNIAELOE, FHERRAOHLES

3.1.4 BEERIE

BAEAY, HEBmEREBHELELEE(R,R, Ry, B,5), ITH:
=M yh o y™)R o Ry Ry(mod p)
RIERAEER:
y"=B"g
BRERA, MILWEEmMEL:
(R,,R,-R,.B,5)
HERMERBNZESSZ: TUSLEX.

3.1.5 AR

M R EIHE S, RRE 2 AN B CE M EERA AT RER
W, EAEPLT S5 TLIRESERNEE: ERadET, HSRBEEEA
FaREAE 3 MRS 2 A SR MBS AT LIIRAE S ARG
B4, HREZEARRENCHRFERE 2 ABUHEC b F i e fREABU,
WEHE L ANEFREARLIGESS, £3129, REELATRIER

20



R 0A: e BZF REWTHERAS R

MEHELERHREA, FARERN, RETEPOTHHHT, RAEES
AERBAZEMBNES, AERREHGEAR, ATFALHBAERER,
TRE T REMIRENE: TIRZE FE B BT HIE, AT UAK 9 Aot i o
BRIET WEETROREY: AL NET, RIEABRITESLESH, W
BHREHREBACREARBEL NS, BHFNERBNEESLHE, L
HEHBEHITEESE, FERBAERBESLANRER, BAEEELA
SERARLANSTSEHE S, FERSEES, FAAT—RHSELETE
MRBBELTR: OARATEERBBLTRARALERLAE. HHEE,
REHTEPLT RIEER, EARESTRIEZEESM, PELHRBELA
BERNREEZANE,

ARKMRFEE T ROZ L BRER TR AR LAET RN ZHIAER
B, EHFHATRBNSEEE T RELIELEA AN S LTI LM, #15
A R AR R F PRI B BoK, e FRBAARS A F A B S 5
%,

3.2 Secure E-mail {ERE
L2 1 RBENERAREERNEN L

HErFEFAW (Crypto 2004) L, Eli Biham ! Antoine Joux A4k fi T #t
SHA-1 BT 54 1 SHA-O B—NREHE, 4 &H, T 1994 F£548 SHA-0 %
AEHE BALE AR SHA-1 MM R UM ER S RMRE: BR8N
SHA-1 BB WHME, RREKE SHA-1 MRHE. BIFT4 B0 SHA-1 &4
HENRERE, BEERRNER, HRSRERRIE 2010 €2 iZ LR
K SHA-1, BRARMETFEKFEZEMEL (1 SHA-224, SHA-256, SHA-384 1
SHA-512) k#{t.

HMEEAKSIN E, Xiaoyun Wang 2 AT FEH (Collisions for Hash
Functions MD4,MD5,HAVAL-128 and RIPEMD) PO R ERE, HERERN
3L {How to Break MD5 and Other Hash Functions} P'th 222 5% hash A ffi g
R AT T 9118, 3% MD4,MDS HAVAL-128 A1 RIPEMD, iXPU# HASH &
KA TR, T MDS REXHE—NMEENMEEZ NN ERNE
% CE—EEANREFRLM. K1, Xiaoyun Wang A, ATLURRAEIHE
3 MD5 [ mi”, HEFELFRMERERAN SHA-0 I, gEEmAy)
PRMET A 2% K hash IBERY SHA-0 HIREE B2 FAN 0/ UL 4 4 R (<38
8. XEWRE, AFEMSE LEAETELEE-NERE, ETRERTIS

2



W+ A7 X BEF ROUrITTR L R

—EFHAZE2ENRERNER, ZEFNSRMENRERETAHEN.
Xiaoyun Wang 5 A R ST R RAE S T FI A MDS H R U EAMGEE R
KL, X—RIFEEHWEFELRERRIMBEARRZBIPE,

1T 4 () A v R B 7E 8 VB 0 A7 2 PR AN K

H—RIHAMAABR RS HEET T EEPATITH, Xek Z2E %
AP RESE R ;

KRB, RIS EVHHETE LRATITH, HATIER
HSFHENYSHERE. A fRNEZETENLLN, I SSL. PGP R # %
RECRHTER, —HHEIWAD T MR E%E, AT thigga,
BB TR RE KBRS,

AURMABULCLAH TRERMBRIE, NRAEKNZARAN
&, 256 fir, 384 RIERKATLAR 512 7, WA, MM HAEE, FRA-FRE
B Ak, TRERBEZRM B AN A RIS hash BEMERE, B T RITEES
TH—#ar LAE.

o, MAEREHT, H#1T Secure E-mail BB EHERIT, BR—IE
ZIEBME. Hk, BITEEfARLEENT RS HASH HF RN,
HAIMEFIR, HASH f# MD4 iR BRAETEMBRRMEBBFIR, A
T35 MD4 fZ S RFAIREFIEE, B+ MD4 fiT £t £ 7 HASH e #in MD5,
SHA-1. RIPEMD-160 %, Tt MD4 & £(7 4 tH#) MD5, SHA-1. RIPEMD-160
B R T AN, MHXH H R BE S TR T

HRl ¥ AR SFImME MDS RBEHERM SHAM 2 & gk H %,
RIPEMD-160 Hi%.

1. MD5 TV ANEEKENA, P4 128 MR E. AEKENHE
SFERMMOEE, FHLEKES 448(521-64)7EHE 512 R, EHXE
IO ik R E—NRIALE “17 4, HAWRE “07. RAEHEHREEHXH
KR RMAIAR, LL 64 frRAMIN T aiE om0 fE, s
BIKEEFE 512 SraofEse. B 32 M5 TRE i, Mk If—
AN B EHSE Hash BN EENS 2", HRAEABEE, FREHRA
Hash {517 MH B & EiR% 264 MHE.

2. SHA HiERE %E NIST 1 NSA XA HF % 2 baAE(DSA) K it BT —fP4x
B, SMEEACE AR TRAL IR A MDS Bt R —RE, Mt 160 fA9iH BHE,
SRR S AN 32 LHNERFE TP, MDS 5 SHA FIERIE 3-1 .

22



Mg FF REATHAARSRI

£3-1 MDS 5 SHAB9 £ R

EFR A MD5 SHA

WEKE 128 fif 160 fir
BELE%HE 64 80
ExZEmEsA 4

HHEE 64

(1) &2t SHA B M= MD5 K 32 iz, Hik SHA K MDS %2
2. B “EHRGE” REX L, ERIFAMFAAL, BHEHRBEGEN
HIRE, TEMDS FE 264 IKIZH, {87 SHA HE 280 KiEH.

Q) EE: L322 ArabEEes bR, SHA BELBH MDS £7 16 MERE,
T H SHA 23R B IniKEE MDS £ 7 32 47, HEb#E PAEfFR eIl SHA, HiE
BERABMDS 18T 25%.

() SRtk MMTERALEE, EL EREERIANEFREAR
MfEETE, HEMEE LXK, SHA ME—LRIGERERBE MDS %,

Rl a & FHMEE, EEXHFELOLAPRA SHA HEEDNA
BIEH, BHEXSE SHA EETHRVREEKENHERE, K5 EH DSA
HEWE IR B %2 . THE B B Hash {8, #%i% Hash 58 %4
I S {E AR L BGH AT IR

SHA Bk T :

L4~ 32bit A E(AB,C.DE)YENVIEEE, #HESHEARK S12bit HIEHHE.
AT 16 4 32bit F. BEN 512bit, BMITIURENR, BE5ER 20 MEH,
BMEH3 ABCDE PEAM#TREHEY, MEEBAEE.

3. RIPEMD-1605 5 REMDS S k4, RIFEEKENR
SCEIN S 160 ARSI, HEH IR K Rt 45126 . RIPEMD-160
MEIEEBRUT .

WA N B E 5 MDS

sl B EMD)E 2

RIPEMD-160 1 F 160 {7 928 77 K A IV B o (Al 45 R AR X O LS . iX
MNBIFH S A2 AMFHFER A, B, C, D, EWEE. FTEERMAVIBHENT.

A0=67452301,B0=EFCDAB89,Co=98BADCFE Do=10325476,E0=C3D2E1F0
BAR AR KA R S e it B,

(1) BRI FEFF|

WEEEHEOR—MOMER N RS R, XS MEF e tE
SRAK. EEMERTERAANERBEBEY, SENLEES HFEEMIN

23



R AL B Rew i L i

BEER, M) LA R A S A R RIE 48 oK 5. B — 1R DL 2480 L AF S 0160
HAFIZHFEA, B, C, D, EARA, EFEHFHAE. SMEFERH—AH
SMESEK. EERE—MEFERG, MERENHTEER 4,B8,C,D,EH
4,B.C" D E U REEZBNVNGESE —KENEE L B& MR,

() fdt

SHEE LA S12 S A T AUS, B L BB AR R 160 f7101]
XHE.

(3) RIPEMD-160 f1% 2

BT RIPEMD-160 E ik OR— 10 MEF R Eg Rk, K
& 16 MEFESBAR, Bk APABIAELE, 25 LU R KR
FER 5 MRHBEBRRFES S, S THEILERKR, BFEENgBREMEER
A, R4 HRKFIE, Bt RIPEMD-160 Z1RZ421. SHTHRHEAR
AH R ELFURS (P MR T E OQ2% ) IR, T E R BIIL A E AR LT E
O(2"") KI5 1E.

3.2.2 i

MASMIAET S, AP, Hash REWEEZFHAEBUTI A R
itk SRR, SR, X3 AMRERRE R KK S, EHEM
MK BT hash BB FERATHFELRHBRIEE, BrAHd P> hash
B FEIERRTT hash REWOPIREAEE. ML P KER T hash K
Yol A p B A B vk

4 A BE S T ATk

Bhash ¥R £ X >V AX PEREN g MEE x,,x,,-x, HH
y=f(x), i=12,-,q,

MR — AR BTt i, i j By, =y, WIREBEHI. HP,
q RUGE PTG H BN A kBB E A E.

BHNAREE AR L F Khash REWRESHERERARL? Hepr
Jhash BEECHTHEE AR, LSS TR A m LeFefhash B3 F
KA BRRRER2"? . XMERER B hash R EFRE I KERNLTE
4%, B it Bihash R KEE S K, FBEARGETE EERAT



B BEE REWTHAHAL Rt

#. EXMEHHERERERR—MRENET FAEH. BAXMERE
RAEREhash A RS54 AR T A2, 807 hash BB AR AT —
MEMAARAK B KRR EFLHIEwm.

BellareS5 A XX — o) BT T #5138 1 T hash 5408 H 4 A AT B 4G b5 —
— TR 2 3L A IR A R R R PG B 8 A R 2L

Hash B P& XR:

Whashif % h: D - R ERFE r(>2) B A R, R, R A TFi=12,-,r,

"h'R)HRREE, 44 =" ((R)

dZ
,d=|D|; hy=log,| ——
1PI5 (k) = log [d,’+...+df]ﬁ

EH T EE.

BE XA PR R 0~ 1 Z i — AN MR TR Fd, =4, B
hashif B R L2 53 Al PEERBAMEL 4d, =1,d, =0(j #i),Blhash &K
BOAEREMET, FEERE/MEO.

BATE ABXNBHRBEHFEES EAREGNEREAEMH, T
Q=7 QRAKERIFHEORBKE. SRR 4 ARGHHER
PR AT LURS R MR IA b P4 P ) B R MO AN R BRATT T A 2 () =1
i,Q=r"" MIEHEANMEABGMERE. Luth)=00t,0=1 0 4RYAHHE
¥R B RFE—KIARI TR BIRE. 2 uh)=1/20F, O=r"" HERET
&TFr'?, BUbRMIE S hash REHTHEREX 4 ARGEEENZHETRTZ
o 7 A6, Zhash B8 B0 -6 RETR AR B, B0 ot i 5 2 BE A S AR T o A 8
B,

Bitthash BR 404 RERY %4 Hhash BB — DM EEMRRERN AT
& hash RHTBH RS ML FERERENEERE.

BERT, BAVT T Hash BB R IR, LR & 2 fHash 5 A Hig 5 =
BISs s, SINTEEER. PG, ROERTRESMEE SR AEAESH
£

A2, BAIMIEHash B FRBEHREHERB S A=K —KERT7Hash
Hi%, WMDSAISHAL “REETHAFHH AN HashK ¥, WMDC-2H!
MDC-4; =REETHEH M Hash %, W FRSAMHashHiE. HPHE=H
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e duae's F2F RAW rEpT LRt

T EEAE, ELRFEEERNER. £ -KORAREERR, BEEER
2t MEPHARENEE ZRNETHAFLNHash R, BT
WEIETDES, HTDESHHMH H64tbdy, FEMIXEHashif 5B B K& h6d
EeAF 128 B T EMER M A SRR, HalEEx LIAAMbKER128
b4 M Hash i 8 B A RERE L 2 SRR, VAR HEEKET D H160t4F
AyHashig . 51016 K48 H HISHA-256FISHA-512, ‘B0 % K BE B 4339 %256
LR FOS 12EL4F

MESHAZ 2 Z TR F s, SHA-OBMMR, SHA-1MHIGE B REH
FHaich, BIOEE, SARKAESHISHAMTE S, 2ANEReHEHRE
LS E E A Hashif 210 ?

TEXREMEZE D RBAESH Y, R EEHHEERRRENMERR
L2 AThashi® £, AT H R FAESH) 7 A ftE, £ B EhashiB #, LIMD4, MDS3,
LARSHA-1%, WFEEMANLE, Gk, AFEZNAE, RiraRamkidt
BE#, SHA_AESHIZ&M, MmEHERE, HEHEhach, NHBIHNE
BHEDE, HRAAESHSHAL &RA I T f R 8HashB B L 4,

XEREE R Hash BB EAFZLER, 1. 8%, 2. KKEE, 3.
WAL E B EMD)EEE, 4. EMI, 5. WL

AT HT M Hash T F R A R & @2 SR A %W, SOABEEEEY
R RO A B IS 1R A B AL AES, XAEREH WIS FIFRATRIT M A
HFHLHEMR SN, ARRENE#M SRR,

HBAMELT LA TR % R i1 $2 Erhash BR EU R 2 42,

MEZEHREHENRRMERY, —MFRISHR FkN A& TR

1. MEERERH RS HEE N EKR HE—FEEHE,

2. B EAMNBERERIEEEEEERNNE,

3. ZRIFENMARFEHRAHENTRESEH T LRRTITHN, REHB L
RAFER;

4. FEMEPLIEMRE, HEEFIARME;

5. ARIHIEEEE.

MAAKE. BIMERE R, B8R EMRA RIS R B EE 14
AN HIF SHA-L#EAT 253k .
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i w2 A7 8 BoF AR TIANRS ST
323AES HFAREMNTENE

AES LB Rijndael Bk 00038 1 52 th U F 09 /438 e 4 70,
1. ByteSub #:4E
ByteSub #:fEREFWHTHMABER, hikN S ETTH. CRERER
FPEAFNEN-FELH TN TR, S ETFEROTHT:
() EEFRERENRESERHE, P ‘00 mERREEAD.
Q) LEERHFITERT TR XS ER. EREENL:
© FMEERFIRETEE 1, 21 BHEETEREHE, FiUER

E[229e 588
@ EMFBFIEEE S, HERTRANEE 6, HEwiL T
B 5 frAR4L;
@ HEETHITHIESA L, XiEWEERHE 6, BE5HRADHS
frAex,
[y0] [1000t111x0] [1]
yl| [11000111 | x1] |1
y2| 111100011 | x2| |0
y3|_[11110001 | x3| |0
y4| 111111000 [ x4| |0
y5| [01111100] x5| |1
y6| 100111110 x6| |1
y7] (00011111 x7] |0]
B 3-6
2. ShiftRow #1E

ShiftRow BfE BRREITHEABAL, 0748, B—THC1 FW, =7
BC2FEYW, BZATH CIFEY, BAUECL C, O3 EHIERKENbH X, W
% 32 Fim. '

A3l BEELHARRAGEL

Nb C1 C2 C3
4 1 2 3
6 1 2 3
8 1 3 4

3. Mixcolumn ¥:4E

27



iR UALD'S BT R FHIRS R

Mixcolumn #ERZFRATIFEER GFRHYTHERRAE—AELML ox)
Mk, BELE M, KPEcpod:
e(x) 203 x* +01'x2 401 x+02
4. AddRoundKey #1{E
AR EET, REAREEN RN, BREORETFHRBI, HREIK
WA E Nb,

324 AES Wit5 SHA W44

BE, HWEm, SRHETKENRS WA Em (MEEMERNE
FERR128 LUAFRIRAAE, XN BIHTHT, HABBA AL, KR ZAHH0),
k HFH, KRHIEN Y128 .

Mok K ki |k, HAHE R BR64 LA,

B WAL, INITEE, K VEN H FIEEE, katEX HA, 0HIE.

P

R « AES(m, H,_, ® me)® me,,

RE, « AES(m,,HA_ ®m ®R)®m,,

H«H ®HA ®RE®R,

HA « H_®HA @R,

i=i+1;
B Hi < L, WHE L, HTUME

H(k,m) < H, || HA,.
KB T freRmkERk, BTHH, S5 HA, EBEX.
BEOUH B M R R, BRI AESHELE A SHAB L i o

3. 25 5IAEHER MR HRBMERIEREI

1. B

EAAZRAUKIASER, METTRIEEE R 40 7 0 5
.

Plaintext] =*Test of Balance theory in hash function.”

Plaintext2 =*Test of Balance theory in hash function!”
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Bt FALR X B=E BRRTHABIA SR

Plaintext3 =“Test of Balance theory in hash function?”

FKFISHA-1E R BAE R34 -

Hashl = 7¢154f708b6245a8d4230810803¢ade9738c9aa21
Hash2 = 20289¢23bb07307{5272fal 7£7405¢ 7f2c7ceal 2
Hash3 = 52¢143187d779c6ab26008609dea6b9fc4£57359

FKHSHA2S6EIER BRI R o5

Hashl =
b231af872¢2a5c9a4035350b39c76b198acectlc651dd918071532085071122

Hash? =
74d5775¢17£2807cd059784c6cc350ec76b9£7Th334e482dfb251bb03a6484b

Hash3 =
43020d59778259able33aS5dec9ef632329ed5320a132b2dd5047d10d6cd44fc

KFISHA_AESHEMEFIE RS 5 H:
Hashl =
3b26faced8f2f6fa302¢ad80e5b53e2{13172b2d358d573605083d846da97980
Hash2 =
08a992e3c0c74a05cb9706da3 171 f94db825fe6744bedd0e5f0abde0b9§2c23 5
Hash3 =
80001a66465b64f00aa0b0f6e547a3d2d4adal 556¢54765¢32abe82dcbi419¢2

B B {5 B AR (R 45 RTLUE ), 90 SO (T A R AL AR 4
REEMAMEWL, BT BRmEH R EAH RO ESURERUR 7.
2. WAL B

RELAY HEMNHREACHEEPHLRENEARR, REEHash MR
HE A EEIRR.

Hash 3(ERBHFIA XS MOBEIERAET, X8 ZRE A
IR B A R AL S0% BERR AR, X8R FHEL A SR
PR R ROK T R BB ALY B

ESCPBRAHE R (AR ER T, M54 REMILEED -

29



B BF LRl FEERTL L

A=%§¢

AR

P =(A4/256)x100%

HKAWRHEHRE, AnhBEn(H P = 1~W)KiA s 4 2 aA i a2,
BENLLEC— B SO SN LB 45 B, RS ORI R T BB i
R, Xhl FhHTHER, FRGER A A, KRW =768, 8 HEK
MAn. BiRBEEEN T IS RASEIR R A 00127, 44 HAsH
49.78%, AFHEBEEBRILTI128 LA RI50%. 1X 1550 08 SO 4B 1R 1k,
BXNRUN R EFERIIN D4, BT RS O TR SRS
M it
3. FimE#

FiilmrR, RIGAFVIEHash 54 RHMER, MRET L3 —mst, mg
256 LUR ORI RUBE ERGBATRESE AT, BT F I AT RIS, DU T
I F R B BA IR R 7 BRI Rt i TR 5 R R e
TR, AIEBUER KK —BSUEREAT R M BT

W—BRKBER— M FEVHOVIA A, EARASCH 450255, HEFigy
G RWBOY—AFH, W K0-255, CHIMEA BRI, LM MRS, KEZ
[BMPE— B % R OB 10 P R M SUOAK, S8 075 o) b KN E S 0 S A
Hmk). n(DEK, nOFnk)(k>-DED, HIEREORERD, KALENR
®. EXL BEMT:

256~ n(0)
256

AL, BTLUE R, BL MEMEET, B0 MRREESIK, S 1
EEF B, WESBRFRE. MHAERBFHHTHE: n0)=98, nl)=095,
n(2) =46, n(3)=20, n(4)=5, n(5)=3, n@6)=1, n(N=0, nk)=0k>7, ¥
B, B EAL =(256-98) /256 =0. 617, T Wik 0 RERTREE B RIE
.

4. PATHE
AESHIEENH — RO B R B MBI, BRe, BN, CENRERT

L
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Bt X FoE ZEU TR SR

— 1, EAFRBEGERKG LG T RALHL N R, JFHAESHERA
IWEA L HEREH R T IHT LM, Mixcolumny B FIBytesubE M AT e KX HH
R, XHEOTCAHE — R B ZEY R IITEE . A RBCL%EPs HLLA
RAFNCASCE, IR BiksSMb/s, AR EMR A REINERER,

By AL YRy BEXAMEMOMDAYE, R, MerkleRI. Damgardilt B 0
RYNGEREEN, BRAAEFSETRGEBENKERSE, B4, MREERH
R B ), X BT Hash i 308 £ P RIGE 8, AASB] HH# (indifferentiable)
AETLUER T B RFERERENE . RO EEIER: MHiriEE
(prefix-free)F1H B, AAMDF L4 1 R B Hashif B 5 FENLE AL R AT HE).
EHEY, BUNEESRIARL—MFFIERTO. 0. 00 1A, 1. 1, 0, kK
RIE T B A4 2
5. XEKE K Hash BB R H ot

FEBERED, REEETHXT MR, L ARHEREKER
hashi (%, KA1 % B Whirlpool®”, £ 27 L 4% i BT (K Bt 7 v A B4
BT —AMETAESHIRUE K Hashik 3(DH, &S 126 FIHE, X HERTLL
EEEMAPHITEH ST,

3.3 Secure E-mail B{EEMREHE

BrewaRes HHER AFBMR A

B3-7 MErRE
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B-EF R 3T BB REEFATAS R

FIANET ¥ 5, ¥ AES HiLf SHA HESHX MW RS THIE, &
TR cryptolib, s & REEEM R, HTRBER, BMEESSS, © smp
M imap, AR auth 25IHTIOEE LB, HMiik, EREABERE, K2 socket
HAEF F .net 1 socket KBTI,

{5 B Inf%E R AES #H47, AARITF.

struct Rijndael_Info : public FixedBlockSize<16>, public VariableKeyLength<16, !6,
32,8

¢

CRYPTOPP_DLL static const char * CRYPTOPP _API
StaticAlgorithmName() {return "Rijndael";}
AR AN R EER AES R BE MK
class CRYPTOPP_DLL Rijndael : publie Rijndael_Info, public
BlockCipherDocumentation
{IREXL

class CRYPTOPP_DLL CRYPTOPP_NO_VTABLE Base : public
BlockCipherlmpl<Rijndael_Info>

{

public:
void UncheckedSetKey(CipherDir direction, const byte *userKey,
uns;gned int length}; »

protected:
static const word32 Te0[256};
static const word32 Tel[256];
static const word32 Te2[256];
static const word32 Te3{256]; :
static const word32 Te4{256]; -

static const word32 Td0{256];
static const word32 Td1[256];
static const word32 Td2[256];
) static const word32 Td3[256];
% static const word32 Td4[256];

" static const word32 rcon[];

unsigned int m_rounds;
SecBlock<word32> m_key;
b

class CRYPTOPP_DLL CRYPTOPP_NO_VTABLE Enc : public Base

{
public:

IR gt
ety

void ProcessAndXorBlock(const byte *inBlock, const byte
“xorBlock, byte *outBlock) const;
. 1

%% PR TRE N: SO  RE  R VR S S S S SN



B+ BETE REWLWIRR SRt

7 class CRYPTOPP_DLL CRYPTOPP_NO_VTABLE Dec : public Base ~ *
. {

: public:

Be

void ProcessAndXorBlock(const byte *inBlock, const byte
*sorBlock, byte *outBlock) const;

% 1

public:
. typedef BlockCipherFinal<ENCRYPTION, Enc> Encryption;
f typedef BlockCipherFinal<DECRYPTION, Dec> Decryption;
b

typedef Rijndael::Encryption RijndaelEncryption;
typedef Rijndael::Decryption RijndaelDecryption;
HAALHOED T ERE LR,
piIE 37T 4
AESE X R4 —%E 2 HHE, KinF et i AESEncryption3R 58 i .
o
AESE X F R & —LE 0 g M%E, HMF N8t AESDecryption 52 ..
AESHOIRA- M H ik
AESECLERS-RE HE R

3.4 REBTHYNRESH

I MR TR
SMTP. IMAP
WebMail
S
EARERES @ﬁ;ﬁﬁfgj B i
e RES,
e
MailClient
MO
SRR
BB AR

B3-8 £oneFirgLsah
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R A BB REW AR L T

3.5 KE/NMG

B EA TS, GENSERFERAENEZEIR, FETHARE
EHMZEWER, FHMTELTIE:

I RET—MHHRNERENSEELFTE, HNEBTIRAEREENS
SHHEFHFURKFARKETUEMESR, MAEETIFRES.

2. HREJER BN B 20 e R AR, BAISHE
BAZMERZER, BUIINFHE LS, LS MRS SR RE R,
MR RAW T PR E R ZEHNEKR.,

3. ERMMBELE, UL, TERAEAGTERS, BdMENmEER
RAfFMEREBRAAFNTR, AATRLRTRTE, #TRENRTS
K.
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Bt 254783 FOF TEW RS Secure E-mail FILH

ENE RLBEFHYE RS Secure E-mail HEH

EAMicrosoft Visual Studio NET 2003 % F &, #HITHE &, RAMEHISIE
AMERARETFE, Ulenovot AHLER RERE %, IEENavigatorfk B &
R ik

4.1 Secure E-mail R B 58 %

LB T MR R t AR S5 8 FRAHBUR SRR, 3245 Web mailfE
MRAF RIS o ERPRAR S 38 B IR REHR AR5 R RGEIS IR, Bl R AL
FRIE. AP ARESRREAURREREEENNERLLRSE, FER
BXF R R 25 2% T AL B b 45 A AT B L

%
Bl p A4

pog 3 oL 3
B e
K K

R T TR -. mE
W [ M A ) ""“""““ MR :
M z EC i M

: & TR T B4
~~~~~~ A w@m )
M M

B 4-1 iR E
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s ZUA7 38 BIE T RE Secure E-mail IS

RfEEHFHHA

FAT: 261

o E e
g | N

BB {4

h 4

B 4-2 R eT KA

FrE R

w1 E4-1 5 8425 BIR LIE SRR EEMT SR, SBRNFEEMEFE
ERX AT AT ERBIER), BAEXREHTEHBEM, REFH
SHA_AESWMAER— M0 FIEH, BAKEEMBHANHEME, H5M
R, TUREOT R A RS APIRE IF KR EIBH, REXERAMAE R —
MRIBEIE, SHELE. MR, WRAMBEER. XERITRA IR
MBERET RS HEYL, ThashiRHSHA AESHEERIE T ELME
ik, SR, BATAT ERIELRETLEL SHBHS 3, XREXTIREEAT A5
MASER, HARITEFNEEILE, #ITRE, XFUMEEHER, AL
RRESS. :

LREN FEREMIE R Z2EM T, BAH T4 RMBEMIF b ik
HAEB—BEVEE A2 EER, AERESEFENEM, BRERENLH
mESEEEFSMAMEE. EKFHECHRPEREKESEEN, A4
WEPAREREHAME. BTRITRAAESHITME, HF¥—RHEEA, AR
Nk, EENHEE BITHEP.

! Ks: session key; KRa: FIFAMIET: KUa: F/SAMAH], EP: A8IMET; DP: A9IeRE: EC: %
simaE; DC: WAME: H: BEIEMK: ||: & 1 FAVCLZIPEILKIEYGE; R64: Alradix64¥#E)
ASCIIHE .

k1



R rA D HIE ZAEHCFHAE RS Secure E-mail LT

1. MR SRR 2 00 E S AR 45 -6 v LUGE K00 % ]

2. AAHAHERRT REFANAKNE, BAFRTESTHSEEHET
Bethill, T0H T4 REREME-H RN, ABETATREE IR,

3. BAMARE O —RIEEH, #—PHETRERE. BN, 81
EHRMERDMBIHELAR,

4. AEHRERKEREZ 2.

LN, RESTENIRAHZERFBETEN, RIEEEH
BOHMRHA%R, RERSEENNE, BRARGENAANELEEH.

M

3 yes Ll R 5 B AT LTIl
Eiﬁ{i&? &, MPBLLHEREL

no

BT RS

~ yes BRI,
Mﬁﬁg&ﬁ (I B 2 G At T

o

$£4F B Radix64,B)
MIMEH]BASE 64
LY

:

HpH RS

i

B4-3  RERHE K%
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iR R DA FHE T E AR Secure E-mail FIZLHL

5

e
IR

REBTFHAMTEN, A
FiREE AT LA

no

r

X BT R4

> ERVELHS, SIS S
il TEROTRR, SRS i
nO: 4‘
Wt e

Bd-4 N R

1. RIEEFLEEOGEREL, SNELRNELEE, FRUsalDESER
5l FHRBRRBACDLSEE, NRAAFEHRZIAE, REHLS0, BHERE
BANBRREEEN, KEHEAL, 2dE5BERE#TEPOTEE, WER
PAEBTS. MM TNE, =E—MLEER, HANREKAESIH MM,
FARIE BB B E 1 User DA A 9 Sh IRECEC R AR, L A48 0 T i 4
o 0 3 R, O M X B A £ 2 15 AR 4

2. WUETAEEMANEER, BEREE, SCHmMNSEFEARI P
KeyIDIE A RS, AESERTBADSEENLAEDRIAA, FHRELA
TRERGHNFES, KBRTRM4. TN THENRIEDS, ABENEs
#ar P HIKeyIDIEARS], WA RIRIEE 12 IR SR HE K 8
WE, W THREBINHERTER, X, HHER: mREBET HELREHK
B, WABTRBIANDMELAER, RPENNMRBEBEAAN-N ML
BEAMNNERERE, WAERREES: WREKTIELEAZ—, B4
HERFERN-IAKERRE, £RBEHMAELES, REREARLEE
BN, AR RN TS AR,

RENAAEET, BTAREHRTHHREEERI THANKIHLRER
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R A X HNE ZEHW T RS Secure E-mail )R

GEREHEE, FABE EHEERRFETHA, RERLTRAAHERE
.

ERRAPGPP PR, A mBAMAHHF L F—4 MBBS LIKABK 4
KA, BEHCEE, XERFEEMNLBE,

CHLARAKREH ERBIIBSE, ALUHRREB; ASBH/EMINEBRECH
A L.

Btk FATTF B 04 AR 55 B8 T 15 o L AR AE, KA AP, FIH R 7 fUserlD
RETAVIMN, FEERTMADLSEE, REIE, XENETFAHER, B
RIERZ2ER, ATHERPAAEEY EEEHRNOAH, FHREMHF %
WA TREMR, @I EE LBRIAH, REESTHEENLE, |
wrlfEpO, FIAATFEERBAHS.

4.2 BUHRERRETAER

KAEPAREHAEEER, WIAREBTRENFTERERS, 05
WA, REZESEHHRE. WHRSEER. BHWEBBURRZ 2L
HEFYS, HEEIERT HBERENNARZEER.

4.3 PABHER
4.3.1 KRER

RPAARS, KRS BABXMLERE, #ITHIERE, R AN
ok, BARERF
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il v 2 AT BIE ZLBFHERE Secure E-mail #IEH

FEROETE AT
Lt L ]

4.3.2 =4 EAN

1. Z2HETHMAEREMNOLSRA

A4 RAEMEEMETRE, TRFOSEIXL, By k0 SRR R4 i
B, WMTBET 2488, BEIADRABITHHRIESR, BEEHLEF
PLESE Wn ) P B RS9 B

2. FFEEHRTRE

EHIERARERTMREAS G, APERERBCIASRERNRE
HITEROA P EH, BWANETEE, AN EAGHERNZERA, 7
RUEHMERBEANLSER AEETEFERF FRESHIRBARRRE
Bo

3. BFRALE

S X RE AT RFRIM TS

4.3.3 4&2H

ABINAR, W TEXRFENFRYK, B P gRiHE ARG, FREX
FAAERER, AMRLUEMA M ARE SR, B RERE M EREZA,
L%, WBERFMENEREN, TUSNSHEEAATRKBTR,

4.3.4 #¥O%

AP O4 AR ERRGRE AR o84, RAAESINE, FHEX, BRE
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S e 20X 8'd FNE 22U RS Secure E-mail HZLI

BEEARIEFES, FUEMELAEETEREA HFELOSERES, A
X 2 DS REHATER,

4.3.5 EH KT EH

FEHNEGAREN T REMTALRBEELEREEN, FHik, £HF
WA G M X B M TR AR, R &4

4.4 HohtE

F P kS —FF B E AR 5 A XML S b, R R XML& I 1 5 it
TEE, ﬁhﬁﬁfﬁ“ﬁ%f‘@ﬁﬁl, F&:‘LUH"F
WW T wp AR § (SR N R I R e TS = T TP -1
¥ <UserlB>dS985f9b—b2&6-4!db-bcec—elfSO%d?bZSWseﬂD:*

. <FullName>napoleon</FullName>

. <UserName>napoleon</UserName>

« <Password>napoleon</Password>

" <Description/>

. <DomainName>serverl .securemail.com</DomainName>

- <Mailbox_Size>20</Mailbox_Size>

: <Enabled>true</Enabled>

» <AllowRelay>true</AllowRelay>

Wwﬁé S s = e g SR T PR

4.5 X

4.5.1 pHARIR %

BB R B A XA, X#F MIME, BIZERER, EETFHEEE
FEARSE, ARBREGRN A BRTLAR, EREGNAS, W@
FRULEND, X¥RALLEIIRE.
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B2 EWE LB FMERY Secure E-mail ) SEHL

BHTM &5
(&1 5

4.5.2 %4 MB4 A LR AL

private string ) m_MsgID ="
private string[} m_To = null;
private stringf] m Ce =nuil;
private stringf] m_Bce = null;
private string m_From ="
private string m_DSN = 1ty
private string m_Subject =
private string m_Body =
private string m_BodyHtml  =""
private string ‘ m_CharSet ="
private DateTime m_MsgDate;

private Aftachments m_pAttachments = null;
public MimeConstructor(}

{

m_pAttachments = new Attachments();

m_MsgDate = DateTime Now;

m_MsgID = "<" + Guid NewGuid(). ToString().Replace("-","") + ">";
m_CharSet = "utf-8";

¥

4.5.3 SMTP Hhil I

HWebmail HEHEE

private void SendMail()

VRPN send B, 76 MILE AR BB AR F
public bool Send(string[] to,string from,Stream message)

42



B2 30 HENE REW TR Secure E-mail L3

w% g PSS S P q,{_wr; R il e Bl - ,{ P ww&f

%mm@ﬁﬁﬁ%%ﬁﬁﬁﬁ*%&mﬂ@m@%&muﬁiﬂm#k%w%“
B SMTP implementation 35
private bool SendMessageToServer(string[] to,string reverse_path,Stream message) ;é

4. 6 Felrap4r

A —ERETRRAIANELBRAETR.

¢lnt. Connect(Application{"IMAPServerName"]. ToString(),Convert. Tont32(Applicat
tonf"IMAPServerPort"));

AR IMAP IRE B AN OGRS

¢int. Authenticate(Session{"Name"]. ToString(),Session["Password"]. ToString());
MR P& REH. #1780

cint SelectFolder(Request, Params["Folder"], ToString();

HEFE SR

if{Request.Params{"MessagelD"] {= null)

{

IMAP_Fetchliem[] f= clnt.FetchMessages(

Convert. ToInt32(Request. Params{"MessageID"]),
Convert. Tolnt32(Request.Params] "MessagelD"]),

‘ej’
]
;2;;‘;.
i

true false,true);
if(f. Length > 0)
i
i p = new MimeParser(f{0]. Data),//#% 7 MIME %X BP9 %
} ;
Else i
t :
& m_ErrorText =m_WTxt{"101°]+ "™, /i34 B REE -
3 :
&ru A e B T a1
4.7 - BHGRER
4.7.1 BHEEHEBE

LA MIME #CHATHRAFIFFRE, B SR 223360, KA AES Bk
RHATICE, BEELHHTLHSE, M#W%#ﬁﬂ$i%ﬁ%ﬁﬁ@%%i
BRTR, BTHTRIE.

4.7.2 M EATI

1. EBIOAEE R, DMEIHREREETRERS S APEdR
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[T vt A8 WINE LW IR RS Secure E-mail AL

SMEE R, REER, WERL.

2. BAWBHE, FEXTRBA AR SR NS By B AT AR, XT AR E
RS B AT IR, FIRT, BRSBTS R ITE S
RSN, HREREEFA, BAEHEERTHEL L, ERNEEE
ZEfE, EHERESR, HER.

4. 8 KF/NG

BRFTERAI N RERZFFEBE VB, BT RAELTIRE. FIAL
FRIEEL TR, HRBUL BT RAL R ) AR R B TR, URTE
P I Tl I A R 20 B T R AR MR B H L, RERANEEM
BHEEBFEERRELBNETHY.



W24 1 3 BLE THRAGELRE

FLE IEE5RE

5.1 TERS

1. BTEER TR EEDRNHAS R

X 2 BT IR R R I R ARG AL F AR R 48, PGP, PEM, S/MIME
FHTHT, FREE AR, BERAITEMME WA, FTFRERER
FEZLME-mail %, LHERRZEMAENRS:

+ FERARF—— RIERAHEMENS S TLER.

s EREEH— RIERHKMEREBERIINTE—H.

. WE—— RIEFERREEAREEZHMN.
FFA—— ELREAHLRE T FEUAEHETAIA.

2. FMZEBFIAEREFHAES TR,

FEFE, MHEBRRRNATEAELASEE LR A, 7k
PR PRI M R EIE G SRR, LB SR AT REFHMHE
R F

B HEl NN BINT] i R - RENE BN ESL Y
£. EXFHTED, SMEHEEAEF I BCESHTE MRS S A
ITRERN, AZLZGED, NMEEA, ITRELFER, LFEN MRS
BEANAN-N' MEBLZARFSS. FELNEF, BIEARRBITEEE
54, MBLAFHRELAEREAHEL AL,

Xt B IR R TR 2 T A E K, 52 MR T £ A P R i f AR
M ER QM ERSNESFS, NTHEETIERENZeHRE, AR
ERANE HEHRRBESE S ERTMESERetEENER,

3. MTFREBRASTZNARMEREIR, WEERENHAE, £A&SHANAES
Hik, MABRREHLZEUFEEE—NIRNAEHRTT i, UREHELRE
P2 TR AR B D s
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wi it FHRE TFRLRE

4. HTMSEERETEEBREDA, RETZEETFHRFRENEIEMHEE
T, ML T ISR 51 s

5. HIHAMRENA TB/SEAMC/SIA TP EEAMREZT:

B e, NERIEEIG DT ER R, QILAHFR
FIERLH, RA=ZEARLEHT LA HITRELRE D, MHZEME
T RGBT M BB .

5.2 T{ERE

AXTEFERMNRE, RENERARBIIN DR BEAZ ERABREZE
ENMBRRT, BEETHFZEX-FEREMNETH, FRRELR. B
ERERURGRBRBEERFREMRMNFALE, ERHHEEREBHIANK
EMAREY, HucHr#E—DPxE TELPRHANHER:

1 &R, RIHNRETENELTENRERGEEEREFHRITHER.

2. Zath: Rt-—MzeURENETRENSEREAHER. ¥E4
fiR it — AR ETHE S ENE 7R ER, G RENZSHE
FEMETE, AR THRERMR RSB RERNL, Atz
HEREE MEENEF S S0 R, 2EERITZR Koo E R ER
I7ER R F RE R YRR L LR BERG R,

3. KA WHRLB TG RENE LRIFALRYE, FEaNeet
TREEMARERLT B R FEN S

4. P H—AWTY RERERAER TIRERE PR, F25
mfl, RIERARRANE, ZXALRTHEANZLA THERSE, BRATR
HE AT LR 2 T RS R BN .
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