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Abstract

Abstract

With the development of economic and continuous improvement of information
infrastructure, E-commerce developed with high speed dues to the advantages of being
swift and convenient. However, E-commerce online payment security and commonality
is two major obstacles, which restrict the progress of electronic commerce currently. On
base of study online payment system and USBKey, this thesis presents a new online
payment scheme based on USBKey, the basic framework of this scheme is PKI system,
which adopt secure payment protocols based on PKI, have some security and versatility.
This thesis Combined with various existing online payment tool gives the practical
application of online payment options of USBKey. This thesis also analyzes the attack
and protection of USBKey, provides an improved user PIN input scheme to further

improve the system's security.
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RSA MEHELKEE TR EERPOER.

3.1.3 Hash &%

Hash B ¥CCM BT 3. AR BE BN, ERRFBEPIHEREE
B . Hash BER—MNAFHES, 4 H . Hash RECKERCRE0M B M Bt
SRR, BEERERN—MEHM), CAh=HM). 3 HM) R3S mEEH
BHE. Hash BBR—Frasm ZAS, NBHXBEXRATLR, BRAME
IR, BERELE. fEM, REGRELE L. BRATH, Bh=HM)RE
VEM M o BEIERLH B P I R RS, B B A A — A b R
IR REBIIER LSRR, LB RER LR R ETRME B4R
EMEETR,

Hash REEATRA T RAERERM TN, JERBARIBIESR BIRE .
B % F 49 Hash s 5CEBIK A5

(1) MD (MessageDigest) 27

MD FFIZ B E IR % 2 EHER AR KRB E R APINFELE RSA HBIBA
Rivest i1, FEHX4IE MD4. MD5.

(2) SHA (SecurityHashAlgorithm) %

1995 4 SHA-1 LRS-, 74 160 S0, B #iH SHA-1, SHA-256,
SHA-384 1 SHA-512 i JLFi 2 ) 5 ik
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3.2 AMAFREEE (PKD
3.2.1 PKI #iA

PKI BPABIER BN, HEORARERMA LA NFBZOMEE 5B LA,
ERER R RFRREHNEE L ETRY—ERR. CRENFTEHMNE
R MRE . BTELRMGHNESTEBMRS XL FEOEANEDEE A
. PKIARICHSMHAIE. B AMAEM A EEE. W BRI ENE
I NCIECR N i

3.2.2 PKI ¥R

TEHM PKI RELHREA CA. BFIERE. BHRBIKERY. EBEE
A%, NA4ED AP (Application Program Interface) FEAMB I

(1) CA: ENEFERMHRFERERNM, £ PKINATHERN. TEENA
IEM%=T7, & PKI PHEL.

Q) BFEBE: BFEPROMEN. TEEN. 2ENB=FIHMCAE
RE, REURMEMET M. RS X509 frft, &R LSS TR .

WAEBER CA MRIEPRBMERNEPEL, ATEEESEROET
EBRAH. APTHEREREEAFRFOIMEA P EBRAY, ATfemiE
S52@EFNAN, RIEXFRESRER ML, W5 K S nitiTE
Jile

) FHREMNEMERL: FHEREAKEREHEENEEASR, AFdT
FURREEFFHAER, NTECENFERFELRERT. b T HRX—AE,
PKI RET FHAR M SEAKENG . DR ERLEREN, BEEARIBCA L
Wi, SEEREN, HPRER CARBAE, CARSHAFKEEH. /@
RENEQ SKE LA B FERIERTERF BEEAZNSRI RRHNHE
9, ATE20MEEPITHRILE—ELAEBIESH.

@) EPBEERE: EBERRLER PKI {— L&A, EREFRIAUN
LATREHTEANRERZHP SRR EEERFTERE. HEHRX—H, PKI
R T IEBIEEM—RFIHH '

(5)API: & PKI LAURGMN AED AL, HEEMNAREUZETEMN
FRE PKI X H, FhfRMEITFEEHN eI SRk,

PKI fER—Fhz 2 BAR, BERNBIRENENERT. BUEHMS, 244
T, WEB &4, BTHEERFARL PKI HAR N GIHLHT.
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3.2.3 PKI L%

(1) RAAAEBEAR: REIHFAFRIEH AREHMERFES, 3T
BWIIRS ERB TR KR ATE B0 R 55t A JR B 5o vk 4R £
TEREHMEER,

() KHEHEEA: moxam%hmzmﬁmszm%wmgﬁm%,&
ATEAh P AR P 2 TR R S H

() APBSLRIERFER: AAPRIEEBHATELREY, FH LR
ERR & VE F PR BT 5K, XRAER PKI RESS N — RV IR S T B K H P B 1) 2
Wil PKIER S ZF MR M CFE BIE &R P EY, AR EMAELE
WRERDK, RET L URERET RERIERS RS

(@) AR B RBEEIUEL P IR OE T A RAME B T AN i,
AP ESHLENFE THTUMCER. mh, BAFHBER, TREESH
. EREHZHN G, BRI BOEHHIBEDTEH S 04 RS i A B &
FIR, XAER R GRS SRR PR

(5) EHEREES: PKIBESEMANGERTTRRTEMBANEREE, A
1 PKI BESIUF R 5 THE AT IR BN EE R A L. PKI P& E B
REOGEERR N ERUPEEEERIBA TR,

33 HFED
3.3.1 #tik

BAEBR—FBURE 73R, REME. 2ERE=HHM (CA) £k
RIUEH . XA EFCHIPTE R ELHA BN ORFEL . JFEBHTE
WERERPHELHS . S0ME—RRID MAPHAE. DEEER RO
EHAR, LML LK E R TMERME ., HFELNSLRIE, HE
M AR5 BRI, BORS B et REGEMATEAY., X5E S
1B E

MEB IR A RER S, BFUEASAT LA 4 AT LA

(1) REBEF: RSB LLIGERE, FHPmi R85 REBIERE
3 SSL 4%, 7E SSL E# bR EMBESSsnE.

(2) BFUBHAES: BT LIEBI B R AR L.

() APWRAANES: FERAXRBTIRRIERKFSES.

BERMEHEERPHATFER. ERUREBENFOOETEL, —
BAEA T EAEEANERME. RIEFKRHLTR, EBNFHITEER. £
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K E TR, BT KEERNEBHALS ITU-T (BFFREKABERE
AL LA X509 E FRiFHE.

3.3.2 BFIE BT

BA#E PKI/CA K P& REBR, —BUH P H TR R B e R HiE
RSA FER TP BH=EE PN X — R ELB AP AHIERE PCHENTFE
WTRHEE, BRYNZLELT PCHIREREN 24, RURE—MRKE
Rifl. B2, & PCHMRIFRARARZIAMBARBIAL MRS, REiES
P RGRF I P RN TES, RUCURE R #TEEEAE.

BHPT LR —iF, MR g R A SIFAEE PCHLE, RAEER
FESMAMRR &S, T B R T B kRIS B ER 5 i By t A HERE AL $ 30 B B
PC IR TEE, TEREMARAEYHTRETES. AERREML
KRR USBKey B %, BLE PKI ARBEAERIFOIMR LR F. BEAEERE
Pxd, FHEAARTUHITHTES, BMIBRE USBKey TR, RETRE
ek,

3.3.3 BAETIER

BEBMA IR APEEEDCHEAY, FEALTHRES
AMANGBHE BAGRA NN, BBEEFMENBSSET P — /M FES, B
HESHPPIMEERAPER, ANEHEAENMAELER. HFERE
B R 3.3,

£/ iEH iEth E? T#
% Rl BiF 1 iEH

B33 HTERERPR

(1) AR =L

AR ERRM, —HRLRMS BEHK. BN IEREREHR .
— M RALAENIRE R P R EHEN, XA RN SRR TS R P KN
RHRH AT B PR B B EXEEERNEERER &IRE, FHREF
7E USBKey W, NHER thAIA

(2) EM

L P E R B E M RA RS AATAAXRMIEMEE (Bl 7 ipsE,
HP25%). ERMASREBERIET RA.

(3) Kk
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RA BERIER PHENESHRA P RFEAHNREE.

—BAE =M RRRAE:

1) RA ZRA P RAAEIHERE 2 ERETETRIE, R RA EHE M
APREZAMERYE, WHARGZHP EAOHRES.

2) RA AT LUE GBI, IR P AR NERRAR P, B s
WREARPRBHNITEE.

3) RA ATMEHI P 42— /MEE S, BRI P IASIEAT I, BHELH -,
F 7 FAAA S BE IE AR 31X MIE 45 7 BE R 18 A SCIE 3

MR EX BRI, W RA B F MBS AERHE CA, CA HTLE
BB 5 R P A IR B, HEFH—HEB e R. WENMESH P
BFEREHSEHPIMNGRHAFGAH, FAEH CA HELEL.

(4) WEFAERUE P RAT LR 83 USBKey it 4T -7%, H USBKey AN
ERMARPEN PIN, WEE—MNNEFRIER. HPRTLUFIA USBKey H
HMAEHREMEN LD B IEBORK T ES B SH 4. BRI EME
ERFHERFAOAH, ERETURBRAELOCRAANGEE, Bt
T AW RAER .

3.4 BRNE
3.4.1 Bk

SHMEBAR R T EHLR M4 RETINRIES B L A2HT N AT
B, REBRABMBABATIRFERNIE, CRMKLNHARLTNE—EL
2%, RESMMERENIIS . EHENREHEIHRR, —VFERaHE
HIP SR B AR — s MBI RZ RN, TR SR P s &
it BrA XA AR R XS R P S A ST ERIE LU RS AT
RIEMAPRREN 7SN AEAEE, CRRBRREREL OIS 5%
FEOHMN, BRI —MREZM G, SHAER B BRI EX0 HE
8 17 P ok 37 35S D AR 7 Vel ik 6 i e 8

SHNEBAMAER B9 E TR AT 4 D A ERBEHAE:  MIAE R 445
AT LS B PR FAE RO FIME s MRS BT A A B A TE R B A AGE
SHANERRORR, 25T NRH-AEREMAE, MEETFAERXNEFA
iE, MBSMEZZSBFNERMTRE,
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3.4.2 #F USBKey & MHAE

£F USBKey M S HAMEFRRIL/VERBEKRN —FHE, Z2HF6HA
iEH AR, T RAREFAESNERNE FANERR, RIFOERTZeHS
SERYEZ IRAFE . FIR USBKey MBS P M BEIELIN AP S0 A E.
USBKey & tHAELKE AT =AM mE:

(1) MEFAIE

§—/° USBKey #EATEH: PIN IB{R4*, FIF RERMHHE USBKey A/
PIN 73, A LU USBKey iti7#:4E. MLZ ATH R —DOSINE, RAEE LR
BT REMEZEN.

Q) ReFHEN

USBKey BE—ENZEKBHMEZM, ATUAFHAF BN, RPEHEHE
Him, XHEEAES R T R L AUE A B Rk, B PSR F
AARDERHN, X4 T R0 PRI A PSR E S0 6.

() BHmEE '

USBKey W B LA, TTLUEA PKI AMWERZANERLAHEKR, KhE
FE AR RE. SRR ENR 2 S 2 E &M BIENEH L 7227 USBKey
WHET, MAHIRET 2ot FELEGEEREMERGEEE TRRHRE
H.

3.5 BT8R
3.5.1 HFELAME X

7E 1S07498-2 AREPIEEF R 44 58 SCAU8: “HEMFERAR £70 L —8HaR,
TR HE B T R AR S, KR B AR AoV R B T B O F LA
IR RICREAMBUE AT R B, HRIPEIR, BERADE"

HFELEBR (XRAPHFEL. BFEE) R—-HALTREBRTES
M7k, ERUSHETFFEELRMUMER. BLEaHBHERER, RiE
TRFRHNEBHAEERATENME. Hhh, BFELETHTEERITH
SN, —ERFELERENHHEANER, —MATHTFESE, — 1M H
FHLZRITE. Bl M LALEERET PKI BARBTELEARBITRTE
#o

3.52 BFEB LMK
(1) HETHEEBHNAE: BT RKETFHEEEHHE (RSA L) NETH
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RRIEE S SR TR (DSA Hik).

Q) ETEZHPUENDIE: REEZAFPHEESN: BMHPELAE
MIPEL (REZL).

() ETHHEHEHIE: E-ROBFELH ENEHCHERNEL TR
i, EHEIFIRLMBHFESL, T8 EEL. NELL. BEL. TRE4L,
REZZ. NRRELZ. UEMCERES. ,

AATHIM LSRG B BN RET RSA ABHINBTEL.

3.53 AR FRY

() BFBLFHE ,

A 2B ABFELRELRIERMB. BEWTFAE E %
FUEPHEET IR EEMEARIER, BHTRFELNELRIERE, T8
AREEWME 3.4,

1) WFBEANE

EHTEEMBL RIETTHIRGRH B M X5 Z 252 1) Hash Hikit B33
—[E 2 AL ST BIEEE b H R SRR R FURE T AL x, N B RIS 4
BC, WEFEL. RRIERFESSL CRREHEM —RBERESEYT.

2) BERRIEMNE

BLRIENE, FEHKREFREEM NELHMBCRE, HEREH RN
Hash HERRIGHE M HERE, EREN . BRRETOHAH 2 HELHR
CH#ATIRE, BORBE A KB AR A, WFFHAR G5 Bk
KiEH . BALRINBLRIE.

RighRlx,

Hash s AWML
it ot e e

: RiEH B x,
|
|
|
i
L1y i
I HM)
l HUHAME, %
I : MW )
Fith wes | 1| i e
i —» A | 8 Hash WE
| sk
|
[
|
!

g

M M H{(M)

BLLR RiFdH

B 3.4 APRBIAED 5 A

() Zetahr
) BUGHEBRTRAHBM NELHEEC, HBAREFNA,, Bl
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FIREB L7 IR x, RATTRERD, B A3 T R 20 A% R B S

2) FXFMHHE M BELHE C#ITBMN, 2 Hash RER 2@, Hilk
J7 TS HER R A BRE— BT RAE. Tk $ 5 Hash &M
i3

3) BFBAAG TN RGN E M REREN, ERGHEM RERE
ERHR, TRENEGHE M T %Kk,

354 BB SRR

ARFEAGENATERAERTERNPAERIRHTX, WHESL
WIS M FEL ARG TR BT RE, WEFFEHAHERARRT ZAE. &
FEERAEBHARIET RA SRS RIS BRI HEREE
SEFRBEN AR REDMENLS, EMNARETRAAMEZNREN, &
AVINERHNFREARA R ER . REREOTH SR R ER TR
HPRIMA AR IME EAB2M BRI, RIETHBNRBYE, KEttmzgt.
7E SET MY RF T R PR A BT FHEAR.

3.5.5 %T USBKey ¥ F% 4

T USBKey TR 2R AP WL USBKey F=4EFHAXN, i CA
BEHFIES, M CA il B B FIEFIRFELE USBKey ', CSP T it
fir4 M USBKey FiZEUEY, EREMMAHEEREAF RN, EHFES
I, CSP [ USBKey KiZ—AME 4 M4EIT, USBKey NEEL AZIH#ITELZE
B, HBSa%ER%H, XRAZET A NEEEE USBKey ASTHEAT, BHK
At USBKey.
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$ME USBKey HIARLEMFIREMR
4.1 USBKey ffit

USBKey RABREFHARKBIIREN . CLELEREEG (ZEEH) MkH:
(CRBRERSE) HBNREFH. ENETRREBEL, BRF—HSHA

GEH7™ i o USBKey [M#4E RGARMER B RERIOHA, MBRMREHEELL USB
BOHTIESE, CHREH 3 T LRk 480Mbps. H45h, USBKey B/, [EF1%
W ARHER, XFNENAH; *2Um, BERIER, RE2TATEEBILL
B8, BEWHLIT DES. RSA B MAEMER, RIMFEMNHEELHLN,

USBKey BA M IR AE BN RIFH R LM, RAFEFLHME PR
PR BRI, FFOARHY RTE USBKey WA=, R RAHEIREC
Sl BB 2R USBKey R5ERN, FHKTERLREE USBKey
ShE8, MBBREHKEATHRASIHFHASE, EMEEGERPHSG, Wik
GHATEENRLNE L E N EL.

HHl, USBKey RAZHRITRAMNEF inMBR T £, A USBKey FHA
RRAPH—SOMBZERTEHPRAA. MELTFRS. BFHEHAIEER,
USBKey HERIFHMERRIR.

4.2 USBKey AR 41

4.2.1 #Eid
USBKey MBEAF4#H LT 5 A HURA RSB R RIS . SR

IR

PKCS#11
CryptoAPI

A

PC/SC
PCHUSBIRZh 2T

4

USBKey3USBIR )

0s B2
USBKcy i th 2%

RSP AR

B R

B 4.1 USBKey HI1k 7 45 #4
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B4 % PC HLEE AL 2 MBI EIE L. 2 5 pC MUAEFERHR USB ff%
Wi, TS5EESH 2 RGBT H L AR 68 i E FFATE 1S078162,
ARG HBIAFTNABRTOTEEENEE. XEROLNERELE
YEZ 4 COS (Chip Operating System) R5E& .

— AN USBKey R RLEMEIENR: B4R, %ORIE. P RN
B NRZE, gm0 Frw. ‘

422 T2

T 24U 3% USBKey HIBE:HIB . COS A1 USB Iah#E/F. COS X EARE
%] USBKey FI4h R H01E BT #:, BH USBKey NI FH R RARY . ZEES
USBKey i H 8K USB2.0 #2138 5 F P EHLLL USB $rAEthillt AT B A1,

(1) WA

Tt AT AR TP F, USBKey HITEHZ R At R B A KL,
TR RAEMC R, FRMCES. MVSCERSE. Fi. Vo &0,
USB #5488, RREORZAYREE, HSHHBEASHENE 4.2 Fir.

MPU CAU B ER,
Wik B LR %

3

Y ST
R&iE
| B8

\
Y Y A

EEPROM JTAG
FLASH RAM Widgko

oD

USBH2il 2%

B 4.2 USBKey & A i@ {F 451 B

1) 47248 MPU (Mini Processor Unit) & USBKey 1%Ly, FETHRE LKL
F PC HL LK CPU. ERELAMTRAIT. FiEEHZEEHE,

2) FPpEINEE CAU (Cipher Arithmetic Unit) FIRSMT &M MEHE. B
T MPU Bt ARIZE IR, AT XRNAN RS, — S PiiRetTHA
HiLm b T8 CAU.

3) BEHLECAE A28 R A AT B K B RE LA

4) FRERARFERIBMRL, —REAESHKEFRS RAM, EHRE
ROM.EEPROM.FLASH %, 5) K £ 771 2% RAM K41 F PCHL LKA 7£, & USBKey
ARG BIRE. L5 KHEF£% ROM & USBKey AHIREFIX, COS
ARG, USB A EFM—SEANHBFEERR, FE5H RN BB
BE—REAN, THANBAEER. EEPROM M FLASH FTLL#TiR. B, #
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BRX=FgdE, RiEMEK. —M USBKey f£H EEPROM Fl FLASH.

5) R4 Vo0, BIMAMHESO, & USBKey MANABCAMME—EE,
ARGEE A 5 A RS 5 b RS R HE B

6) USB #Z#I2%, 12| USBKey MEHLImM USB &4 i 6 1418 B 5.

7) idEE 0 JTAG &7 USBKey i Fr I FF KB BUR S48 FF & A R 930, COS
HIFR P I % O F 8.8 USBKey # 3 B AT LURATRACH .

8) BAVIFZH SAL (Secutity Access Logic) #ith i B & X —Lefififh- 24
BE. FIMEREITE, REKBEVIRES, X CAU MBRENR. FHHst
LA SRS,

(2) COS

USBKey ZHr LARERS sCRFIX 4 2 SRR AT , SRR 4 3Rk (0 2 3L A i
HIERIERZ COS. USBKey L1 COS A PC ¥l L Windows 2584k RZIRARML,
EREMNXERKMXI. & PCHL LMERMERLMILE, USBKey i COS B
L F—AM T, USBKey 1/ COS BR—MEHMAL, CRAEMAL
i1 USBKey FJEFh 1 FIVaRE ifi % 1R iH FF R M. USBKey H#7 COS EEMMkMR
XEOMR G @ WM AT AL BERARE, Y RIEE, FRNEEIEEE I
. 7£ USBKey ] COS W7+ — MR EARH#E USBKey MIFE MM AR ER, #KIEE
FRERHERLE THREEIT BOE I R . MR &I f 8 KE, USBKey HIIRME Z4
AT SWRE, SliL 4V H USBKey Wiy SR 2% . %4 USBKey
W B2 /5, USBKey ity COS ZidH4MT/E, HEMMMI)REMRTRIE
RIERIE

1) COS Thf

USBKey # COS 1 = B 1)yt 2 % % USBKey FI4h - B015 B3 %, % B USBKey
WHITEME, 7 USBKey MBS Mar &ML B KRR RikohbetnT.

o USBKey f L&A ;

o BHIEEBEMRES,

o USBKey M4MEORH;

o USBKey W #2544,

o USBKey ARG LS

o REBTRAEHIEH;

o fAMIAEE;

o NARBEHINIT.

2) COS Hiik

WRiE COS BARSLIIAK COS R AU FEMIHREMR: 1O Bk, i
RERS. L2 RAGSER, COS M ELEHME 4.3 FiiR.

RV
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FHLW USBKEYi
> > > SPERY
< Vot [ | Mok [ Mtk
\
/
RABR
43 COS M BHL%EH

VO Hik: £ COS MERMEHRZ —, EMARKEMFIERMMBILIME L. RIE
1S07816-302 Al % BE R HIEBAF S RUE MM, FR-RIOTFERMICE R
T=1 (BHEMTHEEE) il T=0 (R ENTZFFER) Hhil. T=1 thi¥
PR M BIR R N R A A, T=0 il AR F I (7R FEAR LA,

AR X USBKey HU M Ar ST RATYERAT AN, RS HAT HEILAY 3
1k ISO/IEC7816-412H Frirhth 5t COS MIEAMAEM T ME, ETE X T X
BiEMLS. FETEMSURMESKREHS.

R FEARAR, BN, 4 USBKey NFREMTARIE. XHR
LR FISETIRE R COS RAF BRREHMHS, HRX RER AL EmB AN
Bihz —. 7F USBKey ¥, $EMEBRMET—BREL X4 RER#IT. COSH
XHRAMEEDMRSE. TMOTDER. JENEREEE. RENERSE
fr. HIRGBSAgET . COS BIXMRAT=FKR: £k MF (Main File).
HF XM DF (Definition File)s ZA$E X EF (Elementary File).

4k %: R USBKey BBOHIMMR. 7F USBKey FF, COS fi & &REIMI
7 COS & EH, AFEREKENMELE. REREMFANAZLEEHE. K
HEMONREERS PREFTRGM R LM, USBKey M & 24 M R X
USBKey P934 %1 % 1 1R i e 244188 7 . USBKey RAARE M BAL T
DREAES: RERE. REREMZENE.

ZARE: CRME S/ USBKey Fritih R 4R, R—HHAREREL.
F )R 7E USBKey 58 B A BT & Bl ar & TR T & &MU 5 W ek F
HPRE. COS MRAEREFMNAPNFERRERR, —IMH MF HZEREF
1788, R USBKey FItMR2ZH, H—NhXH0 DF MEREREHFER,
FRME0 DF FTab 2 2R 5.

ZREN: BENENEeR hRER BRSO R, REFENT
H: XHHRRERYE. fédz2RBit.

X RERE MR LEBEABETHIENNE: —MNEAFNERE
KR, XA COS BMMhRE RN AT IR E. i il RFHIEEH
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Y&, F PIN. RIS SOt iedg ol oI FH BRIk ST R Bl 1 H 4 Sk k4
. —AMRBITRENEENHLHLEEE, BREERMLERE. FTUX
HR LR U BN R TR EREFERENREENE. JTHH
ZERUE—BE SRR, EXHRINBEX, H COS RMiTEE
gy, R—H BRI

oL ERMELRE R, HAKNGEREN, BR—MEHENE. HOH%R
ERUECASTHIMTENE. —Ea42HRXMREEH, RANEAHRSK
TGS LSRN FT R ZRBSPEEM e, HRERRER,
WMEIE USBKey FEHRLAANE XA MEE, LAULHHREEERTRET N
ok,

LEYH): IR LT USBKey P EREMKXMATH LR, 7 USBKey WTER
RERENZLEFEREENTEN—RIZLNBINESUR I RERE., %2
Ffe e TEHETREGSPHESITHME L, PITHREMEE, FriEH K
HA%. £ USBKey BHEH HAMBRNNERLERSE, HIMEHGSRK
2,

423 BOEENE

BOIEE) R Rk ENLG K USB B PC/SC (Personal Computer/Smart
Card). PC 3ifJ USB Wah & UK B4 &4 F(f) MassStorage & HIE5). USBKey
ERIRREMITME. PC/SC RIMMK NG RV Windows & i & LI —Fibnv
RPED APL 24T —A PC HLEIEER (Smart Card) MBAIREE, WM
e X PC/ISC ARHEFF R 3hHE O, (#1831 E T LUEIE Win32 #rufl i U kil
i) USBKey. PC/SC # R X TH e RN A Einiant, BETENRERLHS
RERRBEHEME. MAKRUMGES. ZEGFFHER P ENS58EE 2 @M
R TRAERGHE LR X USBKey HIih FIiE K.

Windows EME—(#F PC/SC IRMEIRIERZ T &, PC/SC MG A% Bk
HETER .

PC/SC AR Z /N 4.4 Bk,

(1) ICC (Integrated Circuit Card): EH MM FE+F, TERRFMEIER
IREHEF

(2) IFD (Interface Device): FIREHE (R PCHLZ MAEFEK. —MEF
R LEZKERE.

(3) IFD Handler (Handler of Interface Device): MRiL FREEKE), {§f PC
PURNE - 28T 0AE o
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(4) ICC Resource Manager: & B A N A EF A XHEMER BT ERRE
V.

(5) Service Provider: W# RELMETHEFONARS. AFPHEERA
YAt 2 g e B .

PC/SC Wi T W& M hh—2e@ (5 il T E g, AP EX USBKey
BRARE RBATIFR, REEIRA Windows 324t PC/SC s%k, AHE AR LM
a1,

1CC Aware
Application

Service Provider

ICC Resource
Manager

e B

IFD IFD IFD
Handler Handler Handler

IFD IFD IFD
'mp Um} Um}
ICC ICC 1cC

&l 4.4 PC/SC Mk R4

4.2.4 tRAEF A2

AP RGEE R THABMRERZE, BERETE TSN ANE
TFRME PKCS#11 #: OR Windows V& BB R &8 4475 CSP #0.

CSP B ik Windows FEREMBREEMBFHEND . CSP Fs@MATHR
BB RF T E R, CSP ATLAA KM, WA LARREMEH, i
USBKey,

PKCS#11 MIEAFRARRE—EBEHANBRERERMESIBHFRR
, HHET -EMLFHANEFSED, HTFHMEFRM USBKey ZEIME R
%, EHOFE Cryptoki.

(1)CSP

KR M CSP DR R—MEE T ARrE N R SCIM R CSP
BRI RA LS B RP R MBERIERTHNTE, EUEERES %
W%t USBKey TR H . A CSP A g i & i & MUK b e bR O
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FR, BEMEMAELEREHNRE DA MR PR F# RS kiR
HE1 CryptoAPI #: DR, EIEKEiT CryptoAPI 434 CSP, ik CSP R5ERM
R ERAFELERIE. CSPHIRATUAZELE (Signature). FHTHH
(KeyExchange) f1Z 2% (SChannel) %. CryptoAPI 2 Windows 3Z4LEI4E
—Z& APL N, EH—ARHHMER, &% APl NEHIIEEESEERA T 26 CSP
RS HEPK LR .

(2) PKCS#11

PKCS 2 i1 3% [H RSA $if 242 R R I A1k M — 4 A BIEB 22w,
HAQFEERRE, EBEH. EBEEREA. T RIEPITEURETSES,
BFEEHMEREHFEN—RIVEKDN. RAECLEAMHT 15 Mk, He
PKCS#11 #7 4 Cyptoki, X T —EMLFHAMERRIHED, HTFEMEM
PCMCIA RZRHIMFE R & RAEBETFEHIA. PKCSHI H—A BIsR—MEX
RIREFED, ZEOBRENATHR, D& HEHER—ED 4
RULGNHEF. BNMHERZRELE, 46X SALRERLERBRTH
BHE, BEARERAI DL ABFRLE,

4.3 USBKey X T 5Bi7

USBKey DAASA I 2 2T, 160 R4A1F B MBI BRI - Z b B F
PKI A%, USBKey 22 R NEA PKI R LR . il USBKey f
ZEXKBTEAMAELEEA NIRRT REERE.

B4t %t USBKey MM FIRS JABE B8R TG HiE A, HBHAK
SAUTFIANGE: MEYEBBE, REBE, GEER SR GRS,
HA=MEEIRT USBKey N ELE G HZeM: HiERdLngdiEs
Al USBKey #E S MR B MRS R H. THEHBRNXEBEFERFRY
USBKey H & 41k,

4.3.1 YE R

(1) BiEkik

1) HEHA

Yt EF B A GR %, MO NERREREE, TR MR R
BRTIERES, UEMFTERRARRIHE BMEESH, FRETUERE
R0 Fr 9 SRR 28 15 ROR AT BB i

2) REEMEA

B FERBTE MR TR S, RIS SRR AR RS



p1] T USBKey fM L AT

FEIRERL. St i 3B ROM T MEU T AR FREM N TR EHS
Rk ROM IIHARE R, LUABIR S HM.

(2) BirEitE

1) BAHETER M. B

YIMB EL R R M RE hF B, HITH SRS R AR
gHtHR, RANEERRNRRTREREMEINENEAR. MYHEL S
fxBAETREGCHFRIFMERBERDFHENEAEE. 220 REXH
0.13um A FHAEF~TE. AN, GHRERARIAALENTELH, E—2RE
FRET R IREGEAERE.

2) RERPEAR

FHERM. MRENBARVEREENEERREN, BRTHEMEHE
BEHNEHRPZERBAON . RERPESBEEHNRE, —BEHER
T, WA A A TT DRI R B SR LR R A AL, SLEDRR A
%ﬂA&Mﬁ@.mﬁamm&%%ﬁTﬂﬂwmimM@#w

3) TEEBRMERA

KRB RNITERENFMH#%E RAM. ROM R FHE BL RN
WENHILRE, HEREMEFENARIGEEEERS, XENFEEHE B
K EBRELE X M.

4.32 R

REBFERESRBELAERSHEARANIFRESRMSE. T rtke
SHMERRAMNEE. BE. X, BEEN U KAR AN RLTHE, HiEEH
REES T NRFEEPIIA—LERIT A, MEEEI R, ek
161G, SEEHEHERRHENESIEMERSE, XTBEAME, Mtk
ERGEE, SFBatRe. NERE EEREFNENE.

(1) Bk

1) RUEFN LT B

BEMREME S REAGH BTN L F &G, EHLERUNMET LAWY
MARMBAEFES, SPRGEIMESTHE, FRathanRR, BhHEEN
SR IR I ARAE

2) HETFHRIBE

R E RS LB R GG S EATH A, DR
BHIESTE, EERESME. BUNERATRS, BHEEAKHREHSE
WHE R, —ANWERES R CE A B — MRS T 3.
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3K 0 75 2 B A ) B S SR LA 2% A v R e o

3) AR

RBERIEFARF EE TENRAGHRE, BTFAOAR, BHEZ
BSOS EAN R R, M P B,

RIS AR SRR B T R EXT R e G R R E k. Witk
AU, EARIRAEE T RAM PRI — SR S8 E Sl gs, iXFh I
HLiet A RE LT ETH.

() Bitrfait

1) REBBHTHREES

SRR RERE SR, e AR E, Bk R B
ARG HRES, S

2) BB RPBAR

KAMEBREBAR, ECHREMMERBEEBREPIM, — 524
FRANRTRED G, Wt &, RS, GHABESEIT X S i
MEERMTEE, ELRIENM OREFEE, BESHNTEENZE.

433 LfFER

MfEERE, REDAARNEHETTREETENSRMNTFREWL, Higk
REMAFE RO BERFAQERERNEE. BB, MRS L=~
ERZRLAR, FAMNXSERRERYLGEERR, Bl—EBaxtegE
AR ER. HNLATHLENB RO EEREE: RS, B
Wit B,

(1) Bt

1) ThFEsd

1998 £F Kocher %= A3tk T IHRAMFHIBE A1 9, BUHEEAHRIERE
MIThRME, BEMTELESEETHICREN I REE. % RMH R BIFER
7 SPA (Simple Power Analysis attacks) Fl13£4) Sh#6 8 DPA (Differential Power
Analysis attacks). EIM TR HFEGE T BILEBE EALBEENIAERRE
B, PR R T G AR ARG R, LMES IS

DPA &—Fx Bl A MR IR AT v AT K R B I ik, %
3 IFEBGE RN KBt B ST TR TR, BUARSE K B ORI A
SRR REREIE. .

DPA EEAPWAMPR: FIERERHHMT. BHWREFTEREKERH I
B, FEARRR—HRNNERSH AR EHRE A ER. BB
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RFIMBEEGL I EBURHAT A XYL, BERIEE WIS TS Bk
G Hon B R 2 .

2) BB

BR TN E—E R BBRS . BbE W R o] DU E AR  3 B
REENSRETENEFRZRMXR, RaTRREBAXETEHEEEXME
B FITHRHALL, BRSNS EN W E EMA (Electromagnetic Analysis) 7] I
SIRPIRK: R B EAES 4 SEMA (Simple Electromagnetic Analysis) F124
L ff4E 5t 204 DEMA (Differential Electromagnetic Analysis ).

3) AT M

HTFER NREMLHPTN RS BEAZRFERRNER, AT E 27
Wt R W B E R A AIE A TTIAT I A AL R SR L B . B, AT
LW E5ER RSA RARNKBRAERSE, K% 7T LUK 2] Diffie-Hellman HEI%
BN B E S Kl RSA HEP R HEYIP), BTIHF RSA BIBRL.

() Byt

MBS =B s AT UGS, AFEERHNEESFERRMRG itk
EE, BITAXER. REXHAEEREHRIEA G EE B
WHRBHE A RPENFREELERSFEMERLG RN S E BRI EE
B 5 1E B AR TR (5 A A B T AR /MA R SE B BT i JLER

BATAT UM UT JUAN 5 EIREAT B 47

1) RAVERREKESERE, FRAZEMREARMEIDERS.

2) PATHATRENAL R MAE KT Blin, AFRGFE =4 Bk vl ik
FFATME R SR

3) BlR AL T AP TSI\ B () R RIS R R SR . Qi 22 23 BRI AT e 1R
P 74 A 38 2 B L BRAT AL AT U AR

4) SINGR TENEBERRAR, 85 0 TIEMAREN B, Mt Ah
FER AR AR .

5) BT EIEPEVLH R B MBI, RIS R G % 7 8= A B
¥, EEHFRER MR RBEIESWENEATRE, BEEIMAXER’
B %, HEMBKMIIFE, BT A R DR FARTHRANEE SR RS
BHELX.

6) SINRMTLREAR, EHMXNREPITERE PR XRBAELEITIUR, HIH
ERAFIIRAT LR, (40T I TR AN D RE AR S R OKUR A o
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434 HEWEG

() BkFmR

B AR B A A AR ER AT EN, FRARETHNEK,
MNERFOREHOHEEEITIE. BB USBKey i R A DES.
3DES. RSA. MD5 fil SHA-1. $:rb DES. 3DES B X #r % {k%], RSA B+
SR ER S, i MDS RI SHA-1 4 Hash B3,

1) DES Bk B

TEDES P R M EFEAN4NFFH. b FEFEPIRF 4B,
BRI T 2 M85, WRX2 MR ART 2 0HE 1, BARRTENTH
PHEMFAN, YFHARLE 0L 1, BE—LR 1K 00, BE=EREFHRE
§5%%, DES Bk &etma®s.

H AUXS DES M%7 ik E EH IS, 55288t A EIEMT. Lt H s
Frix=#.

2) RSAR MW it

RSA RE—- Mt EFRYUEFHRNFLRLE, BRIEASHIEHTE
“ULYI"BiA# RSA RA SN TEF4H#, B—R4EE"RSA RLEN RSN TR
FoHik. Alexi %875, A RSA N 123 SCIR R 4 L ) e th ATk 2 84
HASC—FERIAE. RSA TG A B 1= Bk B F-it B 88 iR AR s R R F 2
REEIEMANTSOE. BT RSA B EMN K.

RSA B8 g 3 H B ik M SOy, R B SO IRHe st
Wik, W, e NREE.

3) Hash & § K i

Pt —A Hash BB 22t REREFARRNBEHERBFE, R
% Hash BB —X 20T Xt i, RAHE LM Hash BEM—MEERE. H
B EF — LY Hash & E0FI T BLREAEDY B R4 : 4 BB oAl Bk e,
£ 5 WP R BRI,

(2) BitrHiE

AT @RHTHIENNAT 4S8 USBKey M &2 MEME, USBKey MAIX
BFLEENRERUTILA:

1) REEA 3DES Bk, MAEHKE, B a4,

2)RSA HESHMERFAE, #2HTSEERNA LEREENLER
e FAEFBAEEARBEIEE, —8H P ZDiEH 1024bit i RSA, X34tk
BRI R A P &% 2048bit £ RSA;

3) Hash BEUREFAERAM SHA-1 BA LM, 85K d#E AR Hash &




k) #F USBKey 1M 1 Z{1 5

B, BARTFRARANRE.

7€ USBKey IR AS, —77H, #HZX/IMEHMLLS, RKAMELUEME
IR A R MR EAS: B, B E—S R USBKey BIBEME
BT, EFERNENRE N R RO FERE R L2,

4.4 USBKey N i & 4HHr
44.1 Z2NW

X T itk USBKey R#EFIAFIF, Hein44kf USBKey ZREHMABRATLLE
BHF RN USBKey i 1T3E¥E%E 4, Fril7E USBKey AN L4444 R PIN
(Personal Identification Number ), At —IKELI%EME, PIN HRRFIET R
BHAE P A 6848 USBKey #4744, & USBKey fRAMMMINT —EHH
Bh 4R .

BarfEmRiEdRmT: AP#Eids USBKey HiERH PC MBS PIN,
SR JEIE APUD #54 % PIN i%4 USBKey, USBKey 7FMIRFI M7 HOREHH
PIN #ATHE, LB EE RAE LV VT R R 2 M BIT IR E AN B%, FIRAIMZ
BRI HEMIT. FIIERE PIN WERAKE, FEARBMAREARE
WA EH PIN, USBKey #i<r B8, LR, XAERT LR ibdRE: M P Xt
PIN B . BAMNIEEE T LB USBKey ZREHMABAFAKIR
B, EREE - LERAREMNE LM BEATLMEHADREFFA PC HLAZK
iR, BEHAMAR PIN, XNEH i USBKey IEF#EHETE PCHLL, BEE
AR F R EX PIN A4 94 SR 5 48 B SH A IE ST 245 %) USBKey AT IRES L%
. IFTEE TR B & K2 USBKey BT E ERRMEE. BRKF
ZHF:

(1) KA R kML= BEX USBKey HIE R,

(2) XHAIF PIN {39, Bk BRI EEER.

3Ol bR, &R LR Ry R, H ATt IR T —FIE7RE USBKey,
BIZEBNEAE 4 USBKey L34 & B RFRF SR, EHTEHZH, X5
KRR U USBKey L8R, HHELBREBRAMR S BRI ERE,
U5 A8 5 B3R 7, k44 3R BY USBKey ERU“BHIN R4, BN BUN"#E
HEA.

BRZFRFTCEFHRE, RREFEENEATESEAE, RAHE
BERAERANEEA RS ER, ERAEA PKINNAREPELEESER
MFHEMER, ERFLRERREHERMLRE, TRERKBERE, dit?
BWRE USBKey FIILA B PKI REFHE . BEHEAFTEEKANEE
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AERF, BEBREATREDRGHFR? BFHPAG ABR T HRERS L,
XREHIRY USBKey FI{E A58 84 USBKey R NG i) 8. LB,
ARESE FEBAUEE RIS, RELEAEHRBATE.

4.42 —FSuk A P PIN AT £

$t%¢ £ USBKey WA BT HRK I E, AXEFE-MHFREBHT
BRI P PIN SIS, M PIN B f BE Tl B & M Bty - 51852 ) USBKey
— PRI IR B RIS, A R s R AR S AL A R SE R
PIN BRI, ML ERIEST T M4 B&EBEH P PIN B4 USBKey M
fal.

(1) BBk

RH FRTE PC HL_L#AT PIN BN X B 3] USBKey LittiT, S BUTF:

1) ZEfER] USBKey W E %4 BEEN PIN MIAER, WAL P 84

2) FP R USBKey b i 8 i % 30 8 B o 0 24 R B it A el 2
PIN FR %S,

3) USBKey 24/ F#INKI PIN 2 HEANH O EE D, ﬁ%a%kﬁﬁﬁ
FEH TR PIN TR, SERA MM RIE;

4) FERIESE PIN MIA SIS USBKey & [1Zh 4217 h AUE Bk k.

(2) &EWMA

EEANMRELREAM# % T 54 USBKey #iA PIN I 1T PC HLAL %
éwﬁm&mmNﬂﬁm%%,m%%%%ziﬁﬁAﬂU$mwm%ﬁE,ﬁ
=S T M4 A T P PIN 1950813,

B) HERHNA

S5EHMRA USBKey AAtL, BUBHIH REWHBA LSHEARFTE, 4
KHTRGEBRBEREDEA, ER-FMEERBARHER. SR
PIN #17Pi", REEBGERRER 0 9 +AMNFRUT, REEGREHELY
USBKey 7 BT 8% XM W, BzEST AREENTER PKI BR4%KA,
7REEAMUE R, BENZE, FLERERZETRZIN, FNEERE
IMEBREA F PIN.

4.43 ETEYRTEAK USBKey

BEETAEYIRABEARNERE, BT ARRL, K, EE5%EHE
%] USBKey %, AT LUERAX PIN SEBRICIE BB UM IRATE o (RIS R U4 BB A
FARM B, BRREHT RS, EREBIANYR.
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BALE BT USBKey MM LT AR

5.1 R Mt

AT RRHET USBKey i) PKI #HTHIM LA HR, BRET PKIILER
fFhill. & PKIBAREEFMMA, BL—ANAEEMLGESMMEBIE, &
B[S0 CAAERL, BRITHIX. AP, BEBRSS. N TRARKBITAR,
MRS HAER AR, BFEAEARNPFEHBARERE T 25 K S HHAIE.
B REEE. TRMATENESIEE, MMEGEM L i R etk.

T ERAEG M ERATPER ) USBKey (ZhREEAT TH B, 1 USBKey FMX
RERSCREBLE BT R, BREXHETERE. BFXREMEXMATR. 7
FRATE SRR P AT AT, MR FIERZEE AN USBKey 1, AIFHE
&/ USBKey [f1% 4 IMESTHAE LM _EX A 206k 7 F 404 B 2 ¥ USBKey,
RGBS EB R P R IORREARITIOMRS S, i NLERITR T
DL & B X LR P I BRI P LA R ,

T USBKey P b3 RINEEMIS . USBKey MR, &5 FA BB,
SRR RBEAN CA AEH OB R E B, RARIThAEMIGL T WE 5.1,

R L3RS

USBKey itk CAT LR MR RER SN 877523
I

L1
e
R

X
it
4

WEITe
Pt i i}
¥ Fi Rt
W& o 5o Dt
LA
k3

hLELRT:]
R R

B 5.1 EF USBKey M _L37 {17 ERIZHAEE

USBKey RHRERFUK MBS, EEDIRARE: AP MERHEREHE,
FFASHHHAME. USBKey MIBEEH. KA EENEE, EREFAER, it
CANEFLRARAFNERZET, BAAP . BRI M LRI FAE
A TR AN R I B FAEF B STV RARESE S BT {51 CA
UL OBICRA B/S 443, FFRA RIZCRISTH I S i 0] 0 2k o7 LA S p 7
LR, EEMRIEFIM. CA MEPORIRZIBINEE A 42 55 LT LA
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TR EHHE. EBTR. EFRA. EBRIE. EBFE. EHHH.
XAMRMTIEEEFRHA, — M EEEH RN SURERFERBIKF
17, REER FITHRBMNGRERBRER: H— M RERH KOS HEKHE
KHFERBEFIT, RELCRFTHEKRNERERXAHK.
RO PEERREBFAAHRSEMLXANEETLR. £FEH TSR
FRMEE, WIRER, AFRNEE, PAKSHERS.

5.2 AR

HREMBAZAFREME 5.2 P, 2 REIMEN RN RALIE
KT HZE—FH. ‘

» RAPFPIT B &idazn

€——eUSBK ey M] i bt
i K. RIERE- -~ >
SRR, WR AT HBE—

P 5.2 2F USBKey M L30T B ATREM

5.2.1 USBKey f#24%

Fi P FIR K ) USBKey EERA BT RS TRIVRE, X—PRULFALE BT
FATRANARIEE M. RALE MRS USBKey SHRITIKE A HEKEK, BUE
%) USBKey M B EMABEL K HEFXRAEE, XA USBKey ZEILH
R EERTRATHNKS, WTEE#TN S

522 IR HiFERE

(1) AP B2 ER USBKey EBFM LEITHEMAREHEZE L
RA [ CA TMERMRIESR . F—FRETHBTRETR, TRERITEES
F P HARGEIRT, PP BB AT E B RER.
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(2) CA LR B 0 5 1 RAE Z JE 7= 4 i P IE 45 350 HEH B SR I% 4
J& KA

() AFPHEER RN L TERIES, RIE CA FLHBNKEBERTFE
H 2 USBKey H1.

5.2.3 H P ekt i

(1) FPRRAR KM E g &, FEREEIT R, BUEERHER
REBKREBRL:

Q) BRME[EEIA P HMWEEREE RE, WAF AW EERY B4~
AME— RIS BN IRRE, AT RENEE R

(3) WKA HCHF I USBKey #WiNH 8 R it Hash B BB K FHE
he=HR): REKZNMETHEROCHAHE y, ME, BRETES
Cp =hy?* modn, FRIBTERWINH B R HHFE4 C, KRN FIEHTE
—BRIELF.

@) RPEEEIEFROWEENHEE R G, RRIEBRNETIES, BHPH
RIRRM A y, BIEHF W B R B FER, KR LN & R
JEid Hash BHG=HEWEHE R, = HR), HFHEMHRHE 0 S508%EHGE
Wi B4 b WL, RRIERRE LM ERY S BH.

(5) PRI EwIRHEE R BIEERE (IR EE—BE),
K HFFE— M LTEHE ORM—ASAHEE PP H H 2K USBKey X O F
PHITRERTE4A, R Hash E¥ A= EERHEh = HO) R b, =H(P), R
JERIERANME BB A I R—HIH B M J5HEA Hash BE4E—MERWE
hy=HM): BEERH SRR x, BXMIEREh, BITELBHELHE
Cy=h,/"modn.

(6) HPM&EZAHE R, M USBKey F=4—/NBENLHY DES &4k, Hkm
BXAHHE PREIMERSATHEE P

() PEINHTREE, AP RRITRRNAY 2, nE DES B4 £, #2114
HFEH S, =k’ modn.

() AFPRBEITREEO. BLHEC,  MEMIMHE P IHEFE
B S, AHESHE PHE BWHE b, A FIEH—RREAHRRE %,

O AFERFFWBXEERE, REHFRFESEENLRE, BEHMP2
Hx WEZHEC, BEBE R, =C, modn; FHMEITEMNE 0l Hash &
B G RWE R = HO): BXNWEITRYE ORI EMN R b, MR 3IM S fHE

- RNE PIIERINE b, AT E BB M B Hash BEEIHEN B
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h,.=HM", BE5HEEAREHENR A, BLE.

(10) FRIHIGEITHIH B ORI E P RAEE /7 BV AE R — AN AR
Bo (XHEHERS DT, LM, RENEIZLFR), FHNHACH
USBKey MHXANZAHERE R QTR FRA BRI RHEC,=h" modn . BK
FS BRI R QRIS ERES C, B KM FER—REEHAS.

(1) HAFBERBIEEKNSAEREE R, RIEMKETERREK
KHFELC,, HHPRERHNG, ZHH P OBMETERERE R,

5.24 I P HCATERE

() ARFHITERKER 0. IUTHERHBINEL C, . AP MmEHH
BPRABFEHS, TRHEE ONEBWE h, AP RBRE LIRS
AT R K.

Q) BATIATPXRBAERKIED G, BHARKO A y, RRIEFRER KX
FHEBGERT .

Q) BITXAPMXRIEAPIERE, ARITMAAY 2, #EHRH S, KE
k=S, modn; Bk MEMBEHMHEE P BEIMFEEP.

@ BITMKEHAPAHALNIAHEEPHNELELHE C, BERE
h, =C,* modn; T AR P& Hash 3715 BRI E h, = H(P): ¥
A BAEE b, MBI FAT 594 R O 15 BINE 1, AT & IFERHHHE
M" 3B Hash BEEEINENB b, = HM", BERERNREHEHE A,
b,

(5) AT XXM AT HH B OMUHH R PEEBALSS, W3 ATFKk ol
BITEMERIERHEF T, FPTENAP R ETCHEETERRP
AT 2K 0 OB BT 00 s s T R 7 R AT S A 2

(6) BITMRAERIZAHERMMER Q' B BCSHRY 2, #ITELABIE
ZME C,p =hy* modn o BATRFHESUTMNH B Q' SUHERES C, MPXE
LEF—RMMRIELTHK.

(7) AREBAMNYE Q' T, ERIERITPKIES, BRIERITFXN
X AHERWIRHE BRI C, . FIATRUE IR ATERMLHE Q' BRER
ER PSS ROER, S iR EAT NPT R .

5.2.5 B ufidiR

() ZAPREFTESYRE, = E—METIAE B v B O SR8 x, ik
KHNE BT ES, SHIRBGHFXMRITRX, RACSKREIRY, RITT



BHE KT USBkey MM EXHH AR Eid

LAY B FKHEAT 5o At b 22

Q) X BHREARE=E—ADAAERW, 3B COFFK USBKey X
RATERELRBC, =h, modn, HAERWNELHEC, HEKIER—&
RIXGERITPIR,

() BATMRE B RATERW G, RIERES, BRIEAHAKNBERES
Cy o RIEER)G, #AMFERw L EMEMREBHRGFF T, AHFFF
TR P I PAT Z AT 45

(@) BRATMKRB LRSS, HEE o 4 5w R SR LA Wi 2 4
BRATMRIEB—RERBAT R BRXBERITNKRARM LA RNRIE, RiIE
BATPRAERM AN BB . BN LA S IBERLR.

53RN
5.3.1 tEREaHT

(1) HRPRITMKRTERR-ANEZFTE, PMATLUETEE S P HHE,
BATNRIE=D MR, RIETHFRMAAZRBATRS, HLLyi
MEE T BARREFHEMEREFE. ZHFROEAAESR, FRRKE
FREMBEBITAE, BARSNUHEHFIRE. ‘

(2) FIF USBKey REREXFFHAIE AN TR, WRFF. RFRE. i
FXFEE, 4P PINEIT XNETFIAE, BIWIi%2 B2C &5 M LS+
AL 2 B2B o ABI A R 2T R,

(3) BERSIRAIA M LA ARG IR R H 53T PP 2 904 8 2 PRl 1)
EiUm&w¢%éﬂu%mﬁﬁﬁmﬁﬂﬁ%ﬁD%\MA%EE%EM%%
RARZE 2. _

(4) R FETLY REBHATHUL, K IUF M USBKey WA BUERN SD
KA RERS, TLHFETFH, PDA SEHERBAHTM LB .

532 RN

(1) AAIFNEMT

BN ROTMEEPKI R TEHR, XHEHYRELEE CA R, HE
RIHEITFHAE. NIMXB AR EERR 5, HP. BRI M REE
TR REN, HEINFHAERRIERSFHE0, WAKSEZ ARER
HENHHXEENATILIT TS, RBERHILER—FXHEBNELNT
W, RIEE T ERAE R REE NS 5.
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(2) R Phi& M

TR AP KA B R H5] Hash B4, XHEBHATAE, HEEMTREP
R AT EMBE, BlcE AT LAHINTHIE S e . mH, EM—HRER
s 5HMBY, THEUMBARE X & BHEATKER .

() AP

FTRPR/HETRARITHXRELTE=FAE, AANERTAFERT
TIPSR, APEPHERE, FCRBRITMRRETITES, RITMXRIER
HPRBIELRFEMBERA P EAK, XEEREAHOMER P RER
WE . BiET AP REEKE. FEXHFABREREEHP RERR, BAX
R KWL EI P R 3RS, XN KA B2 P i3I
B SR. Eit, ZHFRPUREGPE-HTAEPBEITH, BEEIARIH
Wi R AT LR B 8, fRIE T 2 5 XU 2 A

(4) R

TIERH RSA AAEEES, SEFMANEER, UFELEARNEFEH
FRBIET XA T ROZETR. HEPEHFHHEEAWETRERSEE
BEFRM S TNERTES, FAXAREITHMEE, RITREFIIIFE
B, RYTHPGYERNES.

7T &P USBKey R—FERZ AT IRE, FALETHHAMERNKT
BHEARRNZEREE, RENZENRCETENM.

54 FENH
5.4.1 AT RN A

FIRTRAT RO LA AR RE TR LRITHITES K, £ LRITHIR
et R, RATEHER A 128 AL A SSL L il i 44 FIRRA J SSL3.0.
SSL3.0 B H B2 MIETHEIR M5 Web RE [T SHRE, AANE
th HETEEN. RERRGFNN. REZHNEBRLNE., NEFZER
%, {B7E SSL Wil RA T KR S5 B A AUE R 2R, T AP S RO AE AT 3%
ff, EEAGEBRAFERIT. AP EHE. BEXERITHS T HHAERE.
H SSL il SR BEZ BT H O RAER, MERGRARNRKBRLREFE—E
BRE.

WIS TRAT RO _ERIT SR RS, Sl RE T2/ 5 A R %
ARG R, ARIBaEE RS B AR AR TR Im iR F AR RABORE4id
PR IRE R L 4RAT R P R B ARE R

LETHRIT R M _ERITUS RGN USBKey XAAR, FIR LR K7
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PIREYE, WCASEA MY B AUTEAE 50 ATE ) RS0 bn 25 K BE 0 0
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