TR K F W13 LES

i B

EEAEARS. BERRPIAR, BHRAENTRERBRENERE
3k« B3 F X2 /5155 M (Wireless Local Area Network) B8 H 2k B35 ¥ BT L i L LAY
REGAMER S, EHENERTHEALLE, k@, M5 §E. B
Bi. BH%. ERAMVFRERGRN, THEBEMNGTRLESAYEREHT,
HRT—RIE2REA: TERREMPHEEEIRATRBEAR, RHH
Figivr, MEEXKRPSEHRED, RUNEFTFEMREHYENREHFER. F
RERERZFZREPNRTERHZENE.

1997 £F 10 A, IEEE #ET X TALRS M iR [EEE 802.11, XiFEH
TRBBEMEARFEBELREERNTY. MBS IEEE SE/E#AET IEEE 802.11b,
IEEER02.11a 1 [EEE 802.11g }5¥, FMAXEREN-REEHHXEFRT
%, RERERBERAHFXEEAR, RAIMFEXIT T AXENESZ—.

AXEERTEEREMATE (%5: 050301) MIEEVT, & WLAN #
FTTRANIGHRAR. FLEEFH T ERRENCHEFRENN IERER,
AT R AR AR T — SR A G SR TR A Eid
W7 [EEE802.11i MEEAR, BEEHTE AL FRBAERF L TKIP.
CCMP, St TEMH R EBAER; REHTHETRAFTHLRR[ERMIA
T, BHTANEENREAELEZMRE, FELEME, BT
EAP-SPEKE % 4IX ¥ fIAIEH £ . EAP-SPEKE #hHill %i# T SPEKE, FUkH:
FHAX BTN, EEERAP AR TR L F AN E. EAP-SPEKE
FE3RT IEEE 802.1X $RMEM EAP thil AN ETFESEMNOEME
.

Ki#iF: IEEES02.11, HLREFIHRE, NEHY, SPEKE
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Abstract

With the development of Computer Network and Communication
Technology,mobile devices and wireless technology are evolving at a rapid speed.
Owing to its mobility and convenience, wircless LAN is becoming popular in hot
spot regions,such as campus, hotels, airports, shopping malls, and so on. With the
flourish of WLAN market, people are concerned about the WLAN security more
than ever. Data transmitted in WLAN over high frequency radio is subject to
eavesdropping, furthermore, physical media access control measures don't adapt to
WLAN.

IEEE ratified the WLAN 802.11 standard in Oct 1997, which was a landmark
that WLAN technology went from the laboratory into the market. As the 802.11b,
802.11a and 802.11g standards were ratified by IEEE, products consistent with these
standards became popular in the market,

By sustentation fund from ChongQing ministry of education grant No: 050301,
we do an in-depth study on the security in WLAN. In this paper, we first analyze the
mechanism of the present security protocols. We point out their merits and flaws,
and present some attacking ways by means of the design flaws in the protocols.
Secondly, we analysis the major elements in IEEE 802.11i, including key
management, authentication system and data privacy protocols.In the end,wo
compares the current authentication methods of Wireless LAN and analyzes their
weakness,and amend a password authentication key exchange protocol named
EAP-SPEKE(Extensible Authentication Protocol-Simple Password Encrypted Key
- Exchange ) which improves the SPEKE(Simple Password Encrypted Key Exchange).
The improved protocol supports mutual authentication and key derivation based on
Diffie-Hellman Encrypted Key Exchange and password verification.It can protect
the network from the Man-in-the-Middle and the offiine dictionary attacks while
does not require any modification to the IEEE 802.1X and EAP.

Key words: IEEES02.11, WEP, Authentication Protocol, SPEKE
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1.1 IRER2REX

20 42 90 R LIK, BEhEEH Internet £15 B R BERGFHTGUR,
BahiEfE AN LT A S5 ARITEE, Intemet M AMITT KA
FHEHE L. T WLAN USR8 5B 57 Internet B934 &%, DT
REAERN R, SREHAEFANEENEESE. TEATHHEEAT 1
Mbivs FRENZXREERR, ANASEENHEGEE. KENERRHKT—
FEERFE.

WLANVEES R RERNERY E, BIFEMETLXFRA. TERF. T
SMFEEARERANFTERNENT . SERXFBEL, TENEAETH
ZhtE, TTRLEIRERT EM; FIRT, EAMKTH T RME R, w0 ST E
BTA, AMRE, MEEEARTUREHEMAZRENE P, BRELHA
N FIF WLAN SR B cMB5hilfs, A WLAN B F—RERBFHEMN
REES. B WLAN WA EEETEARNRSE . TERFES. RipFH.
B ARE. ERAX. BRABEMABPERE, BENBNETEN,
THECEAARBE AT EI AV ARFENA L. #REANEE
2L, WLAN NEEVNESRRERASAL, BRANTNEZHET XK
6, FClab A RRER P RARME WLAN BEXRS AR P E. WURR,
HEARDANRITRFERREOYER, MIMBHEHRAREHEENRRE
kA%, BT WLAN BEEHL. £FEARESTRAEREE BN,
WLAN #1550 BN,

REGARFMBEFEHEERNE. AT, WLAN ERZEHHHFEEFTBA.
5HZMEAR, WLAN ARELCAYEEE, TREFMOFETUSSN
MERTEEN AR, EXREEEROTEAR, NRBHERIEZLEHE,
EAARTE— GRS RER RS ERTELEHE LA S, X2
B P LSS MSKEREE, MESRHETUEIARAESNEA
WLAN SIEN{E 8. Eii, £ WLAN EXHoEmia s, £%E Gartner
REMAXRLY WLAN HEZLHHMAERERS, A FELESE WLAN R
Fint i H REUE LR AIE, B 2002 £, 30%HM SV EHIERS %40
BFRERK. EAE, BiTKA 50% LB FARHRIKA WLAN, {81
FWMED 20%H A SR WLAN FFZE 8. RSA 2 AFFEREEHE
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ITH—TRAEHBRY, 67%8 WLAN EXZLTE. EENENRLAECS
SIET ESMDPAARARNER, SATRARCRBRAANSYLFHRTE
KRETHATA, HF, EAEXZLBIEN WLAN Z2HSUR A Y5124
HAFPRMHEZ ~, TRNBRARERANHARKE, FRE WLAN £4
HBTR, MEAEEEMEANE WAD WLAN MRBRERRAERIEE
IR X

1.2 RERBRMRGER

® STA 5 AP

Tk A(STAY), HrHRGMETAZH, BHRRE, LnEALENE
FIE AN PDA. EEEAS(AP)KR STA BHRS, fEFHEDLIAMS
E-35 7
® BSS M ESS, AKX WLAN MT e

EXREEGSS"HELTBHELEF “ME” HES. T BRESEESS)ZH
| ETA BSS it AP EEMR, ANEAHRME, ESS XUTFELREMHT
RS,

R —A BSS BIMILE, ALEAEMT ESS 1, WFIXA BSS £ M3 BSS(IBSS).
RAVRZ B 1R 1175 IBSS WA STA THEZHFHI(Ad hoo)iih, REAMERL. %
ZREA%E.

SRS 1 TR R S M (Infrastructure ) 2K, . 7ERLRLZE HHE
AF, £ BSS #FMMRK ESS, HEBEARNEE, XE—FTMEREN
BER, BAEXEIFREAIRE WLAN ZHERI—FHESBEATR, &
ACHEMHERE. '

kR, IBSS MAXAAFHIE, ESS S EREMERA,

1.3 Z&RE MR AR E

RE 8021 WEEBRE T EMNA, EXRRERMNEESMIFE.

1997 SE WAL R 802.11 THEA B7E D WLAN #liTHE. B F A 5ELAMA
—H, Bl 802.11 FE PHY' B E) R MAC!IA RN B EIR)RE. S
EUKFE PHY B REERSIHA S, MELLLANE PHY # &5 5H78%5 . R
B, For OSI BB E T X EHN MAC & X THRRL KR EL BT S MM ES
fal Ehp i«

E A 802.11 AT NFH BE, MaBli@. b c. dv e, £ g hFi). K

2
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802.11 (a, bflg) &5 PHY FRMIRE, HKJMFEAEK 11,
2T EERE

802.1id BERITERMBAZ TN S 302110 X, FZESTHALRE
EAFHAER 2.4GHz HIRMER.

802.11e ZARER T 80211 RISSH N QoS B8, EH AN £ (TDMA) #
RIRELLLEMS MAC B, 3t EE Nk &8s e,
802.11f AT BT 802.11 MILNEIH, DUER P R ER AR R #S
R (E&fFE) 26/, REFIMTFRHFNSEA S Z BRI ER
802.11h BARE B XS 802.11a MIEMTh R TLL R H % H M N E L R HITh
ft, B5802.11e M4 &, EH FRMHMK.

802.11i AR AR 802.11 B R M5kEG: wAEE,

802.11j AR F 802.11a 30 HiperLAN2 X MREE R — %47,

# 1.1 IEEE802.11 R¥|EEIxHE
802.11b ‘
HEHER PN %R [EEE 7 1997 ERET H—A WLAN 474 802,11, T
AR E G EERDE 802.11 b & IEEE 7 1999 4F 9 A#tAERY. 802.11 b ik
A Wi-Fi, KERIEREENR 11 Mbps, SRAEEREX 50 3 150 R, F5h
TJi% 1000 R,

PEEEEN MES LA FERNEN TR, IEEE XRHT 802.11a
802.11g, HEMEEELLLEFIFMEEH HomeRF F Bluetooth 45, ZEXEeirME
%, 802.11g. BlueTooth. HomeRF #F0 802.11b —#£3L = 2 4GHz FI3ER.

- 802.11g

IZAMRMERER 802.11b 3E K, BUMIRRE) 11Mbps 3K 3] 54Mbps.

TR W & R8T 5} Hi(spread-spectrum)H RE X HIRKI, X2 HHRMHL
FEA, —FZ HomeRF F1 Bluetooth {# il BB #i(frequency hopping) iR, F4h
—#F & 802.11b 3 802.11g £ A A9 BL # FFFli(direct sequence)fi A .
802.11a

BEHR 80211 &7, XAMFHERF SGHz 3L, HKEETX 54Mbps,
ZIBTE % B B 4 U-NII(Unlicensed National Information Infrastructure), 43
#XF OFDM (Orthogonal Frequency Division Multiplex) #AR. REF 802.11b
THEARHR, BEMNTLUREARFAES MAC, T 802.11a ELHE

3
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Y18 2 PHY LRERHEHE.
Bluetooth

Bluetooth i e R EARMFTRMMBERT, ER—FEH R, EESZ. K
M BEEEER, TERAEPDA. FH. ECEAHHERE.

{B2 Bluetooth B FR2MMEZIHE, 802.11b MECSH T A4 CLRE(R
BRAKIET , T Bluetooth =& A RINIFF G T . BIRESAE 2.4GHz Hik E
T4k, {B& 2004 & 4 A4 [EEE #) PAN(Personal Area Network), Bl 802.15 T4
AR B —IRE, BRI Bluetooth 1 802.11b 7T ML R T .

HomeRF

HomeRFP!'EE X REEM L %it, £ [EEES02.11 5K F LA BIFERAEDCT,
Digital Enhanced Cordless Telecoimnunications)fI 45 &, H BI7E F S E & BEE AL
7. HomeRF XA TH A, THE 24GHz HR, SERASEH4 4B FHES
H15iE. B HomeRF MR B {EZHIEZE A% 10 Mbps.

HiperLAN

HiperL AN®! 2 5k ¥ i 15 47 ¥ t & ETSI(Euwropean Telecommunications
Standards Institute) ¥ #E f47%E, H HiperLAN/1 1 HiperLAN/2 B, ©HIE
FIREfTE 5GHz L, {8 HiperLAN/2 BUEREETE R, M 802.11a —#, tHE
54Mbps, H A KA 3G WLAN R4, TUUBREEE. BREREBEZSHIE. ER%E
AR LR L BRI 3 E A TR — B, SR B 97 B R R AR AR A A T
BARXECERERN “Fi” HERT. R —RETHLEAREN=R
BAEKFARTERK.

14 REREMYHREMRIIK

8 IEEES02.11 #RERITBTBE, Z2RAEREN T XERENE R —4
EEH@. [EES02.11 HhilMZ S HEAE:
(1) XAV SEAREEKRBENZEES, FREWEELUSIERE
FREE.
(2) RERFMEE RN .
(3) REFEMNAFOSRNERE, BiEEERAFAR.
(4) REMMHB=FERMELR, EFSHETEELEERS
FINE.
RMHAAERN, XEEERRALERHER LH—ERE S EUNGE,
| Brah AT CUR A AR MGA2 5 b R M AR AT IR 1, T LU E R R,
MRS, EEMESHEAREMEREPHENESA, WEEETR

4



BRI 2T LR & %

#. Ak, ERSMEERAA R TE R RN ESAER T EA NG
R, AENEHAEUREZEERENSH, RUBNSCHERUESERER.
RESGHES T B CHTRBERMEZ 245 WAPL IEEE 7 2004 %E 6 B 25 53
HH—RIEREM K% 2451 [EEER02.11i.

1.5 FIEXMEETLE

AXHAAHTT EEE 802.11 WLAN B9%2, 44 HiOMRsE, B
7T AT LA ILE:
® ST BT 802.11 WLAN R &2,
e ifitT HArEEH 802.11 WLAN RA&MFRFT K 802.11i, Al T 71848,
® 5F%F 802.111 NEHUMFFREE, AT T BT EEMANETUAERRE;
o X FEHAFAENNMAR, RXHTHIRE T EAP-SPEKE AiEH F;
o XiT EAP-SPEKE AiEWMN, XA NE R ERATHHT, WEHHTTHE,
HWR R MRS, ’
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% 5 IEEER02.11WLAN RIR &M 1947

IEEE 802.11 #r#ERE L T —RFIZEHUHEEE 802.11b 1 [EEE 802.11a 3R
R &Z2lElS IEEES02.11 FELHER), HEXRREM P HEEELREER
2RE, XERANHIEE.

1R 55 BEFRUUF SSID ( Service Set Indentifier) il

2) MAC i3 S (MAC Address Filtering) 3 #i;

E LS MR F WEP ( Wired Equivalent Privacy)HlL&l,

2.1 BREBEHRIATF (SSID) o)l

SSIDPIPL [ B HIF RM — MR B AP ARMEL BEMTER, TR
TIEXMGTEBENFERENMEATREARE —ARE/ AP, &
E—X&FMF, i AP REHAFRM SSID. R FREHF SSID TR T
WA REAZMS, WERTENLRURERY SSID, A8 AP, Hik
FLAAK SSID R—MEEN D4, WTRHt—EMEL.

HE, MiZEES SSID S EN B ZEEMEY, CHRENTHESR
Rz
(1) R AP BRI IEH SSID, WA XMEZLHEETFREMEA.
B A AR A BCEE € SSID ML TR & a7 LUK R AP & SSID.

(2) AFE—RERT, AFECEEEFRERTAMERESR, EkE Y
ARBPEMESSID, BASBIEERARE.

(3) LN EEWHEEE RS ATRA SSID, HkKhERASETRERK
4K 3k% SSID, BIEMIET WEP, XMRFETHRTFE.

2.2 MAC it s

EMAEER TSR FBAFTE—MYE IR, BETUETFTEY
AP PHI—HAFHEN MACPHIETIR, THAYEM LR, REELTHE
WRFE MAC LA T A REIETIRS, ZTANA RFEANE.
Y kit 28R TRAAE, MAZRFAE. R NEARNEHTRTHE
¥, AHEEHAFEAL AP [ MAC B FIRPF TRMESEAELEN F
1 MAC Sbiit.



FERACE KFEMERT % % IEEES02.11WLAN 8y & 24447

MRELE, MAC HLAIRM T BAKNZ LML, RANER ENTR R,
GEHFREFEEAEHA.

(1) AP Fi) MAC #iltFIRTERNEN, TEEWHLFI 4y, B
HERHTAKYT RENRE, REGTPYELEMNE,

(2) BT MAC BT R EHRET REMNE, EAXRTESHRR
HRGHLERLAEI R

(3) MAC iR ESERHERS, BLREAGEREHERTLEM £
81 MAC ik, HirERITUR AR A AL “S2 589" Mg L.

2.3 BEEMRE (WEP) #l#)

BT L&EMEELERNERER KRG, A TREXZERFESHLEHE,
IEEE 802.11 #i¥eE X T WEPCIMB FRL T A AP Z B i@ AmE,
GivrE B (9707 B SR B R HERR T H0GE . WEP 8958 /MR R B LR R 4R
FEHERYR, BENEANRPEREFANERDELEH ML . WEP H
FIRAT —FHE AT EE—RSA BOERE A FH RC4 Hik,

2.3.1 WEP T{E[R38

WEP B R X SRS EAFFIRS ZAme—FEE.
ERERLE2.1.

L
W_l. RCAN v

K =

B 21 WEPHHimEEZ
WEP #liln% TEd BN T:
1) AR AP AR EEANELELREE BSS MBI LHEHA;
2) R B R X (Plaintext), RiE¥ B CRC-32 k=4~ et

% ) B ICV (Integrity Check Vector), K ICV BB B EXEHE;
3) BB mBEYLEH— A 24 {1473 & [V (Initialization Vector), 25

P mip ] 5 O

g

®
#

7
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— 40 f7BX 104 I LB F(Secret Key)E A —R AT H4(SEED), i#
AF—AMEBEHUFFR 4 3 PRNG (Pseudorandom Number Generator), 74—
M ERXATREKERE BN ICV Sk HAHEHLFS);

4) 4 Plaintext +ICV MBBILFNETENTRREE, F4EX
(Ciphertext):

5) 3 IV ERENELEN, mEEFEEENEE.

WEP PRNG 223 BINEER S, BAEHE— MIMtENEHATHR—
HIKPFEHAFI IV, UAXHEAES. e BTEEERSS, &
FAGRABROZAG TELREENE IV, §—IMFH IVRZE— G
MTEHENEHFS.

SEKHE BB ER i, BEVRTHREE, B LERED
B 2.2 Bis.

RC4
K c—) R
Eh—vﬁ
#*
v =N

1A
ICV=ICV’

v’

X

B

B 22 WEPHIBRERH

1) BEEEEPH IV EEHSHMEMNEPEE~ERTEY, REE
A BIARENLFFI™ £ 2% (WEP PRNG ), FFAESMENHRKHSHEIESAR
5,

2) HEXRHEHEAR SR AN E RGN R R e
BEXREICV;

3) KBRS CRC-32 BT R B HEKE, Ml — P BHRR
E& ICV, BEHE ICV'E ICV 2BAE%, WRMAEUEAKZINEBRER
B, METAEZH AR B R IRA.

2.3.2 WEP izl (ZEZEFHIAL)

WEP B} T REFUEME S, BMEARRRETREBTHANE. HEF
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FANER S ROE 2.3 Fir.

AIEFRK ML

FAIE Challenge #i2

STA AP
W #i3

IFE R M3

B 23 EBEEHEAE
1) TRITEHFABEAS AP KiE “AFFR" BB,
2) AP W(E) “NEER” BUE, MIESRRE—ITEIO4HED, RN AP
FIRFEEHM WEP =404 MMERLG):
3) R&THSARBIOSHEGE, ERS AP RN ZEEHMN WEP Hi%
FEOSHMEWR(), HRIELS AP
4) APRIFyMyHXR, WRy=y, AP RENERIEBATE TN,
RATE TS AEANZEFREE BSS; WR yoy', WEAEM, AP XK
TS RZE—MFRAMIEBOHOS, EFHTEHRIE.

2.3.3 WEP #$I %5

1. WEP MEFEGHEENRRALRAREEE

WEP HERFK RC4 MEHE, KESNXBETERTHEEHHNY
T REERE. BENEEARNERZ WEP —MEENZLHE. UTH
SrEEFARGBENER: WEP EAR IV R4 WEP Hikf&2mE,

(1) WEP ZHEAY. £ WEP &, % IV M@ K 2 hHFFIRERDT
REAEBKENHEIAESR. MELIERREENERARSAXER
#HITRNEH. FELRAE. Ed IVAFEEFEBRANEHR, BHEHAR
5FXERHRS. AFAM, M TRFEEEA—AHIERERE: MEX 2
M RRH SRR IV RERRTE, M LUE 2 4H B 1{E BT
ik, .

C1=P1 ® RC4(v, k)
C2=P2® RC4(v, k)
IlE-p
C1eC2=(Pt @ RC4(v, k) ® (P2@RC4(v, K)~PI1eP2 @ant

v 9
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AR DPTLLES C1 F C2 REEREIM 2 M FRINEXER, el
TRIGHEREETHROMEBELR N, CENERERE 2R P
RP2RRME. Bit, Bo—MHRKBEXES (nda Py, TigkHs—
MEBRTES (thin P2), MEMBAXTLIHER (BASE CleC2 iy
Z2). ERPMELP -, TS BN, EBRHIKEER
DERKRET, #REMHFHEABRNEETURREHITE, mEEHR
—EFHRHABE, BABPEREREE .

(D) IV EEmdBPREME, BEETENNE88 v, £FF WEP #
TR A, Bl IV EANERERFEX—BEEHE, HXTFIVEREHE
AEANERPFR, BBEXAEANZLAPEE. BN TREETS,
T DA R BIE A 4, IWHERE IV MEA3C, I BSRiTHthB: AP 2 STA
RERSEESE, RERIVHERMEA, ATUH R REIESRSEEE TR
.

(3) Iv ZEEAD, BERNRRRTEESEA. 802.11 HE—TRRENEH
@R IVEIEZRRE 24 . WEP A —REFWEEAL RC4, MERH
AF WEP HE#H, WBLE 2 MRS ETX I —KEFDE, 7 11 Mbp
HEM AP L, ZXRE 1500*8*22(11*10% =£4 17500s, B 5 pat A, hTi
EMEOEETRLE 15008, FENETETLTE. XEBRHETLURRESE
HBRHEFE—FHEANFOEL, FEIHEFRHRTHNE. TTWE WLAN
HATHE R STA 5 AP Z R ARBEHNE, IV ERNEEE XK N. 5
5v, BIR WEP RN EBSMEEAZEER IV, HEHFERLF MM,
BB ER TR IV S5 4 it — S mi.

() Bt E T RN EEHEX R ER(24GB), ATHRERE. Lk L,
BIE IV BESL 4, HREEHERT 4823 0, IV ESFFANERE ST
12, RERFREGHRATEE. BT LUWHFEANERRRET IV BEH,
BRATMEFY, ERFANEFT—IMEHREHATHERELM, X¥EhX
BEBRTUR—RE - FH. AXEERARRY - FRITEENFE
Y. 150042724 GB, X FHEE TS HAEAE.

(5) IV BEHAAS. WEP R RCA FEPHEARESH. AAPREAEKRY
FREME LR AFEET —REBFINRH M. & WLAN FHEH
BEAMEOEFIEARES, B IVEYAESY. BEETURBIVY
BAFARIT K. 7 1600 £HA IV {EP, #9000 £455 IV, BEElE
FEBMASS IV MENEESER, TUERBMTH WEP BIEEHE, A
mRFR .

10
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2. WEP thil kTR e B f®mRA

W ESTR, WEP{FRAT 40 R ER RC4 . RCARBERE—FH—K
# 1 Byte 13U 1 Byte & X MXITHRER, & XETIRHX S5EHARHYBEN
R REGEEN~E. ERENEARMTERSEXRRNTERHI.
BHTRMERFERE R, BERENHENTBHERRE. HTHIEXE
f5cEH, 7€ WEP YHISUEIRUMA T R EN KBS, CURERIEatag T
BRFALBAN. ¥R RNRAMNRE CRC32 KRM, FFCHEIBIMY
BRI —54, 8 CRC32 REMBES WEP ¥, BHEEE, CRC-32
BREANHADSERARER T A AE BEEERMER. XREY CRC32 &
RAGHFR-HETERZHZSNERBIE . CRC-32 KRAER—
MREERRIR, TEATRIEEARIEPIEMMENER. Ty
REHEFELEANREHER, DhTFEREERETSRNEER. BT
ENEED. FENHHNRAERARBEES. ME, CRC-32 BRRMELERE
FH—BAIE BHE - ERHAEEETNE, CEMMEHTEESERLE
AR B SEIE LS.

WEP £ CRC-32 KR ME—FEERRN, HEE W TR,

CRC-32 (X@Y) =CRC-32 (X) @CRC-32 (Y) 22"

i (2.2) TMERHUTSER: Bif CHMERHEL, MAIBX, C
hBEREREL, MARSEHEX, AMREEFHAGERER UE.

C'=Ce (A, CRC-32 (A) )

=RC4 (v, k) ® (M, CRC-32 (M)) @ (A, CRC-32(A))

=RC4(v, k)M @A, CRC-32(M) @ CRC(A)

=RC4(v, K)o M’, CRC-32Me A))

=RC4(v, k)®(M’, CRC-32(M’))

Eit, RESA N CRCR2AA)SEEEX CHITRR, RATUAIEKRN
X C, MERKRALERALIECEWEYN. FHTLImE, BEETL
BAMEAEE. 554 LR RC MEHEESHNERERTY, KHE
H] DL A SO B, SR EIINE BN IV, W0 P &% R R 3.
G EREEMT:

PeC=Pe(PoRC4 (v, k) }=RC4(v, k)

C'=(M'. CBC-32(M") @ RC4(v, k)

B EFIHBEROHEL P REFX C, THIMEFHR RCAV, k).
RZEARKFTCUSGEE X C. RESBEFHMERFERKE.

3. WEP hilkFREFHNEMAREEER

n
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W 2.3 FioR, BT HEAES STA FEAIEH AP K% Challenge {5 B 2L

W RAEER, SRR AR RN 2, HTBE] Challenge XIS
B P, BAEGI3 PelEEFRAREFONERRENE L C. ERAEHHE
th P HIEIRE ICV (P) BAETLIBEIPIICV(P), REICXAEREUWNRNE
X CH#HITHE P RREERTUB B mERFRAEEA S,
S=P | ICV(P)eC=P | ICV)}e ((PHICV) e8). H1TF BSS FHMENSTALLR
AP ZREFEH KK, MAKE—ENNRAZSIEN. Hit, HEE—B48
FEA IV MK EAR S, BARRTLLATEEAN IVE. YHERN IV H
IS, fesiae R ER I NN, CULNE, RbETUMAXMERZ
TR A IVEENNEARS HBER, TEORESHERSEAR, AM
REATINE F M IERME AP XM MEEH Challenge {58, MK AP K35
££. *

F5h, MBI EH, NTF—MFNSMHAENSITS, AEEAMIZREI
E, BERN T BRI BEER AP X STA MHATE, RN XIH STA X
AP BIWAE. AUFRIET STA B&EYE, BEUGRET AP MELHE, & WEP
HEFEGINED, AP 3 STA #4T TIAIE, T STA FEEXT AP #4TINEE, B
HANER—Fr AR AIATE. 3R, SHAENZRTEIAET NS MEE, W:
MAC sk, SSID. #EFH., HFAO4E%E. RS MIEREr K
WHERE, TERBH—FRIFFEIMERP. MERFMNENSIDRELET
AP E—BER (MAC it RESEFH). KRR T BdH EENERIIN
EE. BE, STA 5 AP BHAMEFHASLEEHMAR, W AAM LKA EAE
MAREARE, BHEHESHHEINEEZHREEY. XtUmATHRESK
7 WLAN I st .

B2, B EExF WEP BB SRR, SRR BRI RtE
FHAERS LA, WEP IMUFTRREBEIHLRITFEHELBF,
K2 AZBHSFE~ENRE.

2.4 ZREREREE LBG

BT TLE 5 E A H A IEEE 802.11 #RAERI -2 VLB KB (WEP ik
(B4 . SSID M MAC Mt BN HINSE &), PER W T ZAMNRSHEE,
B3I RMEL BRM TR E R R E LT LE:

1) {E#MR%DOS) B )

ERRBREERSZIEERER S, RERGEREBIEMRER
TRRATLUR 2.4GHz MIHIBR K HEZ H(flooding ), BIMFEBHEZESREL
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ERIp R AFET 6 % % IEEES02.11WLAN &2 847

Mg TeFIETIE. 550 TABE. MEPHHEIAE 24GHz FiR LM
BREHSHEANEMERET, NASHEGERAATEERRNSE. TifXRR
HNBHFE LR ESHE.

2) #EBGE, MEEFESHE

RTFEZBEFERAT BTN, BMRPRETUEWIFEHTRERE
BES, HERMIERTMENELEERNOAEEREE TSR EIEN
BEES. WATEX WEP HLEIStESHT, BT IV RF 24 i, HEEER
HhetEl AT Ll g EEREEZERARMENEAISIER, REMZIHIAN
BIRATRRIEE, RUUBRRAXNRRE. BT P FERXPIER
ZULTMNTRER, WHERTUSMMTHEFALNAS, ELEBHER
BE, RTHERAACATER. TANMEESMERSEGR—EHRM
#, Me&XXRELH 27T ERRIIER.

3) EFBE

T CRC-32 BEMF R, MEEHENT2ES, BEEREDE—4%
MERBHRTAXATUEEERHNEL, REEXMEREES AP SR
B, EHREIEENL S REABIR %P AT NN, Rk
BN FAHBERIARSFEENEAEHLE, HFHATENHERDE.

4) st [P ik R M E K

§txf [P MR T IR E B A AR E, REGSRAELIERNEL
FH—Ip ik, EWART IP HHLE, HREERTUANKBTER, P Hbt
918 DR B HIBHLER (L AL F Internet LX), BTFAZHLLRERE
AT EAA] Internet HEK, A RRIHHEXI B M RN BIRRER, REBH—F
FIR PSR RE AR B LR M 2 HIR M.

5) FRAHE

HTVRARE IVFRERAN, BRETFRIEEMAR, REREER
18 T &5 8130 R E SCHAR R A ZKR A RC4 BHR AT UB R,
E—EHRTSHEEAR— IV NEEREE. RAK T, 83 —Rinm
WG, WEERTUBRNY— IV 5EEHANTHAFR, BFIVE
24 £, BRHXAMFRATILBRKE 10G6). ZFR—BRY, BHERTUET
KREMLRAENEHEEARE.

6) BERS

WHETMLEHREEREY, BAXETESEETHECRIES
Biamgt, mERMARBEAZRAT—4ARE. nERHEHFT —IMRENE
Rig, RULUETETHERERERABHME, CRTHENERER,

13
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REMMXEEERBEUNCOS. IEXBHEERTHERN, EIYTRTHE
WAREIREREHERZR, BABFERAABEEFWTETHERE.
ERPEXRIE, REEERATMANENSERE RO SNEAKESEE
Wit .

BRitzsh, TERBMEREHZH—BH N RER SRR, WREEH
R BHRKES.

25 KENG

AEXF 802.11 #54E B 5 & XEI =F & £ FLH—SSID. MAC Hifitit w2 &,
WEP Sl R BT E#T T AR, d T EMNERTPHsaLl & H
WSRO EFZ2EE. SSID 2—MIEEMRHO4ES: MAC Hulikid i
FIREFREMBENTENGN, TEFHESER, FEAKHM%, MHE
WA MAC it SRE R MR R BELERZHHIRE: WEP PLHIRE T 518
MEAREEAEANDIE, ERERTPHAZERIEEHE. WEP XBT
RCA M EFME FEE, ¥ 1 Byte UM AR TRE M IWERN 1 Byte &
XH—REE. XARFESEERATEEREANFERHEERRHN, 0 WEP
EXFHEHENFETENRE. 55, 802.11 FEGRAERELZLNFARS
mERNE.

BABRMAFHRT 802.11 Z2MEAFE, BEMIREHEWE, £
JERE—ERIFTERN. FF WLAN BRE, 80211 BERES WLAN K&
MEAR. ROTE—FHE@REHNEZLEFR.
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% =% IEEE802.11i iR 2MANE

MBT—ER 24, BOEIT s02.11 hiF T LB ERTRFE, £#H
MAERETFTTRAWEN. 2004 £ 6 A 25 5, IEEES02.11 TEALIR M
HAiEd T IEEES02.11iP), X —ER 1N FIX— 1.

3.1 802.11i f&jif

TER K RIRE WLAN NZ S E M L& 8 WEP B A LUS,
WLAN B&F#H#H T —SAFORESR. BRFRTHEEALHIN
802.1X/LEAP AEEHFF; —2WRATET AES™ (Advanced Encryption
Standard) S IEHIINE B RIACIEFE K WEP thill; THF —BEK@2ULWRA
TEHGPFR, Hlin PSec VPN. BRAERBRFELA=RNEEHRR
KHEERE, BEFE—FERRIESN =M M3k EE. IEEES2 T
BEARSMNTEZEEFEARME 80211 THRLHE, BHNHREFESD
802.11i, 802.11i {f 802.11 I MAC B& 4158, HPREMNBALLEHRSIR
i “m@ELM%E” (RSN, Robust Security Network).

RSN £—/RELUT 22K BSS/ESS:

BT 802.1X #1. T AP 1 STA #3038 AN,
BEAEHEREE,

BHAENSEEY:

MEERIIME S IE AES 3R TKIP, HPSZLHMET AES i) CCMP ;
KFPE BTN

3 #F IBSS.

32 B REY

RIARMISESHT 802.11 ) WEP thilFFEMNELRH, 80211147
KENEERET WEP ), RATHEERERERY, FHFHEER
FHH—TKIPY 50 cOMP!'™, TKIP % WEP i#7 T /M BB 3%, B3 04F &
%H. CCMP & RSN KR A R, CRAFHMEE L AES, TEBMHH
BATLAELFF. XFHRAE RSN HRETS, CCMP £EBISCHM, T TKIP £
TER) .

15
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3.2.1 TKIP (Temporal key Integrity Protocol) 221447

TKIP iR T R S T BT RE MR8 308, @ L84 7 4R i b WEP
BE5eE, RN S NEARER. B TKIP KT % WEP ¥HGR1T s 3%
B, BT AR IR RC4 MFESHB&. TKIP HinT A EEH
WEP: Bi% FHHBEEBMIC)RIICRIBRAEN: B IV IR N
\FEBE: FH per-packet Key £ ELABT LB FHKIHI; —4 Rekeying
M, SERFEOMERTEEEE, BV ER.

e TKIP MIMZFLENT, 2LEI.1.

a) TKIPARE MSDUIMAC R4 33 £ 70O M AE(SA) . BiRak(DA).,
R FAEIRHH MIC, 2 MIC FuF MSDU J5if;

b) TKIP HEFREE MSDU BN~/ H £ 4 MPDUMAC HhiX#igEe
7T H&EWA MPDU — A HLIRH A TSC (TKIP Sequence Counter);

¢) 3 FHA MPDU, TKIP i+ ¥ WEP seed, 52 Per-Packet Key
(RC4Key) ;

. d) TKIP 4T WEP seed 73# X WEP IV #1 RC4 Base Key §17ER,, IEM441H
MPDU —i238 A\ WEP I 28347 0% , 345 57 F Temporal Key(TK)*f R ] Key

ID A WEPIV 5.

Temporal
key ——» Phasel
TA ——— Keymang

I . WEP seed(s)
(represented as
TTAK Key WEPIV+RC4 key)
C Phase 2
L Key moang WEP Ciphertext,
Encapsulation | MPDU (3)
MIC Key
SA+DA+pronty Plaintext Plaintext MPDtJ
MSDU+MIC (s)
MSDU Data MIC Fragment(s)

3.1 TKIP u# AR
TKIP £/ RC4 % MIC, #>TH MIC i BltRAIHENER. A
&} MPDU {£/ ICV #1 802.11 f] FCS (WK FFF) KRMEENAEIR, B4
ICV #IFCS B MSDU I MICH# RABHENFHFERY I TRAS K EH.
MH, MIC fRY° SA f1 DA PHEXE, XH, BEORATRBEEEZIFEEN
Mok B AT VE
e TKIP I EEMT, 20E3.2.
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Tempora!
K
™
| MIC Key
Phase 1
KeY X0 o TAR Key—— ) WEP Seed SA+DA+
Key 3 prionty
mixing Plazuntext
TSC MSDU
-
-——-—_*
TRIP wer [MPDO MIC
Crphertext
MPDU
In-sequence]
MPDU

MPDU with failed
WEP ICV

32 TKIP ENHRE
a) 7 WEP s — M2 MPDU A, TKIP M WEPIV 3+ 783| TSC R Key
D, WRTSCHEETERED, WiEZMPDUHEFE. TN, #IE Key ID AL
Temporal Key(TK), & il WEP seed, tH3& Per-Packet Key(RC4Key ) ;
b) TKIP & WEP seed 73# 5. WEP IV ! RC4 Base Key HIE 2., L4615 MPDU
—iREAN WEP BE BB TR,
c) IR WEP ICVREEM, % MPDU mga%a MSDU. i MSDU E4%
B, NRZE MIC;
d> MR MIC & F#H, TKIP 38 MSDU %3¢ F—&, FM, MSDU #E%,
Fam R BRI K.

TKIP €287 WEP sl TERXSE WEP &aH, BEH#FFE—4
BRENZSHERT. MIC IEZLHRRE, PARA—ENNESBRIER
2. TKIP K ZH) Per-Packet Key £ R G2 % T &N WEP % RC4 £,
BRTRT IVEKE, #IVHEN/LERDOBLFRE, 1B Rekey HLEINE
REBRBURAE,

3.2.2 CCMP (Count Mode/CBC-MAC Protocol) L2494

BT 802.11 B3R T, EAMERNY RC4 HEH B, EILR TR
AAEBHIE. T AES TRERMIZERBMER, BELESTEHHER
BTMREHER. AES AAMTRA: REGEHTBIR: RENTHE
A, FANEARRARTULE=RKES GHEBHOER; WITHEEK
REWE, 3 ARBERATHERER SR ETRIHTHT. FrelZE 802.11i
RET, DH AES fEABUBRERRE.
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CCMP MEET AES #I CCM #,, IR REA (CTRER) LI
¥R{Z®, %53 Cipher Block Chaining Message Authentication Code (CBC-MAC)
B LB HAEE . CCMP B Rl H#ET CTR A MEM CBC-MAC it
¥, AEE-MULPRERFERR-EHSIHEL LMK, /8 RSA Labs £
Jakob Jonsson EAIE#ATE CCMP XFMEHRIFR T A WA R 25KB. BN CTR
#M CBC-MAC XA HIME B AR IV, BRT EZRLERK,

CCMP Z#/E7E MPDU Efy, ‘E{#F T 48 £ Packet Number (PN ). PN
B AXME CTRERN Counter M1 CBC-MACKI IV , FIFj bR K T /> Rekey,
MR ZHEE. CCMP WMETE, 218 3.3,

[CPN_] Increment PN

|
TA Imtialization
_l) Block
| Dien ,'
14
i
Z A
PN )
¥l  Construct
o) n‘ Counter
2 TA b
2
<. >
.

2
4l
il

E
(' Iouno)

&3\l Encode m&“ﬁm MIC Using =

AES CTR- Cipher text
< Mode
Encrypt Data

1 L]
| Temporary Key

, M 33 CCMP m#EHsmE .

a) ¥ PN, {RIEXt®A MPDU H—/¥## PN, € PN &% A MPDU;

b) FIH MPDU ) TAC R %44t ) . MPDU ¥4E 4 J# (Dlen)# PN #& CCM-MAC
MV .

¢) fEH% IV, CCMP 7 CCM-MAC T18 A AES i+ 1 MIC, # MIC #% 64

18
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d) #F PN 1 MPDU TA #Ji& CTR ¥/ Counter:
¢) {#Ri% Counter, CCMP 7E CTR A T{EM AES In¥ MPDU HiEF MIC.

CCMP HIRE TR T HE 3.4 FioR.
| Dien A
K Construct
TA Imihalization
( Block
L )
¥
A
L TA K4
4 Construct o
R ?
PN

Cipheriext MPDU mdApped |

oMPDU Myiic

rnmzk MIC U
ng
MPDU CBC-MAC

Extract
PN&Dien

= | e COK

MIC’ 7
MIC_ )
- r

Discard MPDU “
Temporary Key
B34 CCMPBERITHHE
a) MR A4 #H PN A Dlen, Dlen ZAF 16 MEHH LLETE MIC 7 PN;
b) BTEHRR, RPN EERFEAZS, EFiZMPDU;
) FIF PN 1 MPDU K4 TA #3358 CTR #R49 Counter;
d) F|HZ Counter, 17 CTR B #EH, ®RERNT—H,
e) Ff MPDU 9 TA, MPDU ¥4E K B (Dlen)# PN #3& CCM-MAC fj IV,
_-Dten B % 16, LLHERR MIC £ SN;

) /% IV, CCMP 7 CCM-MAC T{£H AES Efrit 8%t MPDU

# MIC', ELE: MIC'HUCEI M MIC, IAILAZ, E#i% MPDU.

CCMP R EMERERE S, TRAD—IRL2MHN. MICRPTH
FHEMMAE, QoS. Replay Counter %2 ks Rty Xidi; BFFIBRAEBILT
EifBdr: CCMP RETZHER—FHATALER Counter 5% IV: EJE, CCMP
NT—EMSAERRERDLH 1, TRHERE.
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3.3 AIEFIEANE S

[EEE 802.11i PHHAE. BREBABHIERZH=ER SRR,
4y W& IEEE 802.1 X ix#E. EAP thill #1 RADIUS tHiX.

3.3.1 IEEE802.1X 1%

IEEE 802.1XPYA, HAETFIR DM RASSINN. TEERENTRR
E&REMNAFGEANAERZ. [EEE 802.1X {e0 i RBgHikw, o228
FTHERBREHEHHEM. Cisco, 3Com. Avaya. D-Link %)% 4 535
RABHTET 802.1X hUERFRIF R ERHHT H, MIKTE Windows
XPHEEEST [FEE 021X BF MM, XBRESSIREEIHERY.

33.1.1 802.1X HE B L1

IEEE 802.1X iU REHMBB =M EEN 4 &P % (Supplicant
System). IAIEFR i (Authenticator System). AIFR%E 2 (Authentication Server
System). 802.1X AR &HWE 3.5 Fir.

AT B Y T I
{ I 1

1 1 GERRE 1 H 1
| [P &PAE] | !I %  |[WiE#PAE WERSS ] )
! i 1 i EaPty | i
I 1 1ok 1 !
| b . !
: ] | 3-8 ! ! ]
! 1 ] 1 i
! I i ! )
i 1 ! ! i
1 i 1

L 1t ! | IS

¥ EAFOL Y AT
{ LAN {

3.5 BRIXHE&ELZH
BERERAE, BESEE, RIS ESRE. RARRAEEE
EE-PEARKYE, YRAEEREXN, BLEDEAEABKERE
[EEE 802.1X WlfAERE. AT XHETHOMEAES, EPRALE
XFEEAPOL . '
NERZ, HIENES. £ WLAN FREEREA L, ENETETRE
BEAMINE. FAMAEIHAESEESNAEIRS B LR,
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WER %88, 1% KA LR E A P IAMER % Remote Authentication Dial-In
Service, RADIUS)HIMR%#%. ZMRFBAUFHEXALPBHER, EIRRE
PR RERMERRAFNAFREHERFEAME RARBANKHRE.

X" PAE (Port Access Entity) %3O, FRIATSNEHEHER
RIE SR

3.3.12 wOEHFE

WEEXFARARAFHROCETUEYEED, BTURHASHEN MAC
Hilt. VLAN. I[P S)ERMEENO: 354 O (controlled port) M IEE &K O
(uncontrolled port). I T & 3.6 i, FEHImOHBELTFRAERENRE, &
ERTLATFEREF AT FEENREM PO M BRITHET . EE
Fikf518 EAPOL thilli, WIERIERERTEZE iR HE9IAE EAPOL R ¥
HRORAEANERBTIFRRETAITH, ATHEERERENRS. BHRO
ARELNAZHEAMAAZEFRFR, LENTRMMAERTRE.

WE & R

WIEF# Uik &
ik g PAE

H36 FHAERE%O

BEBOFZMNEERE, HNOEHRERETEFSFRRET REAPLS:

1)  Force Authorized: ®FF, ¥ —HEFRBRE:;

2)  Force Unauthorized: 383K, ¥DO—HA&RFRBHRS:

3)  Auto: B7E 802.1X, FIHAREN P ARBIRE, HBEMREEEL
REEH#TROAE. XERBEE, ERMITREBRARZRE.

LEFPIZAEER AP F, BHROEEIAEERRE, EiERE
T, BT 802 IX MISFAKFEFEFEA. Fih. XEPELNER, %0
RAEVGRBERE, AFELRESREODHTERER. aLU#1T I DHCP,
HTTP. FTP. SMTP. POP3 & Hhis M3 a5 %,
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3.3.1.3 802.1X IAIER IR

AT 802X IAIERT, FFMANEE AR LRAER U YEREE,
FEAM MAC EITRCGAIERMXE, SFHTRESHNDE, WTHE 3T Hinw.

STA AP
IEEE 802.11 Probe Request

T LT >

|. IEEE 302 1) Probe Response (Security Parameters)
JEEE 802.11 Open System Authentication Request >

- IEEEB02.1f Open Systam Authenticaton Response

JEEEE 802 11 Associafon Reque st (Security Parameters) )
™ [EEE802.11 Asseciation Response (Secunty Parmeters)
AP's [EEE802.1X Port Blocked for

STA; Uncontrolled Port Open for

B 37 802X AERTEEANTRE
£ MAC EXEERE, FFFHBET 802.1X AE. —M5E8R) 802.1X /)

IEL R mE 3.8 FiR.
Supplicant EAPOL ol Authenti EAP/Radius l;adius
erver
1. EAPOL-Start
2 EAP-Request/Identity
3.EAP-Response/Identity
4 Radius-Access Request
5.Radius-Access-Challenge
6.EAP-Request
Vil 7.EAP-Response
8.Radius-Access Reguest
_ 9.Radius-Access-Challenge
o 10.EAP-Success
) 11.EAPOL-Key
12.EAPOL-Logoff

3.8 801X AiEiT#
(D) BPHEARAMELE (WMREFFREEREERFRERIIRSINETH

2
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EAP-Request/Identity {H 8, $LATCLANAIE@E L, XRBEAFTREGMES HARX
F8RIX). AEdERETURHATENRE, BEREHEERR
EAP-Request/Identity [~ & EAPOL-Start # 8

() ZHAEFFTEAF BRI ZHE. MBLE, EB2HNE I Hh
AEEE, BAINEAEDLRE:

(3) Z 3 F) EAP-RequestIdentity {58, SAHBE A EWN, R
EAP-Response/Identity # S 45 AIE T

(4) IEFIERAERF S48 EAP MRS E Ll RADIUS Bl X343,
HICEF 455008 B RADIUS % 35 R i%Z RADIUS lRE%;

(5) RADIUS R4 BERFXEEHERREFINENT, I REBEK EAP
BREIENER;

(6INES FHAMER S RADIUS 1 EAP B A AARE, MR EKRE RADIUS
X BRMEY, dFEREE, BHAEFSRERETHRELT G,

D BEruBE LREkE€E, WRIHF RADIUS REJEFINENE,
BRI MEN SN ERE L WA, @il EAP #HEERESINEY; MBEFX
¥ RADIUS & REFHATENS, MRENAK B, X#H RADIUS RE2H
BEFEFMENG, HME S FEFHFH:

(8) AEHIBREE P 58 EAP M43 RADIUS &2,

(9) fwiR RADIUS WiERFHE L THEFRMNIE, MENEF RZ
RADIUS-Access-Accept {8 F G H &% RADIUS-Access-Reject 15 8.

(10) WRIAEH I B RADIUS-Access-Accept 8., WAL AERT), TEIT
FREMO, FRAZFKEE EAP-Success B, MEEARRT LUETHN
BIEFEETRE: WmEAEHKE) RADIUS-Access-Reject I8, WA SIAIE %R
B, FRXMAZHW®O, HEZEF KIS EAP-Failure 1 8

(1) BEFPRBTAEZE, TEEASR AP BRAEFEEERARNE B
PRI $% %t EAPOL-Key. | BEZHMEERIET EF A TRENSEEH
BREN. MEEFHMRE S ZXE5IMERS REEN A EKAENEE R,

(12) BEFRERR, FAEN REELEM EAPOL-Logoff, TATEHIEIHY
BREFHAZERO.

Eit, 802.1X TR T —KNTELHE.

3.3.2 EAP #MY

A BINEHIYL EAPPE PPP (Point-to-Point Protocol)I\iE A f1—/4 8 A
Phidl. EAP fEBEH IS 5IH B(Link Control Protocol, LCP)#H % SE —HHAEHL
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&, MEX—SEEEAEN B . BEB Y, EAP LIZHSMIAENS, £
ER— “Ein” BRGERLRLMEFAENS, AEENFEEEAE
58, EAP thill A B REF RN RYE, XEGERMBFIIAENE L2
AERHRE LIRINEEER.

3.3.2.1 EAP AT 18

EAP AE R W 3.9 FivR.

STA

EAP Resquest

EAP Response

- Accept Resquest

———— e e |
EAP Authentication

e} o P‘

otocol Exchange

AcceptEAP-Success/Key
EAP Success

%

B39 EAPINEMERE
1) E%Eﬁ@iﬁ&mﬁﬁf IEE BiE— 1k % ME KR Request) BiE G K4
MHHATINE, SZRBEPF —ARRBRPIERNAR;
2) 3t RiE— W (Response) U IE A — MERMHB L. WHEEFH
ARG HR B OREURTT R
3) AIEE RE—4 BT (Success)BY Y (Failure) 28 M. 25 RN TEBT R

3.3.2.2 £F WLAN B EAP BB HERR

802.1X M LB T BINE X EAP, EAP (ER# 84T 802.1X 584,

" F{E EAPOL.

(1) EAPOL i B33
® EAPOL ¥iEEMHBR

] 2 '3 4 - 6N
PAE Ethernet type Protocal version Type |Lengh & PacketBody

B 3.10 EAPOL %iEGHER
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EAPOL ¥ a8 X £ 3.10 fi/k. HP, PAE LIK2E! (PAE Ehernet
Type) FRERBAEY, BTHER PAE FrERRRRE, HAT, 802.1X
€4 0X888E; #}i¥ K4 (Protocol Vertion) FB &7 F— M4, Al T4 EAPOL
B AER. BAl, A4 00000001; BIRAKR (Packet Type) FB
SHA—AFY, BTHREHRESMEE, BT TH/LMER,

EAP-Packet, M 00H 7R, AIESS B, ATRBNEEGER:
EAPOL-Start, A 01H #7%, AiE&AH;
EAPOL-Logoff, H 02H &7R, BHEKM;
EAPOL-Key, fl 03H &R, FH{5RM;
EAPOL-Encapsulated-ASF-Alert, ] 04H Fn. W EAM GRS
BHERE, AEETFREMIROREREFEH—FHR,
FORACHE (Length) FEREFEAFHIHN, BRe XEREVNIKE, iR EAP
BHIERE; Packet Body: RIEARMAEAETRRMER.
® EAP FEGMKRR
. % EAPOL ¥iZ8 Type 335 EAP-Packet Bf, Packet Body 3 EAP #iE 1045
¥, KwigiimE 3.11 fow.
)] ) 1 : 2 4N’
Code Tdenhfier Length Data

B 3.1 EAP HIBWE
Kb, BF (Code) FRESH—FWHEIEKAE, FAREH EAP HEKH
1, BERHER. NE. RIARBOUFARE, XBEHHH 1. 2. 3 4. 5
R (Identifier) FREFA—FHHEIEKE, AREESHRHILREMNE.,
FRFRRAR O S —EHFA—HAIEXHk, BERAFIRARFENEHR
HTHE—-IREFORE RERREA 256 HIATE. K (Length) FBMA 2
FHBEKENR, FRIET EAP BaBMAIKE. E (Data) FRMOKER
B, FEABBRFFRRAE.
(2) EAPOL-Key i B.f13435
% EAPOL #3513 Type 3% EAPOL-Key B, Packet Body 4 EAPOL-Key
BERLEH, ITENMBNEAERT, FERTEFHEENNSBEFHRE
HEHEH.
FHEBRFRAMER 31 FiR.
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Descriptor Type 1 octet
Key Information 2 octet Key Length 2 octet
Replay Counter 8 octet Key Nonce 32 octet
EAPOL-KeylV 16 octet Key RSC 8 octet
Key ID 8 octet Key MIC 16 octet
Key Data Length 2 octet Key Data N octet

#31 THERFER
Descriptor Type: —A-F4, 1EHEHNER, T RSN, K 254 (+isl).
Key Information: 2 ¥, EFHRBAT: 02 ARFEHHREES. BN
1, F7R EAPOL-Key MIC ¥f HMAC-MDS #4785, AFHFEH RC4 KN
% {54 2, T EAPOL-Key MIC K] HAMC-MDS #17+# %, X/ AES-CBC
. B3 RBHREGERN. | REWNEFH: 0 XFEATH. B4, 52
BETHTEREN FHNTETA. 2 6 A AFHN ToRx fFEM. 7460
K Ack lFEAL, MBAEFRENHATER, WEA. 38424 MIC ixE
Bro %9804 Secure 6, WMEMBEMEFHTRCLER, BN, % 10 fiL Error
RS, R PEENBIENBE AR B, B, 5 11 42 Request iRERL,
EREEMEERZERNSEFFHOERPEL. 21215 R E.
Key Length: 2 ¥4, REMEEFERBRISIFTERMEHEE.
Replay Counter: 8 M F¥, AR S R ER. FiFER, BNAES
B EAPOL-Key B, ERAWEIFIMNEEREZENHTER: NEER,
MR HEREREREERWERS.
Key Nonce: 32 A%, HWZEHN ANonce(iAUF#)E# SNonce(BiFE), WETL
& Nonce LEH%.
KeyIV: 16 MY, BATHETFENFL4EANIV. IRERIVELE.
Key RSC: 8 MW, RREERFHHEE, ATHELEBFHE=4HEREF
HEFNE—4HE. XbHEP, EZ.
KeyD: HEi{#%®, EE. i
Key MIC: 16 M%7, Xt EAPOL €35 MIC,
Key Data Length: RAEFEIERKKE. X FHFEH, HER Key Length #&;
STNFENA, B, ZFHBLED RSN 0 [E (SRLE, 85 TAEM
BiE. ZMENEANERUARTIREBRTHERER), BEKENY E
KR HE—, WEAHBREENZE, KEPHE.
Key Data: X FXEEH, XMRENSEFHE=. Z4£HBPEET RSN
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ERIR R FMLe T $ =% |EEE802.11i MR ELMR T E

f11IE, B—. NEHBRUAZE.

3.3.3 RADIUS 1%

£ IEEE 802.1X A R, HAERFBHEINEEZPHRNSHERRE,
R A RADIUS!PHAEH AR AER F 3505 0 #4705, HE#, RADIUS A
EHEARERE 802.1X IREMXBRAZ —.

3.3.3.1 RADIUS iR

EERBRARFPINERSE RADIUS (Remote Authentication Dial-In User
Service) R —MREFHRIERE 0 AAA Thil. AAA BRIF. #IAEK
(Authentication, Authorization, Accounting)thi¥{ i /8j#%. RADIUS i#id & r—
ME—RR P REERFRAF 2. AP EESERRIRNAA, FBLEE
Feid 4 P AR & 6 B DL R AR AL B 15 BR 2 AN P 934

RADIUS thilEEHHFHS, —RBINE, F—MRHE. EHEARSE
2% (NAS ) fEAEFIR, ¥Z1T RADIUS RETMFHBBRFRAIMEES. R
F i LHFRE PR, ELTieR A A& IR SR ERE T LUE ¥ MAEH
# . RADIUS #HUE ((proxy)ThBs, Bi— 5T RADIUS 7] LU R h NAS R 3%
79 RADIUS #iERRL, H—HEEEREE RADIUS FIE M T4 NAS.
AL HEETHE LR Bir.

RADIUS Server
RIEET
RuEET agm
B e
ﬁ’*i“ﬁ_‘ ERRAA T
3

| v
. b ACIE -2, kL RIERIR
L pivt2: i

3.12  RADIUS thillili it 18
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EXBRET Y HEZE IEEES02.11i MM BRLMAFT R

3332 RADIUS X454

RADIUS il 2 TCPIP HE M, ZEAHECHEES UDP thillth
WP, HHOSOEAWTHE 3.13 iR,

RADIUSHMY
a

UDPk

[ Pk

B 3.13 RADIUS #2304
e UDP #ME B 4R35 D07 B h 1812, 1813, Htb 1812 HiAEHA, 1813
B RO,

RADIUS MR TH 3.14 FiR.
Code |  Identifier |  Lengh
Discriminator

Attributes...

B 3.14 RADIUS $EE#Rrik =

i (Code): WIS —FY, ZERET RADIUS $uEAMEY. %
BRE— N EXNGREAHNES, RADIUS RERLEBEEFRZINIER.

PR (dentifier): FRIRFRE—~MFY, BTFHDYESERESHNE.
WRE—MREHNRA A, FEERFHENE P ik, I8 UDP O S/
AR, W RADIUS BEHLIAXE E—MERMES.

KE (Length): KERSHAMNEY, BREERD. FRR. KB, L35
MESHAENNEBEANEKE. DRKEHKEIXAKERE, kK
FRESBEEZH. ZEAB/PMIKER 20 MY, BXHKEL 4096 M F
.

£ 5B (Discriminator): ¥HBRAE+ANFY, HFREENFEVREH
feti. XERRARES RADIUS B MEEFRNBHEAAZE, BERAYK
BENARRE, HESAHRERBRTEN L HEH L.

JB ¥ (Attributes): RADIUS J& 7535 51061 S M50 £ b 35 4 2 40 B4 A
Bl FRARERY. IEHEBHANEEPHUTKNAT, KENER
REM=TCHMER B,

3.3.3.3 RADIUS 1 T{E%12

RADIUS T RAWMTHE 3.15 fir.



BERBARFTLI T HB=% IEEEB02.1I MM BRLMART XK

SR AFEdRSHEEHRAAMEEANRE BRNAS YR BTk,
HEANKAF . BB%EREES NAS (1);

FIR 2: NAS IR A (Access-Request)tl, 3K i£3| RADIUS fR% 2
(2);

& 3: RADIUS k%8B 3HZH FHATNE (3);

S| 4: FAEATY, RADIUS IRE 31 NAS REAFEAST (4), BN,
RADIUS JR% 22 i) NAS RIEEHEBEAR@G);

£ S: HNAS BWBIAWEANG, WHAARIEE, FAAAETE
BARGBIRS (5), FELEe: B, HRIELENG, WERR 1R
EREHBERELEFER), 4FNELE,

FR 6: NAS RIEFRITKES RADIUS RE2 (6);

] 7: RADIUS MR& Sk B 0HRICIKE EFFI510M% (7D, 351 NAS
A& R kwNE (8);

S 8: WRAFWFE NAS f0iE# (9), NAS # £ RADIUS [RE X%
X “EEik” 8 10,

B 9: RADIUS MR4 S8M B (DK a0iE R B2 113006 (11), 3£ NAS
REEILCHRWRE (12).

(1 . (¢)) GATl. BE2)
(59 > 3

@)
. (&) @

(©) o| —0
—_®
&) (10) {11)

(12)

3.15 RADIUS TH#iEH
7E RADIUS MIARIR A4, AP U—ERAR, mEid ¥R PPP H
WHEEMERRREHNEF K. P R—BREAPRIAEER, BarE
BERAF L. BB, BPRIFATZSBIEMEREAL, RiEZ RADIUS K
FRE. WREFRE-ENHEERALERFRS BENAE, EA%S
ER RN EE R AU T E TR ERREAREIETNERRS
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#L. RESREUZRAZFHOFREALE, REAFLERMMNR
EXHREEEURERAOEEEER, ANESTMIET.

3.3.3.4 RADIUS Z44H{E

(1) BP o/ RE RER

H—PEEARELHEN RADIUS ME . ZPRATEAFNER
4215 € K RADIUS JR %2, RS HIE RADIUS fR4 25 EE BB T/5 4
#1E. RADIUS R&#BARENR P EEER, MNAAHTANE, REAES
EELENEEF BRI FRERS . RADIUS REBHTLMENE TR
RADIUS R & BBRHERHENERSBHIRBE R,

(2) Rg&e ,

EZ F A RADIUS m%%%iﬁ%&%%%&ﬁ#&%%&ﬁﬂn%, XA
BEHALERNS LR, 55, EERAPRA RADIUS REBZ RUESKR A&
B2 T E, ATT#ETAEFR LML LHTHRR KA AP HEE.

(3) RIEHAEYLH

RADIUS R& 37 AR &F IR AHTANE. YESBTHREPH
R P2 RPAERLLE, u.‘I P PAP, CHAP, MSCHAP, EAP LIRHE
FIHAIERLSE.

(4) T REHL *

#£ RADIUS R4i%, IAMLABRSETEREN “Bit-KEE” =74
TR, BHEATUmAF BRI D SGEITY R, A4 CSHEKN A&
afis-2 =8

(5) XHEFHMRH

£ RADIUS 7] D@ EAP ﬁnxﬂei%ﬁtxm:ﬁ#&ﬁ MNEBREFAE
RE, BT ARTHEMENE PRI N RSN TEREARERLZLHRENA.
f&58) EAP ¥, RADIUS e85 GtrHE B A0 NI oA PKI MaEeE, &%
jb%é?ﬁi%ﬁii‘eéiﬁm;c%#ﬁ

3A4FHEHE

RZ ASFAMTHERR 302.11 —KEL8K, ATREFHN
. BBTER. HEUOAHATHEES B FARE. BREHRBEER
PSR 802.11 f9—AE A, 802110 &#B‘meﬁ’a‘ﬂﬁm@ﬁmﬂ%ﬁ
FHRAFHEHE.
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EREHRFTILRY B=% IEEES02.11i FIHELLMRITR

WLAN M4, SEEHRELS STA 70 AP X2 RMERAM, EikE
802.111 M AR EHPTK™). ZEFARER—A AP BEI/ MK AERH
{1, 7E 802.11i h{EH IR % 4H(GTK ). PTK B H 802.1X/EAP AIEL BB F|
MR EEH (PMK BSBIN, RATHERE AP L4 LS, #1PMK
HSHNEHEPLRS. Eik, PMK ZETEHERERZNTH.

34.1 MEEFEHABEN

MHEFEPBMAETH STA 31 AP 3 PMK RS HBEEEY
PTK. BBF UL PMK R EEER, WA AHRET IS, TURITEEFH
XS U R RS EEHNTEE. BFRICFERIEN MIC, "B
BEEN. NFBEFROABHFRBCETFHS, TR GEERAMN
AFH. WPBRFFEXBTH LSRR EEEINBNENTREERITE
HFPHEIA, Byt EEMEE R (bidding down attack). BATNS, NEHEFA
ERFHEEHRRFENRE.

34.1.1 BAMGHK

Wi [EEE 802.1X IAEALZE, AP MZ 4k R EAP-Success » AP RG]

WRACRME R NPBFNAFHER. ZHIGLDE 3.16 Frx.
B EAPOL-Key (S, M, A, T, N, K, KeyRSC, ANonce/SNonce,

GNonce, MIC, GTK)FHENT NS LWT:

S % B EAPOL-Key 7§ 8. f Key Information #J Secure {if;

M %f . EAPOL-Key 4 8 /7 Information ] MIC £;

A ¥ EAPOL-Key # B ] Information #) Ack fir;

T %52 EAPOL-Key # B\ Information f] Tx/Rx 45 &As

N % EAPOL-Key ¥ B/ Information ] Key index £7;

K %} 5 EAPOL-Key #} &/ Information [ Key Type fi:

KeyRSC Xfi¢ EAPOL-Key /8 B K] Key RSC i#;

ANonce/Snonce 31 EAPOL-Key 7 B #7 Key Nonce 3%;

GNonce 3f[4 %K Nonce;

MIC %§ ¥ EAPOL-Key ## 8 9 MIC ££;

GTK %} EAPOL-Key i#% 86 Key Data 1.
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ERirs AL =% IEEE802.11i MMBHELMA TR

802.11 STA 8021t AP
2| | 802.11 ZFH 802.1X AHF3H
EAP-Success
Anonce-Get Next Key Counter
Snonce -Get Next Key Counter EAPOL-Key(00 §
00p0 Anonce00)
EAPOL-Key(0 10
Caculate PTK Using Anonce and 00 p 0 Snonce
Snonce MIC SSN IE)
EAPOL-Key(0 11 Caculate PTK Using Anonce and
10p0KeylV S
R Ancnce MIC SSN nonce
TE) |
Set Temporal Encrypuon end MIC Keys from PTK In Set Temporal Encryption apd MIC Kcys frotn PTK In
Key Index for Tx/Rx Key Index for TwRx
EAPOL-Key(010
00p0 OMIC 0)
EAPOL-Key(111 ot
0 Key Index G
M KeyIV Gnonce
MIC GTK) N
EAPOL-Key{0 1 0
00G0 OMIC 0)
*
Bl3.16 EHTHIL
3412 BHEFE
NFEFIRAEDT:

(1) JAEH K% EAPOL-Key 58, X+ 4E4 ANonce;

(2) siEE B B|H] ANonce M4 5 i SNonce F=4 PTK;

(3) HiFE R EAPOL-Key B, &3 SNonce H MIC;

(4) IA\IEE 1 ANonce R FIHY) SNonce 724 PTK., 3F H3 MIC #5,;

(5) AUE#E R3& EAPOL-Key H B, H¥ % ANonce. MIC RE B &3 mE/
B ES; ‘

(6) HiKERE EAPOL-Key 8, HNFHOERE.

342 BEHEH

AEAEFRR AP EEREFAEN, AHLE-KUSBEFRDT
7 BERATAE RS, BT
() WEEFLEHE GTK, HMEME, Q&% EAPOLKey HBHKE:
(2) BIFETREINHBM MIC &R, BF GTK HFREF e/ B A
GiF
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ERMEACETEY F=F IEEES02.11i M BL LML E

(3) HiEERIL EAPOL-Key 8, SHATEEHITHI:
(4) NEEXEBHE B MIC K%, HEH GTK R ImE i
q:lo

3.5 TRENRE

SERM 802.11 MAWBETEET . FRAELINE. X8, 802.1XEAP A
i WFEFELME. £F. FRRENERXE L% THEY STA & AP
ZEMZREE, REMNSMAMER-BEEEET BN S02.1X R, IEETE
TREBNABEANIR. WEBETTROUT AP L1 802X BB OAK
ESTH, AFAFEIREY. AREEETEY, BN BFRaTETE
REFEH. 802,111 FRET 802.11 IFRALGATRE FRAMLE, =8
BARRWE 3.17 iR,

sTA AP ) AS

Probe (Sccurity Parameters) _

' Open System Authe tication _

Association
_ B02.1 X/EAP Authentication -
RADIUS Accept +MK
4-Way Handwhake
- Communication o
4-W ay/Group Handshake

e -

3.17 802.11i REEARE

3.6 Eft= 2]

802.111 PERNT Rl — 22 24 %, SEFRETHNENEEEN
SEF), MEDBFAMDERKTAENER PMK 914, R STA 2 [6
HEZBREM STA THBFHIL, £F IBSS FE P MRS H%,

3.7 BB

IEEE 802.11i Z# %} IEEE 302.11 FRIRLR/AMITEING MAC B4
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ERIR e KR = IEEES02.11i B R LMk H R

imbnrE. ERHUTHRERZEMENEE, FERTHAMREBEABENAT
A .

FEHARRIP 5, [EEE 802.11i §iF T A HMEE A% TKIP 1 CCMP
TKIP 2% WEP &l L EFHER BN —MREDHIN. 3 FREHH WLAN
i, RELEFRERNARRTUELR. CCMP REHHLE RSN KR
WHREHN, REEENZLY, BHTRBHEMAS SEMEERMGLNE
P HE.

71 802.11 BZ AFF RN E AT BN, 80211 #i THAHHEMD
FEFNABERETDL. NSLEFTUHATERNAREHNE, UERS
BEHTH. ABFATFHREFNETLAREHER. §TIBAMN,
WLAN A A s EH EHEH .

802.11i F{F 802.1X M EAP #ATIAE, (B 802.11i B EME EAP FAR
HHAEEHY, REERIIME. AALEFEFBHREAGHELHEE,
WAEAER NS REXRELROMNERRBREEN, ANXMZAERE
My R, EANZETF—EST WLAN B a8 L AMATED .
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ERM K FAE 0L BUE ELRENE HL A g

FOE TEMEMEDLB TS

WEH PPV F RSP HARSMEE S EERB—MEHLE
Y, ZEHA TR FENER . X EHE RIS WLAN B—RFEAERL

4.1 TEMEINEEEBBEIEN

— M HFRERTERREROAEF SR EREREHFHR? X—HRA
ETRLARRORE. NARANSERNTEATNFEX=AFTEL RS
XA BB .

4.1.1 HMRERIEFE

(1) BEE. IMEFES AR IANE, BRMGATRS BENERS,
BERFEEMAERSBIITAE. EXEPMSHET, HEANTFRESE,
BURHERREZRL—MENTREAS AP, WX TR
. —REMEN AP HKREEDFIEFLS, CEIREHABHEREA
EFERNEY; B—XEKIE AP CLRERBIEME, ETRALERFH
M “BA” AAEEERARSE, ATTHEARA RSN EEARERS, &
FeRREERH P SENEE.

(2) BRRYF. BTEXREROYENRFARBES, BLNEFELHAEE
BRY HSIHAN. XMRGRNE, WEFELAREBENTTRPED
EHNER: BEATEGWESEIEEATEMIIEB BN, AT
fEABRERXRERAEAFPHERNGER.

) AT AL, NEHFEBDARZRNREBRIRES FEABHHES.
BARENFRAGH R, BtE B AR MANERE S EST LA R EEN
ZEER, WLLEERE— NPT LU MR S RO TE R SOR B R
i BHREMFABGHIENR, HHEEACHNELERNERERERSR
ERAEEERMENER, DREMNEB—MEHEN “HR/wmE
(Challenge/Response)” 3, fEMIRATUEFRIERFEHOSERF—4 14
PR CHRER” BER W, NTTREBEANOS, BEImEe B/
FEM EHRE R F R HREUR,

(4) FESTEEH. WEFELATUSESFFHALREN BN, IE
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BRI RET LR FOF BRREAERN AL E

HHRIPAFFBLSENTENS. XEFABEELHFNREENRFE
T—A&EPHEN WEP 5 TKIP #43.

4.12 FERAFMEHE

(D NERF . WEF BN SMAATARM A BREHTNE, XA
DA pn AR L P R A BT BRI, IR M AHTRERF,ESE
R EREITINMEN &, AREEXMEMEB —METHPBEEEEL,
MNHRBFRAFRESE.

(2) ZAHIRE. WEFENLSHESHTANNRE. EHREEERE. B
PRIBE, FRROSCEREH, BIREARREIMEZIEN. BiRE
FRXTRAKSE, ERELSEHEAFAADIERREEOFEmE, G
Bt F AAERPHDIR, hESeREXELSE.

) RBAR. INEFEN L85 FRA EAP. 802.1X thilifIEEEA
A AP thE T1E,

4) REFH. NEFENLAERPERADUEESATR, TEAZERD
IV ERER RN R E BT R,

(5) REEFRE, NMEFEN Y S TRETEREH, fily, —IEEEE)S
AP RE EBEHEBHAEFETRTERRASE, [OHEBESSMER
RE—HREMNEERHE.

(6) ETHAEA. NEFENSESBAER. fim, E5EBMIAEYE,
BREEBRERNMEDHETA,: ERERE, BRAAFHERFEHE
TEERER. BPARNERRA—MESMNBTIRIZBEOS.

4.1.3 ARERE M

(D FREGTTE. AEFETUEER AT EME LN S S,
ATEBR I FARSERFTEOZ M. IHHUSIEABLBALEHER
RARREH TR BANIE,

(2) REMEIAE. AT HET VRS G R 5 B T = AL
.
4.2 WLAN HJIATETSL

RSN HAERET 802.1X/EAP, BHIRHFEAMIAEHEE EAP-TLS.
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EAP-TTLS. PEAP. LEAP, EAP-MD5. EAP-SRP, &4 B @ E% P 1 SIM
+, TE—MEE EAP-SM. THEITRIXLFHATEN XK. :

42.1 EAP-TLS i

EAP-TLS™PI (iR %4 NIEHLR MR AR TR ik —FET
EBHNAAESE, BidRA EAP XHH TLS AHTEBINTENE, N
HEFPEEREBZEAMHLNE. ZHEEREPERREZFHEEH
A B E R B =R R BB FIES, XEMNE=35R CA(Certificate
Authority).

EAP-TLS AMFREAB AT

(D) BFARRIE, EIRHM AP Z RN TEEE;

(2) FF4 TLS i, HRSNEREB/TEIEH, WHLSIENEEH;

(3) BUERMERLFE, INERESBED AP AFEEFEHATEN
%, KEMEBEMEEMERE TLS bikik,

EAP-TLS F#:f4FmilF:

(D BHR_TEARSRE B2 MAHEEIAE;

(2) HFEFETRPMETLIT0 WEP 4, LU WLAN &/~
HAMEA A2 R R AT B,

(3) XFFAHEMELANS G FHRLEFKMY EAP HEE, HITER),

(4) EFZEBERCET TLS &FEF )

(5) EEPEBAESEE.

EAP-TLS TENEZLUREHETEARERREN, BARENAREY
WLAN ZHERFAES, AREEERERS . XN P & 43T
&P, HECEREEh s B,

422 EAP-TTLS thi¥

EAP-TTLS™ (BEEH4MERS)H S Funk Software #l Certicom AT H
K, EF BT EAP-TLS ik, RS T —RETFIERMINENE, FiEd
MEEEER “BE” MTEARAREBZEAGELNE. Z5EEEHt
T—HRESMAF. 84145305 RE WEP 405 8:. 5 EAP-TLS AR
RIR. EAP-TTLS AREREBHRMOEPMAEEZFBMITS, EHEdaT
& Funk £}, BHEREFRARE S HAEEENE.

EAP-TTLS AiFHBXBW T :
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T ACHR A2 Bl + 183 . FNE TENBMED LKA

(1) EEPERM AP Z A2 BB 15 L4 E(RA EAPOL #hi), X
PiwmA TTLS ERS B ZAELABINEE R RSBE, HP AP AHAE
R4 282 (AR RADIUS YHGHATETS

(2> FBRLFRRE SRS EAP AIER, 3 TTLS iAiE.

EAP-TTLS AUEXF ZFIAER, B35 CHAP. PAP. MS—CHAP #
MS—CHAPV2 %. FHBHIRXFNEE, TILS EU5ERIEELHNH
WH.

4.2.3 EAP-PEAP iy

EAP-PEAPY (R TTH B S MBIEML) R EM%K. Cisco fI RSA 3L
HA—fEid TLS Rit—SHEH M EAP SHRIFHERA NS BRI
#. PEAP AR EREBANEBHAEBEEBMIES, ATHEHLT WLAN
)& 241. PEAP L5 EAP-TTLS RBHMEREFAP Z EHEMT TIS B, &
[FIK1 2 PEAP # TLS S5 M4 RN & AR K455 1) EAP 1. PEAP {8
FI TLS $REURFBIE P HRENE, BREMZE P BIIREBOIAE, XhiE
REGHEDRERREEHETARFHEBHER. P BRNRESRTH—
ZFILL TLS RO H M EAP 130, X4 TLS B30ETEREFRARE
M ER TLS £ EHHTHAAME .

PEAP &4t T IR % i R EAP:

(1) WIEH. BEREEFEHEBTEEEA EAP 3

(2) ®XME. EREXTERLBTERESHEIH EAP R
(3> BR%2BmBIE P HAPALE,

(4) FHBEIFHAR WEP 5 TKIP #48);

(5) FEMEAGHTHYEKM EAP B30);

(6) PREEEECEL TLS £iF1KH).

PEAP ik RMT T HERDU L~ REMERMESER EAP 7
& WERERMERZE TLS MEFENRP THTH, BRiERkENSHnE
FfRY; PEAP REEXFHALETFRELMETHEASHMBNE,

424 EAP-LEAP Y

EAP-LEAPY (R BGY BAHAENH) EhBERATRUN—BET
802.1X R RRAATESM N, ENETNEMAEIAGE, EERELMER AP WY
BRERFE PR E RSB GHITHTINE, HEAER T EECRIERDAP
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E AR K+ 3 ENE XERBMERRAI ALY

BEANZERI ML, Cisco LEAP £ TR A 2/04 k.

{6/ LEAP, X2 FHLHMES —MNEFELENHEMNRE, ATTHELESEH
ERER SRR HOENM. BT LEAP NS THAAP A AP Z a1 H
HEFEG . LEAP AN ATEMERET H—HEHNHRLER, REE
AFREELTE & G0% A BRSO EEETINE.

LEAP HEA BT /A, WEGT LEAP % Cisco AT FHRAE, Hik
EREAELMBESR AP B & L.

4.2.5 EAP-MD5 1}

EAP-MDSUIshgiliit RADIUS MR 4 331R 4415 S f s ch Bl P IAE. 7EiXFP
AT, RADIUS REBAFEIUEBREXKELR TIEH MLt RLEL.
A FEMET, RADIUS RESBRERETRAFEAN04S, MBRE, FEHTE
W R AVFEE P R M 4% . EAP-MDS B —F 8 EIAERLE, RERESS
HWEIREBMNIE, HFARIERSSESZE P HITIAE.

EAP-MDS5 AIEJBABUNT (& AP HINEK):

(D) BB, BILHH AP 2 R ELEE,

(2) 74k EAPOL RiEMiTE, #MEHF LFERREL AP, AP HH

“Access—Request” 30K P £ K54 RADIUS WIEMR428, HAERICPH
IAESRH RADIUS B i

(3) RADIUS AERRE B RIERAE, @il AP KA R &%,

(4) BP ¥ E BRI A MDS 5% G B4 RADIUS AFRE 8. B
RADIUS AEMREGBHAWA/EEREEE, FHERAERIANERBIRL:

(5) WMRAERTE, FFWHRE P it CIEAMSE, otk EEhi RiAR.

BT WLAN PitfTIe N ER RS, i EAP-MDS WIEAREZ LM
BE, EAEHT Wi-F Mg,

4.2.6 EAP-SIM MY

EAP-SIM'MSHEE 3 WLAN 53E GSM REBAE %K, &t SM LR
BEFRAAERES B2 @AENGE. SIM AP EARESREIME. DHCP #
HEEE. BEE] Portal, MEHEMI#RE. BANERETEAREM
GSM(GPRS) {54 W& @ i M6k b 431 AE R & RMGE K. AEREBAN
IRALE#F A RHLR)EWHAESEE, FFREX— BB A ETAE.

EAP-SIM 2—-HXHFIMES K, BEHT BN GSM NEFRREE
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EXBRAFHA R HNE ERMBAEDLE 55 R

WA, HHRAZHERNE, EAPH AAA NEMERES, SEFFH
BREFELLER LEH, MAXAT N=2 3 A= n4HBLEFINE
ett, AHFBRATHEIECRRER EOFEE. Ul 3 FREEmS, A
EBEREEN Ki, $LERIAE. EAP-SIM MR TRAFTHINE. M
EAP-TLS —#, Ki Mt B EEHANHE, FREWARERE. 5
5, B%&Hm Ki WRTEKNEE, BARSB[TEUBCBIMER Ki, Fi
By bR R R AEA BB Ki B HER H .

4.2.7 EAP-SRP ¥

EAP-SRPI™ (ZRBL 4N ANEHI), BTFRENE. XHANEEHN
%, MELFE 802.1X 1 WEP FRMUEABEH. 5 TLS WEHF AT R E, SRP
Rl 04 R#ITNEN, PREEEFBRIRE BT,

EAP-SRP AiEHBEABI T
(1) BEHFUBERAFEAFERER (GRREAAL,. D4RNGE.
O4RBIFRR RGN 4T EERNME);

(2) REBEFHITEHTHRASRTN REBREDSRIFHETH,
EHNZ R EEEERR L), .

EHANEFAABRE. FEABIMNFBEFEHAFRRESR BA5HE
2 “FHABE",

LRAAMDAMXZITR 4.1 BiR. EXNERD, TEOHUERERE
J=4i07751 8

EAP-MD5 LEAP TLS TTLS HAbthit

EAP

802.1X

PPP 802.11
#4l PDZEKXR

43 ETIUERITEHTR

LRt e —%F| EAP INEJ . {8 EAP-TLS. EAP-TTLS. EAP-PEAP
ERRETEBMNEN % ENEATETARTHNTBREHEZ LD
W ARZFBERBMETRAMZERIE, RinxEhhbEE—SEE.

1. ERFHK, ETERHEEXNARARERERTIHRER. X—FH
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ERBRSRFTLRY HNE ERERSAENI TS

EHERNETFFEFR (AFRE) ATHBRHT R AL EHIE
B ERERMEERREANBUVTIEEERMERESBES, E4AHCH
EEHMSF. AUk, ETk REEFREATERTSMEARENEE,
FERIRFHAET M CA ER. Hiln, EAP-TLS HEEXRNAEAL, R&BRE
EH, ZRAKEMTERNFHE. A, TBHsRERE—AXRE, B
BARARENERFRE LREED. RN, EPiEBAYEL 0L EE,
WIEF EAEFR AL PFEBRART.

2. T HRREE. RETERWN EAP WEFENRZ—AFE, Bk —
KAEF & EEZFRARE BIEATS KESH DS B TR CRETE).
Fim, (R PEAP R MELH EAP-MDS FHERRA —A 8 —B S HiMiE
EEFRAAES ZARBEFTAKRKETE. SHLSH—%EE, 1539
LB AT B .

3. AEXMA PR P REBITNE. BN ERHEERPELDBGISES
FHERAFMREL, BABE—HEGE, W—R5ERRAEHA RSN
BAZANERAPIMENER, RERPRETERZE2REZ M AR —
PMEERERT, RAETHEA: EE—HHES, BRBAFATUMBLSRE T
B, BRAFRENEEFRZEFE—MERED, YELHAPERIE.

44 KB

@it EXF WLAN ZEFEFRMEBRA ST, KRN, EERREMAIF
ETXRRAETOSMNENELETERMAEN EEMFERNSFELH. B
B, KNMETOSMIMETEETHNER, BATHATRENEESES
e HmEfSHESERERNTFRARE, B RRXMHFETLAES
EBFEH “FHT FREBFATENDS. I THREXMEHE, FEFOSHHA
EFEEMERATFEEANERE, AXETFT—FY#TET SPEKE (Simple
Password-authenticated Exponential Key Exchange) #3:(4 EAP AiFE 5.

41



ERMERFHLRYL B0 ¥ EAP-SPEKE MEHERMAN R

¥RE EAP-SPEKE IMEHFERMAESE

ABEN & H NN ERETERIAEN S, HRELENIEARES
FERT —RIEEHETOLMAMESE, AREESIHME, XERT
METO4KANETFEE R THRANEHRG (EXEPMEHRET) HO4HE,
BAIAAE “3BHH0O4 (Strong Password) P17 MEHERGX—KETF
A4 .

BFRBE DA TEMEIESRLAET, BEONHTHEA SIS E NS
— P HERALRAE=Y (THEEARFAEMNNEE BREIMHE, B,
BRTEEASBRTFRFLFL2FRHERERRRIXMEE, EOELE
AP, BTFRIZHOSREIELEAMAERE S, TRFENBELE
Diffie-Heltman FHXE . EE MW M Diffie-Hellman FAXWH Hr=
EmEEY, WERRENE TENNEMSETEIRBENEGDXLERS.

5.1 SPEKE Hi &R RS

5.1.1 SPEKE &%

SPEKE (Simple Password-authenticated Exponential Key Exchange) & 1!
B David Jablon T 1996 F&HY, %H#EET 04 DH-EKE (Diffie-Hellman
Encrypted Key Exchange). 5 DH-EKE INEI#I &, SPEKE ¥ AHDO 4L H
HA BN EBE L4 T, T DH-EKE PEEEN—EEHAFHRIES
ERALRNEY. SPEKE SRR NSRABERLENFEE LBU R KT
HEEFHMAZERGF RIS,

SPEKE = At (A RAMNEH T EH BRI, &Y
BITAEHEI AR FHETEMBNBEHATRR. EFEXHITE,
ELEHREBLTHE, 23 Diffie-Heliman B4 K; EFEATENE, BH
HAREBERERHIAN THHMEEE K REEE KEAENNLEES.
TEUE A im/RE R AR SPEKE MZEHTHRAMEHNETE.

BARENXJNABERS, WTESFR.

BEHS REEX

pwd EFHNREFBNREDS, ZOLSTK

2



\

HEMBERFEBRLRY B L ¥ EAP-SPEKE INFARERHBIR

p &4 AT Diffie-Hellman #4555 M K EXK
q (p-1) —ERF
g &iEM DH RM, FESRE—PERES

f (pwd) ¥ pwd HHRKAEN DH EHMEE, FFIPEN f (pwdypwd’ mod p
Xa s Xa | BEFHARF B HNHERRMMIE
Q» Q@ | FFRHBRSSEL BT EHNFEEE
Ex (VD BKEAZEENE M OSHNERK
H (M) *F M B2 BFI R
K ERKSEER
#5.1 SPEKE AERRERTHNERS

BB, BENNHTEEXBRE (pwd) #D04 pwd BBREREE -
HAORE, RERE DH FEXTHEIHEFH K, BTRRE—EEDY
Diffie-Hellman % £33 #id 2.

1. ZPETHE Qa=f (pwd) A mod p, 315 Qu RILLIRE 2,

2. RS BIE Qe=1 (pwd) ®Pmodp, #¥ Qe RIEBE S,

3. FFEIHE K=H (Q™ mod p);

4. BEBHEK=H (Qa® mod p).

FWR, BPGARESENR K M EFEN, EELELHTHTS
EK. AIURBOTHERIEES K.

5. ZBPMETRENE Xar 348 Ex (X)) RELREE;

6. IREBEDPENE Xp, ¥ Ex (X, Xa) BRBEFH,;

7. BEPWIELE XA EM, UH Ex (Xp) RELESH;

8. IREBWE Ex (Xp), MIEK Xp EFH.

ELE, LRFEANBRAITLARNET, UEDEEE BNRE. ROER
B. miR$THR, BUERIEmTF:

HAEEZEFE, EFRRBREBRERENLASH. ZFPRREAEE—
404 pwd AI—PMHE KB Xa. EFTE Quf (pwd) *modp. BEH
Rl 3F pwd A~ RERBEILE Xe, FHE Qo=f (pwd) ®modp. ETF
k: BPEHRTER QUAMFRA H (IDy » RAND,) MitHEZRRELRE
& REBDEE QuAMBBBMESE, AEERMBEEIE Xp HE2EHS
K=H (Qa*® mod p). ##, REBEMBEYH RANDs, #H K 1% RAND,
0 RANDs, #R/5#M% 5 K18 Ex (RAND,, RANDp)HI Qg —ERIBBE P i
EPmlE Qe MREHHMEENS Xa (AERE X HREE), FAE
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ERMHAFM Y B EAP-SPEKE WEF REMEIE R

BREES R K=H (Qs** mod p) #HE 1 K NI Ex (RAND,, RANDy). F
BE PR B IR %238 K 3% M=Ex (RANDg). ITRBRFZZATHELY K HE
Ex (RANDg){3 £ RANDs, WIHET & Fi%, Misel T —R U EHAEE 2.

5.1.2 SPEKE £ 24 41R

I, BEENBHFERMEHERGE LGWESHRT, TLEES Qas Qs.
B G TEHEM M HAY SR Diffic-Hellman 8% 24, SNTER
Bl Xa X, HEEEHRBSEFEHEK, BREHFNY pwd, HE 411 HP
TEPENEH GO AHE RS ENE—RE 44,

2. BRETFEESEMRBRN T SEFY K, EREF SR EKE thilPHE
B Deinng-sacco K, BEL K URFHRER pwd, LIRBTHMN
A4 pwd. EEFER SPEKE il RRNFHFARTLSEESH, ABEE
BEFELMEEAR NEETESERE, AHETEN K BEEEY
Qas Qps B, BREAFENPEE pwd. BERNMBHFETRMET K, X
HET Xa WMATTRIFIO4 pwd. AP IEXEHER, WH—EE LN
HRIER S8 Xas Xao

3. BREGEERMTRESRF, BMTHADS pwd, hTUEREEERA,
BEAT RN UTERSNSETH. MBS pwd, TTLGFEE Qas Qs
{B2% T Diffie-Hellman 1% 4t B3 Qas Qe FEEE H K=H (Q*® mod p).
X pm R T 22N forward secrecy. A T BYib Bk EHMRE R EE
BE pwd, RMTLUERFBHEFRRECSHAHFAIEE H (pwd), s
BIER S EMET H (pwd) B RREEDIRA pwd. SRZHM,. 2w
BERAT I HERE.

4. KT BB, RERESBARE— ER%&H. 7 SPEKE ¥,
EETRREERNERT. WEf ewd)REBRE 2o AR, BEXAT
HAOBRAERBENE, AHETUETEERTUILER, —BEE£RR
p M— P &KET, RATHERERERER. X TF— k8 ZE0EH p XK,
X-FRMRETHXROS pwd BER, ZHSIEY pwd BLHE. BR
MM pwd, MBEHER—PKEL p HEKT (generator) &, M

fpwd ) ** mod p F&MR/E X D4 p WEFER. FimEEF+ M
f(pwdy=pwd mod p. B Qa. Qe &HME, {ERET Diffie-Hellman %
24, AHERTRBHSEFH KHARXERRENEH pwd.
ZLArA, SPEKE HERAFBANMEECERTTRRREMENIAIE,
33 ki



EERMBREW LY W ¥ EAP-SPEKE NEHERMMITH

1. SPEKE HEFRA—RFRLBEHU MM ARG % &Mk, SPEKE &
RAZERIPITHE, REHAFEFNA - HTREFEHTERNOS. W
REWFHEOLAELE, SPEKE NEFMNHEE—AMRETH, £85=
FEXK, SPEKE MIUBERRFBHEIE, FHATHRAEANOSMHTE
RN

2. SPEKE HEMTLRAHIHE. BTO42 5, SPEKEFEEREAL,
REREHMBBEES 5.

3. SPEKE fH “ZFMIRIEH” (Zero Knowledge Password Proof , ZKPP) ALE
HERZEZNERED, B2 54302 BIEMER, B
ENESEIBRERTHHENDS,

4, SPEKE SREFUUHEH. BN, KEFRZREINFH;

5. RPE T Hosh B BPLAR/RRL b A2 B4 7 BT R TIR

6+ ZFH AR S35 ik R B AT AGE

7. AEEFSMIREEREH,

8. AREEFHARE BRI,

9. HAEEMNNSRELUTLHARMER,

10. SEAH{E, EXLH SPEKE, AP AREARE LR~ K RERRE—

KA AP BRI 2 BRI . SPEKE FME TLS ¥ HEFE ENUMIERIZ MR

e S Z SRR R2AIE, TETLHRAR AP #&F.

BT LREE, SPEKE #EERETFOSRAEEMEL, EMEL. ¥

F SPEKE H &, BER RN Ot RITHEF S dT. B R% SPEKE ¥,

HEFRGRENS, MRIERAFHRENELEN pwd FrE ¥, MAR MO

LEBMTAEREEP, NEFENBEERBTREBBRTALOS, B4

R USRS SHEEE R AEMAE, . Bk, R SPEKE s, %

EF RAPHGAENEHTRINR, 44 EAP, WTLEFNERECETER

R R RSN,

5.2 EAP-SPEKE INiF A E
5.2.1 ¢i# Yy SPEKE

B ATE AR £ 455 A9 10E O 4 i P B2 S=H (pwd) B, V=¢™, VA
S BEHENERS B, BAEHE D4 pwd, a ¥ b HEMNK, E58H

WIERFBEKER.
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EN ] ey FHE FAP-SPEKE WIEEH R RHITE

1. ZASHE: S=H (pwd), Qa=S* mod p. KItEZR Q4 KBA NI
MRS 28
2. WIFBREEHE: Q=S®modp, K=Qx’modp,
PROOFgx=H (H (K\)). # Qp M PROOFpx, K& & F 5i;
3. EFRTE: Ki'=Qs" modp, TESTexi=HH(K,)),
PROOFc=H (H (K;")). #8& TESTsx; 54 ZH PROOFsx; £ TS,
EHSNHTHE HH PROOF Ak KBS NERS 2
4. AIEARS BB E% PROOFA) RIEHTE, 0F PROOFAk =PROOFgx;, 1
IIERFBFE—IBENS x, HHH: U=g'modp, HIHELERUE
BYEP

5. BPHITH: K= U™ modp, PROOFa=H (K)o ¥4ERRBAE
i

6. INEREBHI H KB+ H K=V mod p, HRAF H (KW FHk.
iR H (KO H KB ES, MESASEFH K maid i, sk
£, .

B =4 R SPEKE thil—#, RRSEFHMEY, K2R SPEKE
W—F. EEPEERRIEEFPERETEOS pwd HMEEREE. TR
WEARIE pwd, W REERER pwd KA E Ko BT —REEE pwd
FIEER B, HOFEAIET HewdB REERSERF . MEK L
EMET V, ATHEEEMEOEENE, METEASH pwd 1. EH
/58 SPEKE il A3 FLIRT MY, ReHRER. ERZANELES,
B{ERE RAPHR, HERiE—EBENEL2E.

5.2.2 EAP-SPEKE A IEFTE

AELZRBRHFET, HEk/EH SPEKE $hlH EAP thilZ &gk, 1

#2 SPEKE thilm%| EAP &&idf24, Ll EAP fIF—User M1 EAP AIEH—

* Authentication Sever (EFFR A, BEF —MEENERSEM AP BITHE,

BEFITRPRINMIEL Avthenticator 1ERIMEF D FIKRIIMELE, UUTH
R AS) R BE I GHE .

HhRAEEXIANEERT, RS2 R (EENFEWE S PHE.

WFEFS REBEX

S User #l AS X ZHHMBFIME

v=f (pwd) | % pwd ¥ & &M DH REAMRE, Rk User IR pwd HEEREE




EXRMRKFFLLL S EAP-SPEKE ATE N REM AT

P!’OOf)u;_

Testyx

Hash ®R¥{E, BB X &HEK

#£52 EAP-SPEKE AiEIBEPHBERKS
EAP-SPEKE MthiX BT E 5.1 Fix.

User EAP-Identity Request AS
EAP-Identity Response >
EAP-SPEKE Req(Q,» p2
EAP-SPEKERGSP(QU Pl’OOfAm) ’
4—'"—'-EAP-SPEKE Rea (mefgm)-—-——n—
EAP-SPEKE Resp()emee————jp

EAP-SPEKE Req(U)
EAP-SPEKE Resp(Proofay.)

f‘ EAP Success

Bl 5.1 EAP-SPEKE #iiLifi#&
ASTHHTHEAF User M ID. SHIV.

(1) AS &2 EAP %1%, [ User Ki%— EAP-Identity Request i#K,
K User BIRE AS, [A)ERX— EAP-Identity Response W5 ;

(2) 25 AS Wt E] User &K (f] EAP-Identity Response WIN )5, s7ZEHH
REETRERIAFHDSHHEIUE S, REFE—MIRFBEFE b, 35
Qo= S"mod p, HF p B—AAEH. REHZHELEE QM p L
EAP-SPEKE-Request R @R Ki%4 User;

(3) User =E—MHartBEVLE a i+ 8E: Qa=8"modp, K;=Qp"mod p,
Proofua=H (Qu» Ki)» #3845 Qu M Proofax: B\ EAP-SPEKE-Response
MM REE AS;

(4) 5 AS BN EE—KREN EAP-SPEKE-Request £ f)
EAP-SPEKE-Response )5, ##: XKi=Q®modp, Testax;=H (Qa, Ki)»
Proofax1= H (Qs K1), ¥ i+ H 1 Testax; 45 R R User I LU E Y Proofax,
EAE, WRTHEWRENELRRET: DMREE, AS WE User &
EH " EAP-SPEKE-Request 18, 3 Proofpx 3 IZBD;

(5) 25 User (B3R & AS #128 =4 EAP-SPEKE-Request 8, BEAHZ K
By Qo M B DI B M9 Ky 75 : Testpxi= H (Qp, K1) 323+ 1 ) Testax,
LR AS LW B Proofpx) EHLE, WRRHE, WRERLLE AS
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BRI R T B EE FAPSPEKE MEFERHGIE

KixtiE: WEAE, WERE—A2{EK EAP-SPEKE-Response f143 AS, #
PERBEX—ANEER:

(6) 3 AS WEXMZHMNASE, BitE: U=g" mod p, FHERL
EAP-SPEKE-Request B\ 3 K% User;

(7) User i 3li% EAP-Request 3 J5+# : Ko=U™ mod p, Proofax,=H (K3),
# Proofaxs Ul EAP-SPEKE-Response & K144 AS;

(8) ASWE H (K)GHE: Ko=V'mod p, FHRiE Proofax, BEHE.
£ Proofax: ¥ Proofax, FIEH, MTMESEER K HRELERE, ASER
—A~ EAP-Success €45 User, RFNERINFERERKIE.

5.3 EAP-SPEKE {4 8E38iE 447

RAALAMNR, EFZBEHEEE, FNGHGEAREKE. #
SO R DL R i TR (1% . SPEKE 1 EAP-SPEKE MR ETE
BB S A, BT R EEEREREGTE R EEE M
Lo FAbTE RSO IR I R AR O B HoR R LR D, B0 Ta:
LRM g BAR, HHERERTRR; Te: LEE e B, HEEYK
EFEEE; To: HEH g LM e BERPH, HHFEHMNEAE. BTE
53 WLAF W, EAP-SPEKE HHl#HATH AIAEXT RE LR K, BABEHE
DH & #id#2.

L P B %%
SPEKE 2*Tb 2*Tb
EAP-SPEKE 3*Tb 3*Tb

#53 PhiBATH A
B, X7 mit EAP-SPEKE Py IATRS (), AT CASKEN AT 06:
(1) REFRMEHp, BERE—TEHRE DH ML HER. 1, B
I EEE p, HHE—RIUFSELRKOAMIAE—MEEM P
(2) WHRRFHATHE, Wl 5.1 Bin, 7€ SPEKE #47H, LRE M
B Qa~ Ki « K AT B EAERE BRI QG » Ki ~ K AB#1T. B
XK 5K RAFRUEN, REAF—ERIENT. XM, —HE&ED
TEBEERIMEERY, H—HHEESEMHITHNRE (BEE
C RCHRIERED RECRE 7T BEh 4T, MRNERSEH S U ERb
HHAroE, WHATREIES 3T,
FERBLAR, EAFHRHES, PR RFEEOREENEDER
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EXEE AERL BT SR E EAP-SPEKE MEHFREMEIE

RAT—AFO4EESAE DH BREMBR, ELHEMATHTR
RRAMBRBR RS, thinisE i ECC.

5.4 EAP-SPEKE $rif #E b thill B EL 3k

1. EAP-SPEKE ! LEAP #iH: o

Cisco LEAP 2 Cisco MEMMMNH EREATACEFHMTREA K AP
L. ER EAP HTAY), EEFRARESBHZARERFIAE, RSN
AP ZH EEREHN.

EAP-SPEKE B T AP 3 H 8] LIRUTT 5 802.1X Hhill 351 AP R L1k.
XRAEAFRAMRISH, | 'mr“ma::&mqwsmwxméw;m Cisco
TR REMEEH MR,

2. EAP-SPEKE fl PEAP HitL:

PEAP RHt—RIESMINE, XREFETHAPIE, FEREETTEX
#¥ LDAP/NDS Hik. PEAP ¥ EAP &/ MFRE R MiE, HEgEm
- TLS{RIERMER &M, FSHRILE FIRAR S 2800 2 6 AW A E .

EAP-SPEKE BRPERE P inHRE S HIEPER4hE, PhsRits
fIRKAE. O4UEEMNTRMARAE=FBETAER, &T%Eiﬁ
ho TLS {53¥.

3. EAP-SPEKE i SRP #fH::

EAP-SPEKE . SRP #+E 8, FEZHRKYD, SRP EHTHKIER
RFEEH. .

RS54 HHTEMAEHNZ BHLE.

N E | ETIEBMAE(TLS.TTLS. | £Fo4% | £F=Ein
EAP-MDS PEAP) FT¥E SRP 4
EAP-SPEKE
B R ERE
HEIAE & B 7 2
B &P 2 7 £ B
JREF £ 5 7
i
FEAEE & 3 = £
#
Ko a4 x | B L PN
B %R &K
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FEPUT s X% T #EH¥ EAP-SPEKE MEHREHENE

AEA A~ %, MBIEEEFEEHA L 7 b3
MATRE N/A % 2 2
HOE A £ = 7 B2
R A 7 & 2 =
EFRFE £ B, BRELEHEERE L £ 7
A
WA £ > P £
1 AP
LA & A
¥ HiEg%A N/A &/ %5 =
#
RN EA 5 2 5 5
1
#54 BMNEDRZEE L
5.5 EAP-SPEKE M 8E{FE 97

ERRMEIAEN R BET ST, HRT S MAED KR,
EERTER, FAHOFEEHHUSREMTE. RNELIHAERRSE
FEEAT NI, TLLERITEXUEE U R M BRI EFSR R B e RIS B R

551 FEFESR

BT HIETEMSE L, FURMNBE-ISRERETXHTFE. BEF
PLRB R ER KM LFAHR, HEFETHBMZHMETRE, ER
AUEEMER LR NET. Bl CHASHANMARLESRS N,
AR EHCHNEHES. i, Columbia X228 Alex Dupuy 7F & NEST,
California K% S.Keshav 7E NEST HIZRIE, FRT REAL M&{hA%E.
Lawrece Berkeley Bl FX LR EMMET R/ M REAL T — RS, &
¥) LNBL Network Simulator, B ns-1. UC Berkeley £ MASH B 4% LNBL
Gl, R4 NS-2.26, XE—MRIEBLHKS, EALIE—&HEN LHE
R EHHEMET. ‘

BIVKANS-226 EH I EF &, THEZE—E PCHLE(CLIG,256M RAM),
B{ER 4% Red Hat Linux 8.0. ;



EXRIBEAFFLRL ETLE EAP-SPEKE IMEHERMMITE

5.5.2 {(FRIMETIE

A RERERRREMAIRE, T NS-2.26 MEFBHIHEFBRE
2, FERUTNAAE: YEERXF 802.11, A3HF 802.11b, 802.11a,
802.11g; R KF 802.11 IBSS #3,, 3L HF 802.11 BSS #K; F3THe AP 9 802.1X
IEFR. FURNTEEXN NS-2.26 T BUZHRINGTEEE, ,

RANEIL NS MR EFIR, RE—MHT ns-AP-patch. AT XK: FFE
BB E (802.11, 802.11b, 802.11a, 802.11g); 802.11g WHEMRI; 802.11¢
KRB AP #E (BSS #X); AP OJLURMARA s STA IFRRMEERE
f5: WEN CCAIE; EDCA KAEHWH. FIMEHT, RIERT 802.11b,
802.11a, 802.11g 1 BSS &AM+ ial .

BAMFENEEAERIE 1 4 BSS, BSS 114 AP M 20 4 STA ¥irk.
HYBERAT 802.11g, RTS [IBR% 3500, 7E AP 71 STA Z BB AIEHMY
HEE, UREAEHANEEBEEHEZH.

553 (RESERESH

IWEH ST EEEBHAOZSNR 52 fim. By Buea s
2, YAFARSHEMIECIZENBKERZ, BAAD. BFHRNE
5 BIEN N SIAMAE. AV EAP-SPEKE HT EAP-TLS. EAP-LEAP iX%&
A ARIFPAEY AR LR, EAP-TLS RETFIEBMIATE SR, EAP-LEAP £%
FOSHREFR.

R4 R %W, thil EAP-SPEKE 3| AKBEHE/MNF EAP-TLS #
EAP-LEAP 5| ARISF3E, BN EAP-SPEKE A9 At B FXH MAETH L.
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EEREHXEW LR W FAPSPEKE INFHERMEREE

0.08 T T I T
EAP-SPERE
oo} BAP-TLS -rorereecrmmeees i
EAP-LEAP —-—-—: =
008 - i
I
005 i .
I |
a 004 - i . -
£ st ! !
i i
00z | ! ! .
! i
! i
001 i | .
0 i

0 500 1000 1500 2000 2500 3000 3500
ERaFNS

52 {hE&R

56 AEMDE

T EAP RAH BATAENML, X¥EHEE, B2 TUEEE—F
ERATERRBRAEERLS S, AZRERLENTIEH. ZAERBT
SR R BT OMEHETHAMIMEN L EAP-SPEKE, S8 ATER
BRZHZLHRFONENS, HFEXERFHESFEETTRER, ok
5.4 FimRe EHET TSGR E K IEEES02.1X #7dE & EAP thill, HFMHET
EAP thill, #4387 IEEES02.1X tRrERI T &t E.
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ERBRXFHLLX HRE

HRE

FXEEMNELREMER WM TIERERTT MY, BHTHEE
SRBMLREAE. EHERE, AHATHANEABRER, #RTHATH
wit . RERNESDTTHAFTRFOREDHN TR TEHF WLAN
KR Z2NEHREH L &4 BE, REEXLFBHEH KA SPEKE &
%5 EAP S &M, RBUEFHANERS BH T L RAMEIAE.
FF* SPEKE HiEmEAsti#, ibAERFBHREFFREBTADSHALEE
%. #B% EAP-SPEKE HESHARAETEMILE, #TTHEMT, &
B TR,

(1) EEEEMBEN W REZLTE;
() AEH AT FERE—THR.
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ERIPE A FML R , Boig

B}

EABBRNRITE T SER=ZER RIESE. RONKT. ERI
REZINIE, BFARELTR—BETZHUNBEHATE, TER™EMN
BFESE. FREMNEREE. BENREBNEFERNIAREATREX
R, i, RABRTEEOBGE!

ETX, REBBER 907 XREMFAMEFR IS TFROEE ! 4
—RE R L, ARKECH, RRENOE, KEBLTFREIANFAT
BRMBR. REBWFT. . THE. BKE I, RRSLTRN
FKday THFFERY!

ok, REEBMHL. 8. Ha%. EEHR, =XE. GEE. &
B RABFEFAMER LS TROGEBDHAEY!

HHEBHROLE! I BHERXZRRPERRITHENZH;
AR EEORIERF S T CURTUFF B AR 250 B2 S AR o (9 & ik
& !

EEBGERBEREFEMAEM! BEAETRO. ZPREBTROA
!



ERIBKZEH LT W E AR TAERKBNTRER

TR (8) N SR RO R TIER BUS TR BLR

M 2003.10-2005.10, B5THEBRAN “EERMERLRIL” FENHR.
ZREZHERTHEHNEMATE %8, &%5: 050301. PATHE: 25T

EZRAMNZLRAETTHEANAR: FEELEHET, THEHMEHM
LAk MBI =2,

(1] ®RFH. AHE, “ERBBEMAZLEHEHFRL", EEXL25EFEERE
#, 2005 11
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