
西南交通大学硕士研究生学位论文 第1页

摘要

光纤通信技术的迅速发展，特别是密集波分复用(DWDM)技术的

发展，使单波长上的数据传输率达到80Gbps，单根光纤接近Tbps，从

而为利用计算机网络实现有线电视网络、电话交换网络和计算机网络

服务的集成提供了通信基础。然而，现有的Internet在体系结构上存在

着用户数据传输平台层次结构复杂、传输效率低下和服务质量较难得

到保障的缺点，使之难以满足高速综合数字业务传输服务的需要。

针对现有的Internet体系结构存在的不足，西南交通大学四川省网

络通信技术重点实验室提出了“单物理层用户数据传输与交换平台体

系结构”fSUPA—Single Physical layer User-data transfer&switching

PlatformArchitecture)，以SUPA体系结构构建的网络称作SUPANET。

suPANET采用带外信令控制思想将Internet现有的协议栈保留在其

“信控管理平台”(S&M．platform)上，以保持与Internet的互联互通

能力，而利用面向以太网的物理帧时槽交换(EPFTS—Ethernet．oriented

Physical Frame Timeslot Switching)技术将用户数据传输与交换平台

(u．platform)简化为单物理层结构，为用户提供有服务质量保证的、面

向连接的业务传输服务。

SUPANET是采用新型体系结构的高速交换网络，其用户平台的数

据帧称为面向以太网的物理帧(EPF—Ethernet Physical Frame)，以最大

MAC帧长度作为EPF帧的数据承载字段长度。随着以太网在局域网市

场地位的不断巩固，现有的普通以太网用户能否在已经投资的硬件和

软件环境里不做或尽可能少做改动，方便、高效地接入SUPANET，享

受su队NET提供的高速的、有服务质量保证的业务传输服务，是
SUPANET最终能否被用户接受的最重要因素之一。

本论文提出的以太网接入SUPANET的基本思想是：利用

SUPANET面向以太网和采用带外信令的特性，通过为同一台以太网主

机上的每个不同业务流分配一个虚拟的MAC地址，从而虚拟出多个

“用户”，每个业务流在链路层形成以太网帧时，其源MAC地址域的

值即为分配的虚拟MAC地址，当此帧到达SuPANET边缘交换机时，
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边缘交换机根据此虚拟的MAC地址来查找此业务对应的虚连接，从而

可直接将MAC帧封装为EPF帧，在SUPANET网内传输。

论文中的接入技术需要在用户和接入交换机之间的UNI信令的支

持。UNI信令主要用来定义以太网用户和接入交换机之间的信息交互

的规则和过程，完成以太网用户到SUPANET的高效接入。

论文的主要工作工作可以概括为：

(1)详细阐述了接入思想以及接入过程。

(2)设计了接入技术中的UNI信令。

(3)对接入技术的接入流程进行了仿真。

关键词：SUPA：SUPANET：虚拟MAC地址：UNI信令
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Abstr act

When DWDM technique raised the raw bit rate in a single fiber

towards 80Gbps(enough to support all the telephone or cable TV traffic

in a big city)，it had motivated the idea of merging three separate

networks(i．e．telephone，cable TV and computer networks)into an

integrated，packetized digital network．However，Internet was not catered

for such converged service because of its’complicated three—layer

user-data translate platform，low transmission efficiency and absence of

QoS insurance．
。

For the very reason．SC．Netcom Lab(Sichuan Network Communication

Technology Laboratory、has introduced the Single User·data transfer&

switching Platform Architecture Network(SUPANET)．The SUPANET

simplifies User—data transfer&switching platform(U—platform)into a

single physical layer platform by adopting the out—band signaling concept，

while keeps existing protocol stacks of Internet in the Signaling&

Management platform(S&M-platform)to enable interoperation with

Internet．The key technique enabling the single U·platform is called

EPFTS(Ethernet—oriented Physical Frame Timeslot Switching)，SUPANET

provides multimedia traffic with a QoS—insured，connection-oriented

transmission service．

SUPANET is a high bitrate switch network with a new architecture．

The frame in User-data platform is called Ethernet-oriented Physical

Frame．its’payload length is the max length of Ethernet MAC frame．With

the enhancement of the Ethernet network on the LAN market，whether the

Ethernet user can access to SUPANET conveniently and efficiently

without any more software or hardware investment is one of the key

factors that SUPANET is admitted by Ethernet users：

The basic idea of Ethernet access to SUPANET iS to simulate a

“user host”for each application traffiC by distributed a virtual MAC for

that application．When Ethernet frame is created for a application in

data。link layer,it’S SOURCE MAC ADDRESS field was filied by the
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virtual MAC．As that Ethernet frame was transfefred to SUPANET acceSS

switch，It can be encapsulated directly to a EPF and switched to a correct

virtual path by the map table of virtual MAC and VLI rVirtual Line Index)

without the need of more decapsulatiOn and encapsulatiOn operation．

A Uset-Network Interface(UNI)between the Ethernet host and

SUPANET aCCeSS switch should be designed．The UNI signaling defines

the roles and process of the interaction between the Ethernet user and

SUPANET access switch．

The author’S main contributions can be summarized as：

A．The main idea and access process of Ethernet access to SUPANET are

expatiated．
‘

B．A UNI signaling based on access technology was designed．

C．The aCCeSS process was simulated by OPNET．

Key Words：SUPA；SUPANET；virtual MAC address；UNI signaling
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第1章绪论

1．1本课题的研究的背景

本课题的研究的大背景源于四川省网络通信技术重点实验室关于

下一代Internet体系结构的研究工作。通信技术高速化和网络应用数据

的多媒体化传输使传统的Internet技术难以满足实时音、视频数据的传

输服务质量需求。因此，实验室提出了单物理层用户数据传输与交换

平台体系结构(SUPA—Single physical layer Uset-data transfer&

switching PlatformArchitecture)。根据SUPA所设计的高速交换网络称

作SUPANET。SUPANET最主要的特点有如下两点：第一，采用带外

信令技术，所有的信控管理(S&M)平台的信息均是通过传统的Internet

来进行传输的，和数据传输平台完全分离；第二，用户数据平台在

DwDM的基础上采用单物理层实现物理帧的高速交换。SUPANET是

面向综合数据业务传输的高速核心网络，能否与现有他类型网络的互

连互通是SUPANET未来能否走向成功的关键因素。局域网是现有用

户应用网络的主要模式，而现有的局域网市场中，以太网占据了绝对

的优势地位，现有的普通以太网用户能否在已经投资的硬件和软件环

境里不做或尽可能少做改动，方便地接入sUPANET，享受SUPANET

提供的高速的、有服务质量保证的业务传输能力，是SUPANET最终

能否被用户接受的重要因素之一。SuPANET的设计初衷就是面向以太

网的，所以以太网接入sUPANET也是整个SUPANET系统研究工作中

的重要的组成部分。本论文研究的对象正是出于上述问题而提出的。

1．2 SUPA网络体系结构与SUPANET

四川省网络通信技术重点实验室在研究下一代城域网技术时，提

出了三维以太城域网(3D．EMAN)[21体系结构，后来又将3D．EMAN

体系结构推广到包括广域网在内更广的网络范围，产生了通用的“单

物理层用户数据传输平台体系结构”。采用SUPA体系结构的网络被称
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为SUPANET。

1．2．1 SUPA借用带外信令技术将用户平台简化为单层

通常被传输的信息可分为用户数据和控制管理信息。最初两类信

息在同一信道内传输，即使用同一频带，故称之为带内(in．band)信

令传输：考虑到两类信息的性质不同，在某些情况下两类信息的重要

性和实时性的要求也不同，于是在某些通信系统中将两类数据分别在

不同的信道(频带)内传输，这就是带外(out．band)信令传输。

在OSI／RM中，由中间(中继)系统组成的网络部分通常被称为

“通信子网”(Sub．network)，是为端系统(End．system)提供传输与

交换服务的网络部分。出于类似的考虑，网络界将通信技术中的带内、

带外传输的概念延伸到通信子网中。由于网络使用层次结构来描述的，

习惯上将通信子网中的数据传输与交换的层次结构称为平台。如果两

类数据在通信予网中的传输与交换都是在同一平台进行的，则称之为

采用“带内信令”传输与交换技术；否则称为“带外信令”技术(注：

此时的“带”己不再意味着“通信频带”，而意昧着“平台”)。用户数据传输

交换平台简称用户平台／平面(U—Platform．User-data transfer&

switching Platform)；控制与管理信息使用的称为“信控、管理平台”

(S&M．Platform．Signaling&Management Platform)f41。

最早采用带外信令思想的网络是电话交换网(相当于通信子网)，

开始是物理上独立通信线路组成的两个网络，用户数据网用于传输话

音：信令和管理网(TMN—Telephone ManagementNetwork)，用于传输

拨号音和网络管理信息。当在后翘的发展中，当局阔干线被数字通信

技术(PDH)取代后，在2Mbps的El信道中，30个64Kbps的Eo信

道被用于传输话音，代表U．platform：两个Eo信道用于传输拨号与管

理信号，代表S&M．platform[’1。后来的宽带综合业务数字网(B．ISDN)[2I】

也采用了带外信令控制的思想，其结采是将U．platform简化为由ATM

信元交换层和物理层组成的两层平台。MPLS[6】也采用了带外信令控制

的思想，将U．platform简化为增强型的两层平台(也有人称之为2．5

层平台)。 ．

出于对上述两层平台结构的分析，四川省网I络通信技术实验室提

出可以利用带外信令技术进一步将U．platform简化为单物理层平台，
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以便解决Internet和MPLS在服务质量保障问题上由于必须依靠现有

数据链路层技术和物理层的服务质量保障机制所面临的窘境‘261。

1．2．2 SUPANET的协议层次模型和接口

SUPA的体系结构将OSI／RM和Internet中的通信子网的3层传输

与交换平台的简化为单物理层结构，但在信控、管理平台上保留了

Internet的协议栈，以便保持与Internet的互联互通和保护全球在

Internet上的投资。SUPANET可以工作于两种模式：缺省Intemet模

式和SUPA模式。缺省模式与现有的Internet工作过程完全相同，无需

做进一步说明。图1．1为工作于SUPA模式下SUPANET域内的接口与

协议层次结构示意图。

甩户藏 婧吼臌盼遵髂幅

图1，l 单物理层用户数据传输平台的体系结构工作示意图

如图1．1所示，工作于SUPA模式下的SUPA端系统既可能是支

持SUPA的计算机系统，也可能是SUPA域与传统Internet域内的设备

互联的网关中支持SUPA接口协议的软硬部件。这类网关能够为传统

Internet设备之间借用SUPANET实现互联提供一种高效的-渡船服

务”(又称“装载服务”或“隧道服务”)。在这种情况下，由于用

户数据的传输是在高速、高效的物理层EPFS(EPFS—Ethernet．oriented
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Physical Frame Sub．1ayer)平台(图1．1中的EPFS子层)上进行的，对

传统的Internet设备来讲，SUPANET相当于不可见高效传输“管道”，

因此，其互联效果就像Internet设备直接互联一样。SUPA中间系统是

SUPA域中的节点设备，SUPA中间系统间的互联将通过“网络一网络

接口”(NNI)来完成：而与SUPA端系统互联时，则通过“用户一

网络接口”(UNI)来完成。

图1．1的上半部分表示用户系统和SUPA节点的信令控制与管理

平台fs&M platform)中的协议层次结构和信控、管理接口(UNISM和

NNISM)：下半部为用户数据传输平台的协议层次结构和接口(UNIUD

和NNIUD)。在SUPA域内，用户数据传输平台被简化为单物理层，

由“类以太网物理帧子层”EPFS和DWDM子层组成。SUPA节点利

用“类以太网物理帧时槽交换”技术(EPFTS—Physical Frame Timeslot

Switching)实现在多个端口间数据的高速转接。

SUPANET设备也可以工作于缺省Internet模式，此时，接口将按

带内信令方式工作。换言之，UNI或NNI的信控管理接口与用户数据

传输用接口将合并为一个接口。此时，图1．1中下半部分不再参与数

据的交换，因此，上半都的SUPA专用协议(QoSNP、TMEP等)将

处于不活动状态，所提供的服务也就退化为传统的Internet服务。为了

使SUPA节点能自动识别用户希望使用的服务，可使用IP报头中的特

殊字段来标识(IPv4的Tos和IPv6中的Traffic Class)。

1．2．3 SUPANET的SUPA模式下的工作过程

当SUPANET与SUPA端系统互联时，所有节点将工作于SUPA

模式。在此模式下，SUPANET将为用户数据流提供虚线路(VL—Virtual

Line)服务，信令控制和管理平台内的服务质量协商协(QoSNP．Quality
of Service Negotiation Protoc01)将扮演连接建立和服务质量协商的角

色。QoSNP将在连接建立过程中充分利用Internet的IP路径信息作为

选择输出端口参考，输出端口内输出波长的选择，则需要根据用户请

求的传输速率、优先级别以及相关波长剩余的传输服务保障能力等因

素进行。只有当一对用户之间所选择的虚通路(vP．Virtual Path)上所有

节点都能提供要求的服务质量参数(数据传输率、优先级别、抖动、

数据丢弃率等)时，一条单向的虚线路连接VL才能够建立。因此，在
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双向通信情况下，需分别建立两条虚连接来提供相应的服务。一条虚

通路(VP)由沿着该通路上各节点闯的虚线路标识符(VLI—Virtual

Line Identifier)共同标识。而VLI则是一对EPFTS节点间沿传输方向

的唯一标识符。

图1一l中的流监控信息交换协议(TMEP—Traffic Monitoring

information Exchange Protoc01)用于在节点问交换网络流量分部与拥塞

状况，为节点控制拥塞、统计分析和入网控制提供基本数据。入网控

制机制在UNI接口上根据局部和全网拥塞状况，设置和修改入网控制

子状态控制字(ASCW—Admission State Control Word)，SUPANET的

边界节点的用户数据传输平台(EPF子层)将根据ASCW状态将入网

速率限制在承诺速率CIR、承诺突发数据率CBR和额外突发数据率

EBR之间某值，必要时丢弃超限帧。当拥塞严重时，SuPA边界节点

将利用ACP通知SUPA端系统，SuPA端系统将相应地修改EPF子层

的输出状态控制字(oscw—Output State Control Word)状态，作为EPF

子层限制输出速率的依据，同时应当在网关处利用另一侧的流控手段

反馈到数据源，以抑制数据发送率。

图1．1中的用户数据流适配层SAL是SUPA端系统中应用层数据

流与EPF子层之间的长度和速率适配功能层。当suPA端系统为SUPA

计算机时，该层将按允许发送的速率从用户数据源中获取l 530字节数

据，装入EPF：在相反方向上将EPF中的1530字节提交相应的用户进

程。当SUPA端系统为网关时，SAL将来自非SUPA域的IP报文截为

1530字节装入EPF，并保证IP报文在离开SUPANET时能够恢复报文

边界。在接收方，SAL将按界恢复出IP报文。

1．2．4面向以太网的物理帧时槽交换(EPFTS)技术

由于“以太网的介质访问控制(MAC)帧”在95％以上的用户网

络和端系统(用户机或服务器)中广为使用，因此，SuPANET的物理

帧设计必须充分考虑其需要。因此，“面向以太网的物理帧时槽交换”

(EPFTS)技术的物理帧(EPF)“净荷部分”的固定长度等于的MAC

帧(1530字节)，以避免用户(用户网)的数据链路层在EPFTS传输

与交换过程中的分段和重组。 EPF帧头为16字节，帧总长度为1546

字节。在任一波长数据吞吐率中，单个EPF帧的传输时间被定义为用
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户数据传输和交换的基本时槽(Timeslot)【8】。根据单个波长的数据率

很容易计算出该速率下单位时间内可传输的最大帧数，因此，只要单

位时间内为用户预留的“时槽数”足够，就很容易满足用户的数据吞

吐率需求。至于传输时延和传输时延的变化(即抖动)这类服务质量

需求，还进一步需要EPFTS交换节点内的服务质量保障机制来满足。

EPF在单波长的光波内和在交换节点内的波长之间，作为独立的数据

单元进行传输或交换(中继)。为了避免像SDH那样的全网时钟同步

需求，物理帧时槽之间以异步方式进行同步。

EPFTS采用对物理层的传输能力资源进行预留，为不同性质的数

据流动态分配最多可用时槽数、即配额(Quota)，采用有利于减少查

表时延的半步超前交换(HFS—Half-step Forward Switching)技术

[22,25】，采用新型的交换结构和多优先级别的面向输出的排队与仲裁调

度机制等，以满足用户服务质量需求。

EPF是“面向以太网的物理帧”的简称，由图1_2所示的具有组

播功能的物理帧头和1530字节的用户数据字段(净荷)部分组成。因

此，EPF的帧头开销为1％，其理论信道利用率为99％。
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图1-2 EPF的交换字段的格式

图1—2中的6个两字节的HFS(半步超前交换)字段分别标识最

多6个组播输出端口和波长，其中NPNo(Next Port Number)为输出

端口号，N九No(NextLambdaNumber)为该端口中波长号。当第一

个HFS字段的M—bit为“l”时，该帧为组搔帧，且后面还有HFS字

段；当第一个HFS的M．bit为“0”时，为单播帧，后面不再有HFS

字段；后续的HFS字段的M．bit为“l”，则表示后面还有HFS字段，
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为“0”表示该字段为最后一个HFS字段。显然，M．bit 6永远为“0”。

图1．2中的控制字段(Control field)由突发数捃位(B—bit)、结束位

(E．bit)、丢弃位(D—bit)和3位优先级别位(Priority．bits)组成；

该字节中两比特保留未用：Reserved字节也保留未用。图中的虚线路

标识(VLI—VirtualLineIdentifier)用于在一对EPFTS节点间的端口

对内标识同一波长中65，536个虚连接。学界和业界发现各种网络信息

流的数据到达具有自相似性(Self-Similarity)，即在不同的观察尺度

下获得的“数据幅度／时间”谱，在较为平滑的曲线上都存在许多随机

的高峰谱线，这些谱线代表网络中的突发性数据。突发数据流的存在，

可能源于单个用户的连续数据流，也可能是由于交换节点的处理特性

造成的。图1．2中的突发标志位(B．bit—Burst bit)是为了保证同一实

时性数据流的虚连接中的突发数据的连续性和整体性而设置的。

图1．2中的丢弃标志(D．bit．Discard bit)是为了出现紧急情况时，

将部分对服务质量影响较小的实时数据或可以通过重传而恢复的非实

时性数据设置的。可丢弃帧可以根据优先级别和结合应用数据性质和

协商的服务质量确定。为了保障商定的服务质量，单位时间内允许丢

弃的帧数是服务质量协商中的参数之一，EPFTS节点将根据协商结果

控制单位时间内丢弃的帧数，以保证不会由于丢弃一定数量的EPF而

降低服务质量。

图1．2中设置的3比特优先级别标志(Priority Bits)与以太网定

义的8个优先级别相适应。但是以太网的相关标准中并未定义如何使

用优先级别’，而留待用户处理，这可能造成用户将各自的数据都设置

为最高优先级别的局面，而失去设置优先级别的意义。在EPFTS中，

优先级别的设置将根据服务协商阶段承诺的服务质量，由EPFTS域内

的边界路由器设置。

图1．2交换字段中最后一个比特称为“结束标志位”(E．bit—Ending

bit)用于结束虚连接使用。当通信双方之一要停止发送数据过程时，

将利用信控管理平台内的连接结束协议(CEP—Connection Ending

Protoc01)与通信对方协商结束事宜。当对方同意结束该方向的数据传

输时，发回确认信息，此后，连接结束发起方将发送连接结束执行PDU，

EPFTS域内的入口边界路由器将该PDU映射为E．bit置“l”的EPF，

PFTS域内所有节点收到E-'bit为“1”的EPF后，将继续前传该帧，

同时将相关虚连接占用的系统资源归还系统。结束通信的过程通常仅
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涉及单个方向，但CEP协商过程中也可以双向同时进行。

1．3国内外研究现状与本课题的研究意义

本论文所研究的接入技术是四川省网络通信技术重点实验室在研

究“单物理层用户数据传输与交换平台体系结构网络”(SUPANET)

的过程中，为简化接入交换机在对进入SUPANET网络的以太网帧的

解封装过程(从链路层到网络层，甚至到传输层)和封装过程(从网

络层或传输层到链路层)、提高对以太网用户的业务传输服务质量保证

能力而提出的一个新思想。目前在国内外未见类似的研究。

本论文阐述的接入思想的意义在于通过为业务虚拟一个MAC地

址来标识一个业务流，通过此虚拟的MAC地址来唯一对应SUPANET

为此业务流所建立的虚连接，从而实现以太网帧直接封装到EPF帧在

网内传输。由于简化了以太网在接入交换机上的处理流程，从而改善

了业务传输过程中的延时和抖动，削弱了接入交换机处的传输瓶颈，

进一步保障了业务的服务质量。

1．4本论文的组织

本论文主要针对SUPANET面向以太网这一特点，初步设计了以

太网用户接入SUPANET的相关机制和UNI信令，设计目的是在QoSNP

协议和CEP协议的配合下实现“用户到用户”的“全交换通路”，以

求解决局域网和广域网之间因协议类型和协议层次的转换而造成的接

入交换机瓶颈问题。

全文共分为五章，第一章主要介绍了本论文的研究背景，并较详

细地介绍了整个SUPA体系结构，以及在此体系结构下信控管理平台

和用户数据平台的工作机制和工作流程。

第二章主要讲述了以太网接入现有的高速传输网络如ATM网络

和帧中继网络的相关原理和技术，并对其接入复杂程度和数据传输性

能作出了初步的分析。

第三章对本文提出的以太网接入SUPANET技术作出了较详细的

阐述。从接入的数据传输流程到所涉及到的相关问题作出了较为详细
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的讨论。

第四章主要讨论了普通以太网用户和SUPANET接入交换机之间

的用户一网络接口信令。论文对信令的消息类型、信息元素类型进行

了定义，并对消息格式、信息元素格式作出了详细的设计，同时对信

令的相关流程也进行了详细的阐述。最后对与所设计的UNI信令和

SUPANET域内所使用的NNI信令的转换也作出了探讨。

第五章针对接入技术的工作流程进行的模拟，主要验证了工作过

程中消息传递的正确性，以及UNI信令和NNI信令的配合的正确性。

初步验证接入技术的可行性。

最后是本文的结论与展望。
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第2章以太网接入高速网络分析

2．1以太网接入高速网络的必要性

2．1．1以太网的发展历程及应用

以太网标准是一个古老而又充满活力的标准。自从1982年以太网

协议被IEEE采纳成为标准以后，已经历了20年的风风雨雨。在这20

年中，以太网技术作为局域网链路层标准战胜了令牌总线、令牌环、

wangnet、25MATM02]等技术，成为局域网事实标准。以太网在当前在

局域网范围市场占有率超过90％。以太网也成为用户应用网络一种主

要应用模式。

在这20年中，以太网由最初10M粗缆总线发展为10Base5 10M

细缆，其后是一个短暂的后退：1Base5的1M以太网，随后以太网技

术发展成为星形的双绞线10BaseT。随着对带宽要求的提高以及器件

能力的增强出现了快速以太网：五类线传输的100BaseTX、三类线传

输的100BaseT4和光纤传输的100BaseFX。随着带宽的进一步提高，

千兆以太网接口粉墨登场：包括短波长光传输1000Base．SX、长波长

光传输1000Base．LX以及五类线传输1000BaseT。2002年7月1 8日

IEEE通过了802．3ae：10Gbit／s以太网标准。10Gbit／s以太网是一种城

域以太网技术，其设计目标就是为了将以太网技术应用到城域骨干网

之中，以构建一个从用户网一接入网一骨干网的全以太网域网络。

千兆以太网接口基本应用在点到点线路，不再共享带宽。碰撞检

测，载波监听和多重访问已不再重要。千兆以太网与传统低速以太网

最大的相似之处在于采用相同的以太网帧结构。万兆以太网技术与干

兆以太网类似，仍然保留了以太网帧结构。通过不同的编码方式或波

分复用提供10Gbit／s传输速度。所以就其本质而言，10G以太网仍是

以太网的一种类型。

在以太网技术中，100BaseT是一个里程碑，确立了以太网技术在

桌面的统治地位。而千兆以太网以及随后出现的万兆以太网标准则将
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局域网技术延伸到校园网以及城域网的汇聚和骨干。

以太网以其传输速率高、技术简捷的技术特点和建网速度快、维

护和升级容易的应用特性在网络领域获得了广泛的应用。可以预见，

在将来相当长的一段时间内，以太网仍将是网络应用的主要模式。

2．1．2广域网的历程

计算机的远距离通信引发了对广域网技术的研究，早期的广域网

以线路切换(Line Switch)为其主要的技术支撑。在这种方式下，通信双

方需要在通信期间独占一条由多个交换机转接多段线路形成的一条物

理通路，因此线路的利用率较低，最典型的代表是早期的电话网络网

络。

报文存储转发思想的诞生是广域网技术发展史上的一个里程碑，

也是现代分组交换网的起点。X．25网络正是基于分组交换的公用数据

网。由于当时通信线路传输速率较低，且误码率高，而且传输业务对

数据的准确性要求较高，故x．25网络采用三层结构的通信子网，同事

在第二层和第三层逐段进行确认和流控，传输的效率低下。

随着数字通信线路误码率大大降低和智能终端的出现，诞生了两

层结构的通信子网的公用数据网一帧中继网络[14，15，16】。帧中继网络采

用带外信令，实现信令信号和用户帧传输信道的分离。在用户平面采

用只有物理层和数据链路层的两层结构，并取消了数据帧在传输过程

中的逐段确认操作，大幅提高数据转发的速率。

随着多媒体业务在网络上传输的不断增多，帧中继网络越来越难

以满足这类业务传输的服务质量需求，综合业务数字网技术(B—

ISDN)应运而生，作为B—ISDN网络支撑的ATM技术得到了较好的

发展。ATM保留了帧中继网络面向连接的传输特性，采用了53字节

定长信元作为基本的交换单元，进一步提高了数据转发的速率，从而

提高了传输业务的服务质量。

可以预见，随着通信技术和电子科学技术的发展以及光纤链路的

使用，将会出现具有更高交换速率的交换技术。
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2．1．3广域网和局域网的融合统一趋势

局域网技术和广域网技术一直在沿着两条不同的道路向前发展，

在发展的过程中注重自身技术参数和网络性能的提高，但对网络本身

与其他网络的融合则缺乏足够的思考，而从而产生过各种各样不同技

术类型的网络。局域网中出现了以太局域网、令牌环局域网以及令牌

总线局域网：而在广域网中随着通信技术和终端的发展，产生了X．25

网络、帧中继网络以及ATM网络。多种类型网络的存在因应用环境的

不同和技术发展层次差异有其历史的必然性和合理性。但是，网络类

型的不同意味着在网络互连互通的过程需要作出更多的努力：

(1)不同网络协议的转换对传输效率的影响。

(2)不同的网络控制机制和策略使得传输业务受到影响。

(3)不同的网络的服务质量保障机制对业务传输服务质量的影响。

异种网络问的差异造成的影响远远不止上述三点，其对用户业务

的服务质量的影响是显而易见的。不同类型的网络是否会很快被一种

统一成一种网络技术呢，答案是否定的。首先，在技术层面上现在还

没有一种网络能够适合局域网、广域网应用要求，以统一局域网和广

域网；其次，不同类型的网络在现实生活中均有应用，大量的固定设

备投资使得各种网络不可能很快退出。

虽然网络类型统一这个梦想很遥远，但某些网络技术还是在这方

面作出了努力，如ATM网络本身是作为广域网技术而发展起来的，但

在一段时间内ATM局域网发展也非常迅速，当时有人甚至认为ATM

可能统一广域网和局域网，但最后没有成功。而现在以太网在局域网

领域已经确定其垄断地位的情况下，随着10G以太网的出现，渐渐渗

透到城域网领域。虽然我们现在就下结论以太网技术将会是统一所有

网络的技术还为时尚早，但却体现了网络将逐渐融合的趋势。

随着多媒体业务流在局域网和广域网业务流上的比重不断增加，

对业务传输的服务质量要求也不断提高。局域网和广域网之间的高效、

简捷的实现互连互通，是需要重点考虑的问题。

本章就以太网接入帧中继网络和ATM网络的相关技术作出了初

步的探讨，最后对其不足作出了简要的分析。
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2．2以太网接入帧中继网络

2．2．1帧中继网络

帧中继技术是在OSI第二层上用于简化的方法传送和交换数据单

元的一种技术，它是在分组技术充分发展、数据与光纤传输线路逐渐

替代已有的模拟线路、用户端日益智能化的条件下诞生并发展起来的。

帧中继仅仅完成OSI物理层和链路层核心层的功能，将流量控制、纠

错等留给只能终端去完成，大大简化了节点机之间的协议；同时，帧

中继采用虚电路技术，能充分利用网络资源，具有吞吐量高、时延低、

适合突发性业务传输等特点。应用在广域网(WAN)中，支持多种数

据型业务，如局域网(LAN)互连、文件传输、图像业务查询、图像

监视等。

2．2．2以太网接入中继网络

利用帧中继网络进行局域网互连是帧中继最典型的一种应用。在

已建成的帧中继网络中，其用户数量占90％以上，这主要是因为帧中继

很适合为局域网用户传送大量突发数据。

帧中继网络在业务量少时，通过带宽的动态分配技术，允许某些用

户利用其他用户的空闲带宽传送自己的突发数据，实现带宽资源共享，

降低了用户的通信费用：在网络业务量大甚至发生拥塞的情况下，由于

已为每个用户分配了CIR，网络按照用户信息的优先级及公平性原则，

将某些超过CIR的帧丢弃，并尽量保证未超过CIR的帧的可靠传送，因

此用户不会因拥塞造成数据的不合理丢失。上述特点使得帧中继网络

很适合为LAN用户提供服务。

以太网一般通过带有帧中继接口的路由器接入到帧中继网络中，

此时，路由器相．当于以太网和帧中继网络中的网关【17】。
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器2

图2一l以太网接入帧中继网络

如图2-1中，路由器1通过帧中继交换机之间的单条物理链路，

可以和路由器2建立一条逻辑连接，一般都是永久虚连接，由帧中继

网络管理员事先配置，也可以由路由器1使用控制平面的LAPF和Q．933

协议，通过呼叫建立交换虚电路。逻辑连接建立之后，在各个帧中继

交换机建立关于这条虚连接的交换表，以太网中的数据就可以送到路

由器中在帧中继网络中传输了。

当路由器收到一个来自以太网的数据帧时，提取其中的IP报文，

根据其目的IP地址来确定对应的虚连接在帧中继接口上的DLCI。这

种映射关系在建立虚连接时就已经确定，然后将lP报文封装到LAPD

帧中，根据交换表在帧中继网内转发。

当此LAPD帧到达目的端路由器2后，把网络层报文从帧中分离出

来，重新封装成MAC帧，发往对应的以太网主机，过程如图2-2所示。

IP报

文 LAPF(核心)
l LAPF(核心)f

MAC I l

l PHY
PHY PHY

图2-2用户数据传输过程协议栈
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2．3以太网接入ATM网络

2．3．1 ATM网络

ATM是“异步转移模式”的英文缩写。所谓“异步转移模式”【2”，

是一种采用统计时分复用技术”面向分组”的传送模式；在ATM中，信

息流被组织成固定尺寸的块(称为“信元”)进行传送，信元长度为

53字节；信元的传送是“面向连接”的，只有在已经建立好的虚连接

(“虚电路”)上才能接收和发送信元。ATM网络特点是在通过OoS级

的支持对多种业务进行无缝集成，并通过统计复用来保证资源的合理

分配。在交换技术上使用利于硬件交换的定长信元交换，有利于实现

高速交换。同时在管理上采用带外信令，实行动态带宽管理。

ATM网络因其对综合业务传输具有较好的服务质量保证的特性，

使得其在广域网领域占有了垄断地位。但其和局域网的融合过程中，

进展就不如其在广域网中的发展速度。现有的以太网接入ATM网络技

术和以太网接入帧中继网络相似，也是通过一个多协议路由器接入p”，

ATM的虚连接是从多协议路由器开始发起的，中止于ATM网络的另

～端的多协议路由器，在此不作过多的介绍。

为了使得传统的以太网和令牌环网络同ATM网络有更好的互操

作性，使待以太网用户能够享受到ATM网络的优异的传输性能，而隐

藏ATM网络复杂的管理和控制机制，产生了基于ATM的局域网仿真

LANE技术【21，291。

2．3．2 ATM局域网仿真

ATM局域网仿(LANE)提供了在ATM网络上运行现有的LAN

协议(IEEE802．3)的手段，它定义了怎样使用ATM网络作为骨干网

来互连现有的LAN，以及现有的以太网上的主机怎样在对等的环境下

与具有ATM接口的主机以及符合ATM UNI标准的服务器、路由器、

桥接器等各种ATM终端设备组成仿真LAN进行高速通信。其主要的

目标有：
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(1)将ATM的众多优点(如低延时抖动、高带宽等)引入LAN中。

(2)允许LAN终端用户接入ATM骨干网。

(3)在ATM上进行LAN桥接。

ATM技术与传统局域网在某些重要的特征时相冲突的，例如传统

的以太网在链路层采用变长的MAC帧，帧长为(46—1500字节)[351，

而ATM采用53字节的定长信元。ATM采用面向连接的传输模式，数

据传输之前需要建立虚连接，并且采用单独的信令和编址方式。而以

太网采用无连接的方式，网内采用MAC地址来标识各个用户，所以在

LANE中必须要经过复杂的地址转换才能够实现MAC帧在ATM网络

上透明传输。

2．3．2．1局域网仿真的配置结构

LANE服务的体系结构基于客户机，服务器的查询和响应模型。其

中使用下列客户机和服务器：

一一局域网仿真客户机(LEC)：是所仿真的局域网的端系统，它

向现有的局域网(例如以太网)提供MAC层的服务接口。它代理有

LAN的所有终端与ATM网络传输数据，完成地址解析(将MAC映射

成ATM地址)实现整个ELAN中所有终端的通信。

一一局域网仿真配置服务器(LECS)：负责保存仿真局域网中的

LEC的配置信息。

一一局域网仿真服务器(LES)：提供MAC地址与ATM地址的映

射功能，每个ELAN中只有一个逻辑LES。

一一局域网仿真广播和未知服务器(BUS)：负责处理广播MAC

地址，从而在仿真的局域网内提供广播和多传送通信能力。

LAN仿真并没有规定上述服务器的位置，任何具有和ATM连通

性的一个和多个设备都行，然而，为了保证可靠性和高性能，厂商一

般都在网络设备上实现这些服务器。

2．3．2．2局域网仿真的协议结构

LANE仿真局域网的媒体访问控制子层(MAC：衍edia Access
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Contr01)，用户可以利用该功能而不必对逻辑链路层以上的应用作任何

改变，因此LANE可以支持任何高层软件。

一LANE的协议栈如图所示，以ATM代替MAC子层，成为ISO网

络七层模型中物理层与数据链路层中逻辑链路控制子层(LLC)之间

的一层，由ATM提供传统的LAN数据链路层的MAC子层的服务。

来自现有的局域网的MAC帧在ATM桥接上终接，利用LANE功

能把MAC帧按图所示进行封装，去掉帧校验序列并加上上一个标志

头，然后AAL5协议进行处理，在ATM网络上传输。对现由的局域网

上的用户来说，整个系统(ATM呼叫建立、信元拆装等)是透明的，

其运行环境和原有的局域网相同，但是网络的速率和带宽却大大提高

了。
7

r——————r—。—‘————’————1
以太网，802．3帧 I帧头 l 以太网／802．3 I

L—．．．．—．；——————．．————．一
LANE数据帧

图2-3 LANE的帧封装过程

2．3．2．3局域网仿真工作过程概述

当仿真的局域网中安装新的LEC时，该LEC将访问LECS以获得

LES的ATM地址，然后LEC建立与LES的ATM连接，LES将其MAC

地址与ATM地址映射表中对新安装的LEC的MAC地址和ATM地址

进行登记。接下来，LEC向LES发送局域网仿真地址解析协议(LEARP：

LAN Emulation Address Resolution Protoc01)请求，其中包括广播MAC

地址，从而获得BUS的ATM地址。

当主机要发送数据报时，必须首先进行地址解析，以获得被叫主

机的ATM地址。下面以将要发送IP数据报为例，说明LANE地址解

析的步骤。如图所示，当所仿真．的局域网中的主机要发送IP数据包时，

它首先使用在LEC安装阶段所获得的BUS的ATM地址建立与BUS

的ATM连接，然后利用该连接向BUS发送IPARP，其中包括被叫主

机的IP地址，接着BUS向仿真的局域网内所有的端系统广播该IP
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ARP。被叫主机接收到IP ARP后，将自己的MAC地址进行回应。但

主机真正需要的时ATM地址，丽不是MAC地址，’当主机侧接收到被

叫主机的MAC地址后，它将向LES发送LE ARP请求，其中包含被

叫主机的MAC地址。LES将进行被叫主机的MAC地址和ATM地址

的映射并通知主叫主机。主叫主机将使用该ATM地址建立与被叫主机

ATM的SVC连接，并在其上发送IP数据报。

这种两步地址解析方法会影响IP数据报的延时性能并会增加额外

的广播业务量。同时每台主机必须侦听每个广播数据报，这样会浪费

每个主机的CPU周期，并且会消耗网络带宽。

IP ARP

，———————————————————～--———世啦址—～
MACARP

————————————————————～●
。 ATM地址●——————————————、

AVC呼叫请求

———————————————————～●

图2．4 LANE的地址解析方法

2．3．2．4 LANE的优缺点分析

BUS

LANE实际上是对ATM层屏蔽了网络层及以上层的协议，从而能

够在ATM上支持多协议。这是它的优点，同时也是它的缺点，除了带

来额外的协议开销外，由于没有相应的机制把网络层的QoS请求映射

到ATM层，LANE用户不能充分利用ATM的QoS保障机制。另外，

LANE要求所仿真的局域网内所有设备都必须使用同样的最大帧长度，

例如，以太网的MTu为1500字节，而ATM主机能使用比这大得多得

MTU(MTU比较大意味着较大得吞吐率)，但是如果以太网与ATM主

机位于同一个仿真LAN中，则ATM主机只能使用较小的以太网MTU。

使用LANE时，网络规模也会受到限制，当前使用的LANE 1．0

版本，不允许多个虚LA'N产生的业务共享一条ATM虚电路，这样，

当虚拟LAN的数量增加后，虚电路的数量也相应增加了。由于每条虚
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电路都要求一定数量的建立开销，并且ATM交换机支持的虚电路数量

也有一跫限制，所以网络的规模也会受到限制。

2．4本章小结

从上面的介绍中知道，以太网接入到帧中继网络的过程中，以太

网用户本身和帧中继网络是没有联系的，完全是通过多协议路由器来

实现数据的转发，通过判断IP报文的目的地址来确定对应的虚连接。

这样，一对异地以太网用户之间的不同业务在帧中继网络上是完全同

等对待(将IP报文映射到同一条虚连接上)，这对于服务质量需求较

高的业务是及其不利的。同时，由于以太网用户没有机制来提出业务

本身的服务质量要求，网桥也就不能根据用户业务的服务质量需求来

建立一条“适当”的虚连接。

LANE将异地的局域网通过ATM网络来组织成一个更大的“局域

网”，实现现有的以太网和ATM网络的融合，但由于其烦杂的地址解

析机制，并没有得到过多的青睐。

本论文要讨论的主题就是在以太网在接入SUPANET时，如何根

据用户业务本身的服务质量【31】需求来建立虚连接，实现基于业务的而

并非基于用户的细粒度的、有服务质量保证的传输服务。
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第3章以太网接入SUPANET技术

3．1 以太网接入SUPANET思想的产生

3．1．1优化接入过程

从第二章的分析可知，广域网技术和局域网技术在两个不同的方

向向前发展。局域网的应用环境也从当初的文本传输、共享打印机等

简单的应用为主向音频、视频等流媒体传输为主的应用。另一方面，

在局域网技术发展过程中高速率的局域网技术标准不断出现，如

100Mbps的快速以太网和lGbps的超高速以太网，以及新近出现的

10Gbps的甚高速以太网等，这些标准的确立为局域网中流媒体传输打

下了坚实的技术基础。同时，广域网传输技术得到了很大的发展，在

光纤通信技术的支撑下，带宽已经不再成为制约广域网传输速率的“瓶

颈”：另外，随着交换机和骨干路由器不断采用硬件技术，转发速率已

经达到线速要求。可以预见，在未来更高速率的交换技术和更高带宽

的链路会不断涌现，广域网段不会对业务传输的过程产生不可接受的

延时和抖动：那么，在局域网和广域网中各种问题的解决是否意味着

最终问题一用户到用户之间的业务传输的服务质量得到保证了呢?很

明显，答案是否定的，在局域网内传输的业务，服务质量始终是令人

满意的：随着ATM技术在广域网内普遍应用，在ATM网络提供的网

络边缘到边缘各种业务的服务质量得到了业界的认可，然而一种技术

的成功不意味着全部问题的解决，ATM在广域网内实现有较好服务质

量保证的综合业务传输，但用户的业务必须从局域网经广域网传输到

达目的端，在局域网和广域网的结合处，成为整个业务传输服务质量

的瓶颈。或许有人会说，现行的ATM主机可以直接接入ATM网络，

在ATM用户端到端之间完全利用ATM网络的优异性能保证业务传输

的服务质量。这些人可能忽视了一个基本的事实：以太网现在以及在

可以预见的未来将会一直占据着巨大的市场份额，ATM也不可能大规

模延伸到用户桌面。所以，ATM不可能成为最终的解决方案。

问题的关键在于局域网和广域网在存在太多的差异，各种广域网
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技术在提出的时候将更多的技术指标放在了更高的交换和传输速率

上，丽缺少对其与现有的局域网的衔接和融合的思考，以至于在各种

技术标准成熟之后，发现问题仍然没有得到解决。

面对现有网络对业务服务质量保障存在的问题和未来“三网合一”

的需求，四川省网络通信技术重点实验室提出了“单物理层用户数据

传输平面网络体系结构”(SUPANET，Single User-data transfer Platform

Architecture Network)。首先，SUPANET设计了单物理层的用户数据

传输平台，在协议层次上保证了用户数据传输的高效性：其次，在交

换结构上采用了全新的交换技术HFS(半步超前交换技术)，保证了交

换的高速率。更为重要的是SUPANET在设计之初就判定了以太网将

会成为主要的用户应用环境，SuPANET的数据帧设计成以太网MAC

帧的“天然载体”，当SUPANET技术标准成熟之后，使得现有的以太

网用户能够在不做大的软件改动就能高效接入到SUPANET中，真正

满足用户的端到端的业务的服务质量保障需求。本文所研究的以太网

接入SUPANET技术是整个SUPANET体系结构的重要组成部分。

3．1．2以太网接入SUPANET的含义

本论文中，以太网接入SUPANET的主要含义是指在SUPANET平

台下，充分利用SUPANET面向以太网帧的特性，使得现有的广泛应

用的以太网内用户能够在做尽量少的改动的情况下，通过SUPANET

实现用户到用户的业务服务质量保证。其不同之处在于是从以太网用

户源端来的MAC帧在SUPANET边缘交换节点上根据MAC帧本身携

带的相关信息来确定此数据包所对应的虚连接，从而直接进行EPF帧

的封装和sUPANET网内的转发。不需要在SUPANET边缘交换节点上

做更多的解封装和封装操作。接入过程涉及到用一整套用户到接入交

换机之间的信令，实现以太网用户接入到SUPANET中，保障用户间

端到端的业务传输的服务质量。 ‘

3．2以太网接入SUPANET技术

在SUPANET设计之初，其应角环境就是建立在以太网环境之上
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的，它同时支持两种不同的数据传输模式：传统Internet模式和SUPA

模式，传统Internet模式邸为IP报文在无连接传输模式下通过路由器

逐跳路由，最终到达目的地。而SUPA模式就是通过SuPANET专用协

议(QoSNP)【43】在数据传输源端和目的端之间建立一条虚连接，用EPF

帧来承载用户数据，在SuPANET交换机内部通过VLI(Virtual Line

Index)值的替换实现高速交换。SUPANET的以太网接入是在SUPA

模式下实现传统的以太网用户接入到sUPANET的一种技术。

3．2．1问题的提出

在前面的3．1．1节的分析中知道，对于用户到用户之间业务传输的

服务质量的保证问题，其结症在于局域网和广域网的结合处，不仅需

要复杂的协议转换，还需要对用户数据进行不同层次的封装和熊封装

操作，这些操作占用了接入交换机大量的处理能力，在对已经接入的

业务造成严重时延和抖动的同时，还影响了更多业务的接入请求。所

有造成这种情形的最根本原因在于不能在用户到用户之间建立一条

“纯粹的”交换链路。如图3．1所示：

虚电路：

接入交抉机

骨干网交换机；

局域网用户

o
o

图3—1以太网经面向连接的广域网互连

在图3．1中，数据流在骨干网中采用虚电路方式交换，在用户

数据开始传输前建立的虚链路上通过标签替换和转接。标签根据采

用的骨干网具体组网网络技术不同而有所差异，如ATM的VPI和

VCI、帧中继的DLCI或MPLS中的标签等。下面以ATM作为骨干

网为例，简要叙述一下局域网用户X和异地局域网用户Y之间通过
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ATM网络的数据传输过程，如图3．2所示。

(1)用户X将第一个数据帧(MAC帧)传送到接入交换机1，交换机

l解封装MAC帧，取得IP报文。

(2)接入交换机l根据IP报文的IP目的地址(如果要更细粒度的

区分业务，还需要将IP报文继续解封装到TCP包或UDP包以

获得原、目的端口号)，启动虚连接建立信令。

(3)虚连接建立完成之后，数据开始传输。用户IP数据报文经过

ATM的AAL层适配(假设采用从L5)，将IP报文封装到AAL5
帧中。

(4)ATM层将上层交付的AAL5帧切割成53字节的信元，并根据

连接建立过程相关信息填充信元头部。对最后一个信元可能还

需要进行相关填充。

(5)物理层将信元转化成电信号或光信号，传输到下一交换节点。

(6)下一节点将接收到的信元根据其中输入VCI和VPI值，查找交

换表得到其输出VCI和VPI值，替换相关字段，从输出端口输

出。

(7)在中闻交换节点不断重复(6)的替换操作，当信元到达最后一

个交换节点(接入交换机2)之后，缓存信元，直到收到此AAL5

帧的最后一个信元(由结束标志位标识)。

(8)重新将缓存的信元组装成AAL5帧，并恢复出IP报文。

(9)根据IP报文的目的地址，查找路由表，并根据链路层协议(假

设为以太网链路)，重新将IP包封装成MAC帧。

(1 o)将MAC帧最终发送到目的用户Y中。

IP IP
IP IP

AAL5 MACMAC AAL5 网 ATM
ATM

PHY PHY ———1三呈： I PHY PHY

图3—2以太网帧经过ATM网络的协议栈

除虚连接建立过程之外，对于每一个IP包，都需要经历上述所有

静过程。即使是在连接建立之后，对于接入交换机，其对每一个在以

太网用户侧所接收的MAC都需要向上解封装至IP报文甚至到TCP或
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UDP包，然后根据相关信息查找交换表取得交换信息，再进行适配、

封装以及切割操作，最后发送信元。当信元到达网络出口端接入交换

机后需要对信元进行重新组装、适配等相关的逆向操作，以获取IP报

文，最后再重新进行链路层封装，发送到目的端用户。这些操作使得

只能在骨干网接入交换机之间进行建立一条“端到端”的交换链路，

而不能在用户X和Y之间建立一条“用户到用户”的交换链路。

之所以会造成上述的费时操作，原因有如下点；第一，ATM网络

和IP网络不管是在网络体协结构还是数据传输模式上均存在巨大的差

异；例如IP网络采用变长IP报文逐跳路由，而ATM网络采用定长信

元通过虚连接交换，这使得用户数据承载协议的转换和数据的适配操

作必不可少。第二，传输数据的协议层次多次“变迁”使得过多费时

的封装和解封装操作存在。在上例中，用户的MAC帧处于数据链路层，

而MAC帧头信息不足以区分不同的传输业务流(即不能根据MAC帧

的信息来确定数据所对应的虚连接)，从而需要将其解封装到IP层或

传输层，而其后又需要将其封装成IP报文，再继续封装、适配、切割

成信元。

3．2．2虚拟MAC地址

建立一条“用户到用户”的全交换链路，尽量减少用户数据在协

议层次上的“变迁”，省去接入交换机上的一些费时操作，应该是解决

接入交换机“瓶颈”的一种合理的思维方式。在全通路交换链路建立

之后，接入交换机接收到用户端传来的MAC帧，根据其中的相关地址

信息，直接将其封装到SUPANET的EPF帧中，而不需继续解封装。

然而，在骨干网中，是采用标签来作为链路的局部标识符的，不同的

标识符标识不同的应用业务流，即一系列的标签的串接标识了一个应

用业务流的一条传输路径：而在用户到接入交换机之间，是采用目的

MAC地址来作为此段链路的标识符的，又因为网络接口卡的MAC地

址是固定的，所以在用户和接入交换机之间标识符是固定的，故不可

能通过MAC地址来区分出不同的应用业务流。

为了解决上述矛盾，在论文的接入技术中，我们提出了“虚拟MAC

地址”的概念，其主要思想是在以太网用户端虚拟出多个用户，这种

虚拟只是建立在逻辑链路层上，其实现方式是给每个用户业务请求分
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配不同的虚拟MAC地址，每个虚拟MAC标识一个业务流。这样从同

一个物理以太网主枧上来的多个不同业务流对于SUPANET接入端交

换机来说，类似于来自多个不同的以太网用户。如下图所示：

图3-3由“虚拟MAC”地址虚拟出的用户

在图3．3中，一个网络接口卡地址为MAC的以太网用户同时有两

个应用层业务通过SuPANET与远端以太网用户通信，SUPANET的接

入交换机分别给两个业务流分配的“虚拟MAC”地址为MACl和

MAC2：两个业务流在链路层生成的MAC帧的源MAC地址分别为

MACl和MAC2，SUPANET的边缘交换机则认为是来自不同的以太网

用户，通过这种方式为每一个应用业务流虚拟出一个用户，使得“虚

拟MAC”地址成为业务的标识符。 ．

由于在SUPANET网络内部采用VLI(Virtual Line Index)值进行

替换转发，所以在入口接入交换机需要建立一个“虚拟MAC—VLI”

映射表：而在出口接入交换机需要建立一个“VLI一目的MAC”映射

表，其中的目的MAC地址为目的用户端的MAC地址。这样当用户某

个业务数据在链路层形成MAC帧时，将“源MAC地址”字段填充为

入口接入交换机给此业务分配的虚拟MAC地址。当入口交换机收到

MAC帧后，只需要提取源MAC地址，查找“虚拟MAC—VLI”映射

表，得到相关VLI交换信息，生成EPF帧头，然后直接封装MAC帧，

生成EPF帧，在SUPANET网内传输；而当EPF帧到达出口交换机时，

根据EPF帧头部的VLI值来检索“VLI一目的MAC”映射表，恢复出

MAC帧，将其目的MAC地址字段替换为检索到的目的用户MAC地
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址，然后直接将MAC帧发送到目的用户。这样就极大地简化了入口交

换机和出口交换机的协议处理层次和操作流程，类似建立一条用户到

用户的全交换通路，有利于保证用户到用户之间业务传输的服务质量。

“虚拟MAC地址”存在两个较大的优势：首先，．它能在较低的协

议层次上(链路层)行使“标签”功能，接入交换机将其作为“虚拟

MAC—VLI”映射表的索引，实现低层次交换；其次，它能唯一标识

一个高层的用户业务流(因为它本身就是在业务请求时由接入交换机

分配的)，故能实现细粒度的交换，使得一对异地以太网主机上不同服

务质量需求的业务能够得到服务质量保证。

需要指出的是，上述思想主要是基于SU队NET传输平台的两大
特倥而提出的，第一，SUPANET采用带外信令技术，所有的控制信息

和管理信息都是通过传统的Internet平台通过UDP协议来传输的，而

并不是像ATM网络那样通过专用的复杂信令来传输的，这就为接入技

术信令在普通的以太网主机上实现提供了可能性；第二，SUPANET面

向以太网的传输特性，所承载的数据类型为MAC帧，EPF帧格式和

MAC帧报文格式接近，容易转换(只需要一次封装操作或者一次解封

装操作)，这是实现全逶路交换的有利条件，这也是以太网接入

SUPANET技术的最初出发点。所以，本论文中的接入技术是针对

SUPANET这个特定的平台的，丽并不是面向所有的骨干网传输技术

的。

上述接入技术需要一整套用户和SUPANET接入交换机之间的

UNI信令来支撑。信令的主要功能是完成以太网用户从发起连接请求

到数据传输完成，释放连接整个过程中相关消息的传递和应答，建立

和管理用户到用户间的间的连接。具体的UNI信令将在论文第四章进

行详细的设计。

3．3接入技术的数据传输过程

本节以一个具体的实例来描述采用接入技术的数据传输过程。在

第一章关于SUPANET的介绍中知道，SUPANET是采用面向连接的虚

电路交换模式来传输数据的，一次数据传输包括三个过程：连接建立

过程、数据传输过程以及连接拆除过程。
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3．3．1连接建立过摆

在以SUPA模式传输数据之前，需要根据用户业务的传输服务质

量需求建立一条虚连接。由于SuPA体系结构的交换模块采用半步超

前交换技术，交换表中包括本节点的输出端口号、波长号以及VLI值

和下一交换节点的输出端口号、输出波长号和VLI值，如表3．1所示。

源端用户利用UNI信令将用户请求发送到接入交换机，接入交换机启

动QoSNP协议，根据传统的路由协议将请求信息发往下一交换节点并

协商，如果此节点能够满足所要求的服务质量需求，剐建立招应的交

换表项，预留相关资源，并将业务请求信息继续传向下～节点直到目

的端接入交换机，如果中途任一节点不能满足服务质量需求，则向上

一节点发送否认信息，直至源端接入交换机，则此次协商失败。当目

的端接入交换机收到请求后，沿途各交换机上关于此业务的交换表项

均建立完成，然后将请求信息发送到目的端用户。如果目的端用户接

受此次请求，则发送一个肯定确认信息，当这个确认信息回送到目的

端接入交换机后，目的端接入交换机依据协商时生成的交换表项和目

的端用户的MAC地址，建立“VLI—MAC”映射表，其中的VLI值是

目的端接入交换机关于此业务的输入VLI值，而MAC值是目的端的

物理MAC地址。

目的端接入交换机继续将确认信息传送到源端接入交换机。此时

源端交换机分配一个48位的虚拟MAC地址，并建立一个“虚拟MAC

—VLI”的映射表；其中的“虚拟MAC”即是源端接入交换机为此次

业务所分配的MAC地址，而VLI即为在连接建立时所分配的VLI值。

源端接入交换机继续将确认信息和分配的虚拟MAC值前传到源端用

户。源端用户收到确认信息后，发送一个反向的确认信息，直至目的

端用户，至此，用户到用户的连接建立完成。

表3-1交换表表项格式

本跳输出 下一条输出

I端口号 波长号 输出VLI 端口号 波长号 输出VLI
OutPort OUtXN VLlout NHoP N0九N NHVLI

当连接建立完成之后，各节点生成关于此次业务传输的交换表项
如下图所示：
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D

3．3．2数据传输过程

图3-4虚连接建立完成

在连接建立之后，源端和目的端可以开始数据传输过程。先假设A

端应用层数据流经传送层和网络层封装后形成一个Ip数据报文，IP报文

继续下传至链路层形成以太网帧。填充MAC帧的源地址并不是X的网络

接口卡的物理地址，而是SUPANET的接入交换机在连接建立过程中为

此业务分配的“虚拟MAC地址”。当MAC帧形成之后，将发送到接入交

换机。接入交换机收到此MAC帧后，提取其源MAC地址，并依此地址

来查找在连接建立时所创建的“虚拟MAC—VLI”映射表；当在此映射

表中获得该交换机节点中输出端1：3号Oport(2)、输出波长号O九N(10)

以及输出VLI(141。当接入交换机获得这些信息后，及可启动交换模块

进行交换；由于采用半步超前技术【251，所以在交换的同时，查表部件

依靠本节点的输出端口、波长以及VLI值，查找交换表，获取下一节点

的输出端口号、波长以及VLI值。当查表操作和交换操作均完成之后，

将下一条输出信息填充到EPF帧的相关字段，并从输出端口将帧发送到

下一跳节点。当EPF帧到达交换节点B时，交换机能直接提取．EPF中的

本节点输出信息，启动交换部件和查表部件，实施半步超前交换过程；

查表部件和交换部件的并行操作，这是半步超前交换的主要优势体现
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[25】。

当EPF帧传递到核心交换机c时，交换机C提取E争F帧头的本跳输出

信息进行交换；但由于其下一跳节点D就是SUPANET的边界节点，其

输出信息对交换机C来说不再重要，故在c节点进行交换完成后不再需

要填写EPF帧中的下一跳输出信息字段，EPF帧直接从C节点的输出端

口输出到下一交换节点D。

边界节点D接收到EPF帧后，由于其为边界节点，其操作与核心节

点的处理过程有所不同；D先提取EPF帧中的本跳输出端口号、波长号

以及VLI值，来查找在连接建立时所创建的“VLI—MAC”映射表，查

得本EPF帧中所承载的MAC帧的目的MAC地址(OOFAEBcE5FEO)。然

后将EPF帧解封装，提取MAC帧，将刚查询所得到的MAC值填入MAC

帧的目的MAC字段。然后由对应的以太网端口发送到目的端主机。

上面描述了一个源端MAC帧经SUPANET传送到目的端的完整过

程。目的端所接收到的MAC的源端MAC地址是业务业务的虚拟MAC地

址，目的MAc地址为真实的目的端MAC地址，虽然传输过程经过了广

域网(SUPANET)，但对于目的端来说，其类似于一个局域网内的传输。

3．3．3连接释放过程

当数据传输完成之后，源端主机会发送一个传送完成的信令消息

到接入交换机，接入交换机启动CEP协议，逐渐释放各交换机上为此

连接预留的相关资源，删除边缘交换节点的交换表项和映射表项以及

中间核心节点的交换表项。一次数据传输过程完整完成。

3．4接入技术所需要考虑的问题

论文论述的接入思想致力于通过SUPANET平台创建一条用户到

用户的全交换数据通路，但用户所在以太网和高速传输网络SUPANET

还是在相关特性上有较多的不同，使得一些问题不可避免。
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3．4．1 I陂长与填充问题

本文的接入思想是基于SUPANET所提出的，在第一章关于

SUPANET的叙述中知道，SUPANET一个重要的特性就是采用定长EPF

帧传输，帧长度为1546字节，数据负载长度为1530字节，依据以太

网MAC帧的最大长度而确定的。定长帧利于采用硬件来进行高速交

换，提升核心交换机的转发速度。SUPANET在面向以太网的同时，有

一点是与现行的以太网特性相背的，即以太网的MAC帧长是可变的，

其长度在46字节一1500字节之间。普通用户接入到SUPANET中，由

于SUPANET的EPF帧的负载字段的长度定为MAC帧的最大长度，所

以避免了在接入交换机上进行耗时的切割操作，但有人或许疑问，还

是需要进行EPF帧的填充操作，因为不可能所有的MAC帧都是最大

长度的。

用户数据通过网络来传输时，必须在协议栈上进行多层封装，如

图3．5所示：

用户数据

舢PP首部 用户势据

T‘翼九JDP首部 应用数据

口首部 T(=P／IDP首部 应用数据

I以太网首部 口首部 T‘卫／I 7DP酋部 应用数据 以太网尾部

14 20 20／8 4

图3-5数据在协议栈时的封装过程

以太网的数据帧的负载最大长度1500字节是由以太网的链路特

性所决定的，其称为链路层MTU【j6J(Max Transmisstion Unit)，但这

并不意味着所有的以太网帧的负载长度都是1500字节的。在IP层收

到一份要发送的IP数据报时，它要判断向本地的哪个接口发送数据，

并查询该接121获得MTU，IP层把接口MTU与数据包的长度选行比较，

如果需要则进行分片。由上图得知，帧的最终长度还是取决于其上层
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递交的IP包的长度。

的确如此，SUPANET的应用背景使得上述问题的影响变得不重

要：SUPANET主要是针对需要一定服务质量保证的大数据量业务传输

而设计的，例如多媒体业务传输。根据上面的分析，对于需要Su队NET
传输的业务，在MAC层形成的帧人负载长度绝大部分都是1500字节

的，在接入交换机上并不需要进行填充操作，对于一些需要填充到1500

字节的MAC，是在以太网主机的网卡实现好还是在接入交换机上实现

比较好呢?

在用户主机上实现：

需要对网卡作出改动，即需要在网卡计算MAC长度时，如其长度

不是1500字节，则填充至1500字节。优势在于接入交换机不涉及到

任何填充和切割操作。但其需要对以太网卡作出改动，因为传统的以

太网接口卡对大于46字节丽小于1500字节的MAC帧并没有做任何填

充操作(对不够最小帧长的MAC帧有填充)。

在接入交换机上实现，对用户主机不需要作出任何改动，用户更

容易接受，但会消耗接入交换机的处理能力。由上面的分析知道，需

要填充的帧很少，这种消耗是微不足道的。故在按入交换机上实现填

充比较合适。

3．4．2虚拟MAC地址的分配原则

“虚拟MAC地址”由接入交换机分配给连接发起端用户，用来标

识一个用户的业务流。分配的原则主要需要考虑如下问题：只需要其

不与已经存在的真实的MAC地址重合就能满足要求。当在此次数据传

输过程结束之后，接入交换机要能够“回收”此虚拟MAC地址，以便

为后面的业务请求分配。

MAC地址也叫物理地址、硬件地址或链路地址，由网卡设备制造

商生产时写在硬件内部。IP地址与MAC地址在计算机里都是以二进

制表示的，IP地址是32位的，而MAC地址则是48位的。MAC地址

的长度为48位(6个字节)，地址的最高位为0时是普通地址，为l

时是组地址，组地址允许多个站点使用同一个地址。当把一帧送到组

地址时，组内所有站点都会收到该帧。MAC地址的次高位用来区分全

局地址和局部地址。局部地址是网络管理员指定的，在这个局域网之
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外就没有任何意义。相反，全局地址是由IEEE指定的，以保证世界上

没有两个地址相同的站点。由于有48—2兰46位可用地址，因此MAC

地址大约有7×10”个。

在suPANET的边缘交换机给以太网主机分配“虚拟MAC“地址

用来虚拟出一个用户，在前面的介绍中知道，边缘交换机是采用“虚

拟MAC”地址来检索到业务流所对应的虚连接标识符，一旦产生冲突，

则可能在边缘交换机错误地转发了并非属于此业务流的MAC帧。如何

生成此“虚拟MAC”地址以保证不和局域网内现有的真实的MAC地

址冲突昵?有两种相应的解决方法：

第一种方法是通过MAC地址的分发机构IEEE。当SUPANET整

个研究工作得到充分认可之后，可以向IEEE组织申请一个专用的MAC

地址块(类似于网络接口卡生产商所申请地址块)作为SUPANET专

用，这样接入交换机所分配的“虚拟MAC”地址就能同传统的真实

MAC地址所区分。由于SUPANET仍在研究阶段，这种方式的实施需

在后期继续讨论。

第二种方式就是让边缘交换机随机生成一个普通的本地48位的

MAC地址(最高位为0，次高位为1)分配给以太网的用户，这是一

种最简单实现方式。对于这种情况，产生和局域网内其他用户相冲突

的概率为2 46分之一，故随机分配一个MAC地址虽然在理论上存在和

现有的MAC地址冲突的可能，但概率极小。

在上面的分析中，我们可以将采用第二种即随机分配的方式来生

成“虚拟MAC”地址的一种实用方式。如果要实现理论意义上的无冲

突解决方案，还需在后期继续研究。

3．5本章小结

本章主要介绍了以太网接入SUPANET接入思想的产生以及主要

原理，并用一个具体的传输过程来描述了接入的数据传输流程；另外

对接入技术需要解决的问题作出了相关的分析。
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第4章以太网接入SUPANET的信令设计

SUPANET是面向以太网的高速传输网络，以太网接入SUPANET

技术的目的在于使得以太网用户能够在不作大的改动的情况下高效地

接入到SUPANET，它是SUPANET核心网络和以太网用户之间的纽带。

接入涉及到连接建立、数据传输和连接释放等过程，这些过程牵涉到

源端用户和接入交换机、接入交换机和目的端用户以及源端用户和目

的端之闻的信息的交互。信息的交互是通过信令来完成的，SUPANET

核心网络中虚连接的建立是通过QoSNP协议来实现的，而连接的释放

是通过CEP协议来实现的。本章将对和接入紧密相关的用户和接入交

换机间的UNI信令进行具体的设计。

4．1信令

信令的概念最初起源于电话网，在电话网中，为了在任意两个用

户之间建立一条话音通路，相关的电话交换机必须进行相应的话路接

续工作，并把接续的结果或进一步要求以信令的方式送至另以相关交

换机或用户，在接续过程中，必须要遵循一定的协议或规约，这些协

议或规约称之为信令。信令的主要功能是完成连接的建立、保持和释

放。

用户

图4．1不同类型的信令

信令【401按其工作的区域，可分为用户信令和局间信令。用户信令
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是用户与网络之间进行交互的信令，它们在用户线上传递，完成用户

到网络的接入工作。在现代通信中也称为用户网络接口UNI(User

—to．Network Interface)：局间信令是网络内部交换机之间传输网络控

制、管理信息的信令，它在中继线上传输，故称为网络节点接口NNI

(Network—to．Network InterfaCe)信令。NNI信令包括线路信令、选

择信令和管理信令。线路信令完成占用信号、应答信号以及正反向拆

线信号的传送：而选择信令则传送局间的地址码信号：管理信令传送

网络的拥塞信号、计费信号和网络维护信号：整个完整NNI信令系统

由上述三部分组成。

4．2 SUPANET中的信令

在第一章对SuPANET的描述中知道，SUPANET需要一套完善的

信令机制来对整个网络实现控制和管理。SUPANET为了信令传输的效

率和对现有的Internet的兼容，采用了以传统的IP网络来作为

SuPANET网络内用于传输控制、管理等信息的承载网络。换句话说，

即SuPANET网络的信令信息是通过传统的IP网络来传输的，而用户

数据是使用高速的EPFTS交换平台来传输的，从而实现了信令信息传

输平台和用户数据传输平台的分离。

SuPANET内部的用于控制网络的协议有：服务质量协商协议

(QoSNP)、连接释放协议(cEP)、流量监控协议(TMEP)；CEP用于业务

流传输结束后各交换节点连接释和资源的回收：TMEP用于sUPANET

网络内部交换节点的流量的监测和控制；QoSNP是基于服务质量约束

的连接建立协商协议。TMEP属于网络内部交换节点之间交互信息的

专用协议，本文将不再赘述。而对和接入技术紧密相关的QoSNP协议

将做较详细的介绍。

4．2．1 QoSNP综述

QoSNP工作在SUPANET的信控、管理平台上，是一个应用层协

议。它利用在传统路由器中已有的传送层协议UDP来传输QoSNP协

议数据单元(PDU)。在请求服务时，SUPANET的端系统将启动QoSNP
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协议，并将用户的QoS参数写入到QoSNP—PDU的相关字段，利用信

控、管理平台上的IP路径选择功能选择输出端口，在根据服务质量需

求在该端口上选择可支持该连接的波长，如果该节点具备支持该服务

质量请求的能力，则为该连接预留相关资源，并将协商过程推进到下

一节点，直到SUPA域的另一个单系统。如果在IP路径选择经过的任

一节点不具备支持请求的服务质量的能力，则协商失败，相关信息将

依次被反馈到前面已协商成功的节点，释放已预留的资源，宣布虚连

接建立过程失败一”。

4．2．2 QoSNP中的QoS参数

服务质量参数既是用户向网络请求所需的服务性能高低的量度

值，也是网络服务提供者向用户宣传妁可提供的或承诺的服务性能的

量度值。各种不同类型的网络都会根据需要为自己定义相应的QoS参

数，例如ATM定义的QoS参数包括：峰值信元速率(PCR)、持续信元

速率(SCR)、最小信元速率(MCR)、信元延迟变化极值(CDVT)、信元

丢失比率(CLR)、信元传送延迟(CTR)、信元错误比率(CER)等，ATM

的Qos机制能够提供较完善的QoS保证，但业务划分种类繁多，成本

较高，不利于ATM网络的发展。

对网络设备设计者来说，其关心的是单节点的如数据吞吐率、传

输时延、抖动、数据丢失率等参数的确定性和变化范围：而对于用户

来说，其关心的是如端到端时延、可靠性、安全性等服务参数。故对

OoS参数的确定需要综合的规划。SUPANET是面向将来的三网合一的

需求而设计的高速交换网络，在对传输业务的特性需求和OoS参数繁

杂度进行权衡后，初步定义了如下参数【4”：数据吞吐率、端到端时延、

端到端抖动以及EPF丢失率等QoS参数。

4．2．3 QoSNP的PDU格式

在SUPANET网络中，所有的专用的应用信令协议(TMEP、ACP

和QoSNP等)都是采用UDP协议来作为其传送层的承载协议，端口

号为400(今后需经IETF批准)。其通用PDU格式如下：
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表4—1 SUPANET专用应用层协议通用PDU格式

地址字段前头部(IPv4为12字节，IPv6为8字节)

源IP地址(IPv4：4字节：IPv6：16字节) lP分组／

目的IP地址(IPv4：4字节；IPv6：16字节) 报文头

可选部分(变长IP头部分，为4字节倍数)

源端口(2 bytes) 目的端口(2 bytes)
UDP头

报文长度(2 bytes) 校验和(2 bytes)

协议编号 PDU类型 PDU参数字节总数

(1 byte) (1 byte) (PDU Para-bytes)

虚通路源端Id 虚通路目的端Id SUPANET

PDU参数组1 协议PDu

部分

PDU参数组N⋯⋯

上述SUPANET的协议头中的“协议编号”字段用来区分不同的

SUPANET专用协议，如“01”代表QoSNP；“02”代表TMEP；“03”

代表ACP；“04”代表CEP等。“PDU类型”用来标识不同的消息类型，

QoSNP定义的消息类型有：

表4-2 QoSNP在TSDN协商模式下定义的消息类型

PDU二．十 记忆码 名称

六进制码

0l E—I·E—’TSDN Request TSDN端到端逐级协商请求消息

02 L·TSDN Acknowledge TSDN局部肯定性确认信息

03 L·TSDN Neg Acknowledge TSDN局部否定性确认信息

04 E．I．E TSDN Dis．Connection TSDN端到端逐级断开连接消息

05 E—E QN—Success 端到端协商成功消息

06 E·E QN-Succcss Acknowledge 端到端协商成功确认信息

4．2．4 QoSNP的协商流程

QoSNP是SUPANET端系统之间的应用层协议。端系统包括支持
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SUPA体系结构的计算机和Internet与SUPANET之间的应用层网关，

前者是SUPA域中的服务器或客户机；后者则是Internet与SUFANET

之间的应用层网关，是Internet数据源与最终接受者借用SUPANET过

渡的“渡口”。协商过程包括路由选择、消息确认、资源预留、VLI的

分配等操作。协商从SUPANET的一个端系统开始，在中间交换节点

逐级(hop—by—hop)进行，直到SUPANET的两个端系统所有的服

务质量能够为提供传输服务的节点嗦满足为止，其协商流程示意图【43】

如下：

-⋯·⋯-⋯_⋯·⋯-⋯-⋯一⋯··一⋯_⋯··-

注：一：服务请求 一：确认信息
·⋯，．：DES对sEs端至j端确认

SilVa、S11％：gIdPANET边节点

SES：獗端系统；DES：目的敲系统

—．◆：DES对SEs靖翻靖确认的确认 s％SL】pANET中ffl-节点 1 1

图4-2QoSNP协商流程

图4．2中实线右向箭头代表服务请求，实线左向箭头代表确认信

息；虚线左向箭头代表DES对SES的端到端确认，虚线右向箭头代表

SES对DES的端到端确认的确认。SUPANET的端系统(SUPANET主

机或suPANET与Internet间的网关)的服务请求信息从源端边节点开

始经过各个中间节点，逐级进行服务质量的协商资源。若中间节点能

够满足用户请求，则协商成功，相关的资源被预留，临时交换表(见

3．3．2节)内增加新的数据项。当前节点将此协商请求传向下游节点，

当收到下游节点的确认后，将确认中相关的信息存入相应的临时交换

表内。这一过程一直推向目的方的SuPANET的端系统，如果路径上

所有节点内的协商都成功，则建立起一条服务质量可保证的端到端的

虚通路：否则，只要路经的节点中有一个不能满足，该协商失败，已

预留的资源被退还给该节点，临时交换表内相关的数据项被删除。

而中间节点的协商过程如下：

①根据目的端系统地址和IP选径功能，找到下一节点后，利用

U—MIB在相应的端口上选择能够满足服务质量的波长。确定能否满足

相应的服务质量请求的判断原则是：能否在选定端口中找到一个波长，

该波长中指定的优先级别的剩余输．出配额足以满足所请求的服务质



西南交通大学硕士研究生学位论文 第38页

量。如果找到，则在该波长的指定优先级别的剩余配额中，减去需要

的配额，然后将协商请求前传至下游节点：否则向上游节点发出否定

性确认。

②在选定的端口和波长内，为该虚连接指派虚连接索引字段标

识符(VLI)，作为今后在用户数据传输平台上与下游节点之间标识该连

接的标识符VLI的一部分，也作为下游节点查找交换表的索引。

⑨ 由于EPFTS采用了半步超前交换策略，协商成功后返回上游

节点的信息中，包含该通路在本交换节点的输出端口号、输出波长号

和(输出)虚连接标识符VL[。而与服务质量相关的信息如传输配额

依旧保存在本节点的相应表如U．MIB中，供数据传输的入网控制等操

作使用。因此等到下游节点返回肯定性确认后，将返回的确认信息中

的下游端口号和波长号与VLI一道，存入相应的EPFTS交换表中。

④如果下游节点发回否定性确认，则将预留的资源退还给系统

(分配给该VLI的配额)，删除交换表和U．MIB中的相应数据项，并

向上游节点发回否定性确认。此否定性确认过程将沿着请求协商的反

方向一直进行反向确认的接力，直至请求协商的SUPANET端系统。

至此，协商过程失败。

⑤为了防止因否定性确认丢失而造成预留资源的浪费，各节点

内将设置连接建立等待时钟(T-NW—Negotiation Waiting Timer)。当端

到端的协商确认在两个方向上都完成后，在用户数据传输平台即可传

输EPF，一旦收到EPF，T-NW比特将被复位为“0”；因此，如果信控

平台的T-NW时钟超时，而PFTS交换表中的T-NW比特为“1”，则表

明协商不成功，相应的SUPANET中间节点将调用CEP协议进行协商

不成功处理。

4．3以太网接入技术的UNI信令设计

以太网接入技术考虑的接入对象是普通的以太网用户，连接请求

是从源端以太网用户发起的，建立过程由以太网用户到SUPANET接

入交换机、源端接入交换机到目的端的接入交换机、目的端接入交换

机到目的以太网用户三个阶段组成。源端以太网用户通过用户网络接

口(UNll信令和接入交换机进行建立连接所需的消息通信；SUPANET

网络内部再通过QoSNP完成网络内部的连接建立协商过程；最后，目
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的端接入交换机通过UNI接口和目的端以太网用户完成信息交互。在

这个过程中，牵涉到UNI信令和NNI信令的转换【391和交互。一条“用

户到用户”的连接建立需要UNI信令和QoSNP密切配合。

4．3．1 UNI信令消息与信令元素

SUPANET的连接建立过程类似于PSTN中的通话电路的建立。在

PSTN中，用户摘机后听到拨号音，然后拨号直到听到对方振铃，这个

过程称为连接建立过程；对方摘机后通话开始，即为数据传输过程；

通话完毕后，用户挂机，呼叫连接释放，称为释放过程。呼叫的连接

和释放过程是由用户和交换机通过一系列的命令或响应，也称作消息

的交互作用来实现的。在此主要讨论点到点的连接控制的消息类型，

点到多点的连接控制在此没有涉及。

连接建立消息：

连接请求(SETUP)

连接肯定确认(CONNECT ACKNDWLEDGE)

连接否定确认(CONNECT Neg ACKNDWLEDGE)

反向确认(CONNECT REACKNDWLEDGE)

连接清除消息：

释放(RELEASE)

释放完成(RELEASE COMOLETE)

表4．3 UNI信令中的消息类型

报文类型 编号 当主机发送时的意义 当网络发送时的意义

SEl’UP 01 请求建立连接 有一个连接请求到来

CoNNECT ACK 02 接受了入呼叫 网络接受呼叫请求

CONNECT
03
对CONNECTACK 对CONNECTACK报文的确

REACK 报文的确认 认

RELEAgE 04 请求释放连接 一端发出了连接释放请求

RELEASE
05
对RELEASE的确认 对RELEASE的确认

COMPLETE

不同类型的信令消息包含有一些可选(0)和必选(M)的。信息元素

(IEs)。其中连接建立消息SETUP中包含的信息元素最为复杂，如下：

·对方用户的IP地址
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·端到端延时

·端到端抖动

·数据丢失率

·承诺平均速率

·突发数据率

·一次双向协商(可选)

·安全属性(可选)

RELEASE消息中包含信息元素为：

·释放原因

其他消息类型属于一些确认消息，其中可以不包含或仅仅包含简

单的信息元素，在此不在赘述。

4．3．2信令过程

信令过程规范了交互的消息序列、检验参数的一致性的规则以及

连接建立和释放的序列行为，差错情况处理是规范的重要成分，包括

无效消息、不一致参数以及其他一些意外情况。这些功能非常重要，

因为信令协议必须十分可靠地支持用户应用。下面以一个点到点的连

接和释放过程示意图来说明信令的交换过程：

————1耋竺望雪．匡互J一
＼』卜／L。 ■～＼．PTO B—4迥．

∞洲81：!竖—一
1
oUNNECT ACK

●————一
CONNECT REACK

CONNECT REACK

。j|” ～ij。。’．≮。7．* ：。遍了．箩0譬誊；：：≯爱j霉j季i雾蘩攀爹澎髯F “』 4、
‘ ’

一

——矗》。 RELEASE

—————～ ●

．WFT FⅢ
RELEASE

r ●

图4—3UNI信令连接建立、保持与释放过程
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点到点连接建立、保持与释放过程如图4。3所示，时间是从上到

下运行的。’图左为普通一以太网主机用户A，它通过UNI信令接口的

SETUP消息以希望与另一以太网用户B通过SUPANET建立一条虚连

接，在此处SUPANET抽象为网络云，具体的网内操作过程由OoSNP

协议和CEP协议完成。SETUP消息包含了与其传输业务相关的服务质

量需求参数(传输速率、延时、抖动、安全等)、目的地B的IP地址

以及其他需要协商的参数。当SETUP消息传送到SUPANET的接入交

换机后，接入交换机启动QoSNP协议，并从SETUP消息中提取相关的

信息单元，连接接纳控制(CAC)机制能根据用户的合法性检查和SETUP

消息中的QoS参数需求以及当前的网络承载能力判定能否接纳此用

户。当接入交换机接受此连接请求后，将相关信息单元填入到QoSNP

协议的PDU中，实现UNI信令到NNI信令的转换。启动QoSNP协议

开始网络内部协商后，各个节点将依据能否满足服务质量需求决定是

向上一节点发送否认信息还是将协商请求前传。若SUPANET网络内部

所有节点均能满足需求，协商信息到达SUPANET的目的端边缘交换机，

边缘交换机将QoSNP中的相关信息提取出来，重新启动UNI信令，填

写相关信息单元，将NNI信令转换为UNI信令，重新生成SETUP消息，

并将消息传送到目的用户B。用户B根据SETUP消息中的业务描述、

Qos参数等信息单元决定是否接受此次连接建立请求。如果用户B不

接受此次连接请求，则直接发送一个否定性确认消息CONNECT Neg

ACKNDWLEDGE，消怠中包括拒绝的原因等信息元素。网络侧收至0此消

息后，在目的端接入交换机上启动CEP协议，在网络节点上逐级释为

此虚连接所预留的资源，并在源端接入交换机重新生成CONNECT Neg

ACKNDWLEDGE消息，发送到用户A，告知其连接失败，连接建立过

程结束。

如果用户B接受该连接请求，将生成CONNECTACKNOWLEDGE消

息，发送到目的端接入交换机。接入交换机将其转化为NNI信令消息，

传送到源端接入交换机，源端接入交换机再次将其转化为UNI信令，

回送到主叫用户A。用户A接收到此确认消息后，回复一个对用户B

的CONNECTACKNOWLEDGE消息的确认消息，过程类似于SETUP消息

的发送过程，中间依然牵涉到UNI信令和NNI信令的转换。当B接收

到此确认消息后，整个连接建立过程就全部完成。最后阶段用户A的
反向确认信息是用来保证连接确实有效的三方握手通信，即采用从网
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络到被叫和主叫到网络的消息实现三方握手。

连接建立完成之后，数据传输过程开始，虚连接一直保持到数据

传输过程完成。主叫用户和被叫用户都可以启动连接释放过程，正如

电话中主叫和被叫都可以首先挂断电话一样。上图中是由主叫来发送

RELEASE消息来启动连接拆除过程。RELEASE消息发送到源端接入交

换机后，接入交换机启动CEP协议，CEP协议在链路的交换节点上逐

跳释放为此虚连接所保留的资源，删除相关的交换表项，当CEP协议

释放目的端交换机的相关资源和表项后，重新生成RELEASE消息，

并发送到目的用户B，用户B回送一个RELEASE COMPLETE消息，此

消息在目的端接入交换机上转换成CEP的确认消息，传送到源端接入

交换机，源端接入交换机重新转换为RELEASE COMPLETE消息，发送

到用户A。到此，连接释放过程完成，一次数据传输的完整过程结束。

4．3．3 UNI信令消息格式

4．3．2节中定义的相关消息就是呼叫连接建立和连接拆除时的命令

或响应，其一般格式如下：

8位组 8 7 6 5 4 3 2 l

连接标识

消息类型

消息长度

可变长度的信息单元

图4．4 UNI信令消息的一般格式

连接标识(CONNECTION ID)：标识本地用户网络接口上的呼叫。因为

同一个用户可以为不同的传输业务发起多个连接建立请求，

呼叫标识用于将不同的消息与不同的连接相对应。

消息类型(MESSAGETYPE)：消息类型用于区分不同消息，其中的7—8

位用来区分不同的消息组，OO位呼叫建立请求消息组，01为

呼叫清除消息组。其余编码备用。l一6位用于区分同一消息

组中的不同消息。例如，连接建立消息SETUP的编码为

00000001，连接确认消息(CONNECTACK)的编码为00000011：

连接释放请求RELEASE消息的编码为01000000，
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消息长度(MESSAGE LENGTH)：用来指明消息长度后面的可变长度信

息单元的八位组组数。’

可变长度信息单元(INFORMATIOM ELEMENT)：前面呼叫标识、消息类

型、消息长度是每个消息都含有的固定长度的信息单元：此

外，按照各类消息不同的功能，还含有数量不等、长度可变

的信息单元，每个IE包含IE标识、IE内容长度和IE内容

等信息，其一般格式如图4．5所示。

IE一般格式中的IE标识符类似消息标识，是不同IE类型的编码，

IE内容长度指示为此信息单元内容的长度，单位为八位位组；其后为

IE内容。

8 7 6 5 4 3 2 1

IE标识

IE长度指示

量纲

IE内容

图4．5信息单元的一般格式

信息单元中的“IE长度指示”是IE内容的长度值；而IE标识则

是是根据不同IE的编码来区分不同的IE。“量纲”是值IE内容中数值

的单位。“IE内容”则是IE的数值。

各种不同的消息应该或可包含不同的IE，如连接请求消息SETUP

包括目的端地址、QoS参数等IE；而连接释放消息RELEASE则包括

原因等IE。信息单元的编码和说明见下表：

表4-4信息单元及其标识

IE编码 说明

0000 0000 主叫IP地址

0000 0001 目的IP地址

0000 OOlO 承诺平均速率

0000 001l 突发数据率

0000 0100 端到端延时

0000 010l 端到端抖动

0000 0110． 数据丢失率

0000 0111 ～次双向协商(可选)
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0000 1000 安全属性(可选)

0000 1001 连接释放原因

4．3．4连接状态

以下说明用上述UNI信令进行连接建立请求和释放时信令的用户

侧和网络侧状态以及状态转移。

4．3．4．1 UNI信令用户侧的连接状态

UNI用户侧定义的呼叫／连接状态如表4．5所示

表4-5 UNI信令用户侧的呼叫／连接状态

状态名称 说明

U0；空 无呼叫存在

U1：呼叫启动 用户发出连接请求

U2：呼叫存在 用户收到连接建立请求但未响应

U3：连接请求 用户已应答

U4：连接建立 用户发送连接建立的证实

U5：激活 进入数据传输阶段

U6：释放请求 用户请求网络释放连接

U7：释放指示 用户已经收到切断指示

其中，U1、U4用于连接请求建立端，U2、U3用于连接目的端

用户状态转移简图

如图4—6所示，在空状态收到用户发送的SETUP消息后，进入呼

叫启动状态，并启动定时器。如果定时器超时而仍未收到确认消息，

可允许重试，再发送SETUP消息，如果仍然超时，则取消此次连接请

求。当定时器未超时而收到CONNECTACK消息，则进入连接建立状

态，此时用户发送一个对CONNECTACK消息的证实消息。当对端用

户收到此消息后，连接建立过程完成，进入激活状态，开始数据传输。
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图4．6用户侧呼出呼叫流程图

4．3．4．2 UN!信令网络侧的呼叫连接状态

网络侧同样定义了相关的呼叫转移状态，具体见表4．7

表4-6 UNI信令网络侧的呼叫／连接状态

状态名称 说明

NO：连接启动 网络侧收到连接建立请求

N1：连接进行 网络侧己发送连接建立请求

N2：连接接受 网络铡收到应答

N3：连接证实 网络侧收到连接证实消息

N4：激活 数据传输

N5：释放请求 网络收到用户来的释放请求

N6：释放指示 网络已切断连接

网络侧呼出状态转移简图，从空状态收到SETUP消息后进入呼叫

启动状态，如果有足够的资源满足呼叫请求且被叫接受此次呼叫，则

网络发送cONNECT消息给用户，并进入激活状态。
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图4-7 UNI信令网络侧呼出流程图

整个UNI信令在传送层采用UDP协议传递，PDU格式采用表4-1

SUPANET专用应用层协议通用PDU格式，端口号依旧采用400。采

用通用的PDU格式更有利于UNI信令和NNI信令之间的交换和转换。

其中协议编号采用“11”，用来区分SUPANET专用的其他协议。而“PDU

类型”根据表4．3中的报文类型来编号。

4．4 UNI信令和NNI倍令的转换

SUPANET网络定义的相关控制协议如QoSNP、CEP实现网络内

部信息的传递，而UNI信令初步实现了普通以太网用户接入SUPANET

的梦想。但由于UNI信令和SUPANET网络内节点间采用的QoSNP以

及CEP无论是在PDU格式还是信息元素格式上都有较大的区别，所

以用户和用户之间的信令传输在与网络的结合处需要进行转换，故转

换主要发生在如下两个地方： 。

·源端接入交换机将接收到UNI网络侧信令转化为NNI信令。

“目的端接入交换机将接收到的NNI信令转化为UNI网络侧信令。

由于消息格式和信息单元的格式不尽相同，故UNI／NNI信令的之

间的转换包括消息之间的转换、信息单元之间的转换以及呼叫对应这
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几部分

4．4．I 消息之间的转换

由图4．4知道，UNI信令的消息由消息头和可变长度的信息单元

组成，其呼叫标识、消息类型和消息长度在消息确定之后，值都是固

定的。而由图4．2知道，QoSNP定义的消息中的协议编号、PDU类型

等字段也是固定的，信令转换时只需要进行相关的消息对应。由于

QoSNP的局部类型消息如L．TSDN Acknowledge、L．TSDN Neg

Acknowledge属于SUPANET域内节点之间的交换消息，故不牵涉到消

息的转换，转换只是牵涉端到端的消息的转换。具体的消息转换序列

图如图4，8所示：

图4—8 UNI／NNI消息转换序列图

图4-9中，当用户端生成一个SETUP请求消息后，若此次呼叫通
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过CAC机制的检查，确定为合法的呼叫，主叫接入交换机将启用信令

转化模块，SETUP消息被转换为E．I．E．TSDN Request消息，QoSNP

协议被激发，开始SuPA域内各节点的逐级协商。当E．I．E．TSDN

Request消息到达被叫接入交换机后，同样需要启动信令转换模块，将

E．I．E．TSDN Request消息重新转化为UNI信令的SETUP消息，发送到

被叫用户。其他消息的转化过程类似、在此不再赘述。

4．4．2 信息单元之间的转换

QoSNP协议中的消息的信息单元的一般格式如表4-9所示，其参

数单元格式类似于表4—5中UNI信令中定义的信息元素的一般格式，

格式的吻合有利于UNI信令信息元素到QoSNP参数单元的转换。
8 7 6 5 4 3 2 l 8 7 6 5 4 3 2 l

下一参数集指针

参数ID

参数量纲

参数值

IE标识

IE长度指示

量纲

IE内容

4-9 QoSNP参数单元格式 图4-5信息单元的一般格式

在转换的过程中，信令转换单元根据信息单元的IE标识符和

QoSNP的参数单元进行对应，量纲也进行相应的对应转换。UNI信令

中的消息根据“消息长度”域以及“IE长度指示”来确定此消息中在

本信息元素后面是否还有信息元素；而QoSNP参数单元则是通过“下

一参数集指针”域来确定是否还有后继参数，上述的转换过程比较简

单。

需要注意的问题是参数的兼容。在UNI信令中定义的相关信息单

元，例如“安全属性”，在QoSNP中可能没有相应的定义，即SUPANET

可能现行还不能支持业务传输安全属性需求，这种情况下QoSNP将会

忽视此信息单元。而对于一些UNI信令信息单元类型和QoSNP中定

义的参数类型可能会出现不兼容的现象，故可能需要做～些参数的转

化操作，将UNI信令中定义的相关信息元素“最大限度”地转换为

QoSNP中已经定义的参数类型，以求在QoSNP协商参数中尽量准确
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地反映出用户的服务质量需求。

4．4．3 呼nq的对应

UNI信令的消息中通过两字节的。连接标识”来唯一标识一次连

接请求，“连接标识”用于本地接口识别所属的消息对应的连接，由连

接的请求端分配，且在请求端侧是唯一的。而QoSNP中用于唯一标识

一条虚连接的是采用“源／目的端虚通路ID”来标识的，在进行端到端

服务协商请求时，开始只有“虚通道源端ID”，由主叫接入交换机中

的NNI信令生成。在源端用于标识唯一的一条虚连接。当请求消息到

达被叫端接入交换机后，目的端也会生成一个两字节的虚通道标识符。

当协商成功后发送连接确认消息时，被叫接入交换机将其生成的虚通

道标识符填入“源端虚通道ID”，“虚通道目的端ID”为请求端虚通道

ID。故在源端和目的端，均可使用“虚通道标识符”来唯一的虚连接。

在UNI和NNI信令的转换过程时，UNI信令中的“连接标识”替换为

QoSNP中的“虚通路源端ID”即可完成UNI信令的呼叫和NNI信令

的呼叫的转换。

至此，UNI信令和NNI信令的转换全部完成。

4．5本章小结

本章主要对以太网接入SUPANET技术最主要的实现基础：用户

一网络接口信令(UNI信令)进行初步的设计。其中包括信令消息的

设计、信息单元的设计以及整个信令流程的介绍；最后对子UNI信令

和NNI信令的转换也作出了初步介绍，基本实现了用户接入SUPANET

的信令需求。
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第5章接入流程仿真

以太网接入SUPANET技术紧密结合SUPANET的特性而设计的，

整个接入的过程和SUPANET信控平台的QoSNP协议、CEP协议需要

密切地配合，组成一个完整的传输系统。为了验证论文中所设计的UNI

信令和QoSNP协议之间的转换和配合工作的可行性和正确性，本章利

用OPNET Modeler[46,47,48]软件对接入流程、各节点之间消息传递过程

的进行了仿真。

由于OPNETModeler采用了三层建模机制(网络模型、节点模型、

进程模型)，最低层为进程模型，以状态机来描述协议：其次是节点模

型，由相应的节点模型构成，反映设备特性：最上层为网络模型。三

层网络模型和实际网络的网络、设备、协议层次完全对应。故仿真过

程需要分别对仿真环境的网络域、节点域和进程域进行建模。

5．1仿真模型设计

5．1．1网络拓扑结构建模

整个仿真网络拓扑结构由六个节点组成，其中包括源用户节点

Source、目的用户节点Dest、两个SUPANET边界网关SUPAGetway

以及两个核心交换节点PFTSl和PFTS2，节点之间采用全双工链路连

接。Source和Dest均执行第四章中设计的UNI信令；SUPAGetway用

来实现UNI信令和NNI信令之间的转换；PFTSl和PFTS2分别用来

模拟SUPANET中的核心交换节点。在整个网络拓扑中并没有考虑到

QoS路由的问题(因为这并不是本次仿真过程的着重点)，而是直接在

各个节点之间进行业务协商和相关消息的传递。整个网络拓扑结构如

下图：
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5．1．2节点建模

图5-1网络域拓扑结构图

由上述的网络拓扑图知道，整个仿真环境中一共有三种类型的节

点：普通以太网主机、SUPANET边缘交换节点以及SUPANET核心交

换节点。不同类型的节点的处理行为和完成的任务各不相同，故需要

分别建模。

5．1．2．1源节点模型

源节点是一个普通的以太网主机，其底层通信模式和传统的以太

网内的主机没有任何不同。由于仿真的目的在于验证第四章所设计的

UNI信令同QoSNP协议的协同配合工作流程，故对源节点的仿真重点

在于对UNI信令的仿真。UNI信令是在应用层实现的，其相关消息格

式和信息单元格式在论文第四章中有详细的设计说明，在具体的仿真

过程中对相关的消息格式做了简化。

源端节点包括四个模块，一个连接建立请求数据发起模块，其作

用是模拟以太网用户在应用层发起连接建立请求，产生数据包的格式

按照第四章设计的SETUP消息的格式生成；一个proc处理模块，它

是源节点的檬心模块，其作用是在收到SRC模块产生的SETUP数据

包后，填充相关的数据域，并将其发送出去，另外，proc模块还需要
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对其收到的相关消息进行处理和回应，包括目的端的连接确认以及反

向确认消息的发送。另外源端节点还需要一对发信机和收信机来实现

数据包的传递，整个节点模型如下：

图5-2 Source节点模型示意图

Sl"C进程模型的有OPNET自带的simple soul'ce模型改造而来，让

其在固定时隙内产生SETUP请求消息。而proc模块则需要根据在第

四章中设计的UNI信令，通过有限状态机的转换，由进程完成信令相

关行为，处理各种消息报文，proc模块的状态变迁图如下图所示：

图5-3 Porc模块进程状态变迁图

5．1、2．2接入交换机模型

在接入流程中，SUPANET接入交换机是SUPANET与以太网之间
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的网关，其作用是从源端用户发送来的业务请求中提取相关韵Oos参

数，实现SUPANET UNI信令到NNI信令的转换，启动QoSNP协议，

开始suPANET网络内部节点的连接建立协商。在接入交换机上还需

要连接接纳控制(CAC)机制、相关用户管理模块、接入技术中的“虚

拟MAC”地址分配模块以及在数据传输过程中的对“虚拟MAC—VLI”

映射表维护和查询模块的支持，由于在仿真中我们注重的是连接建立

过程中的消息流程，故上述相关模块在仿真过程中并没有体现。

在连接建立过程中，接入交换机模型主要需要处理的UNI信令的

网络侧消息以及QoSNP在协商过程中的相关的确认消息。其中UNI

信令的网络侧消息有SETUP消息、CONNECT ACK消息以及

CONNECTREACK消息。QoSNP协商的相关消息有协商请求消息、局

部确认消息、端到端协商成功消息以及成功反向确认消息。

接入交换机的节点模型比较简单，有一个Supa GateWay模块和和

两对发射机和接收机组成，Supa GateWay模块主要用来上述相关的消

息，而发射机和接收机用来分别与用户和网络核心节点通信。其节点

模型如下：

图5-4接入交换机节点模型

5．1．2．3核心交换节点模型

SUPANET的核心节点主要是在U平台完成EPF帧的高速交换，

同时在S&M平台完成QoSNP协商以及其他网络内部的控制、管理信

息的传递。在此次仿真过程中没有牵涉到u平台数据的传输，故核心

交换节点只需要处理QoSNP协商过程相关的消息的传送，节点模型由

一个处理模块和两对收、发信机组成。其中的处理模块的状态变迁图
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如下所示：

5-5核心交换节点的状态变迁图

5．1．2．4目的节点模型

目的节点收到源端的SETUP消息后，根据业务请求的QoS参数和

业务流描述来决定是否接受连接请求。如果接受请求，则发送一个

CONNECT ACK消息，当收到源端用户回送的CONNECT REACK消息

后连接建立完成。若不同意建立连接，则发送CONNECT Reg--ACK

消息。其节点模型如下：

5-6目的节点模型

目的节点中的Dest模块的状态变迁图如下：
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图5-7 Dest模块的状态变迁图

5．2接入技术流程仿真

5．2．1接入流程仿真

在此次仿真过程中，主要是检验第四章定义的UNI信令和QoSNP

协议的配合工作过程。这个过程主要是通过OPNET中的动画回放功能

来回放连接建立过程中消息的流动，同时在OPNET的控制台上输出相

关的消息来体现消息传输的正确性。另外，通过统计核心节点上资源

的预留情况来说明整个协商过程的正确性。

首先，Source User生成一个SETUP请求包，其编号为0；

SETUP包传送到接入交换机supa—Getway，经过信令转换后，生成

QoSNP Request报文，其编号为1；

QoSNP Request报文前传到PFTSl节点，经协商完成之后，向

supa—Getway回送一个的编号为2的Local—ACK局部确认报文。
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QoSNPRequest报文经PFTS2协商成功后，向PFTSl回送编号为3

的Local—ACK局部确认报文，并继续前传请求报文。

目的网关收到QoSNP Request后，将其还原为SETUP报文，编号

为5，同时向PFTS2回送一个编号为4的Local—ACK报文。

DEST收到SETUP报文后，同意建立连接，回送一个CONNECT

ACK报文，编号为6。

目的网关将收到的CONNECT ACK报文后，转换为E—E QN

Success报文，其编号为7。

E—E QN Success报文回送到源端网关

源端网关将E—E QN Success报文还原为CONNECTACK报文，其

编号为8。

源端用户收到CONNECT ACK报文后回送一个CONNECT REACK

报文，编号为9。

源端网关收到CONNECT REACK报文后，生成一个E—E QN

SuccessACK报文，其编号为10。
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E—E QN Success ACK报文前传到目的端网关，SUPA域内协商过

程完成。

目的端网关将E—EON SuccessACK转换为CONNECTREACK报

文，编号为1l。DEST收到此报文后，连接建立完成。

上述过程体现了从源端用户到目的用户连接建立的完整过程。从

源端用户连接请求和应答，到接入交换机UNI／NNI信令转换以及

QoSNP协商、相关确认信息的传递，均完全符合第四章设计的UNI信

令过程和UNI＼NNI信令转换流程。

5．2．2对节点资源预留情况的仿真

仿真实验一验证了连接建立流程的正确性，实验二主要是验证连

接建立失败情况下消息的流程。因为用户在发起连接建立请求时，

SETUP消息携带了相关的00s参数，实际协商过程中SUPANET网关

会提取相关的OoS参数并依据这些参数来在中间节点进行协商。在进

行仿真的过程中，为了简化协商的过程，仿真时并不是对每个参数进

行协商，而是将这些参数综合转化为一个时槽数目，用时槽数来等效

资源的需求量，通过时槽数目的预留量来模拟节点资源的预留情况。

表5-1各节点时槽数分配表

Src Gateway PFTSl PFTS2 Des Gateway

550 420 300 230

实验参数设置：

用户请求时槽数： 60

连接请求发送间隔时间：5s

运行时间： 30s

随机种子数： 65535
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图5-8资源预留统计

在仿真过程中，源端用户一共产生了6次SETUP请求。在前三次

中，由于时槽数最少的Dest Gateway节点能满足业务需求(230>3×

60)，故各个节点均。能预留资源，连接建立成功。下图是通过在仿真节

点收到报文后，通过OPNET提供的API函数op ()函数判．pkformat

断报文的类型，然后在OPNET的console控制台中输出相关的报文消

息，整个完整体现了一次成功协商的流程。

图5-9在console中输出的报文流程
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当开始第四次业务请求协商后，Source节点、PFTSl和PFTS2节

点均成功预留资源(线条下降)，而对于DestGateway节点，由于其资

源剩余量50(230—3x60)小于业务的资源请求量60。故协商失败，

并没有预留资源。Dest Gateway节点向上游节点发送Local—Neg—

ACK报文，PFTS2、PFTSl和Source Gateway节点收到Local—Neg—

ACK报文后。立即释放了先前为此次连接请求所分配的资源(线条从

下降处回升到第4次请求前的高度)。Source Gateway节点归还资源后，

向Source User节点回送一个CONNECT—Neg—ACK报文，Source

User节点收到此消息后，宣布连接建立失败。消息的传递过程图如下：

5．3小结分析

图5．10第四次业务请求的消息传输过程

在上述的流程仿真过程中可以看出：

(1)仿真过程体现了从用户到源端接入交换机、源端接入交换机到

目的端接入交换机，再到目的用户的消息传送过程。协商成功

和不成功两种情况的消息流程在实验中均得到了体现，并符合

论文第四章中定义的消息流程。
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(2)仿真过程中论文设计的UNI信令和QoSNP协议的配合以及

QoSNP的资源预留能力均得到了体现，过程符合试验前预期的

结果

论文中所阐述的接入思想是结合SUPANET和以太网的特性而提

出的，其思路新颖，要具体实现还需要大量具体的工作需要去做。而

本章的工作无疑对后期的具体实现有较好的指导作用。
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1． 研究总结

结论与展望

作为四川省网络通信技术重点实验室对于SUPANET系统研究工

作的一部分，本文就以太网接入SUPANET作出了相关的研究，归纳起

来有如下几点：

(1)分析了以太网用户接入高速网络的相关技术。包括以太网接入

ATM网络和帧中继网络的相关技术。

(2)根据SUPANET和以太网的特性，提出了以太网接入SUPANET的

一种新思想。SUPANET最重要的特性在于其单物理层用户数据传输平

台、采用带外信令技术、面向以太网帧以及采用虚连接进行定长帧交

换，论文根据上述特性提出了以太网接入SUPANET的接入思想，力

求简化接入交换机的工作过程，保障用户到用户间业务传输的服务质

量。

(3)根据接入思想和实验室关于SUPANET信控平面相关协议的研

究，设计了普通以太网用户接入SUPANET的UNI信令。具体

定义了信令的消息格式、信息单元格式、信令流程以及UNI信

令和NNI信令的转化过程。

(4)采用OPNET仿真工具对所定义的接入流程进行了仿真。

2． 前景与展望

SUPANET是为满足未来“三网合一”需求而设计的新型高速骨

干传输网络，在设计之初就确定了其面向以太网帧的用户数据特性。

随着以太网技术在现有局域网中市场地位的不断巩固， SUPANET

与传统以太网的融合问题可能是决定SUPANET能否被以太网用户

所接受，最终能否走向成功的关键因素之一。论文中所提出的接入

技术虽然对相关问题作出了初步探讨，但这是远远不够的，今后还

需要进一步开展工作，这包括： ．

(1)接入技术的性能分析。虽然我们可以定性分析得出文中的本文所

提出的接入技术能够简化接入交换机的处理流程，有利于保障用户
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到用户间业务传输的服务质量，但缺乏定量分析，最终的结果有待

详尽的实验方案。
’

(2)具体细化论文中所定义的UNI信令。由于时间紧迫，本论文仅

对UNI信令进行了框架设计，其中的相关消息的信息单元设计

并不完整。另外对于所设计的UNI信令正确性、健壮性、安全

性以及可扩展性都有待进一步研究

(3)对以太网用户接入SUPANET的接入管理问题在论文中没有任

何涉及，还需下一步研究。
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