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ABSTRACT

Nowadays, a novel electronic transaction mode based on WAP is
becoming more popular in Mobile Enhanced Message Service. As the
Transport Layer Security Protocol in WAP, WTLS has the important
effect on mobile service security.

This paper systematically introduces the WTLS protocol stack.
Through doing some analysis on handshake protocol of WTLS protocol
stack in detail, four security leaks in WTLS handshake protocol were
indicated: lack of forward security, unknown key-share attack, man-in-the
middle attack and no protecting of user identity. After analyzing the
existent status of research all over the world, pointing out the deficiency
of solving schemes in existence, a mutual authentication and key
exchange protocol FS-MAKERP is proposed. The protocol can implement
key exchange promptly and safely. It provides forward security, prevents
unknown key-share attack and man-in-the middle attack, and realizes
dual authentication which combines certificate authentication and
anonymous authentication. Furthermore, it decreases the amount of
online calculation of clients. Base on the advantage of FS-MAKEP on
key-exchange and identity authentication, the paper applies the idea of
FS-MAKEP in WTLS protocol and proposes an improved WTLS
handshake protocol, which primely solves four security leaks of previous
WTLS protocol; Then we use Rubin logic to prove the security of
improved WTLS handshake protocol;, The feasibility of the modified
protocol is proved under Linux environment on which the modified
WTLS handshake protocol is implemented.

But mobile E-business requires more on protecting of user
identity—user anonymity protection, thus, a user anonymity license
authentication scheme AL-SA is designed based on trapdoor hash
function online/offline signature scheme. The main feature of the scheme
is to produce anonymous License for users through the third part
authentication centre, and the server verifies anonymous License instead
of direct authentication of user certificate. Then we combine AL-SA



with FS-MAKEP to improve the user authentication process of WTLS
handshake protocol. The improved protocol not only solves four leaks of
previous protocol, but also provides users anonymity, decreases the
amount of calculation of clients and enhances the efficiency that the
server verifies user identity.

According to analyze calculation costs and communication loads of
both improved schemes, the advantage of both schemes are discussed.
Finally, provide a summary of WTLS security research and an outlook of
the further research direction.

KEY WORDS WTLS, anonymity, elliptic curve cryptosystems,
online/offline signature
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B -2 3 F_F WTLS EFHRRFT T

EEREALT, FF U RRSFEEB AT PIEBUHRSRAERIES
%, BPUEEPREREFNAH e. MARFRE[ITHEET P RERERR,
MARERBEBNEFIEBERHEFOLAH, BEMEEME, REHELRE
BEP. B22HW8TRA—TF%.

Ji: &3] S
cEem) | S [TEpus
' U.e

¢
ic
:

ﬁ;u
m=Dd(c)
B 22 B EBER LM

B, AFBHRE - EHEE, HirBEEBEEEHE A BREB,
EHERF AR ERAELEYRE. B 2-3 A T E3WGrEREE LT
Bt Er. B, BEEESKTIES, HACHAH e RRAF UL He..
B, Rg U MBERPHAEMENEMER, REaREERE. THF
HEWTHEBLE BEEFEREERH UNEEAWANE, BF ke U
i S & HERE U REREE L c.

Wrds | .| BrES
c=Ee’ (m) Ue ¢
<
wRE KB | [#PU. Rk
m=Dd’ (c) Ic' =Ee(m) m=Dd(c’ )

W23 rahEHUafe FUMRE
B, EBHRETERIERS REHOGEEER, WREIESRS M
BHEAPGER. BRRNTEERE MR, BERETRS BT 5 5k ZH
SEHAE, WERRELRI P B R, RHEAF S A ElRS BEREE: WHE
EBFE TSR EN ZEHERERN WAP &+, seRRMtAEaNE,
8R4 8 m A A RE KB P RS B

2.3 ERSFRIK
HE, X WAP ZL&MAFERFE=NFHE: FieFH WIM REFR
U708, WAP W% =&, WTLS itk Z & 7.

BRFHWIMMGEWAPL2ZRRAPEY, FRFEACHLESE, TLE

13



A 1A' BE WTLS EF i ERRFE S

F RS R PR S FENRR A R, B RN WIMBES R 28
MFER I RS IR &S,

WAP WG F T2 WTLS U AISSLERI E) 17 iU et fE Al . Mk 26
Ui B IR S HWTLS I f 48, o s B4 N X B IR &% 2835 M HT TP 15 B354
HTLS & 5. WAP MXFEERKXATELLHMEERE, EWMLES
WMLScript®i¥ 4 —#HIHE, RENEFRAME BN, FUAERMKTLULER
ARSI, SERGWAPBREHRT™ENZ2BE. BT, MXilR
B A EWAP2LOM AN B EIME R, LB T HIE 15 Hlm £,

WTLS WAL 2B A FER WTLS (HE RIS mE il 246
GUPHRA RSL08) ok 3 i B AT WTLS B UM B 3 HR0 & 63iA
neE

SHHRT ECDH Bk R H A WTLS PN, HEHREHE ECDH
£ WTLS PHITFARBRLSEN FENTLENE, RERPHERT ECOH £k
SIS 2

WTLSH FAM M Z2EAEFE 2% 2R AP R 2 720034E &
Dongjin Kwak®& A5t BljE, fiRH T UG HETECDHE BT HLAWTLS
BF IS ERETRSAFE AT HHWTLSE FHill. Dongjin Kwakik HiX
BIF T AR AE AWTLSIR G M) il R 2R M E 2. BREE2004%, BERS
A3 HiDongjin Kwak & tH BT /5 P E T RSAFH R B WTLSIE FHSUE Rk
REFTFN TR S, REETERXHAUET T o, s
RETFHAT LR AL AT T 2. 7520044, G2 BIREAN T —METDH &
PR RS WTLSE T 0, Al R RESost T WTLSHIF 6T %2
SR PE %K.

BROFHAERE T WILS BF KR ZEEMAFE &tk m
B, BRXEFEBFEZMRANRE:

1. fESiE WTLS thilMImE, 5P S fRE S it & T amaEgs
BEESM, XX TiHEENEROTERE PR ER—MERHZEM.

2. BIATE WTLS BF P RAMIERSES, FRIEBETEMHALERE
TEAMY, BiifrRANBREEHREAEEANER P GMER, REHER
B RSSEm. FREEHERENAF SRRPFHE—LL2ER, FRHLE
“xe%g. ERERRDED, REBHPRESETHTRITEOR S
B, BPaBaRRakedn, HUERTREBREFMHEERELHHER,

3. Beil) WILS EF MR MR HRE Y RIF RNFHLER T
FrpEABHITR. XERETPEBRIRE,

14



L 2R 8 BT WILS EF MU ERRAMT

24 KB

VEAHEIR T WTLS BFhMEGERE, BT WILS ShFERN 4 M
2RE: R MRS, FEHERNFHERS, FRebikaf AR,
MBEX P S0P AN THX 4 MEROBEHR, BESHFTER
5F WAP L2 AR, i TRERRFIEN RHRYE.
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[ VA8 ¥-F HT FS-MAKEP i WTLS 12 F thill

E=F BT FS-MAKEP & WTLS 2 F Y

PR, AAER WTLS EF NN EEERESY, ERET LR
AMEGEEEZ S HAE, BYERNLSETH. TREXERAAED, BT
AR E A E R E ARSI B I U REE B R & EAEEED
HIERYE, EERAEEEDTE TLEMNEERE.

FEXED, BT —F R M N T2 2T LB H BRI P
FS-MAKEP (Forward Security-Mutual Authentication Key Exchange Protocol), i%H
WH BRI F ES-MAKEP, ES-MAKEP £ Fuw-Yi Yang % A28 —FuE R
FTEE&EIHHRPHEPTHRRENERRE, BENER, LT
m, ERTEME: ES-MAKEP 8tZ W aj%4tt. 7 ES-MAKEP 4, —HJRE%
FRPABAME. S EFEHRBITRHE X,

2 3CIR H 9 FS-MAKEP %} ES-MAKEP W3LEET T ok, feeoith, 7%
FTRE PR % RN EHT LR, LTUEFHARS SR IAE, 3
HESIE, Zhiaeg R miizatt, B RaEEAERE, dmAks
EEHHGE.

3.1 ES-MAKEP i ft B R iRR 74

HTHLERN P RS HRE—S, RISKHL TR S K #4 ES-MAKEP
R Blig .

ex(): AXTERINE R

Ex(): RARINE H L

Dx(): BIFRAEE R

SKs: RR% 2340 S HIAEH

PKs: JRE#3% S MAH

Dy: EF4 C S MES

IDs: PR 355 S M5 tHE$

p. q: BFU C HIRAH A

g n: B CHAHETHN

X[ly: x 8y BIgEE

inj: n BIKRE

16



[T w2 (1A 708 ¥ =% HET FS-MAKEP ¥y WTLS #F i

I SEFHKE

rox,ror ror: B C PR AERI=NRENLE

rsc s RSB S FrAHIREALE

®i&p, 9. p’» ¢ RUANKES, Bififp=2p'+1, q=2q'+1. g€ 2,
B BB, n=pg, ) =lkm(p-1,q-1). ES-MAKEPH) Bk T E
AR E3-1:

1. B3 N BaN B rox, ror, ro, BiBRrurorexon), Fres,,, o
R o) B PR 55 805 A4 PKs N rox , FRSEHHEH C1-e FICMTE, BRIGRIE
B Clr » CMTH 1Dy H R FIM1HE B4 IR 55 3555 -

2. BREBmBEMLIE, ARASKHRE Clrw, B3 ru. REHEDGEE
M rscerf0,1) Hru HEHESEER ov=ra®re . BJEHEQNE roc B
C2nx» FHHrse —RAMMELRE F .

3. BPEHKEIMIE, HHAFEHHOs=ruOr«, 2% 2. B r'uw. W
EMIFMIESRER D BIEN T 1938, roe=Dow(Conx) =ra EFRSLIY . 1XHE, &P
FLERDPAE T IRFBmS, FARTREHFHA I EHH C2m o RS 230571
WERE, BRI E&EMESe=htrwrs DDy, FREI—N0ERHEM3, %
HEBME DvEMECs, MRSk, SkBTE

27ro +rm=2" S+ Semmod A n) ARE-1)
HER Se=2"(r~Sr )+ rwmod A(n) s AH(3-2)

4. MRE WBIMSTHE IEME Sr = hrocrse IDy, IDy MCMT’, BT LB CMT? =

CMT’ REAEE RN F 0.

Client Server
CMT = g™ modn
Cln= EPm(rUK)
> MI={Clu,cM IDv}
Fox = Osks( Clra)
Osv = rx ru
C2ru=Eow{r)
€©M={rs« Clra} €
ous = rxD re
rac =Dow(Clrx)? =nx
C3=Ecow(IDv)
SF = h(ru, rs, IDv, IDs)
Sk=2"(rw—Sr )+ rmmod A(n)
> M3={C3.8:} >
Sr= h(rux, rsk, [DU, IDS)
CMT' = g modn? ~ CMT

B 3-1 ES-MAKEP #4428

17



[ VA $=% T FS-MAKEP 1 WTLS {£F HhiX

] i 22t B RFRIEK P EHROZRASE R AN SCE T BT @
£EHH, T Fuw-Yi Yang $5H ES-MAKEP ARt 7441, ES-MAKEP
PREEMFZEREEENT:

1. REWEH E—HAETT ES-MAKEP &%, RET LEILEHMER
BEEMRE), BFECI rx,

2. —HIREHBMOBHSK M, AT LUBI r o = 8au(Clrw) B 2 E F 30K
ﬂlﬁ Yok o

3. BEERM M2 FRBK ree, Bl ow=ra®ra it HBSEFHOV,

M5 Hrar s, ES-MAKEP TRt e, R HRE EmA
B SKs R I i & T L 2F T O IO T RE, 1X 9 ES-MAKEP 3% T &
ERE,

3.2 ES-MAKEP H)e#t i FS-MAKEP il

FER A AT R SR TR E LR RHATE L FS-MAKEP 4, B4
BT WHEHLEBRLEECCKNH ES-MAKEP il g Zat. WE MLHE
RAMFRATURREHAKSE, MTRBIEE., So/RIEEEHNERED
EfEHIRE, EEESERERIMNEREREHAENNEE L, WEkFT
Plal PDA %, )5 ) FS-MAKEP B R Y Aki% 22 ES-MAKEP Z (] [f) i %
24, WERKNROFEHRELE, P ARES XS, HEEEER LD
AHE—ERE.

321 HEHZEBRLR

a5 h 2885 R e PSPV 2 oy Koblitz A1 Miller B340 %8 B8 B k109, BikH9
A R L AR AW () ik 2% 5 AW 3 B L (Elliptic Curve Discrete Logarithm
Problem; ECDLP)RIEHMERE b, #E & BB H MRS EERBFZT,
MNTFWAMEE FRHE M PRQ, AEHP, HHQ=x-PUBES, T
G QM PIHE x RIBRAER.

M THEAXIBEEER RSA VLM S, ECC MEBHANEDTRE. %
RSAPUSHEE (A 1024 LAgHE%, A REAFI LB RS%Y, T0ECC RTEM
F 160 A7 g B e BIHEA,

% 3-1 #i8 T ECC 5 DSA, RSAPMIHESIMHBEMLE. & 3-1 P
FH, HEMEESREHEROEHKEANEE, BRI AFHRANZ
é%g&{ﬂ],[ﬂ]o



A7 F=% ET FS-MAKEP f] WTLS #EFHHiX

A 3-1 ECC 5 RSA/DSA #s A PEgiibss

RSA/DSA THKE ECC THKHE RSA M ECC BHEKEW FEL{FE MIPS

bit fbit k4 E
512 106 5:1 10*
768 132 6:1 10®
1024 160 7:1 10"
2048 210 10:1 10%
21000 600 35:1 107

W Bk 80 R A B R EPN R A BT

EERGRZT, Kb p A—MKRE, UWKRSHETE URFEHLY
BRAE: y'=x+ax+bxyabe F)MA(y, )T HRKNES. EFER X +ax+b
BEERHEANRE 4’ +276 20, WM E: y* =x +ax+b HER B BE(zroup), G &
Bk r MY RT.

i

1. R &G EEE— M LREN S 0, BEFAEHEHE L.,

2. EWEEZ LR P F(Orden) i n, Win BEDPNFEREB 0 -P=0.

3. HEIE Mk L4 3 (Generator) BT LAAE B BETE 4k LR H IO, B O
Bt

4.E(F) AEFRZT, HMEMLEE LM SURNES.

FF ECDH (#[ #1£% Diffie-Hellman) M HAXHATFZM T,

1. % A KB 3 HUERBENLE o T b FLURE .

2ATH oG, BItH bG, HEIEAM .

3.A WH bG*a, B ilH aG*a,

4. W A B [EEEANERR abG.

3.2.2 FS-MAKEP ¥ 732381+

FS-MAKEP #{R& T K &4 ES-MAKEP P REMBH (W% 3.1 M) ,
wEMT L5, RRWT:

E: H#AMEHERy =x*+ax+b, HA 48 +2762 20

p: KEH

gi: pi-1 KFREF

Fr: p A TENE R

E(Fn): EE Fn EMEREHTERMENES, RFEREVO)

O: MEM% EM— MRS, BRAEHTA

B: Fhaq s, BB dhe Lo rl
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W-5EAre e H=E £T FS-MAKEP 5 WTLS IBFE MY

FH4%AH T FS-MAKEP 52 ¥, #AMTERE, wE 3-2 AR,

Client Server
CMT = g™ modn
Re =ruxeB{mod) pn Rs =rsce B{mod) pr

=2 Ml={R,CMT}
osu = rxeRc
Cl=FEos{Rc)
€ M2={Rs,Cl} €
Ous =ruxsRs
Dow(C1)?=Rc
C2=Eow(IDv)
8¢ = h( Rc, Rs, IDu, IDs)
Sz =2"(ror— S )+ riumod A n)
2> Mi={cz,%} P
Dow(C2)=IDv
8¢ = h{ Rc, Rs, IDu, IDs)
CMT" = g*" modn? = CMT

# 3-2 FS-MAKEP A A2 B

FS-MAKEP 5 ES-MAKEP X HIET:

LB 1 29, NEPEHESLRS BN R R =rwBmod)p , i F £
ercs(ruxy, XFEARIE T BERR & BmA g, wXEEE rn.

2. ATRIEEFHSBABME, IDv REE Ml P1E%, TREE M3 &
HNFEBEC2= Eou(IDy), BEHRE BN,

3. M2, RRSGEmGEE P i RELE R T B Rs = reBmod)pr »
AR o SEFEFHRHHEEECH ow=rs-Re,

4. Rc, ReBUART rsc, roc, @RFRRHTE S =h(Re,Rs, Do, IDs) FIEF ER
¥+,

FS-MAKEP TH4f# At F -

1. FIGRILET B

pr 4. pr g RENMKEHR, Bikikp=2p'+1, ¢g=2¢9"+1. geZ' s &—
MANBRIERTT, n=pg, Am)=lem(p-1,q-1). PiE—PAFE pr LARiH
EER y'modp: = (x*+ax+ b) modp: K16 R H 2 B 8aFh, XE p b ERREF
R 2V B, Bt Pl LUE O AR BE E pi(a,b) s FLIR, 7 E (e, b) kit
B B=(x1,y1), BIIBth . #E ek EHIBEIB g RIEH B =0 LR/ E
#. En(a,b) MBRIZFS-MAKEPFIEF A LN B H.

2. WL

B P o ARG a8 i 2 A 2 R A B R T

20



Bit#Efe L ¥ =% H T FS-MAKEP ] WTLS £Fthil

() BP&mEE N Fq, BSq BRGNS ru EHBEE, AEET
HRRZHRE Re=ruc-B(mod)pr, WEHEMEK L REETH, BR R
E pi(a,b) PHI—A e K& M1={ Rc } BIIR % 25

Q) BREBRIUXDUEENF ¢ B S q B re fEHBEHUE, FHit
H Rs =rsxeB(mod) pi

() MEEHRWFEIR B, FEEEEHoy =rweRc. FUSEFHow H
WEEH, ARHNEREEQME Re, RIFREHBM2={Eox(Rc),Rs }
B

@ BPHITESEEHo, =rweRs, REULXEFHows WREEH, H
STRRIEE B B DO R E Eas(Rc) » B3 Re. WRMIFIM2ERRERIHBIE R F #iE,
R'c=DoufEox(Re))=Re R FEALK . BA R B M4 3im of LRSI Eos(Re) » BTEA
& P imba R HIAE T R %2385,

FROWGOT, SEFHANRAITRSEREMARE, B

osw = rsk*Re
= rskeruge B(mod) p1
= ruk+rsceB(mod) p1
=ruxeRs
= ous

B SEEH, Bk % B8 dBA reB(mod) pr 5, 1A T 2R MLE TS
RO BOEIECDLP, XA K RAFEH MR

3. AEHLE:

FINEHLE R BT RIS RS RO 0, MES RS RT LTS

BT ImATMgn, URARAX(p.g), REXRHRAMIIEN, B
BLEE m, m'y —ANBENLE rez,,, MBETUFEE -4 r'ez,,. HE
B mlmr) =Ry ) (m',r) o '

FS-MAKEP F1 ES-MAKEP —#£5E X T WP & ¥ no = g™ modn» A T 7+ HHEIE
B8, BITLMERE A, #15

g™ ="V modn AA(3-3)
Ep 2Xm+r=2"m"+r'mod A(n) ARG-4)
H ARGt H B
r'=2"(m-m"+r{mod A(n)) 2RE3-5)
BMAMESRRIT:

() BPWEANBENE ror s rurs, BERroresonss roresz,, . BREWNE
B BE TR H E  oMr = g™ mod n » BIERIECMTE RS 885

21



ik e AT B=%F BT FS-MAKEP ffy WTLS EFHHiX

Q EBFHEARFBETAFETRIBE, TEHR2ZME
Sr=h(Re,Rs,IDu,IDs) » FFIRIB—WIREH B M3, %H BB % IDv BB ILC2,
PAR Sk A ik. Skl H2

2" roe+rm = 2" Sr+ Skmod A(n) ARE-D

irHB Se=2"(rue —SF )+ roumod An} 231(3-2)

(3) REBRSBFEC2, B3 IDv, RIGTHHEIEMS=h(Re, Rs, IDy, IDg T3
HRAE CMT' = g modn . BAEWTHE R BAOMR, WEMLEEBEBITR
FTARMIE, CMTIPLESETCMTHE. ik, % BMmEAHEITETE 5N S
fit.

3.2.3 FS-MAKEP &2t 447

1. FS-MAKEP fHysBl T 5 ik % 28 o A GEE .

i SREB[BEGBEFHREROTAELERRE, WHEL2FEH
osu=rweRe, HFEEFEXCI. BEPHEEIR G, RN ra 5 Rs AR EH
SEF P ovs=ruceRs o MREME BT HE BRI, o0 10w MEN %%,
WREHEEPERES AT R BE R iE, BaovfIows F&R%, MH,
BEPRSRMASE RN O BE CIBEN R MEF HAG T HLE R R A
%, WhkF KBRS BFESHRARN, FrERaD EEIESRE BHEE.
IRAEHIE, WRREBFBHRINRAEN, FYIERE B4 EH
IE%E{JO'W =rxeRc o

2. FS-MAKEP FiL5<EH T %3 % P ¥ 1A AE «

UM % P i SC B E N . HEE An)=lonp-L9-1), GRS Sk,
HIES RELME BN, REBFRITES, REHEPHREN S HE
g modn . B4 MG B RO R BT AP, ARG, ik
BEEX gV = g modn . BHREEFHRAEEIEHR.g, FUE AR
HEPmA AT EHBETER Sk RS BWHELE g% modn £ HF %S TCMTIH,
WRAEE, WHMARIFERER, EFESHRELLN, RZ, BEFRIRSS
.

3. BCIhEEIL T B e B AGE

iEHY: St 2 B TR RTIREE 25, T RIES HEEET LU
B LLRIE 5 R 28 (O BOR T, TR %4t 5 S 5T R 00 50m 5 B ks 1 50
R—FH, HEHERENEE.

FS-MAKEP 7% f 3t [n) IR 6 #8835 K 3% Sr = by Re, Rs, IDu, IDy) » B3TF Sr B+
BT EENBESES TR, EEMAESE. Rsy Rev IDsEIIDu,

22



BEprie ®|=% ET FS-MAKEP ) WTLS BEF il

MRABEIBRGHEA—ISEOEEHE, B2FHRSBEITEVNSESF
P Sr AR, Wi, 578 CMT 2CMT, BAMRELE RN, Fil
FS-MAKEP FIhSCB T Uil e B A E .

4. BRRMER AN

8. W 3-2 Bi7R, 76 FS-MAKEP ', B {EARFBHMR R, R
ERHEZBEFHENER, RENFEBUHHEHSEFTHou=ru- A
a5 = rsxeRe o FE TG IR 125 25 HO0 4010 BR(ECDLP)R MERE 1, BR (0 & BEHAR B
FIR, BEMRTERY rox 8 rsc, T AEBNMSEFHITEIRS, &F
BRENFRHAEEHE, FIUREIGEEHE RS BHMIAEETSK, MRRK
HIEHENSEEH. IERTETEHRLT MilEatt.

5. BRBERAFHARERGE

i ME 32 ATLLEH, AR TRRSANSMHEB#TERNS A
ESh, BPEIERIZET C2=Eou(IDu)s S =h(Re,Rs,IDu,IDs » XTI 1L T AR AEH
REXGE, Bh C2 MERUSEEHNEE WS HE, XRIETHHE R
R achEfERRENEPES HiE, BAXEFSow . TS ad
T IDs , R4 B B e Sr - B 1 Sk J5, BT il b CMT & R #1iA IDs 2
TREER. REESN, FAEM IDs BATTAETHH H EMA S EiA, BEA
RIREHEL I LR CMT.

6. AR ik AP A Bk

iEB: ZEfE5EH Diffie-Hellman thillh, WHERAHCHERICRAEZF
i T BB g mod n )k AR 88 5 1 77 it HE( g®mod n), Aifi 5 & Fin AR S
Bm A RRERRMEH, WAER P HARSSHKR. & FS-MAKEP #i
th, W% EEH | PEIKE Re = ruceB(mod) pr » i B BF7 A BIHE Re = rexeB(mod) pr
B R RIZELRS B, REBFITEBIHANEHow, HEME R B
Cl=Eou(Re)IBRBPIAE P, BPHEBEME CI IR R 30 ow FIRE
gk, EE AR ik AR

7. Hfbhdz 24t

() EeEFAnZet

¥ mNARETE, RITH—KEEER— AN SEE. BT 2
EH oso tHE P HRA R4 AR ISATIE R D@ S BT E = T B,
BT EESRBEERPAR, MRBREARR. IUXKAEEARERS
SHCREE T RS ITER S E TR

Q) SEFHAOAT TS

W AT BFHFERB RO EEERAR, AR EE—aiE
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WA SFAr R 3 =% BT FS-MAKEP ) WTLS EF Y

oy, MALARAPHEERMTETEEA&EEANRED.
") BEYENReE

R BREHRNARIMERE, BGEE R ARtz k. FARBE
R G A RHERS, FURHERELES MR, REEWRBRE %
BE RS B, BATCLhRE R P im RS 2k, 4 FS-MAKEP &1, X
HEARARE P, BARARRS SR, BAEEETHhIRED, BFH
REHPKERE, MRUTEERM RS T KA BMFH. T HEF
HEERBETRPAH, KA L el RGiEkREETELTE
.

3.2.4 FS-MAKEP t g5 H7

#3-1, 3-2, 3-3B/RTFS-MAKEP 5 ES-MAKEPHIHE TR HiE
RIR LG R HHITFHM A AL Bk T HREL T TH. B
%, HIRECHE, UERXNRM, MEEZENHEFELIETFRD, #EEN
BIRHIEE, RARREEENE, FUARIEN ReT A 208 T X B %
JF#. Fuw-Yi Yang FlJinn-Ke JanfE XE[27]%F B4 HES-MAKEPR] it & T4 40
BREEHBELTPE, FOBERHHE. fEl, BIIRHHFS-MAKEPH &
FFHRBFEMTE, FAMES-MAKEPAT LS KR . HIEA. LenstraFIE.Verheul
EXEPRNTREUMES KRFEEAGEAKXD, BITRE o =1024bits,
[IDu|=l|=]rue| = |SF|=160bits.

X EE R nK3-1, 32, 33

i MMs Rom— SR a*b mod n Wi IFH . P a,b,n 31 & K 1024bits.

£3-1 B P #3 EA44 (£45: MMs)

FS-MAKEP ES-MAKEP
Online  Offline  Online  Offline
Message M1 0 1805° 0 1778
Message M2 0 0 0 0
Message M3 01"’ 0 0.1 0
Total 0.1 1805 0.1 1778

K32 BRE-B 5t B AL (842 MMs)
FS-MAKEP ES-MAKEP
Online Offline Online Offline
Message M1 0 29° 1536 ]
Message M2 0 0 0 0
Message M3 1776 ¢ 0 1776 0
Total 1776 29 3312 0
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Bt 4T i 3C #=%& X T FS-MAKEP fJ WTLS IEF Wil

£33 BEEAEILECERE: bits)
FS-MAKEP ES-MAKEP

Message M1 1184°¢ 2208
Message M2 430°f 320
Message M3 11848 1184
Total 2848 3712

B CE35). BeIf4eAm, TEMEMES, Re=ruweBmod)p K1itH
2| pr|=160bits, HZEHFEH 1024 i K RSA M. 4, S TEEHRE
E g*mod n M, Hn B4 1024bits BIAFTH, x B—4 160bits {IREHL
BH, —MERBEHNOFHELT /2 MERD, EMET 240MMs. 4
| prI=160bits &, AU MRS HEARIE 8 0P, FRTUHRS
tH—MEIE 2% BRI AR B ERAET 29MMsIBe,

a. STRENLEC roc BEATHEIE B2k LBY SBIVHE, P8 Re B E 29MMs. TiHETg

B{IE B CMT = g™"""modn 38 3/2%(160+1024)=1776MMsP",

b. XEDRTIEH U E v =2"(ror ~ 85 ) + reemod A(n ) BIEZFE £ 0.1MMs.

c. XREME roc HEATHEE fhsk 1Y ST E, R TE 29MMs,

d. EIEEIZHE oMT = g5 modn? = CMT T B 3/2*(160+1024)=1776MMs.

e. f#f ECCHERFH Re, JBEL —MEHK p WIBEH, BATF=EH R K

’J‘ﬁﬁ"%lpll:lﬁﬂbitsa WH CMT = g modn T 2T —MEH n HIIEH, W
7= ff) CMT K/ A || = 1024bits.

£ e ik, WERFEGET R pMEH, MHFLEH R KRR

1| pr|=160bits. CI BIK/NERIRRH|Rs|=|p|=160bits. [IDs|=160bits.

g. 5 ES-MAKEP 48[, |C3|=|IDu|=160bits, |Si|=1024bits.

MFE3-1 R 32 0fLUEH, BN RRE BHFE P ROELITFHAE
REMM, MRS BIRAELTHRAMAT 1536MMs. BRE F w8
EHETTHEMBR, BRNFEENR, THITHAENNESZTENR, #45
FPEETETEAR Y By, X ORE T HEBA TP IR B, A7ELIEH L ES-MAKEP
Bt . i S5 ITHE X E R AL BBaN SR, TS A7
74, FRERMEIME, BrbPRiskABE, Ao e s Bkim L
B0 7] CABR IS MR S B AR M TT B . MBS BT & LRFE, MEtahitt
ES-MAKEP ®/> T 864bits, XA AR RHE M LLE B R TIRAMME.

3.3 BT FS-MAKEP B WTLS 18 F i
FS-MAKEP i R—#:EATEEBB RM L, HAHNIATEH
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Lz 2 0498 W& BT FS-MAKEP 1 WTLS EEWL

L. EEBLK FS-MAKEP # A B WTLS EF ST, EBHMERTH
“ERHM 4R

ET FS-MAKEP i WTLS e 8B F I f2(RE 3-3)inF, BPFHHANKSE
SGER 3.1 fn322 %

Client Server
ClientHello
= Rc ,CMT.SID FS-MAKEP, V=
Ko =rseeRe
Cl=Eg(Rc)
ServerHello
€ Rs,C1,5IDFS-MAKEP, V€
Certs € Certificate
CertificateRequest
€ ServerHelloDone
Ko =rugsRs
Dip(C1)? = Re

Certificate P2 = Ex(Certc) P
Dy, (C2)=Certc
Kn= f(Ks, Rc,Rs)
8¢ = h(Rc, Rs, Certc,Certs)
K= f{Kp Re,Rs)
S = h(Re, Rs, Certc, Certs)
Sr= 2" rue — 8r )+ reemod A(n )
CertificateVerfy = Sz 2
CMT" = g¥™modn? = CMT
Finished >
€« Finished
ApplicationData €« ApplicationData

B 3-3 £ F FS-MAKEP #5704 WTLS £ 54

1. Client &% ClientHello {5 8., TE& T RN FS-MAKEP AIES R, &
F T SRR Re LA R FAIEH) CMT 1E.

2. Server itEHFATEH K =rseRe, FMEFHME R, BHFEX CI.

3. R Server FIE#H FS-MAKEP AIEAE, BHKIEE S FS-MAKEP
WIEHE, FitERRENE R, FI% 3L CI 1) ServerHello 75 8.

4. S5 Server il Centificate W RERKIEBCHHRIER Cors, H KX
CertificateRequest /H§ B IERNEZF R BHER;: &S, Server Ki%
ServerHelloDone 4.8, #H%#%& 8 Client (WM.

5. BPmEHAR WILS BFEMMEFEHK ., REUKG ABREEH, B
XA R DR CL, BRI Rc. TR M1 M2 BRI FIE i,
R'e=Dr(Eo(Re)=Re RHALH . X, B mRAHIET Server.

6. )5 Client AFMEFHMEF B CHIZ B Cerec BH) C2, FiliT
Certificate 7 B RIELL RS 254 .
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IR = VAT =& BT FS-MAKEP i WTLS £F Y

7. IR B SHWE C2, B Certe, Mg EIEAE - = h(Re, Rs Certe, Certs) »

FRE WTLS HEHR2 AL IR FEA K.
K= PRF(pre_master_secret, “master secret”, ClientHello.random+ServerHello.random)
AR (3-6)

8. Client i+ 5% % B Sr=h(Re,Rs, Dy IDsy) » St MIEEH Kn, I EHilT
CertificateVerify i B & 1% Sk 45 Server.

9. Server HH CMT' = g% mod n.. WIEMEIHIIRETER, WRGLEE
BB ELIRNIE, CMT EEF CMTH{E. ik, Server BAXHRBIET
Client #1542

10. Bf5, XHHAKE Finished 158, TR .

RAE 3.2.3 TP FS-MAKEP B2 2277741, FS-MAKEP 2—#fk
BREFMGZEH, RERDEHRS, PEARGZE - RIEHRHHREM
AL R EAESR I EENHE WILS BF A, BRT iR
HH)ZEHE.

B5EH WTLS EF il Ert e Eixt i 2 08 LMt a4,

3.4 EF FS-MAKEP ] WTLS IEF NI S

WTLS thill 22 BEwe, SAEE AN T FTE, AaeBaR4s
ANERIAZ 1. K7L Rubin 258 415, WET FS-MAKEP § WTLS £Fth
WOAT TR .

341 RS HBLEN
X WTLS thil & £08, R MFTENEEE Y.
1. "] RA/Ag HEIRIE WTLS thil iR £t, AP AL,

2. R4S BT WTLS Hhill 225, /5 a7 LAFE A st S AR 26 2 i B il
fTREALIHHZE,

3.4.2 R k924 TA Rubin BiEE /)

Rubin B4 E A D Rubin ZE5 110 P12 B — R T R &L F 5
%, BRTAHTELENEHEDI. Rubin BHELITR A

1 2% 1 MR R aRR ik,

2. A il T BRI IL R
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i = AL BTH BT FS-MAKEP ] WTLS I8 EMY

3. XM EIHRTE S iR RS+ 4 R

4. BB S ITdREEFLEE.

T T FS-MAKEP #] WTLS thiliE &X ¥ —FrIE RN &L, Bk
W, BRI HSEOERT, SFFRAIRSERARESHERTEEAZ
Ja, —EREEMEEHE. BEEPHRS2HXTREFANDM, Fas
B, BERERD. Ll Rubin BHEER—MHLEHFROBHUCITT
R,

3.4.3 Fif Rubin B8 EETF FS-MAKEP £ WTLS i

ESHTIMLZ BT, B RMIEYML. Rubin ZEPWUEE i g R ES L
REEREHN, £RESPEFELE. HRANU. PrlP H IR X L f)
ERIATRERIMEE . Rubin BEEXT “SifE”, ATHEEEMEE. 810
BEA T “ME"FIRMBNTREES: — MR EAHDRERNETES:
H—ARBIAKESHENFEEES. Rubin BB “FHE” &R, HiE
HANMAES. SESHXRME 34 Fix:

“ A .

4 »
BINES FHES MERESE WHES
Rule Principle Observers Secret

‘/]V— \\ A
ThE WaRES EeRE
BL POSS BEL
A 3-4 Rubin EH7E 44

FHES: ZERSOETSH5MIGEITHRA £k, & WTLS BFHiF,
REEX A P={C, 8}, CREE I, SHERREHE.

MRS HERGEASIAHEEMN, £ WILS BFHhiP, B XH
R={RULES, Signature rule, Verify rule}.

HERS: RGO SERMEENRD, EREPEENMEHE, F.
SHEH, FREEEH S={}

MEEES: BIMEEERETHEWE S WA E6; ENTRRERS
FEd, BTRLadhTMNEREE S MWEHF, EHAKEXH
Observers(S)={}.

WEES: ZESET 4P MENBIRE NS5 %2 MXMHTH R,
Bt mEHEH. L POSS(P ).
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B #0rie

# =% HF PS-MAKEP (1§ WTLS B FHHY

fERfke: RSB IR P MAHENES, fll: X—FHRREME
& BT ERHERAHENESE. 2/ BEL(P).

TAFIR: ZESREFIHBAPIATH “BfE”, & “BhiE” G55
EWE. BBREE. ARREEFRE.

BT FS-MAKEP # WTLS B FtHill PR 2| T Rubin 285 X1 12 131k,

mE 3-4 .
£ 3-4 Rubin 8 ¥ 87474 5| &
i A iR
Encrypt(X,k) WREKAHME X, FHUEES b WE
FRTT BLRA {X i
Decrypt( {X}x ) MREFIEHE( ), I BRGEES b W

Generate-Nonce(N)}

Generate-secret(s)

Concat( X1, X2,..., Xn)
Split(X)

Forge X)
Forget-secret(s)

Apply(f.X)
Abort
Generate-key-pair(k* , k™)

Applt-asymkey(X, k)

EFTTLHA X.

FHERGEEE N, RH—MERKASE/F—1T
WM. Y EERE— MRS, % LINKINA
BEL(P)T M.

FEHAER—AHERIET s(B ). X,
s MAREBES S 29, HRMNEFREEL
e, WEHEANGEEES.

FHHFHBE X, X2, X WEHB X.
EAREHE X FARTFHER X, X2, X
FEFFHHAH X.

THRABUERE 5.

WM XMAGE f2E, TEERT ().
A HBGRRET LIR A3 SR BEART,
XA “EifE” WhERE.
FHERAANRLEA,

Xt X #AT IR INE A AHHERE: £X

Faa{Y}e, H k5 pHE, WIRERED 1
A WHIEHE & mE X,

X T BUERR I B Rubin B8 4 i E T FS-MAKEP B WTLS #H¥, &%
Rubin Z8) “ITAHFIR” #ITTH R, EXTUTREETIHT S WILS th

W, W& 3-5 Biow:
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iAo =% ET FS-MAKEP ¥ WTLS BFthHiX

£.3-5 %-F FS-MAKEP #§ WTLS il ¥ # R 947 H 5l &
ik ek
AT R R, RS 2t B LA,
Generate-keys( X1, X2, X3, X4y FEFRBSGHE, BRSNS EER

FEE.
Choose-ciphersuite(X) iil}: :jﬁ,ﬁﬁim CipherSuite 5| & ik H—
Match( X1, X2) zigphﬂ Suite 2 7 # % 7E CipherSuite

*f master-secret KR IEN H AT B AT
hash iIZ#, 4 Finished #§ &..
Sk M KIEH AL B HITER. R

Finished(P, X1, X2)

Cr(X1,X2)

Client Certificate Verify i 8.
Generatomsg(0) S P HALEAI TR P A B A A
rRET 5 B Xo
=] A il
Compare( X1, X2) ;?;WE/HE:E%#H%, AN AE T A W o o

BIELA L4880, XEET FS-MAKEP [ WTLS IBFEMMUMEE R T
) 2RES:
P={C, S} FEGES: CHS HHRRE RS 2w
R={RULES, Signature rule, Verify rule}

MARNEES: RULES ACRAEH I AT 6 A~*/

S={} PHEEES
Observers(S={} PREEEE

Trust Matrix=((l) (1]) [ A[(E R RIE M/

() FE%ES:
E: UUF, Ak Ak 2atke s\,
Principal C PR FPIRRTCER S/
POSS(CY={ & c; oCA ,IDu ,k ; oC ,k ¢ ,ciphersuitesc ,Finished(),Generate-keys(),
Match() CQ Generate-msg()} * o RRF RIS Y
BEL(C)={#( ku) #(kec), #( ke VH(IDu )} I* B Finfa B EY
Bmdmgs(C)={kc oo ,kCA w(A} PEPEHGTHAEESY
BL(C)= PP AT RFR
Generate-Nonce( Re )
Generate-Nonce{ rur )

Generate-Nonce( ror)
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Mg W= % TF FS-MAKEP 19 WTLS EFthil

Generate-msg(CMT)

Concat( Rc , ciphersuitesc ,CMT)

Send(S,{ Rc , ciphersuitesc ,CMT })

Update({ Rc , ciphersuitesc ,CMT })

Receive(S,{ Rs ,ciphers, IDs, {Rc}rus CertificateRequest, HelloDones })

Split({ Rs , ciphers, IDs , {Rc}ems CertificateRequest, HelloDones })

Apply(Match, { ciphersuitesc , ciphers })

Generate-Secret(PMS)

Decrypt( {Rc}ms ,PMS)

Encrypt( [Dv ,PMS)

Generate-Secret(MS)

Forget-Secret(PMS)

Apply(Generate-keys,{ Re , Rs , IDv ,IDs })

Apply(Cv,{Generate-keys,SentM})

Apply( Finishedc ,{Client,MS,Sent-Messages})

Send(S,Concat( {IDu}ems ,Cv(Generate-keys,SentM), ChangeCipherSpec,
Finishedc y

Update({ {IDuv}ems ,{Cv(Generate-keys,SentM),ChangeCipherSpec, Finishedc

)
Receive(S,{ChangeCipherSpec, Finisheds })
Split({ChangeCipherSpec, Finisheds })

Principal S P RR & ARG A/
POSS(S)={ k ;wCA ,IDs  k :ooS , k; ,Finished(),Generate-keys(),Choose-ciphers
uite(),Generate-msg(),Compare()} /*HR5 imEESY

BEL(S)={#(k c1)#(ks), #(k s )#(IDs )} PR SR AY
Bindings(S)y={ k s , k cxeoCA } PEABEESY
BL(S)= R E S ImAT AFIRY

Receive(C,{ Rc, ciphersuitesc ,CMT})

Split({ Rc , ciphersuitesc ,CMT?})

Apply(Choose-ciphersuite(),{ ciphersuitesc })

Generate-Nonce( Rs )

Generate-Secret(PMS)

Encrypt( Re ,PMS)
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AT B=F FT FS-MAKEP ) WTLS #F-Hhi{l

Concat( Rs , ciphers, { Rc}rus ,CertificateRequest, HelloDones )

Send(C,{ Rs ,ciphers,IDs, {Rc}ems CertificateRequest, HelloDones })

Update({ Rs , ciphers, IDs , {Rc}rus ,CertificateRequest, HelloDones })

Receive(C,{ {IDu}ems , Cr (Generate-keys,SentM),ChangeCipherSpec,
Finishedc })

Split({ { {IDu}rms , Cv (Generate-keys,SentM) ChangeCipherSpec, Finishedc })

Decrypt({ IDu } pus PMS)

Generate-Secret(MS)

Forget-Secret(PMS)

Apply(Generate-keys,{ Rc, Rs , IDv , IDs })

Generate-msg{CMT")

Compare(CMT, CMT")

Apply( Finisheds ,{Server,MS,Sent-Messages})

Send(C, {ChangeCipherSpec, Finisheds })

Update({ChangeCipherSpec, Finisheds })

3.4.4 FiF Rubin Z55 9472 T FS-MAKEP By WTLS thi¥l

RIS SERSG » BE AT AP SR 4 AT . B MR A iR FR A B 3-5 BT

Receive(A, ...)
Send(B, ..) L/l T

Update(...) end(A, .

Receive(B, ...) gepda;e(,(z )
ceive(A, ...
Send(B, ...

Update(...)

B 3-5 2 A Rubin iZ4& 547 Wil it o dr 4542

fE Rubin Z#EH, ST A BURIRE M “ShE " FIRPHE—A“Sh
7 Trdf. XA “BIfE” AT R, MRFEAHEEAN M AL, Wi
PMEFNESEENARMERAN. &F, BITE— “FifE” FiRPH T4
“HIFE”. XA Send M EHIE, FF Update RETHM LAENH# MR
EEE. KRG, HBE Send FHEBHE AN “FE" FIRFHE 1 HRR
TH) Receive #1F. BHEMHIMHE, WHES. FEES. BTES, AUR
EREEBTES . MERE, FrHK “E” MEBHC 8 CHITE. 0T
TR IR —8, BRE IR SR,
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T A VRS M=% BT FS-MAKEP #] WTLS RE ¥

1. ¥ FS-MAKEP K] WTLS EFHH g i
MBS, PRI C I “47 AFER” BLIOTTHIE 1 A “3ifE” JTih
BL(ORIHT 4 1 “BWE " AT FE S, & POSS(CYM BEL(CYH i T %fﬂ‘])ﬁ?:a
Update #1E{# 3 Observers( Re =W(W RT-FA R X k). 2k, BHEREME
HIR,
POSS(Cy={ kc;ooCA ,IDv , k ;ooC , ke ,CMT, ciphersuitesc , Rc , ror , rr ,
Finished() ,Generate-keys(),Match(), Cv (),Generate-msg() }
BEL(C{#(k o ),#( ke ), #(k:- ), #(IDv ), LINK( Rc ), LINK(rvr ), LINK(rur),
#HCMT)}
BL(C)=
Generate-Nonce( Rc )
Generate-Nonce(rur )
Generate-Nonce(ruvr)
Generate-msg(CMT)
Concat( Rc , ciphersuitesc ,CMT)
Send(S,{ Rc ,ciphersuitesc ,CMT})
Update({ Rc ,ciphersuitesc ,CMT?})
Update #fFf5, F—AZHATH “BIE” & Send FHRER S 1) “ITAFIR”
BL(S)¥ ] Receive.
Receive(C,{ Rc ,ciphersuitesc ,CMT?})
BLO)TFHIAT 9 A “B)E” AT R, VA TRAMERI BN, S 1
RS RED T
POSS(Sy={ kc;ooCA ,IDs ,k:ooS ,k; » Rc from C, ciphersuitesc from C, CMT
from C, Rs PMS,{Rc}rus,{ Rs,ciphers,{Rc}rus, CertificateRequest,
HelloDones h F1mshed() Generate-keys(), Choose-ciphersuite()}
BEL(S)_{#(ICCA) #(ks) #(ks) #(IDs ),LINK( Rs ) #({Rc}rus ) #(PMS)}
Bindings(S)={ Ic 500§, kCA oCA }
BL(S)=
Receive(C,{ Rc , ciphersuitesc ,CMT})

Update({ Rs , ciphers, IDs , {Rc}rus ,CertificateRequest, HelloDones })
T—AEHMTH “HE” & BLIOH.
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Lt 2 (14798 E=H BT FS-MAKEP ) WTLS BFEHhiX

Receive(S,{ Rs,ciphers,IDs, {Rc}rus CertificateRequest, HelloDones })

BE, RBEN 3 “shiE BT,

Split({ Rs ,ciphers, IDs ,{Rc}rus CertificateRequest, HelloDones })

Apply(Match, { ciphersuitesc ,ciphers })

Generate-Secret(PMS)

IDs , {Rcynes K Rs MIAFHES POSS(O)Z 1, ksooS MAFIEA Bindings(C)
ZH. CHIf§ S, BEMH TRUST[121=1. F—MEHRITH “EE” £:

Decrypt( {Rc}ems PMS)

SEBf, FTFRERRINERF I RORE RN M &% 2, BTLL (Re}ms from S
MARIEE POSS(O)Z. JH, BEAMMEFHERE, HHX—MUE,
#({Rc}yrus XS XF Re BN R ETEF KM 144 BEL(C)Z P, LINK( Re )A BEL(C)
S5 PHE. RE, CIITTE 24 “3hE™

Encrypt( IDv ,PMS)

Generate-Secret(MS)

PMS,MS F1{IDu}rms TIA B S POSS(O)Z . PMS 1 MS MABIHEHE
SZH, #PMSFHMS)MAZIES BELO)ZH . FT—IMERITHEER:

Forget-Secret{ PMS)

XA “EE A PMS IEEE POSS(O)F MR, #(PMS)IES BEL(O)T IR,
BijE, SATLLT 54 “BhiE™

Apply(Generate-keys,{ Rc ,Rs , [Dv ,IDs })

Update({ {IDu}ems ,{ Cv (Generate-keys,SentM), Finishedc , ChangeCipherSpec})

Generate-keys, Cv (Generate-keys,SentM), Finishedc M A ZE|$E& POSS(O)Z.
o TANEERATH “BME” EESH “ITAHIIR” ZF.

Receive(C,{ {IDu}rus , Cr (Generate-keys,SentM),ChangeCipherSpec, Finishedc

)]

B, PATFE 1 “5H1E™

Split({{ {IDu}ems , Cr (Generate-keys,SentM) ChangeCipherSpec, Finishedc })

{IDu}ems , Cv (Generate-keys,SentM), Finishedc 1 k' A ZI% S POSS(S)
28, kewC MAFSES Bindings(S)ZH . § HHZ C, FAH TRUST2,1}=1. F
HEHRITH “3hE” &

Decrypt({ IDu } puss PMS)
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Hi+-6ri8 3 B=F ET FS-MAKEP ] WTLS EFthil

Generate-Secret(MS)

WATHERAEIS, MS RIDy MAFIES POSSS)ZH. #HMS)MAFIEE
BEL(S)F. T—MEHITHERIEL:

Forget-Secret(PMS)

XA~ “BHE” (E PMS MBS POSS(S) MR, #PMS)MHE4 BEL(SF MR-
B HATELF 6 M 3hE:

Apply(Generate-keys,{ Rc,Rs , IDv , IDs })

Generate-msg(CMT ")

Compare(CMT, CMT")

Apply( Finisheds ,{Server,MS,Sent-Messages})

Send(C, {ChangeCipherSpec, Finisheds })

Update({ ChangeCipherSpec, Finisheds })

Generate-keys, CMT’, Finisheds JIAFI8E& POSS(S)Z 4. HCMT)IAZ]
BEL(S)H*.,

FT—MRERITH “IE” £ CH “ITHIIR” 2.

Receive(S, {ChangeCipherSpec, Finisheds })

Split({ChangeCipherSpec, Finisheds })

Finisheds JIA 2| POSS(C)Z .,

2. athéiw

Zit, BAMUHTES R, B EEERART, R e 8 R
o], 7 Rubin B Hdf s, BiUAMERMITSEE—R, BEDLW
R, ARABLELAREVINERGESEATHN TR, THAEEMTS Rubin #
BN, BAGMARERRER B, Bk, MEip LS, £ T FS-MAKEP
] WTLS #F B R 4&M.

3.5 EF FS-MAKEP 8 WTLS {EF N a9i8i+ 533

FWEBHTRT A M WTLS BRI, 65 WTLS hith i Z a3
BISEBEIHEMEETE.

351 WILS 2 F il WIS S R IhReig it

AL WILS HHEBERF T REJEERZA, BE—KE
B8R FEE FIm AR S % 5 2 6 8 3L — M % i 00 £ 1 (session), A K 42
SEENZESZH. BEMEFHMNEE,
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LT = DA B=% 2T FS-MAKEP ff] WTLS BEHi¥

A RAF U TR A:

I —AMEEUIH-IRENMHFRMRLEE, GESETURERER,
M4 T EHETFrE.

2. LR REBHEFAELET,

3. AT AR, KRESHEFIRNLSEF LTS,

4. BT —RINBE R BRERMR.

BHERNBEFRERIIAEE L Use Case B, WA 3-6 Fi7n:

il grs

BRI e
a2

A 3-6 WTLS 13X use case &

HE R, XCRAH WTLS hiSGEEH 2 EERA &AM IRE:

1. new: BIE2E

XA ThAER WTLS dREANEEEN, HMEEIREBHSEF N
BIFHERE, BEAKRZEEENZESH (WRHENE, EENNREE
B BARTHREE, BSHEES), AERSEHNEFEXTH S0, HHEE
KEEMFFH.

2. suspend: PHE&iE

R TR &L EHIT, BERER, HRR—MERERA resume() ik
MiZEEA BB,

3. resume: PKE &iE

resume KPR R new M—FEBRAE AL, R new KA X R KRB MR K
. ErfERREE — M ELpEEME.

4.end: ZREZE

WRIE AR end BTWIIT WTLS 8, HRERLHM WILS &iE. R4
[T AL e_alert IREFE, FHIE e alert IRE(F B send alert() R i%.

5.read: HEIE

A A A read ATRES B PIREL: AT EEREIBFUhUGA A DL IGE R 3T
WA RAULERAEH 4.
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[ =t 14758 $=3F ET FS-MAKEP 1 WTLS BFthi¥

6. session_record_op: FfE&iERE

HRFE—A WILS ZEHEMREFE, IIA—1 WILS REXMZ:
WTLS SESSIONRECORD . Al F W A # A~ YW 8 5 # & o
WTLS_SESSION_RECORD M&IEH 1 WTLS 25 RAFEH# 2] hash e,

3.5.2 WTLS B iRt

BABFEE R LS A A

Hello: &P i R4 3 omig g HE K, RS % P WBNIEK.
KeyExchange: BHRX#HIIME, EHEHEH.
Certificates RJ5 AIEHK 5 6115 8.

Finished: XUAZHBAZHERFEE, B HihmORENEAITHRER.

'y
LCHE- 1R 34
EFREE
record_type
s case LBEFHL
## i clienthelloif B.;
4 Riserverhelloiti B
Ri¥%scrverhelloif B.;
A
3 Jefavlt
caseZ EHHA #frclient_finished i 8
> HREE #: Riserver_finished fH §;
No | RiXsend_handshakeifi 8;
l HHEiE
v

)
while (1)
[+]

B 3-7 WTLS 8 F WsUR S B i 8

BTFEMEGFRTAANS XHBEESR, XERAMTEESINER.
L REBWBMHHRLTF:
- MRS ATE R RSN H LS.



2R3 #=% ET FS-MAKEP i WTLS EF X

« AL AT R ARS8 7E D BENLEL

o ERE g K.

« NFFTRAPRHEHERER.

« IR ClientHello # 8., MEEMERE, EHEHE, HER ServerHello

HE.

« 38 ServerHello 1§ 8 RIX4L 7 F ¥

« MEREEXTR WTLS certificate il B CANEB RIELAH .

- i 3| ClientFinished Y 85, WHZHE, BEFHIANAIEHA.

* 4% ServerHelloDone iH 8. .

2. BP BT

- ML AT IER RS E L.

ENERLEREER.

o SREUHT R GE EE S BEHLE.

* 4% ClientHello 7§ 8.

- [0 f % 38 m RIETER

o GEEUIR % B8 0 B o

« MNFAHIAEEHL ServerHello.

* fi# 1 ServerHello # 8.

« AFTRAER Certificate.

* Y F WTLS certificate Xt 5% IR & B8R UE AT RAE .

« A WTLS_SESSION_RECORD, fEXUBEM Y, EFMmE, EEEE
BB HEFMHEE hash R.

« 4 ClientFinished {5 8 .

* K% ClientFinished 7 8.

* GEEURR 5525 5 Wl 1 o

o MFHIRILE ServerHelloDone,

« PEREERRENME S LSRN LIERRS.

» A RS 7EIC K E] hash A mpbuffer.

& P — M4 3 resume FAFIRIN T
o B P T current_sessionlD E X FHFRKE RS HE.
« R LB ARG E 8] E A BELEK
& ik ClientHello ¥ 8.
- RiEIEK.
o VEER R 55258 W S

38



Bl 40183

#®=% KF FS-MAKEP (7 WTLS $BF il

« MEHAFEEE ServerHello.

* 241 ServerHello, FH&EHFHZE.
KH 418, BEIER suspend REE K open KA, M session_record_op
RH 25 S BAF A hash XK.

Y

ERA Pl
Wi &

emdnum

|:profile

B2 |

case3:end

case2:session

case7 flefault

RIEERER:

cased:suspend

B

REHEER

lcases:resume

A 4

515

& clienthello;

o HR IR S SR Y

caseb:new

Wik
BRIt R;

EREEER:
P BRI B

#Eifrserverhelloiy B;
Hiclient_finishedi® 8.;
K ikclient_finishedi§ B,

VR PR 25 2«

#2#7 ServerFinishedity &,
FERIEER:

v

B % B,

B 3-8 WTLS L& p s i
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[ =2 DA7LS'S B=% X T FS-MAKEP ff) WTLS #F W%

353 RRERR S

BT LRI EER, TEEEENTEMEFE T LRTLL 5 SRS BN
MiE (5t i, R PC UL LM WTLS thiX il {5t #2, BABTHIEN: P4
CPU 2.8GHz, 1G M7 #I PC Hl, Linux #1E &%, KRR C ABLH.

B FBAMMUETE PC HLESCHLA, PC M HREHEBAREE, BFL
PIEERE L TR PSS LT, BTUATE ST (A] B W ERR R B R ER. 213 %
WLR, BE—ANMELBEFIEMFELIEN 71.26ms. YHMEIIERT
BUH B I R AT

3.6 AE/PEG

BET—MLH FS-MAKEP(Forward Security-Mutual Authentication Key
Exchange Protocol) XX [E1AIEZE SA7E e Uil , 40 iR T H & 435 e RN ) A GE
MR, 24U ERERER 2, TAETEAENER
LM LB EEHNEFEANRE, BR—FHESNATEEEEHEHTRM
SFAIEYY . 18 FS-MAKEP A% WTLS BFHHUF, #HET —HEMLZL
] WTLS BFEHiL. &Rt mATZ 2t JFHRSH I RaFEHANRER
i, PEAKT, FEEEAFIBEFHE—L254.

Rubin ZEE—FERTATELRAERDNZEENF L, AERH
Rubin Z#H K=, X Rubin ERH#TT R LK B, HKEHY EEK Rubin
B R H WTILS HGHTT TRALD . LUE%, Bu#/5H WTLS #hiX
ERZEM, BIF, 7 Linux RAET, SRR LH T REEH WILS HhHXH
EEWRE, X WILS REBTEE#T T WA,



BRI SEVIE BT AL-SA i WTLS EF thiX

$EME BT AL-SA # WTLS {EFHiL

AR rEAMEE, HHEFRRt e SE LY RTHZERE,
ARE T —HETEZBETIEAZZIMER R AL-SA(Signature Authentication
based on Anonymity License), %7 EATTE LM P 0 A AR RS, BEAbs
B P BIHAL, HRIET P ERAERS SmRE, L TR S03
FRBE—REFHR.

EEALTEDP, ETEEMENHERER, MELRSM OB AEKRH,
EMFIH T E L% 2001 4 Adi Shamir ¥ Yael Tauman £ B@E%/%%%f&ﬁ
BPSRBAE R O XS P % 2 AT R

4.1 BTRITHFIEHNER/ BLREREENE

St Z B EFE, 1990 4E, Even.Goldreich. Micali B 5421 T fr4k/ B4
SaMNEE. BITRBIESLIRFNE. BENRAOTEENR. TEEHN
B, AR BTN, SIEHERE AN —B B HRITHHE . £ELHE,
HEEZMEBE ST HERBTERER . ST RO MR EL S 46
.

BT 185 B 440t Krawezyk FI Rabin 3244, R #9i% Chameleon %45 BLiE.
ZRE SRR REN— N AAHER, AVSE5HIMEGE, RYIRESR
BT ME B AT g B A A SR EHSIE. BRE¥RKBIIER
A, BB REEEERE S i R,

2001 £ Adi Shamir 1 Yael Tauman %f 25 45/85 4k 5 0F i et 18 6 4%
BRAEBED N 01 MR, MUl E MBS FAIH R RA RN

L HHHAEEE: MARERERE ROTESZHBHEE m. — M BENE
¥r. A% HK, #r@FE H=hash g (m,r)

2. itHMIEE S, WARMABTIK. BRm B—HE m'. BENEHK .
B BEN RS . 3% R hash,y (m',X)y=hash,, (m1) .

ESGE T R P HIMETES R SE AR AN L HES, ST LU 6
BLEENEL T HELEEIREN 0.1 MER, BiAMiE, AdiShamir #REK
BEHRWE:

BREE—INEENSLGNEHE, BHSEXNT:

SIG(): B&H:

V(: EHE
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WHE AL HINE BT AL-SA f] WTLS IBFE Y

(SK.VK): —ME&ZINEFS

(HKTK): BT s —w A8

(SKHKTK): FHHEHENEZFH

(VK. HK): HEERAEEH

1 BEEMER:

(1) B4E SWMANBENHE m's ITHME R ML HK MBEHLE -, RE
T8t #%{& H=hash,; (m',r) .

(2) B2#E SH SK 3 EFEMT, %SIGsx (H) .

(3) RIGHEF(m' r?), hashy (m'r), BAREZ SIGs (H) .

2. TEEHTER:

(@) BLE S EWBENKE R EZLEMEEGEE m B, 8 r, HiE
hash, (m',¥)=hash (m;r), RERF, SIGsk H))HESHER m WE L., 4EE
M R R E 0.1 M.

3. AEBTER

HELESHEABLEHEIEEBRREN EERHTES LR, WAKITER
TK REER2ERE, OFRZEENNKLBABITRELHZSELHNGEN
58, Wi RAE 284 T LR BB M5 B BRItk (RIE T84 008 Rt

(5) RfEiif, LEKREEIZLENHBHES(E, SIGx (H))E, @itk
WEFEH VK HE i hashy, ('), FIEEE HK, r, m {8 hash, (mr), HE
hash; (m'r) =? hash,, (m;y), HHLEIET 2 HELHE.

Adi Shamir &)5 LSO LM CFEMEANMEITRS R EET
R, IEHHENEREAERELHMEERN 10 5, (AT 0.1 MERY
WHEE, TR IEEENEREE K ED,

42 BTERZBITIENZERIMEAE AL-SA

AXFATETRITEFIR RS/ BRELAHE:, RETETE BT
ERZINIES B AL-SA. %0 ROFHE T A RE:

1. Z&t. HRERETEME A WPKI(Wireless Public Key Infrastructure) i 5
fiiz b, APE-BREATIEAA .

2. BEEE. BITIEASHREA A S 01E .

3. AuLEEH®. MEREEREE SNEP OB RK, WRamEEA
PREEZ T RS R EHRENRS.

EAETHEMEZBTIESSHERREARMY, XHWT:

BOHEBRBIEBMENM CANESE, MEERAPNASER. SHiFR
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Bfrig e #BIE ET AL-SA fJ WTLS £F thil

IR HIEE IS BRRBUE S CA 95 8.

B 2 EATUER S = ME P Ol i AE B HE TS » 25 B P A 87T AIE A
AP SBEEMES, BTEFAESIERREENGER. hFRELERBT
ERBEAHF AP AR S, ARRBAPHELINGER.

4.2.1 AL-SA it R KB

Eh R EAR BB & XM PR R S R AR RS ERRAEF
0 SA, S5V 43R SAMERHENERE, V RRGSHAA. KILF
OEERFEBFR, RESAPRKE—ANELBITIE License. RFREMK
ESLBITIE, RERMPREMFORS . EERIESES, HPALEO0RE
HEHS6. B41H88T EER4 FRHHAM M.

E: || BB,
Hie % BSRAE . -
- WIEHD
v2(s) S\W SA
SaUjley=s
BILHE
#FU

B 4-1 HAEP GBS HIAE

FHES, BEREFURERTEAHNRG, IHEEERRIEE Pk
B, REERIE SA £ 2 ESt, B2 0HEHE SA NELRIERTV, .
AT AR B, 15 SAIE of B i Bk B DR 68 R A, RS iR 4t
B B SA MMRARIE R . ARV AR IR AL ER T LUAAT T 70 8%

ST WNE K SAEL.

L% 2. I SA MRIEREORWAE SA EE P ER EHEH.

S%3: ERFEELREHN, NATLAEFHRERS: TU, EEX
Fimigsk.

422 AM{EEIAEHRD SA RIS R

FEXEA4IFRE], NE L ESENEERRBEE LR T ARARE
ik, BEMAWTIE,

FEX 1. H—A SA REEMNTIREN, mMREEHHERLEHIE. Flm,
EHRFAT AP RBEEARE, ERAEAASHANNER.

EX 2: HF—A SA RUfE EolfEf, mRELZWELHAER, BEATH
Uil AL B AR
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] = A 974 FI%E BT AL-SA £ WTLS IBFHMY

EARUMT RSP, RAKE— e EA{EH SA, MmREANES
FREBHIRE, XAGFREFHORERR. EAEPRER—MEBEEZ
A, SA UARIUE LHE N K im S HRTRIE. HERERE MR
BEFIEREAS GRS, 28RERE, HHEE. RERUFERIET SA K
BEIE, X SAWEAKELEEERTT LUER BN % i 5 5 E Lt s 1.

FERAE O R IER 7 5t IR R AT

L BLEFFHHEAMSE LHRE.

2. MEPOFAHARUBEFEMEES . LAFERFEHNEF O E R
BHEA BN,

423 BEREBRES

AXFIRTETRITEIRBNEL BRELFEER, BT —1ET
A RAERRAESL SA WA P S REZNER R, BRIETRHP SR HAEE,
RARIET B P SRR A iR . AR ERTAMED L SA BE L BTIEMSRT
BARTEEREEHANE, BEMBR— M Hit 5352, SA FisEHN
B8, REELNBMABELNRE#MNEEMEF GRES, HIORIAEL
HErRmirHERE, DERATIHERABNLERTE. HH Ad Shamir F
Yael Tauman kB T %% & A SE BFE LRI BUvH SOE 8 0 T B L0 10 15, 1T
BUOTBA 200 1k B R i B ST ek P,

4.2.4 AL-SA A%

1. FEENX:

Client: & &
Server: HR% 2344

SP: MRF&RULH

S4: AHEEAIEF L
PK: SA A

SK: SA MELZHEH
VK: SA HIAEEH
TK: BT i B
HK: P& RES) o 3 A48
S: BRMH
CRRINTIE L



T S TR BME X T AL-SA ) WTLS EF il

2. Pt 2.

BREAFESRINEHEESY), FOEE W ELNEFHSK, VK.
SA BETRITBIEE N EmEtE, ERASEHEENER FEdost, FHE
ENELELEENEEEEN 1045, BADREWT:

SA BEVLELER M K EH p, qe 0,1, BFL p'=(p-)/2Hg'=(g-1)/2
BARKES, n=pg. geZ', B R — 4 in) M E K T
(A(m=Iem(p-1,g-1)=2p'q'). SA ¥ 2 PK=(ng), R—IMAHEHKG
AR WOEA LB RERA, BBFY TK=p ) WIRE. (SKHKTK)HEHE
MR LEH, VKHOAFEERANEES, S ABLRY, V HAFRK. #
5 SCH I FH I 20 1 5 2R 4 hashix(m; 1) = g™ (modn)

3. BRI

(1) E&RE:

a SAL BN ¥ reeZ,,, » Rtewmy , HHEBBZRHY

hashux(t;r) = g"" (modn) .

b. SARTTELHIS, BE 2 FHSKIIEH E hashix(t;n) B4, XEIE%E
£ J5 B8 Ssk(hashix(t; 1)) E X AHC.

c. SAfE(tr), PEAE hashu(t;r), MARCHEM# FRUBREUEHNHRES
H.

(2) fELE 4.

a. Clientt} G {HE Certc KILHSA, HRKEL.

b. SAKIE Certe, WHRFR, Wit Certe #IMEFHH M(Certe) , W IM. RIE
M 22 (6] o 3 DB TSR S 008 5 (8 hashi(iyr) » 5565 M. LLRTK, HEH
r'e R, {#13 hashuk(M;r) = hashix(t;r) , Bli% 2

& =g (modn) AR(4-1)
R EK 2t 4r=2"M+r"mod A(n) AR(4-2)
HARE-2E 7'=2 (1= M)+ r(mod An) AR (4-3)

c. SAffiLicense =(r | C) S {EX Client 343 #4542, ENClientFIBATIE, RIEL
Client.
4, LT TE:
(1) Client i+ 5 & k45 Certc IS A1 M, 5 License —i& K i%% SP. .
(2) SP A TRIF( ORTHLR SA X Client BELEL, EhXHEH
hashix(M;r) , RGBS INEFHAVKHORAEE S V3 CHE, BHRFER
hashux(t;r) 71 SP EH 1 B ) hashux(M; ) X E, R P55 —2, W88 Client
REEMF, SABZHM, SP AJLLAF MM Client BEMS . B, M8 Client
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Tl VA8 FEUE ET AL-SA 1 WTLS EFEHiY

RAHMELHP.
ERBTIRE RS R AEE R KRR T
[ Ctient | [se ]
B
hashy () R
C=Bsk(hashyk(tr))
Ri%Cert:
HREBINIE

W EM=nh(Certc)
AL R
r’ =2%t-My+r mod %(n)

& PLicense=(r’ ,C)
1A BITE

iIE7
l License

B 4-2 AL-SA FEFRA

FEXH, RIMEATHEL/BRELEAR. NEFLERAFTETRARAR
AESRRERBITIE, MREFREFLENZETIEEREAEAER, AR
ETRPEEH. R, NEPO2ENE PG HES R, FKiETRP S5
HaEE, WETRERBEBITRONZEM.

4.3 T AL-SA By WTLS EFihi

4.3.1 iR

Bl 4-3 SR THET AL-SA () WTLS EEBFiIH, B 55 TF FS-MAKEP iA
EHEM WTLS BEFEEEY, BRAT ECC Bkl HFHL TR, FHEK
e XEEPEK Cerificate ffERRKEMELEHE = NIEMELBEITIE
License(r "C), MiARFF 8K FHES: IR, TSELE ClientHello F K i% CMT
8, REBmEARABEHE CMT. IR B 5B IAE License KIMER F o
RTERBATERAE T FH B AR 4.2 7.

1. Client 1% ClientHello &, EBF T EF MM E MBI R URE
ERIRS SID, X RFEHRZ BRI SecNege MM UIRES V.

2. Server FHMEF A Ko =rsceRe, AIMEFHENFE R, BEFEXCI,



ot 2 A9 HMNE ET AL-SA #) WTLS BTl

Client Server
ClientHello
> Rc 81D, SecNege VY
Ko =rsxeRe
Ci=Ex{(R)
ServerHello

€ Rs ,C1,SID, SecNegs V€&

Cats €& Certificate
CertificateRequest
€ ServertielioDone
Ko =ruxeRs
DiefC1)? = Re
Certificate M =h(Certc), License=('C)>
Vix(C)? = hashi(M : r')

Kn= f(Ky,Re,Rs)
Ko = f(Kp, Rc,Rs )
Finished >
€ Finished
ApplicationData €« ApplicationData

B 43 £T ALSA 9 5% WTLS -+l

3. Server Ki% ServerHello R, %M B A ST HEMENE R, FIX CI
B, SERIRE SID, BTk BRI FAZEH AN SecNege MUK LS V.

4. #)5 Server Bid Certificate B RIXEB W B HEP cens, FHRIE
CertificateRequest # BB K AN EZ P WM BHBHER;: &S, Server XKi%
ServerHelloDone ¥ &\, 3%~k 8 Client IR,

5. BPmitHEAK WILS BEFMMETFHK,, REUL HEEEH, A
MNRFER B BT C1, BEIRc. FE M1 R M2 SERERR N BNEX HIH1E,
Ric=Dy(Eo(R))=R RBOLI. X, ZFIHERKHIMET Server.

6. #JA Client F % 1243755 i H0H B B I B AHE TS Cere 2| M, M SA 3K
{3FE B WMITIE License, it Certificate .8 R IES K% 2&iF.

7. IRE S5mKIE License, R WTLS HFHIBERARXHEH I EH K.
K= PRF( pre_master_secret, “master secret”, ClientHello.random + ServerHello.random ) (3-6)

8. Client vHH E % Kn .

T WHRELERER.
10. B&JG, X5 EARKIE Finished 1§ 8, JFAAEETIR.

4.3.2 il tEgE. REMSH

1. HHE I
B EdBa st EnEHmRann iR N — M 453, f454
HEAE-MENERTER— R ERH R, AFSEAS T M EEEN
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W68 3 BIE T AL-SA 1§ WTLS EF il

B A REN—MAERE R, SEENSSIMEEEML, FRETTEMR
MEHBREETEENEMZH, AEWEZNERERE, BT IFH TR
Ait. MELELTRAET — M EmA RN —B1EBHHE, HHPN
FRMHRE T EERE 1 MEREER, SAEFERBIMER rHERENH
% 0.1 MR,

2. Eeh

FHERAETHEFIRIOEITESIRE, o LUERS S 2R rethE i,
BEh W E LBk TR EH TK. 1R RaT LBk B &Mt EF % LB
HP, HEPHFAT T T FS-MAKEP F 8, BB A RA M
Z2W, BERMFALZER G RRA LS. FRBSAEAESL SA A
F S EATINE, AEP O R3THERSREFERGE P FRBITE, MTE
ET RS REFHITERMEZ LR,

3. BEat

ATEAUERY, BT M & A RS R B IRBE A mME L BATIE License,
AR L BEEFRA P RAAE R, B4 License VLR SA W% P4,
HAREFHNELRM, BT ARFEEPL SA AER A SRS
EMEFHENELER, BKRETHANESE, HE2THFRSORIPHES
REEK,

4, B

RPESSIMEPLNEZR, BRARSREE G KRS, RFERR
B LBITIE. Ao, B F A i E A, WAP g1 R 1 TR A WTLS
i, PAg/MER KA. EETRBMARS, HTRATEMEMFR, #—
SRS T REIEBHERE, MTERTHE.

44 KENE

AERY T —METEZBITFEMES R BMAES BRI REFE—
AP RIR S R T A SRR B0 SA, SA BE P ik —ME L BT E
License, fR% RBHMIEBMRTEAHBAFEFEE, WEELKIE License
A SR LI % P 3 SR BIAE - 0 HL SA 4B AR E B AT IE M I —RHE,
ERE R ELNEFLINEZ G, BEERABREREHIEKRREH, B
T ERTEAEITIE, SA NFEERTE. AHHENHL, ZHFEOELITH
ARWRRERIEM T EAS, mHARBET et s,
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L #ATR FHE BRHAEN WILS BFEHIFG T

HRE HMBuE WTLS 2F N ES 2

£ 550 WTLS HhiURTRERINEME R T/ A RIETHR, ©HIET
EHEB BT LEER. BT RELELRNRGRMEHN, BEF &SR
& B Z BEIXUAHAE R4, ML 40 M TR, ASCR B T iRk
#a9 WILS BFthil. #F FS-MAKEP ) WTLS BFHHUAET AL-SA 1y
WTLS #Fthil.

51 HEFAHES

AT EHABITE T ERH, EXTESHNT:

Tece : ¥ ECC HFEHAMTE IR E(W: Ri=reBmodp1)

Tunr + THELREEIRILHT T HE [8)

Tue: THEMIEE T (IR (8]

Ty: WHE SR B R AR R

Te s HE BRI R 55T 3 0 ]

To: THEFTHRAE S B B B ()

Tr: WHEFEHAHFE R

HHEA. LenstraRlE. Verheul e 3L ZE[34)FH BRI HIE A LN AR EH R, &,
1R B |n|=1024bits, |I| =|IDv|=|rur| =S| =160bits. HHELEBS]. [36]HI% IR
350, EWH LD, Re=rue-B(mod)pr It H | p|=160bits, H =M HHEMH
102407 F PIMIRSAMEIF] . BE4b, X FHIEE0EHE g"mod n, HAPng—41024bits
MIRFEE, x2—A160bitsiBaL B, —MERNSHEMIFHEST3x/ 24
B (|x| Rrx B $), WG TF240MMs. 2|p|=160bitsht, sAZHEHE
R ESIE FEE s ElY, FRETLES H— M HE Mk L aRiEE Ky
& F2oMMsPSH3,

1. RSWTLSEF U E T R R:

A 5-1 B4k WTLS £ 5 Pl & M9 H 4%

Client Server
WAL BU B 1T 5D Toce =29 Tum Tece =29 T
REMLENTEREFANE  Tooc 229 T Tace =29 Tape
BHIE 5 YR B Tice + T 2Tocc+TH
WHEFFNR Iy Iy

pulg 88T +Tr+Ty M6 +Tr+TH
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WA BRE RN WILS EF il &S0

2. %F FS-MAKEP ] WTLS B F il B4 E 27

ERAVBUEH R, &P WmEHE i 24 Re=rweBmodp: 5
CMT =g"™"™ modn, HHETETEH Tecc+Tis, REBBFAEBERLEITE
Rs=rsceB(mod)p1 » BHE N Toce, LA LM BEFHZMTE, HEL&HT
H:

EXEEVEMTEREFHANR, REBRITE ServerHello FEEI
Ko=rscoRcs Cl=Ex(Re)s WHEBUHEIFEH Tece+Ts o Y ServerHello # 8 /5,
Bt E K =rueRs, De(Cl), BEIEHTecc+To o

ERIF SRR, B EEN Certificate 8, C2= Ex.(IDv) IFEFH
ATe . REBHTHHE Do(C2)=IDu » Sr=h(Re,Rs,Du,IDs)» BHEIFHRTo+2TH .
B P R S = h(Re, Rs, 1Dy, IDgy » =2 (re—S)+runod An), B E TN
Tw+0.1Toac o BR%5 385553 CertificateVerfy 1 BG, L CMT =g " modn | 152
J& & Tue

EFHEETHNE, REBRNEFIRE A HE K= (K Re,Rs), BEED
AT .

# 5-2 & F FS-MAKEP &) WTLS £ ¥ this & M2 493t B 44

Client Server
?Jﬁﬁitﬁfrﬁﬂ(%éi Tecr +Tue = 1805 Tar Teoc =29 Tam
itH)
N YR 1R i R
REEENR Tecc+Tp =29Thas + T Teoc+Te =29 T +TE
Lang=Lhiode Te + T +0.1Tans Do 2T +Tue 1776 Tsm + To+2Tw
HEEEHHR Tr T
Bt 18341 Ta + T+ T + T + Ty 1838 T +Te +To 2 Tu + T

3. %F AL-SA # WTLS Bl E RE 57

AR R, &P S5 28 Re=ruc-Bmodp:, %522 im MR
H Rs=rsxeB(mod)pn S EHEFFEH 2Tece, U EBHELTHE,

FERXHRENEFTEMEIEHN R, REBHITHE ServerHello F{E%R
Ko =rsceRes Cl=Eg(Re)r B ETHIHA Toce +Te « WH ServerHello ¥ B )5,
BFHAE K =rueRs, De(Cl), BEZERH Tecc+To.

FRITFGBTE, &) K IER Certificate # A M =h{(Certc) , EREHR T .
R %5 284t 5 V(C)? = hasku(M : ) Kn= f(Ky,R,Rs), BT HITH A To+2Tn o

EHEEFHRER, W& AHHE K= KRRy, BREDFIHT .
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B4R 3 PHE BN WILS BF UGS

£.5-3 BF AL-SA 65 WTLS 38 F Wit 8- Freted it B 748

Client Server
PG B (B 2kt ) Tece 229 Tame Tece =29 Thos
RN ERMEEENE Tecc+Tp =29Twe +To Toce +Te 29T + T
Bk G9ere TH To+2Ty
HEFHME Iy Iy
Rt S8y +To+Tu+Tr 8T +Tp+Te 2Ty +T;

RABSIREHE Ty, R, BEFENTET:, To R B
B Tiw A RRBH Tece BARE, FTLMEHEAEITAR R T L ZRE X S5
FH . WTLS RIS UMY S PR SO I WTLS sl i) 8 S B R8T th iz 5-4 BT 7R

£ 54 Bt EAati
Client Server
Offline Online Offline Online
B4 WTLS B F il 29 Tham 59T +Tr 29 Thms 87T + T
E T FS-MAKEP i WTLS 8 F MY 1805Tane 29T +Ty  29Tamr 1805 Tms + Ty
ETF AL-SA () WTLS B F i 29 Thm 29T +T7 29T 20 Tans + 75

PR RN FHTREBERET ECC M, FiFEHKKEEE, i
TR BN/ BB E R OEERISA, ETEIFLE, EAEF ALSA I
WTLS BFEHIE KT EBEE T SA &, FTCIA B IR WTLS ¥l
T FS-MAKEP H] WTLS E FHhiX RABP I ETTH, RRASNFI—HTER.

HARHET FS-MAKEP f] WTLS B F Wi A 2 - B 8 bR %6 WTLS Bl &
%, ENSEREML, B IEE TR RS S & TN, ML e
HHIERLE WTLS HUE/D, RIETHNESITPRERAN, BELESHK
FsE WTLS thill EmE. REB[HNELEHENB AT ERFAERNE,
TN EGHAME, AN TEEE. FrmsEPEnmEgrsEER
B A& B BEAT S i34, AP Schm A 24, RINTBY L e se A, Momd
PRI Bk, PRIRBUE R Mtk I B AT .

52 EREAENH

HUE WTLS M ER, SSERBEWT, R bits:
r|=|rs|=96, |Rc|=|Rs|=160, |v|=8, [SID|=8, |H(|=160, |Ex()|=160, |r]s)|
=320,

B 4.3 WOTH, M MKERRTHRERFERR, License MHEBURT AT
% 2 H Ik, BE M+ License| FIK B R AR E R & 5-5 5 R B R A&,
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S BRE FRDukl WTLS B FHhilesa i

£ 5-5 BBEe1E LB A F(BAL: bits)

B WTLS 2F & TFFS-MAKEPRIWTLS % T- AL-SA ) WTLS

X EFHN EFHhill
ClientHello 112+|SecNegc| 176+|SecNegc| 176+|SecNegq|
ServerHello 112+(SecNegc| 176+|SecNegc| 176+|SecNege|
Certificate |Certy |Certs [Corty
CertificateRequest 0 0 0
ServerHelloDone 0 0 0
Certificate |Certcf [Certc| |M-+License]
Certificate Verify 480 1024 0
Finished 0 0 0

H ERATLEH, ZF FS-MAKEP f WTLS EFEHHFET AL-SA ¥
WTLS BF iR EEF L HMEHRE M. ¥ni =2 R F 2 A EN S E
FEARALFO X B PR A LA R F PR B AGE S B A9 N . XL 15 T i 18
IfER S SR WTLS BF il B9 30fE B=ESR D, 7 AR RS 2 8GE
MR HIRT RE, BE LS B i 60 o A AN B AL K B (38 3 2 i o T B A B AL
¥, ANLCETEEREEH. Bk, 3TREHHZSE, BEEFEAR
PR R LA R R .

53 B

ETF FS-MAKEP ) WTLS BF iR L2 M IAEFZ 7 #eth
W, BRHCHIE AT R e, RMB AR ERGE, AR A AREEE, WERSK
BLR FAGE .

ETEZBTIENEEGAENR, FERXFPHEIREHESTRRMN S5
HIBFAE . EEMAESER, WEFmESHAERETH —AES L
SA FIfFfE, MEBMLEBORTEFRHOLAGER.

P E) WTLS BFHIE  REWEFRS, LRGN WTLS IHUER
L4 FAIMERE FE BTG . B WTLS W UR BB i &4, T AARE
Bk BT, G MHAEN B ES D RLER . R Y KX TX
Mo PR, BT LUF AR SO M-

. EXBREENENT ET TN E, BRSO WILS EF R E
F ECC i, SRKFHTHEE RSA, DH HikMtk, ECC HHKEMM
B4, HEHTLAIMAMNZESEY. HHFHBUEE B T R
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e 2 DA BHE HAREN WTLS BEF G5

WTLS thil R R &M R Ei %4, SEBENANEARE S, FRAREEE
P, BESHhER323M4329,

2. ERIFSHE, FREGHN WILS EFEHILEEFRRHRE-

£E T FS-MAKEP ] WTLS EF il b, IR XA H & 43 BINE AL
BT S E B NE Fost WA ARG S UGE R M B 1 3.2.3
W) - XHENERPHSHEBEARIRPHRAHEEY, HarEhih#T
BAAMEREHRRIBE R, HIXFHNEAMEAFRES WTLS FAEL R0
THERR. EHETFHLE, BRENRSFBRIUUENT —MIEHER, X
R THRANE P RS TR AN RS R R MRS R .

FERET AL-SA #) WTLS BF i, REHEXS A P E 2 BATIERAE,
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