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ABSTRACT

Simple Network Management Protocol (SNMP) is the present network
management protocol in TCP/IP stack. SNMP provides a method to monitor and
supervise the various devices and resources in the computer networks. Because of its
simplicity, SNMP is wide spread and supported by many manufacturers. There are three
versions of SNMP which are SNMPv1, SNMPv2 and SNMPv3, To overcome the lack
of security in SNMPv1 and SNMPv2, SNMPv3 is greatly improved in its security and
user management, and it makes use of the User-based Security Mode (USM) and the
View-based Access Confrol Mode (VACM). USM could be used to avoid the
modification of information, masquerade, disclosure, and delay or replay of messages.
VACM could be used to check whether a specific type of access (read, write, notify) to a
particular object is allowed.

The project detailed described in this paper is mainly about the implementation of
the security features of the Agent side in SNMPv3 system. The design adopts an
uniform network management architecture, gives an implementation plan of the
SNMPv3 security features which is compatible with SNMPv1 and SNMPv2. The USM
and VACM security function was implemented by coding and debugging. The testing
plan is designed in this paper and the system test has been passed.

The main work in this paper is listed below:

1. Analyzes the SNMPv3 standards, compares it with SNMPv1 and SNMPv2, and
understands the function features of USM and VACM.

2. Analyzes the security features in SNMPv3 system, gives out the USM and
VACM implementation plan according to the SNMPv3 system logical architecture,

3. Designs the USM and VACM’s functional blocks and implementation flows,
implements the SNMPv3 system security features through the code compiling and
debugging.

4. Designs the USM and VACM testing plan, tests USM and VACM functions in

the integrated environment, successfully implements the SNMPv3 system’s new
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security features through analyzing the testing results.

Key words: SNMPv3, USM, VACM
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2.1 SNMP s igiR

SNMP & TCP/IP thillEF N E i, £/ UDP 5D 161/162 HATHIE
£iE, TRET —MMAME LNREPREMNEERFERNGE. SNMP NEH
B RIK B “Manager/Agent” 25 1P,

SNMP Message |
Manager

[y

Agent

L"IMIB |

NMS MD

NMS: Network Management Station, FI#5& B
MD: Managed Device, BH &

Manager: ‘S5

Agent: 10

MIB; Management Information Base. E¥{Z B
SNMP Message: SNMP 748

B 2-1 “Manager/Agent” & H f) 2 £ R

—A X SNMP REEHEMNARZESUTHMEXRER,
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HERAM R L. Manager fEAHEERE, WLHERARE Agent FT4H 8 MIB F#)
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6



HFF SNMPv3 thiillHER

nE, RSB REHEES. SNMP 312585 T SNMP 42 A &—

— W% R. SNMP 31 ERFELFIA S

e FMEE: R SNMP SIS XY, B SNMP 5I2RF—MAER BA
# SNMP BRI T HLFRAR SNMP 8. HIhftaiERMEREEM
P4 5% SNMP 1§ 8; B SNMP # BAIRA, SHMKHEBALEEREE:
A SNMP RifiREHMBREED, mitkd PDU SRREHARESHE
SNMP 3L/ PDU.

o HHELBTARZL: ARHEEREHENHE, YRMNTRERMNMHEES B RIE
XEE. HRLETRETEE—IREMEBABEER, WE 24 R, 8
AME R E Y MEERAR SNMP BB, DhEEaEEARLE
AAAIRCF REHIE.

Message Processing Subsystem

SNMPv3 SNMPv2 SNMPvl Other
Message Message Message Message
Processing Processing Processing Processing
Model Model Model Model

24 HELBTREZEL LA
ZEFRE: REHENNENMFEFSELRS . ZETRETES —PRE
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2.3 SNMPv3 &
2.3.1 SNMPv3 EHBHR

%M RFC 3412 X SNMPv3 il B8 X iR, SNMPv3 B BfRAER., L
B 228, YR scopedPdu PB4 Y -

A
f msgVersion
N
msgiD
Si
msgMaxSize \ HeaderData
msgFlags
msgSecnrityModel
w
0
-§ msgAuthoritativeEngine[D
E’* msgAuthoritativeEngineBoots
=
=3 thoritativeEngineTime
% msgAuthort ngine msgSecurityParameters
g msgUserName (Generated/Processed by
g . User-based Security Model)
B msgAuthenticationParameters
msgPrivacyParameters )
'y
contextEnginelD
on
-% contextName
o
=4
g scopedPdu
é (plaintext or encrypted)
S PDU
=
=]
Yy v
B 2-9 SNMPv3 i B4 H

® msgVersion: & X sempv3(3), RAZHEERZ— SNMPv3 A,

® msgID: H-FEMENH SNMP LHHME—FFiR~—XHE RSN R, ZiFRiH
BERNH B HHEHFEM nsgD .

® msgMaxSize: JHERBERIFIHBEBAFTYE, A ZLARERNE
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KEFH. HRREREEY 484 FH~Q31-DFH.

msgFlags: —MA\A4E, BEISET=MREAL: reportableFlag. authFlag#l
privFlag, F T BHAEITH. authFlagRlprivFlagSBRAEL T &4
%7 (securityLevel) , BEIH =R L% FAEAMFE (noAuthNoPriv)
INIEAMZ (authNoPriv)  BEAERX M#F (authPriv) , HEZLFZFKKIER.
msgSecurityModel: #RRRZREAN &2, BEMURRAERRENE
SRS BAEZHE. SNMP BARBAFT AN ZEENR, BiEER
SNMPv1(1), SNMPv2c(2), USM(3). %-T SNMPv3 i 8, HZ 2K K USM.
msgAuthoritativeEnginelD: #7554 B3 A5 %R snmpEnginelD {&.
WEEIERBATEEMMNAEER (W Trap, Response) KIRIXTI%E, HEEE
WiRERYTE R (20 Get, GetNext, GetBulk, Set, Inform) BI¥EM5I%.
msgAuthoritativeEngineBoots : R X Z 5 H B X A W 3 & M
snmpEngineBoots {H, BIMEFIZEAE T snmpEnginelD PURE /A KK 3.
msgAuthoritativeEngineTime: £/:2 515 B & LA B 7%/ snmpEngineTime
&, NS 2ERAE—RERIAERLIHNH M. HREBBKME
(2"31-1)#¢, snmpEngineBoots HI{E M 1, snmpEngineTime FIMEHKE X 0 - EH
Frohit .

msgUserName: A/ 4, ATHRIXHFHAIE.

msgAuthenticationParameters: #47{H BIAERIVE BINER, KER 12 ML
H. WRAREAE, WHEMEHZ.

msgPrivacyParameters: WM& 2%, FF4EMi#ET CBS-DES MAFHMFIMHLE
B(IV: Initialization Vector). MBRAREME, WHENZ.

contextEnginelD: A TE—MFEEPIRIR SNMP context BTALK) SNMP L%,
SNMP context, Bl SNMP ET3C, RAt#—1 SNMP L& RKERRF RN
a8, ZEATUBBES SNMP Lk, B2 SNMP L4k ERaT i &
5 BARL.

contextName: FIF#—4 SNMP L{Ep#arE — LTI, &ER— SNMP %
{5 contextName HIEME—H,

PDU: Hll SNMPv2 PDU.
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2.3.2 SNMPv3 PDU

SNMPv3 F & XHH PDU %8, {iEf SNMPv2 PDU, JEHWT-EF:
GetRequest-PDU, GetNextRequest-PDU, GetBulkRequest-PDU, Response-PDU,
SetRequest-PDU, InformRequest-PDU, SNMPv2-Trap-PDUIMII,

1. GetRequest-PDU, GetNextRequest-PDU, SetRequest-PDU, InformRequest-PDU
ks K 2-10 FR7R:

PDU Type | Request-id ] 0 Variable-bindings

2-10 GetRequest-PDU,GetNextRequest-PDU,SetRequest-PDU, InformRequest-PDU # 2,

2. GetBulkRequest-PDU A& R A 2-11 AroR:

PDU Type | Request-id Non- Max- Variable-bindings
repeaters repetitions

2-11 GetBulkRequest-PDU #& 3,

3. Response-PDU KR A 2-12 Bizs:

PDU Type | Request-id | Brror-status Error-index Variable-bindings
2-12 Response-PDU # i,

4, SNMPv2-Trap-PDU B A& 2-13 f7R:

PDU Type § Request-id 0 0 Variable-bindings

—

sysUpTime.0 | value | sysTrapOid.0 | wvalue | other variabie-bindings

Bl 2-13 SNMPv2-Trap-PDU # =,

K, variable-bindings §9#% X0E 2-14 FioR:

Name 1 Value 1 | orverricernnnnnes Namen Value n

2-14 variable-bindings F#% =,

PDU P EFBHS X!

14
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PUD Type: #7iR PDU RI%8L,
Request-id: PE—FRR—MEK.

® Enor-status: #REHIRIRE, noBrmror(0), tooBig(1), noSuchName(2), badValue(3),

readOnly(4), genEr(5)%4iRRE.

Enor-index: 3 error-status 3£ 0 B, ¥ RHEERETERACHIREMNIE.
Variable-bindings: R 5HM M KMHETIR.

Non-repeaters: it RIRFEI—MES#TEHERH.

Max-trepetition: fRHEBAEFREMH EERMERMNRXFHERL.
sysUpTime.0: % MIB ¥ system 4 sysUpTime ¥ S E{H .

sysTrapOid.0: 7R ZLH] trap KX AR IRFF(OID: Object Identifier)

is



BFRHREME R AR

H=% SNMPv3 RLHFEL

3.1 SNMPvl/v2 REHER

1990 & 5 A, RFC1157 £ X T SNMPv1, & SNMP R IZ 4, SNMPvl
FEHTHERE, FERAHTRIRATE, FELH; URRZAERNZ
EHE. MR, 1993 €& T SNMPv2, B 7E SNMPvL AR BT
TIREHY B, By BEERE., B URERBE TN RT BB,
FINEZEFHHEH THRRTR, BHTEEMRTELITESR FUAMNR
B2 T HB %R A SNMPv2e, WRA SNMPv2c th#kg “HFHE (community) &
SNMPv2”, EHRETEBMEHNE, MWERLFEUWNARER SNMPv1 & T
community FRIAEAR, Hith, SNMPv2 BB F AR SNMP iR Z2HH
g1 0S| 6 [17)

HEKYE, SNMPvl f1 SNMPv2 EZARG IR TRRFENRELR: (1)
BAERGEREFMEIRE, £18 SNMP B ER. BESRENFITRETE
L Q) WEEBINUKBTHRPREASL (community) 7B, BER
FZHIEHRATRERBEEL % public, BHEERMEEE R private, BEHESH
RENHEEFRRANRE, FBEERHREGRE. HFHBEL2TERR
B, RMEMELENHEBETRBARY, FRRANENEEEEERNEE
.

3.2 SNMPv3 £ EK

EMERET, TRz AGERERH 2L HER, REENSM
0 T RIS,
o R FRPULAEREFRMETEMRBL AL SNMP HE, Bltkik
TRBERNEERE.
o fhi. FEREUR A REBRNAPRGHTRERNNERRE.
o HENEMR: TEHREARIBTHRARERREZKE.

16
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o GiUT: HBEAEBLEPIAVH A RETE N, Bl HBRRIARERHEE
FHER.

KR SNMP A3 &2, SNMPv3 BXERREUT LHELRE:
HoRmEN: GEREEARTRPREES.

HHEAREE: SRERERPERHELATTIHEME.

B RIFIAE: LI BB ) REE NS HAIE.

HEREERP: FERSREFRNEFAERBMHEL.

RERS: B EERAAHER, ERERHE &N R RS R RO
B R .

O A

3.3 SNMPv3 R XEHEAR

33.1 #d

HYMEREPFEAMFERER. HEE. 5%, WESERRES LT
B, SNMPv3 BTN Z2BH: WNEAMERIK SNMP 3 B#TMERE,
BAREAHLIEPRERER, THEREEIAE: REXMNREHINA
FRISEAE, Brbth3e ;RO EUCBImE B m B, Briki BHE
HEE DENREHELNRP, UMEEBARHME.

AT EELEER, SNMPv3 RIETETFHAHZEER (USM). USM
RET HMHAE. HEMERNMETEREZLME. SWFA, SNMPv3 B%
25EEHASEE, RETETUHENFRERER (VACM) REH SNMPV3 &
FEIF P EFEHE. VACM R LL7E PDU RiRGEL LIRS, AT IR A5 LA ) i
BENR, LKA UHETR R RE.

3.3.2USM

75 SNMPv3 12 2EEP, USM RET SMHAE. HBNERR R ERRE
2 MR% . USM R BIAER MAC 332 E M1 BT e AER 2B E,
IBFit A FREANBES, BIMEHMANESINE: HMACMDS-9

HMAC-SHA1-96M1 PRI Fyat, USM 18 Bl N3 7 i R ARAEVE R 4 A 1
Mg, BIER CBC-DES MEFHNIF P, i, USM  FI R R B HLHIRE 1

17



BFREX P28

HANENETRE,
USM 4 SNMP Lk T —4N A1/ 15 B R usmUserTable, BT BSR4
B R,  UserEnginelD (&5 AP @ {5 A B 71 ¥4 SnmpEnginelD), userName
(AP4). securityName (244%). authProtocol 53 authKey (FH 2 {6 AIE B
WAHEH), privProtocol # privkey (FiF #FHBMMMEHINES) F%. BRE
WHEEESFEFORAFER, MEEHHRETReLEY,

s, EFRGESINE MRS, BIEH Manager 1 Agent ZUFEEF F A
EFFMNEFH. R0, —PHPTRAEEA Agent B RMEHR, W
RERMPEGN Agent EHFHBER, LEFHREZLRE. ARLAFRBIZK
BREH, XNeMmAFam. hik, USMERTERFBAENS, BRAK
RIZ B CHRAEEBRANEEE, & USM £ S EHE RN ERNE Y
FAENARENER. KREHAFR, TUSRFAAEARENER. R,
BHTFARAFPNEASFAER, FAR—APERRE Agent ERHHETRR,
Bt —PAPERE—A Agent LHIFHARIREFLEWIHLTH Agent.

USM BRI FEE, FHKNBA, SMAE, HRIERE, LRH MR
FEEDRM R ARETEL AR 422 MFF, 423 /0%, 425 DT, 426 /¥,
4.2.7 .

3.3.2 VACM

VACM 7£ SNMPv3 2B {E R4 PDU R AKL LIRS, AR AT
WRHKEENSR, URTCIHTE R RE. AREFRNENRS, VACM B
X4 (Groups), &2ZHA (securityLevel)s _ETF3L (Contexts). MIB ¥LE (MIB
Views), BLEVFRIZEEE (Access Policy) ZLAHAEEN,

o A. AR -ITHSNE<RLEM, 2L AFARKAP, RARHREH

FPRAEEHRPGENER, BEMAPAGNMA-I4. B EEH4

(groupName) #RiH.
® LRUGH: FAREHATHEBREEINITEEANZSEHN, =M R\

18
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HEANFE (noAuthNoPrv). IMEBEAME (authNoPriv), UKEEMERME
(authPriv). RIZAMAFATLUE LARGZ L5,

& LTI REsH—/ SNMP LAHRNERRFRHES, ZRGTHUERS
4 SNMP 4%, B£A SNMP L& LT Ui MERERAR: R, F—®
BERERWURTFEAMLTX. M LETXHETXE (contextName) riR.

e MIBUE: Z—MEENENES, f— RS MBATFHEAR. T— M HE
FHRE—RIAFAER OD §14H MIB M & L5,

o Vi ATEX—MNTRNR. E— M RAEFRAERENRSE
B2 R ETcd, BdER—MERE (read-view), 5
B (write-view), FEERE C(notify-view) i ZAEXA L TFIXH I
AR, o, RALERR T iRARETIRREN MIB HE; BUERRT
AT BHMEN MIB L& BERRRS T ZER#TES N MIB HLE,

sesh, hEBT R FERERhE, VACM EFMFHNKER: L TXE

( vacmContextTable >« 41 Bt % # ( vacmSecurityToGroupTable ) i [} ¥5 i &
(vacmAccessTable), B FH&E (vacmViewTreeFamilyTable) S SZHLUF #5441
#le LT XRATHFEAFETEH AN LT XHEF, ARARATFFHE<R
28, REL>_REEHLHNNXR. FREHEE THEES AKX RHR,
BETEMERENETXP, FRFENZLENSZLH5), RiRTE
ZNE, SURUERESIE. NETFHRATHEME MB LERE S THERE
Fi, DEAESABEREFRHEAXER. WG AATEER 43.5 M.
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BT RHCAF ML SRR

FmUE SNMPv3 REFHFHEHFR

4.1 Bid

FREXEARHR S LI USM R VACM B #ikk, BEA SNMPv3 B4
FREEH—NEEHFY . SNMPv3 REFF R BHBVHIEHERE SNMPv12
REGz E, 2T Net-SNMP 5.1 R4 SNMPv3 R4 Agent WM FHRRBATEH
B LM SNMPV3,

B, 2458, SNMPv3SSNMPYIV2IEARSH. B4R, o
EBREEH S MARXNEN. nREEEEDHHSNMPvIA2{LEER LiFm
SNMPv3#HALHE, HESHEK, TEXHSF 2B HSNMPHMLE—BE: 88
KZHEW, FEE—EORAR, LANTFUETMGROT R, kit RiEF
VI AT N Sviv2EAGE R, FHESNMPVIRS BT HEEEEB T v3xt
VIV RRME TR, Bk, REFIERSNMPvIA2RIEAEER, IEHSNMPv3
BUMHAE RS R T FTLHSNMP Agent, FIF F HSNMPvl, SNMPv2l
SNMPv3. Z#, BITH—ASNMPVIHAHMRE RS ETSMERDFEMRI
FFSNMPv1HI/ECSNMPV2H) IR & (H, KR T SNMP=MEAEREP I,

4.2 USM #IThEEi& it

BB H AL ARER, ¥ USM BIThERAME A LT B FIhaE: B
S DBER: APEE: Bistit; HRERNNLL: hRE5ERMPIE,
HEWEMER RN, SRHBlRAbTE,

421 BESIEID HER

SIZEDATE—MEEFEME—FFR—/)SNMP %, B HSNMPv35| AEHh
WA RE. BT SNMPEAERISNMPE R ——SRMKR, FL5IZIDEHRME
—FRiA— MSNMPER. FEManager5AgentfI B EH, Agentil ¥ fEAWEGIE,
B M A3 [ DB A AR 5 #ID,



£0E SNMPv3 ZEFHHRITE

8|% ID BE=4: <enterpriseid>.< localEngineIDType> <HFE B>
® enterpriseid: 5 4 TAPIH, BRISMEN 1.
® localEngineIDType: (& 1 M\4, HESEHAZRMBR, ©F 5 FHIE:
ENGINEID_TYPE_UCD_RND
ENGINEID TYPE_TEXT
ENGINEID_TYPE_IPV6
ENGINEID_TYPE_MACADDR
ENGINEID_TYPE_IPV4
o EFE: HKBHRIE localEnginelDType HIAFTI AR, KMV T :
ENGINEID TYPE UCD RND  oldEngineID 3§ —/MEHLE -+ 5T R RS RD &Y
ENGINEID_TYPE_TEXT HHEEXFHER

ENGINEID_TYPE_IPV6 IPv6 Huht
ENGINEID TYPE_MACADDR MAC #iht
ENGINEID TYPE_IPV4 IPv4 Hiht

Agent (3% ID WTRALFEHTEER: —ROREBIER: —RUA,E
HHSFRE. BEREASEA, EFXFARLAHERNER, NRAEERAE
75 MAC ity &

422 RPREH
USM REFHFIHESER, 84 Agent RF—EXERAAX KBTI
Ffad, APEEREN USM HERE.

4,221 HnAR

DhEeHiR: % Agent RI—AMHP, UERTER. &R EH,
WA  : APA

wmi . WRRUSERIER, TS HRMEER

42.2.2 HBBR

Ee#id: A Agent BIBR—NAF, BUERBZA P M AR,
WA AP
Bl WRADAHRINEE, FULSHRBKER
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BFRE KM LA
4223 HAPEBEREE

fethd: HAFEEEREWNSNETEE, ZHEERENEHNRNEEHN
#all.

WA BFR. T8
B . BRASDEHADER, SUSHAKEERER

4.2.3 BHFHYL

FHAML GBI RAEREDT:

. WA P BT IR ER AL B DL AR R B (20 20) \ LAY digestO;

2. MEFEMA 16N\ LA KHFH, W digest0 1T MDS ZH LA X digestl:
MREAREMER 20 MN\CLAKHEH, W digest0 BT SHA-1 e PLARE
digest1;

3. 4 digestl. ELSIEM snmpEnginelD H digestl MR R, digest2:

4. MEFREMEH 16 M\LAKMEH, W digest2 H1T MD5 Tik; MERE
{EH 20 MNALAKBFEEE, MK digest2 HET SHA-1 258k, HHb&RA%H
PR AL,

WA . APEN, NESIED

W AEEHRMEEHA

424 HERERHBHIE

AR R e B RS IE 5 (LA SNMP L fk, USM Xt i
IR RRENB PRSI R snmpEngineld, RESIBERIHESER
7 B4 9 snmpEngineld £7% 5 B Of) snmpEngineld #%, MEFHES, Ha
EFZHB.

425 (hEESE L RIBFIE
BB R ER, USM ERESMINENE. SO NEREETHTES
HARES SNMP LAERKIINEEHAEBRT RAENLE, HEHAEHE

B BPARENTMERE. SHAETUSLEE S, RIEEANZEYE. &
HANIBEEHFEEHERBEEFEINE. USM #H HMAC-MD5-96 &

et



BE SNMPv3 ZEFEH R %
HMAC-SHA-96 A IF il #E4T & 4AiE .
B AR : Manager % ] PR BALATEE R RS ERNERE
A HMAC-MD5-96 B, HMAC-SHA-96 A IE M E XMEZAEA, EiZE 850t
HHHBAER, REHILENYBAHAES H msgAuthenticationParameters F B
it Agent WEIZH B E AR —ANEFHTE LY BHOHEBAER, 58
B BIMERETILR, E-&HRF, WAV ZERTHE, RZUFATE,
AR H AR RER.
USM FHAERARE T TR A HRE RIE:
1. AFAERHEBMBREFE,
statusInformation =
authenticateOutgoingMsg(
IN  authKey ARTREMINEZAY
IN  wholeMsg PREAERIB B

OUT authenticatedWholeMsg  /+IAIESG KHE Y
)

2. ATAEERREIMHE B MRS RE.

statusInformation =
authenticatelncomingMsg(
IN  authKey HRTFAERAEE Y

IN  authParameters /*EFHINESHY
IN  wholeMsg PRAANTERTIH B Y
OUT authenticatedWholeMsg  /+AERRIERY

)

4.2.5.1 REHIAIE

THEEHAIR: AR ARG B ERE F AR BT
A RREMHEE GAEBRFBRAE), ANTFS
]l BTHRAEBMNRRENR

4.2.5.2 BRHIAE

TieeHid: RIERRANHER TS, KB ENAN
A BREMES, NEEH
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BTRERETL SRR

Wi WRBEFTFERERAEBSREFFENER, WEEETAE
HH B, FUEERAERMIREA

426 BEEEERENBHLL

7£ SNMPv3 K Z2BET, USM KA T 25785 6 Rl5 H kR i B i Bl
HERBHEENENETRE. FMUESIE, B Agent, EEBLEF T — i
{8, " snmpEngineBoots M snmEngineTime PRES/MERL, F AT AU S 1%
B — LA (a] SRR T | B — K % 46 1Y, snmpEngineBoots A1 snmEngineTime
HBYEAL R 0; BiJE snmEngineTime HIESEM 1, HHEBBAE (231-1)
i, sumpEngineBoots BI{E M 1, snmEngineTime KMEHE N 0 F EFH 1AL
o, ERESIEREER, W sumpEngineBoots MM 1, 3% sumEngineTime
RIEER 0. HNETIERIEHEBH, BT snmpEngineBoots #1 snmEngineTime &
43 B msgAuthoritativeBngineBoots 1 msgAuthoritativeEngineTime FEt, LIME
EEWFIERF ST BHRS. ,

SR, B0 5 G EEEREEES %, B Manager, Bt ZEA 4
=Nt E R E R BRI S B A I 47 snmpEngineBoots (KUER 5 #H
snmpEngineBoots KB H{H ) snmpEngineTime (FERURTIEATEREPURZI %M
snmpEngineTime {€) H latestReceivedEngineTime (IEAERS|BEMBE S EE]
B B B 89 msgAuthoritativeEngineTime #8 K{H), HEB UMK H TR HIHTE
B LR SRS | BN B R B .

B, BEEKRNEEET - EReNEE: ER51% Manager
MARBEG ¥ Agent RE—ARENIENERBER, ZHBH
msgAuthoritativeBnginelD F B B € 5 Agent £ snmpEnginelD ,
msgAuthoritativeEngineBoots ! msgAuthoritativeEngineTime FBR K H 5 %,
msgUserName FERA—F R B . Agent B EZBEE, ME—MESHEA,
# B [ msgAuthoritativeEngineBoots 1 msgAuthoritativeEngineTime F Bt 1% Agent
# snmpEngineBoots H sumpEngineTime BI{H. iX#¥, Manager fF¥E|"7 Agent
I BE R, WA TR, EEEN SNMP HEXHEF, #i1
FRABRHARTHERE.

USM A ERHBRET — 150 BRREE, RAEEZHRTRERIN
HEAREHN. SNMP LHhGEEE—MER, EESEHATAERTRS,



EIUE SNMPv3 REFFERH TR

FAH TR ERAN ZH SR EERENEAN.
YRS EE R ERER, EUTEAEEHERLPEA—, MEKIM
BEENRTZ, BRAXHHEE:

1. RS EA LKA T ) snmpEngineBoots {4 2147483647;

2. W W B K msgAuthoritativeEngineBoots F B M &5 F i &
snmpEngineBoots {4 [l

3. ¥ B K msgAuthoritativeEngineTime F B M H 5 & # 1
snmpEngineTime {1 Z{H & 150 #.

LERBSIEE A BERER, FEULTEGELHER A, FERECIEHER

Z #4471 snmpEngineBoots. snmpEngineTime 1 latestReceivedEngineTime #11E.
BITEHOEGE:

1. # ¥ B 8 msgAuthoritativeEngineBoots ¥ B i1 X T & # iy
snmpEngineBoots {H;

2, # ¥ B # msgAuthoritativeEngineBoots F R M E S F R 1
snmpEngineBoots {4, H msgAuthoritativeEngineTime B & X T A1 f
JatestReceivedEngineTime {&.

RUCHIEHREQT .

1. % & i #) sompEngineBoots 1 H #* B & B W W & W
msgAuthoritativeEngineBoots F B f{H;

2.8 & i B sompPngneTime K € ® B H & W H B
msgAuthoritativeEngine Time F Bt #145:

3. ¥ 4 #b £ latestReceivedEngineTime W EH R E A H W H 8 B
msgAuthoritativeEngine Time & f){H.

HEUTEAEHHELPET—, WEKINHESENBEZS BRA

TR B

1. JEBERSI AL ) snmpEngineBoots {54 2147483647,

2. W B 9 msgAuthoritativeEngineBoots ¥ B B (€ /D T & i Y
snmpEngineBoots # {&;

3. B B & msgAuthoritativeEngineBoots F B EE FAB K
snmpEngineBoots [ {8, {E msgAuthoritativeEngineTime FBLRI{E ttACH
# snmpEngineTime K>, BZEKXT 150 .




BT R RS AR

4.2.7 H A M ERIBS IE

HEAARTEPIEESEIR, PDU AR TREEEITEE. T RRXA
HE, USM % RAHBmERPYLERET ¥ B HtHE. USM B&XH CBC-DES
MM EE, KinFFHmEEHAMR. SRE-MEEN, nRFENE,
R+E B K scopedPdu FE4F AT N H R B H B M IN% B H msgPrivacyParameters
FB: BURZFERES.

A 16 NN AK AR InFEE LR 8 MAMHEN DES FH, H)5 8
ANEAEE— 8 M\ A KA salt" E AR E IV, HP, "salt” R SNMP
58 BITEE 4\ AL K4 snmpEngineBoots F1—4 4 A\ L A K KA B4 B Y
BEMBEE. ZsalEHEEAYRHMBESH msgPrivacyParameters 7R &
@, DEEEREERE R atHi EHERNTIGRERBEHE.

I i 2 £ : 4§ scopedPdu BASCST K 64 LUARHC ISR, HBE— A 64 ELFF,
WEREEREREEUSL. BERBXSI—RNEHEEN, I34RE
#4T DES %, PAVERSRHCREEL: STEHEX, MEEEMRRE
TR, B4 RERT DES ME, UAEMRE - RHAXHEL.

Bl fkAF AR B B 2 49 msgPrivacyParameters £ BUI(E, DA R AL 2
FHERERMARE IV UHTRE. BESRE: B —UEUE#IT DES #
#, B4 REEVHRRE IV AER, DREBE AL, MENEREICEHE
#17 DES 8%, B4 RAEN—RECARR, URESHECHHAL.

USM RN RSB T TR RS R1E:

1. AT BRI RS RE.

statusInformation =
encryptData(
IN encryptKey FRTmERTmEE Y
IN dataToEncrypt M mERISIE, B scopedPDU*/
OUT encryptedData /I BHSSAEY
OUT  privParameters  *HEAHBHNEZEY
)

2. RAFEERRORSRE.
statusInformation =
decryptData(
IN decryptKey PR mENREESY
IN privPatameters K IRMESE/
IN encryptedData  /*Eali B mH i/

26



BIGE SNMPvI ZeHRHERITFFR

OUT decryptedData /B ZE/EH%0IE, Bl scopedPDUY/
)

4271 EEHnE

heeiR: REHETH B scopedPDU #AT INFE
WA i FEM scopedPDU, MEBHHA

#WH : EHEN scopedPDU, AR IMEBH

4.2.7.2 BFRE

InfeiiR: FEl BT B9 scopedPDU HHTHEE
WA ¢ FEEM scopedPDU, EFEEH
wml . WREERIERRE S scopedPDU; 7 R [R RBURE

4.3 VACM & Th 8Bkt

REFEFSSEHEMAKR, ¥ VACM SThEAN T ETI6: 4
FEX; MIB MEREN: WREFRROEN: AELZLERME; UK
i R R .

43.1 HBEX

TheEHR: BrdAg5{HeER, REL M XE,
] RN, £45, H4E. HilHE VUV2C/USM =z oiEl, 24

BREE B RHRBE 32 M FH IR

Wl RENAREGRESNEH, ANl B2, THEd MIB
R4 T ERIRACLRERFNE.

4.3.2MIB #L B R X

F4 MB i H—REA N THA{MB REZ (ViewName). FH# OID
(Subtree). & (Mask). B3%H (Type) VAR, XF, MIBMELE-TK
B 32 METHIRIAR, S MIB REMHE—FR. F# oD 2—4
KERET 128 #9 OID, HBHLUHBHEENE., HEE—MRAKEREL
16 METHZHEIR, CRUNNAKTFH OD ZEFR. MERAHZHN
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BT R KFM - EAi I

“17, WFHXTRALER OID HX, BEKR; &N, LEKNZMMAE O AfE

LA, B5RHEREZMB RERESU LBENEFENE, CREFEALLEE

EREENR,

WA: MIBHEE. ¥ OD. #E. B4§EKH

W REMN MIB REREHHEHEMER, —8F x5 ad. 2, arlEd
MIB Ry S {7 EE N F CLEEFHH MIB #LE.

4.3.3 HiEEH AR E N

W EHRREYUF—PMATARXR, P{H. LT, 283, 2245
kAN, MIBHAE}. Kb, db—ME2KER, L FXH—METXEKE
W, REHEE B A vIv2c/USM =F, SNMPvl f SNMPv2c IC KA 5
MK v Rl v2e, T SNMPV3 R Z&HBER PR USM, FUERBIELA.
BHEHZ2EFERNEARIEE (noAuthNoPriv). BEAIEX % (authPriv) FHA
HEEARINE (authNoPriv) =5, IEXRBBFIE (read). 5 (write). B (notify)
=%. MIB YLEH— MIB ¥ & KR,

WA HE, LTE, ReBER, 440, ERkEH, MIB HE
i REMTESHXRREYREHMNER, B Mal. B8, 7T
il MIB i S TAEINF LR BT RN ERIXR.

434 BB L0

AiE LB 2L MWE (Com2Sec) 2 SNMPv3 H—F3E7A SNMPvl/v2 &
2H8lH. SNMPv3 £ SNMPvi~2 HIFHEISE, TEX SNMPvIV2 MIT#HZE. #
&, SNMPvIn2 B2 2lGIRE, WRAKEENEEELE SNMPv1V2
gk, BRBERREANEFRLE. AN, VACM FEFHZSEHTITRE
#l, {8 SNMPvin2 B BRAZFR, MAFEMESE (Community) FB. Hi,
SNMPv3 KAEKE R ELL0ENH, Bl ke mE bt h— &
&4, I8 SNMPvI~2 HAZ] SNMPv3 B iaiEHI %, FF0E SNMPvIM2 JHR
RgFRARMAENNE K Z2E5], HiTME SNMPviN2 KIVFRTER, REBR
GHpEett. RIBETHMNER Pvd REIER [Pv6 ML, 4R H T HFES
PliHl: Com2Sec 1 Com2Sec6. K, Hifk#ER SNMPvIA2 8 F K Community
FB, B% 2ANFER. RibitE Manager ) 1Pv4 #iILER [Pv6 silt. Z2EHK
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FME SNMPV3 ZLFRERT TR

&% Hh 2 FHR.

WA Hkg, Bk, £28

Wi KEMAGRERSEHRS REDREGHER, S x5, B
£, WLEd MIB Ay 4T EEEBACLAREFNA A ZIRELHR
o

4.3.5 Jialig kil

VACM FEHATUI RSN, REUTRAASHE: RL2EH (securityModel).
%44 (securityName). E2%H (securityLevel)s PMEHRE (viewType). LT
X4 (contextName). #HENR D (BH 5 KK (object-type) 35 LK
(object-instance) £HAL). RiAEEDT. ‘
1. EARSRE, D{ZLER, R2EAMEES, BREZHENAL. HER

FW, WIEM noGroupName H 515 .

2. BELETXRY, BERREFERNBALTXR2EXHETX. EF7FE, WK
5] noSuchContext H4 455 2.

3. EREHERD, CdE, ETXE. £, R MERS, BERSE
ZXMRf MIB 1B, SFENE, SHE, ESNE. SEREXK. WiER
noAccessEntry &S5 B,

4, REVERY, £% 3 LHERAN MIB UBEEHEEZHNANE, HK
BHME A (viewName). HEHRKM, MRE noSuchView HE(F B .

5. GRETHRS, UE 4 PRINNEEERS], KRZUEFEERIEF
MEEEHER.

6. ZEF S PHRBHOEE, ANAXAREELFLHARNERS

(variableName) BEEZUEAN. HAZE, WEE nothView HEER: R

Z W3R P accessAllowed BLIHE B«

29



BERSAFM 28X

wTa where how why  what which
contex{Name I |

securityModel securityNamcIN securityModel  securitylevel | object-type object-
instance

[ vacmContextTable 1

[ vacmSecurityToGroupTable ]

groupName variableName(OID)

viewType(read/write/notify)

yY vy A

[ vacmAccessTable
|

viewName

{

{é vacmViewTreeFamilyTable

F 3

4

. yes/no decision 14

B 41 P RESIL B
4.4 SEBThEER T

IR AN LN AR R AR USM Al VACM B SNMPv3 R4 5
HEHRSEREBTENIF A, USM M VACM BIRET5M B i E EaER 5
HAAE: AFERNaSTRE; 7£ SNMPV3 R4i%, USM #1 VACM #ih 51
EERZ BEREEO TR,

44.1 BARM

AP REEERE R EESST. ET USM I VACM RIThEEER
I, W T UT REALS1T:
e SIEDHNEE



FME SNMPV3 22T RUH TR

. BCE SNMP 5| %4718 EnginelD

snmp-server engine-id <string>

. EE SNMP M5 iR RE BB ER

no snmp-server engine-id

. BR SNMP 153|171

show snmp-server engine-id

USM #i g

. REMANEAERE NERMERHF

snmp-server nser <username> {[md5|sha] <passwordl>}*1

. EERANEXMESRAF

snmp-server user <username> [md5{sha] <password1> [des} <password2>

. BEUR A RINEER

snmp-server user change <username> {[md5|sha] <passwordi>}*1

. BRAPRAEESIRNEER

snmp-server user change <username> [md5|sha]

<password1> [des] <password2>

. MREERFHAF,

NO sHMp-server user <username>>

. BEFRBERPRERRIEERTFHRA

show snmp-server user {<username>}*1

VACM HECE

. HIWEXAP WA VACM FHEEE R

samp-server group <groupname> [v1j{v2|lusm] <username>

. MERfERE, HAEANZERHIA RN ARG

no snmp-server group <groupname> {[vljv2jusm] <securityname>}*1"

. BRRBENARERELFHAE

show snmp-server group {<groupname>}*1

. ¥in MIB 28

snmp-server view <viewname> <subtree> <mask> [included|exciuded]

. W% MBYUE, BB MBABRTHESETH

3



BIREKEM 24X

no snmp-sexver view <viewname> {<subtree>}*1

. ERPrEN MIB 18, RETEERFIIE

show snmp-server view {<viewname>}*1

. BB VACM ¥ RBHIR R

snmp-server access <groupname> [any|v1|v2jusm]

moauthnoprivjauthnoprivjanthpriv] {readview|writeview] <viewname>

. B VACM T EHEHRIRR

DO SHMP-SELVEr ACCESS <groupnames>
{[any{vi|v2jusm] [noauthnopriv|authnoprivjanthprivj}*1
. BRBTHE VACM WSS, SC8R1EEHRNRZBER R

show snmp-server access {<groupname>}*1

Com2Sec FELE
. BCE com2sec. K{HlikA, W IPv4 ik} " RAMBPHRZL 4
snmp-server com2sec <usernante>
[<A.B.C.D>[<A.B.C.D/M>] <community>
. BB EK com2sec, EMBRIREMF4E. Pva HIHLA community B
comz2sec

0O SAMp-server cOM2sec <username>
{[<A.B.C.D>|<A.B.C.D/M>] <community>}*1

. ERFE K com2sec, B EREEH 4R/ com2sec

show snmp-server com2sec {<username>}*

Com2Sect KA E
. BCE com2sect, K {Hith%, I Pve it} —THABRMAHREE
snmp-server com2sec6 <username>

[<XXe XX X< X XiX: Xi:X/M>] <community>
. WHRRIEEM P28 com2sece, BMBRIEEH P& Pv6 HilkH community 19
com2sech

no snmp-server com2sect <username>

(<X XX X< X Xo X X X/M>] <community»>}*1

. BRI com2sec6, RERTEERF 48 com2sech

2



HHE SNMPv3 Z2HBHEATR

show snmp-server com2sec6 {<username>}*1

442 LHEO

FESNMPV3R 4, USMAIVACME R 5 eiith 7 mpEE XA EE R R
Fki#T. A, USMRAIVACMESREREVMERREEOD,

33



BFRRFTHFAR X

#HE SNMPv3 L2510 H

5.1 8

HEA—FIRETRANFFEESRE AR, H SNMPV3 RERI> A1
4. USM. VACM. #ERGEUK Trap A AT EE S, Kb, WHLERATE
WA E IO, M MIB WA RYIAGE B HIE 44 USM R 6 57 3 BHHTIA
iE, LR PDU B TINE RS, VACM B AFRETHRES, ERklBEk
R TRESNYBLERAIIE, AFRHBAKE, HRNAR, HHRES
FREZ B LIE: Trap BHRA T4 HKIE Trap H 5.

USM 1 VACM B EHE=MERFFFERLE, BB SNMPv3 RER
LBEMREBID. FEHRT SNMPv3 RHLHI USM #1 VACM FITTh AR 4
WIFFERAEITRE, DREENHESH. B0 FREEONRSE
B

5.2 USM B sa 432 m

5.2.1 &gt

5.2.1.1 ¥irLEiy

MTEFR. # USM SRR BAThEEFER: AT TR, R
3% D ERFHESR, FHERTERR, WEFER (BFSMAEFERAIR (A
BRETER), URME/MRETER,



BHE SNMPv3 ZLFHFH AL

WETFHEH%
B AGE " HEERR
A A
h 4
THER [T pommemmm e &
4
b 4 -
tm%lﬁm AR ¢ BELRTRE O
‘\'\ \ 4
n &
h 4
LN ® W
5-1 USM M52 65130
5.2.1.2 Efgik
1. @A TER

BAALTFERREUSMBRE L E TRATENOR. HF, AARIEHE
EELHRANNEESHA . BFAgentZES| %, E5/BDERTFERIBA
REGRE CHEAN; BN FENRSE, FEEINRTIERALERKES
HZ B EON RS ER) T #ID.

TSN R B A AE T LR SNMPH B .

WA =F, BNAERRH, WHEE, FRESNMPHERBIME, FEH
FEAN THBEAANZRLETRE. BT PKRESNMPHE LRI EE
W,

2. BESIBDERTER

PGB IDE R TR SRR RIDKN & RThEe, KRR T4 A5 %
IDEAE A SRR G DR R B, okt B ELS | DA T AE RIAIEH 4 A0y
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R R E AR

FEH. XREHBHTHEERTEAgentSHAISNMPV3R A, HAgentEiB{Eid
B — RIS AR5 %, A7 A MisnmpEngineID B 4 1 5% 5) 1D,

3. ERERTESR
FHE TR SR I SO A A AL T BE 2R TS ARIA SE RS A I RS A EE
EARMEE R ERIRE,

4. AET#HER
WIETFHREIE T A T B b Oy 03 B 280 54 A ME Sy B A BT 1L 1 B %
BN ERTRISHEERRIEE, CURREN BT RS M.

5. MEMEEFER

BENEERNFEER, JELCETRETR TUSMER, HEZUSME
REERRNHERETIRAE T RARTEE, AT ZH L RER
—RREAA. BERRBSONERNECHL, ENFETFANERTEIRE
HEAHERER . MERBRENIETR. BRRENVXHE, EnEE
FMERT BT R EEEREL, ULAHBNESEE. FREXA
R EARRE E AR,

522 RR 1O KXW

W USM BRpIER i LR A FRIREAIZI 6, MES THRRARE
HREWARLEE. BENETFELRS-1 ER 5-14.

5.2.2.1 WA T8

& 5-1 MABRBEA
BIRALH BiEkWR %]
e B SR B E x
SNMP & 1B socket APT IKEL x

# 52 BRI

BIEAH BEER L

ElEH SNMP 158 T socket APL R i% x

iRt R AT RATIT
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HAE SNMPv3 RAFIFHEN LA

| B

[x#7%

| g FXRTF

5.2.2.2 MBX5I# D £ B TR

% 53 PUESIE D A RERBEA

BIRAFE & 3] LA

snmpEngineID 4 F R WA, KEXH MAC|IPV4[IPV6jlext

EngineID & AL, KEXH EAERAN text EFH, BT
185 snmpEnginelD

F 54 WA51% D ERERNRY

i BiR*m #H
snmpEnginelD BHE AR HHMES5EREHARRS
EH5% D
5223 BHEMFHER
R 5-5 BHERERABA
HiEZ#H BRI A
TAIE Y REE XM RFAERA
snmpEnginelD IR R A D AT EID
NEF S EEXH x
mEEE REXH x
£ 56 THERERNED
HELHK g p AL L]
NEFER PN AMENEH
s EH R, mETFER En# R ETH
5.2.2.4 AIEFRR
R 57 FHAMETHRHBA
iR A BBk oA
AIE L REXH FHNERT
WIEFH FHRERTFRE~EHAS | X
WEESH

37




B PRSI

T RUAERS BB, kNSRS | ATRENERE R
¥ SNMP ¥ B
wholeMsg WABR, NREZERIIN | EREITTRE wholeMsg FiA
SNMP #H B FZRFREE
# 58 BIHAETERIRH
BEEBR ¥EER %8
WIEER FRERRE FER T BB AESS , (X 36 18]
TR B T A O JE v
EUNREHEF
% 59 MEELRTHERBBA
AR BIR BB wH
msgAuthoritative EnginelD AR, kA NMEEIE] | BIET 44 EnginelD 2FH
) SNMP i & ¥
msgAuthoritativeEngineBoots | SRS, R AMFZEED | T
¥ SNMP #H B
msgAuthoritativeEngineTime ABR, REMARSZEE | X
A SNMP H B
snmpEngineID SlEEFEREE, KX
snmpEngineiD
snmpEngineBoots ZHt snmpEngineBoots x
snmpEngineTime A snmpEngineTime x
R 5-10 B WG FRERAH H
BE/BR #REER 4
BREFR BRERE HEEE MRS RER

RERY, SURBHEH

5.2.2.5 InREFiEk

R 5-11 BEFHEIRFMBAA

BEBIR Bk E %
i B RUTmERY
wmaEs HRERER x
st g HEHMmESHMEMM | X
HEN
EX x

WA, RENRSRiE
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FHE SNMPv3 B2FIFEG LA

IEEEE

]

® 5-12 REFHEHE G

BiEaR ¥iE LM A
L2pa MR TR x

* 513 MEFRRHGBA
BEER €y S P9
i EEXH R mE R
mEEH L RER x
salt_integer64_1 LA A H TR salt
snmpEngineBoots REXH A FAER salt
i s OB A E TR x

R 5-14 METFHRLMHH
BRI BEER 0
& iyt ML x
Salt BAHAMEZEFR, 5| X

FEX—RKRE

523 BR%5H

¥R BT RIFMER BT EINT, 5% USM BERATSE IR 2T
88, %37 usmUser A7 usmStateReference A T EHFIEEW, URMERNERE

.

5.2.3.1 usmUser B9EX

¥OEEH wsmUser AT HHAESHSMBRERHEFAXEE. BiZE5
HEREREERREMAT userList 8%, ZHEMNT USM BEHREF AP
18 B3R usmUserTable. %47E userList #EREHITE RN, Ll enginelD M sccName

e ARSI,

struct usmUser {

u_char
size_t

*enginelD;
enginelDLen;

39
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BRI #Ae T

char
char
oid
size t
oid
size t
u_char
size t
oid
size t
u_char
size t
u_char
int

int

*name; 5 USM iR PaY

*secName; EHEEMEALAPERLEFL, BFEE name —iE*/
*cloneFrom;

cloneFromien;

*authProtocol; /*FlF B HATE il 9 OID*/
authProtocolLen;  /*AMEH LA OID BIKEY

*authKey, /*H P HENEEHY

authKeylen;, /HAEFHBHKE

*privProtocol;  /*R P BTEAKIIME thiX & O1DY
privProtocolLen;  /*M#E XK OD MKE*Y

*privKey; /*RPRIMEZHY

privKeyLen; /*EHAMKEY

*userPublicString;

userStatus; /%A ff5 B usmUserTable #I4R A/
userStorageType;  /*iZA 7 ¥17 B2 usmUserTable {77 s 2S A1 */

struct nsmUser *next;
struct usmUser *prev;

| 8

5.2.3.2 usmStateReference 12X

PR usmStateReference B THEEH P NMAXZ LS5 SBKRE—4
SNMP &K BT, b RZZE K284 usmStateReference S {R1E4H
KMRESH. RELLBSEHEBRLE SN EREA.

struct usmStateReference {

char
size t
u_char
size_t
oid
size _t
u_char
size t
oid
size t
u_char
size t
u_int

*ust_name; /RIPEY

usr_name_length; /B LAHKE

*usr_engine id; /R F BT RLAAU LS RS 5 B8 DY/
usr_engine_id_length;  /*31% ID MY
*usr_auth_protocol; /M P E{ERHAGE SN OID ¥/
usr_auth_protocol_length;  AAMEHMYAY OID WAy
*usr_auth_key; /*FHPHAEZHY

usr_auth_key_ length; /AEFHEMKE
*usr_priv_protocol; /P ETERENIME LK OD %
usr_priv_protocol _length; /Ml O MK/
*usr_priv_key;, /HPEIMEZEAY
ust_priv_key_length; /*MEEHAMKAEY
ust_sec_level; RPHITLEIY



EHE SNMPv3 Z2HiSEALB
5233 REBELEHEHRNXAR

SNMPv3 HREASTAZBEK, RPFLsR5REEHERNEETERE
AE——MNXR. LLEEREE—/ SNMP FKHEH, EREXSER
msgAuthoritativeEngineID &I msgUserName FERAEZ R userList, NTIKE
ZA PR R usmUser Zi#345. BRABRIN usmUser 54 R authProtocol F
privProtocol RETERMAM KL LHNRTESHEN—3. WR-F, WK vsmUser
ZHERFIHERXE BT HE usmStateReference LHEE. ##F, #H vsmUser &
F31% B () authProtocol A1 authKey, U4 %/ 8 2 # msgAuthenticationParameters ¥ %t
BN BEHTIAE. MEEESE, B4RH 8RR msgAuthoritativeEngineBoots il
msgAnthoritativeEngineTime, LA 4 #t g8 #hic R AT R I F % . Mo 6 &
BRfGE, SRS BK msgPrivacyParameters, BARH FINME FHE R
REIV, BEE (42.7) #RNBETSBEEURERAL.

LP= LW SNMP JH BB, 8% usmStateReference AR MEI R4S
¥k HBNHE. BAERESR (5.24.1).

5234 25T H
HETH—RE, USMEREXTHMERER, Wk s-15 FiF.
% 5-15 USM Bk 2 A% &

TEREX TEEX R

static unsigned char *engineID A5 1D BEEAEGIE D

static struct usmUser *userList HrReEREL AR ®E X,
enginefDLen, enginelD,
name M/ EIXEHEF

524 USM R£4B+RE

£ SNMPv3 f1Z2IBE T, HREH SR, SNMPv3 i BB EREHA USM
YR BLAT generateRequestMsg 5% gencrateResponseMsg RS KA B REE B 4
BH AN, SNMPv3 K BAEER&AH USM BB HEH processincomingMsg
REKEBEIHR. FRH 2-8

41




R RaE A e A

5241 RiEHIAER

SERRERZMNHEBRN, WHEKRE UM BERES %
messageProcessingModel (SNMP 415 &)+ globalData (7 B3k ). maxMessageSize
(W REBAKE). securityModel (Z2H#A), securityEnginelD (HE31% D).
securityName (FiF&424). securityLevel CZ2EH), LR scopedPDU, EH
MR B, B2 securityStateReference (LB RIFR N BHK L2240, USM

BT T AL E:

L (2) WHEEMRHE R, I cachedSecurityData B K %A HAREE, #
¥ securityEngineID # &} A<y snmpEnginelD.

(b) RIBEAFERPEH securityName, ZEA I K usmUserTable B #2334
FRMEXEERFS:; WMEERKY, MEE unknownSecurityName Hi 4845 B.

2. REPAERWM securitylevel ZE S5 P IREMEE—8, WEFR—H,
iR [7] unsupportedSecurityLevei &5 & .

3. (a) WA securityLevel IR ZM BE#ITMERS, WHA USM EHREHH
b R4 encryptData %f scopedPdu AT . MBEMFERTL, RI%EEIHM
BEHIENE BB securityParameters FBY, 34 IN% 5 () scopedPdu E5 7 B
AR MBEMBLRI, WHEE encryptionError Hi4{5 8.

(b) IR securitylevel MR ZHBARERTMERY, WHEBEN
securityParameters FBR BN, HH XM scopedPdu 45 F 8 B 1% A5

4. HHRERGLH securityEnginelD S 2 K msgAuthoritativeEnginelD FB.

5. ¥ securityEngineID f7 ¢ L snmpEngineBoots 1 snmpEngineTime 43> B EA
14 B msgAuthoritativeEngineBoots I msgAuthoritativeEngineTime F 8.

6. # userName A TH B msgUserName 75,

7. (a) WR securityLevel /N %H BT EMTAE, AR USM BHIRHEAA
iEAR% anthenticateOutgoingMsg ¥ %MH BTN, WEAERT), TP
EFT B HH BIATES BN B msgAuthenticationParameters F58¢; TRiA
HEHW, WHRE] authenticationFailure S fE R,

(b) &1 R securityLevel IR A E B AJEHT AL, WHMBEH
msgAuthenticationParameters TR E 5%
8. HREA4BFEMEE, UREKEREFSRMAE.
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HHE SNMPv3 B2 HHHMLH

52.4.2 HHHS ML HE

SENEE B, HAERE USM BHREBH S messageProcessingModel

(SNMP fRAfF R ). maxMessageSize (BB KKE), securityParameters (UL
FIMHEMRZELSH). securityModel CEUEIRIE B AL LHRED., securityLevel

(Z2EH)), wholeMsg (A% LW E), ELR wholeMsgLength (i 8
R, USM R HTIT 452

1.
2,

M & securityParameters K1 KRB EH, & A LFAREE parseError R Bo
# ¥ A H msgAuthoritativeEnginelD FR M EE A B EREA A EN
securityEngineID {§. R, BEZFRLBHM cachedSecurityData L K ¥ 52
X &R 225 securityStateReference. 5 msgAuthoritativeEngineID F-E i)
R ER 5 A AER, WIRE unknownEnginelD H 51 8

TR msgUserName F! msgAuthoritativeEngine]D ZEA 4R usmUserTable
BERZAFHEXEERR, FEARW, WiEE unknownSecurityName H
HiFE.

BLIG R B R ALY securityLevel RESHPAIRENFR—B. 54—, W
i% [B] unsupportedSecurityLevel H 55 8.

MR securityLevel $R78%E BT TIAUE, WIAH USM B HAE RS
authenticateIncomingMsg Xf /§ B #t TN iE . FAIE XK, W EH
authenticationFailure ! # {5 &..

MHH BTN REE, ANKETENRIEA. HHSRERRIEA, WER
notlnTimeWindow H4&{5 B

() MR securityLevel R ZM BT T MERY, WAH USM BREBEEH
BR % decryptData ¥ 7K B i 2 57 #EAT % % LL73 B4R B 45 A F (95 30
scopedPdu, FHEHE KM, MEE decryptionEmor HEE{E R .

O MBRBBRFHTMERY, WHBMFAFEREIRERNSRHER
BA X scopedPdu.

## 1 maxSizeResponseScopedPDU F{H .

9. M usmUscrTable EIKB %A F 8 securityName.

10.

11.

%42 2 ¥ msgUserName . usmUserAuthProtocol, « usmUserAuthKey +
usmUserPrivProtocol B4 & usmUserPrivKey & A cachedSecurityData.
¥ securityEngineID, securityName. scopedPDU. maxSizeResponseScopedPDU,
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RFREEAEREEAR

b1 % securityStateReference R EI% A& .
5.2.5 USM ShEBiE ARy L

SEENMTIEERER RS EOREfEDHNER.

5.2.5.1 ®%#E0

[Ar4# 2] snmp-server engine-id <string>
[#4Ihee] BcE SNMP #15| %451R EnginelD.
[ERARAEY SNMP 3R IREENE S R BAAER

[r$H] EESEX

[ 247 ]
BH SRR BRELE
string SNMP )5 %717 REAER

[EHET] EERAURETEBTICE SNMP 518451,
(FELH ] ETEHH T, SNMP 5% RHAE N A3B4CSD6.
HammerOS(config)# snmp-server engine-id A3B4C5D6

[ 44 # 3] no snmp-server engine-id

[ 4 Thes) EE SNMP KI5 R R AN RE B EER.

[2RiARZAR ] SNMP S EIRIRMBAMEN RE BB R

[ ) BEEER

(280581 X

[EHIES) BB ATLUREY SNMP 5 SRRE & R R A HaER.
[AE L6 ) ETEGFH T, SNMP 3 RIFABER N R A5E K.

HammerOS(config) #no snmp-server engine-id

[ #5443 ] show snmp-server engine-id

(44 ohie] BIR SNMP (151 #7iA.

[BRARA ] SNMP SIERRFIBRARE A RS BEIER

[r$ER] BEER

[RELH] FTEMHFEr SNMMP K51 #571R.
HammerOS(config)# show snmp-server engine-id

(#3544 ] snmp-server engine-id



EHE SNMPv3 REFRHIEHIXE

[ 4# = ] snmp-server user <username> {[md5|sha) <password1>}*1

[ar2Thee] A RERENAERMERE R NEAmENAP

[BUARE] £

[ A ] KEEK

[Z25i75A]
S8 BRI HERE
usemame P4 x
mdSsha XAMmIAEEED X

hmac-md5 3£/ hmac-sha

passwordl NEH Y x

[FAER] DB RE&MOEENMAERMENAF, HALERRAE
AMERRS o

[ECEEE ) TraH 74K ERNEAMERM A KA hmac-mds Hi
HATINEEANMERTA P .

HammerOS(config)# snmp-server user userNOAuth
HammerOS(config)# snmp-server user userAuth
md5 authPwd

[ %% ] snmp-server user <username> [md5|sha] <passwordl>

[des] <password2>

[wr$Thie] ARAREERAEXMEMBF

[BRAKRE] X

[ ] BRERR

(24058 ]
sH BHEEH RHEEE
username RF4 x
mdS|sha XA WMANIEEE RS X

hmac-md5 & & hmac-sha

passwordl WIEE x
des KESMBEH LN des x
password2 RF e H %5 x
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B F R E R L #6123

[ERES] XAxE&aSN, RERUTANZL.
[RELH] TmssFEERAENENRF.

HammerOS(config)# snmp-server user authPrivUser
mdS authPwd des privPwd

[ 4r4#% ] snmp-server user change <username>
{[md5|sha] <password1>}*1
(a2 Ihee] 1Bctf P A EE S

[BRARE] X

[r4EA] BRERR

[S40RR]
2l B RERE
username RAF4 x
md5|sha EXHMAEEER X

hmac-md5 i& & hmac-sha

password1 IWIEF x

[EAES ) TTLAUE X £a-4 0 B S R MER I B 7 KAE# .
[(REEE] TENAFERHE macmds AEMH P S EFEB R A
authPwd2.

HammerOS(config)# snmp-server user change userAuth
md5 authPwd2

[ 4r4#3] snmp-server user change <username>
[md5|sha} <password1> [des] <password2>

[ Thiak] B R P KA EE AN 3 Eh

[BAREF] X

[fr4EA])] REERX

[Z24¥i ]
BH SHiRH BREECE
username Rrs x
md5|sha ¥ AR ANIERESN X

hmac-md5 £ & hmac-sha
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ERE SNMPv3 H2HHEHHEZR

password1l WL 5 x
des KA EER des x
password2 BT 0 o) 2 x

[ERER] RAXL&GEN, FERREUTENSH.

[ACE 4 1 T A6 3 AP BIANEBRB Y authPwd2, MEEBBIN
privPwd2.

HammerOS(config)# snmp-server user authPrivUser
md5 authPwd?2 des privPwd2

[ #r4#3X) no snmp-server user <username>

[ar4Thee] MR ELFHA P

[EBUARE] &

[a4R] REHEX

[ 24059 ]
24 S BERE
username RFr4 x

[ER#ET] BdX &S UMREEHAF.

[RELH] TEXEFEEURT -APEAMEGHF, BEHIHE.
HammerOS(config)# snmp-server user noauthUser
HammerOS(config)# no snmp-server user noauthUser

[ 74 #53K ] show snmp-server user {<username>}*1

[@w2ThEe] ErFrERAPRE EREEETHAF

[BRARE] £

(4] BEHEK

[Z%39H]
B SHHHA BRERE
username P4 x

[ERES)] EERAMSTUERHEAPHER, BATUERECZFH
RAPBES.

[(RELH]) THEHFERTERARER.
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BTHEXER 2R

HammerOS(config)# show snmp-server user

5.25.2 &EENQ

o MEEMHE
B EE: int usm_process_in_msg(
int msgProcModel,  /*IN #BHRR %S (UNUSED) %/
size_t maxMsgSize, [*IN XFHMREKHBKEY
u_char * secParams, /*IN {ERZLBHMEHY
int secModel, FIN  BRER
int secLevel, PPIN BERIY
u_char * wholeMsg, /*IN 8RB v3 i B AR
size_t wholeMsglen, /*IN  EWIIK v3 HBHIKEY
u_char * secEnginelD, /*OUT #& snmpEnginelD {4t/
size_t * secEngineIDLen, /* INNOUT 18/ snmpEnginelD FHCRERITREY/
char *secName, /* OUT #&H securityName #9354+*/
size_t * secNameLen, /* INJOUT #8171 securityName #H&ERIE4*/
u_char ** scopedPdu, /*QUT #8AUASE scopedPdu 14t/
size_t * scopedPdulen, /* INJOUT #& (5 833 scopedPdu HH& B KT HaEHY/
size_t * maxSizeResponse, /*OUT #HAWE PDU MBAKBERITEH*/
void **secStateRf, /*OUT {gmZL&RAESIRMEH v
netsnmp_session * sess, /*IN  3RFEERCZIN B K session ¥/
u_char msg_flags /*IN B msgFlag FE*/)

IR [ 1 B -
SNMPERR_SUCCESS
SNMPERR_USM_GENERICERROR
SNMPERR_USM_UNKNOWNSECURITYNAME
SNMPERR_USM_UNSUPPORTEDSECURITYLEVEL
SNMPERR_USM_ENCRYPTIONERROR
SNMPERR_USM_AUTHENTICATIONFAILURE
SNMPERR_USM_PARSEERROR
SNMPERR_USM_UNKNOWNENGINEID
SNMPERR_USM_NOTINTIMEWINDOW
SNMPERR_USM_DECRYPTIONERROR

IhEeifeA: AbF BB SNMPv3 I E
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REEAS:

1. VR B usm parse security parametersQIERHEENE L 2%, B
AuthoritativeEngineID , AuthoritativeEngineBoots , AuthoritativeEngineTime ,
UserName, PrivacyParameters, AuthenticationParameters.

2. BEEBRMNEZLBHRBELZERETIH secStateRef B 19 uver_name,
user_engine_id, uer_sec_level fFI1{H.

3. H1F secEnginelD B EFE, I FX MK EngineTime F EngineBoots.

4, F secEngincID 71 secName 7F userList B2 % R #) usmUser, i &%
usm_get_nser_from_listQ3K 52

5. FH&E% vsm check secLevel(SRHEEEAN secLevel EFEEHIAHNRERER
—H.

6. {&FF F#] authProtocol, authKey FRIEIZHL ) AuthenticationParameters X}
BAMEBHATIAE, #id R R sc_check keyed hash(QXK 7.

7. MM F /) authProtocol, authKey, privProtocol, privKey RitE Z2R&3|
F secStateRef Hl f¥] uer_auth protocol, uer_auth_key, uer_priv_protocol ,
uer_priv_key B1{H.

8. M RE usm_check_and_update timeline(X} ¥ Bi#1TH B HRKRK .

9. EFAEH asn_parse_sequence() F L ITHE.

10. @it privKey FIHZH 4 PrivacyParameters 4= Bk i % FH IATHR LK B IV,

11. FRARE sc_decryptQX B B W& TR, BERBMINREHLS
H*scopedPdu P,

o LFESFRHB

BREER: intusm_generate_out_msg(
int msgProcModel, /*IN i B#RZ S (UNUSED) */
u_char * globalData, AN SRR B HIE R
size_t globalDatalen, AN HRBA BRI
int maxMsgSize, /#IN FRHHNBEXHBEEY
int secModel, [*IN  REREY
u_char * secEngineID,  /*IN 8 snmpEngineID R34+
size_t secEngineIDLen, /*IN SnmpEnginelD MK
char *secName, /*IN 181 securityName #3645t/
size_tsecNamelen, /*IN SecurityName 1/ ¢/
int secLevel, FIN BE2EHY
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u_char * scopedPdu,  /*IN BEM REI scopedPdu HIFEEH/
size_t scopedPduLen, /*IN scopedPdu HHCE %/

void *secStateRef, /* IN HmESRES HBFEEY

u_char * secParams, /*OUT %£3¥ ¥

size_t * secParamsLen, /*INJOUT B2SEEIKE
u_char ** wholeMsg, /*OUT fREF=AMGRIEHEBHIREY
size_t * wholeMsglen /* INJOUT FRIEEMIKE +/)

R EME R

SNMPERR_SUCCESS
SNMPERR_USM_AUTHENTICATIONFAILURE
SNMPERR_USM_ENCRYPTIONERROR
SNMPERR_USM_GENERICERROR
SNMPERR_USM_UNKNOWNSECURITYNAME
SNMPERR_USM_GENERICERROR
SNMPERR_USM_UNSUPPORTEDSECURITYLEVEL

hEeiRd: £RSRER

E HiE:

L

AN S

MBRERMNHER, WAEANZERETIA secStateRef HIREA /KA
XEZ2EZH., WRREMRFERHBER, NAHEH vsm get user(), R
secEnginelD, secName RE XA usmUser, BURELZA P #IAEXER.
A ES usm_check_secLevel vs_protocolsQRBEREANNZERIRESH
FRIEEGFER—H.

134Z EngineID 3RHX EngineBoots 1 EngineTime #I{H.

AR usm_calc_offsetsORX X EHBEFNMNFERHREE.

14 wholeMsg 5 )4 B 2 BTttt .

EEEMNYBETMERD, WRFARHE usm_set_saltQ7 & HTHEKATH
KEH salt I, K% salt A B K msgPrivacyParameters 75 .

B R sc_encryptQFT 93 3CHY scopedPdu #ITINE, HFHHEXENHBHFH
ATFF B

RIEZ 4 PHHEHNEFREEE, UREARNHXZE, AEENTTFR:
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msgAuthoritativeEngineID , msgAuthoritativeEngineBoots ,
msgAuthoritativeEngineTime, msgUserName, BEAANKI{E,

9. EFEXHEBATINE, WAMHRE sc_generate_keyed_hash(%f iH BT IA
iE, 34 B389 BIAERS A B A msgAuthenticationParameters FB% .

o fIEAP,
RHRE!: void usm parse_create nsmUser(

const char *token, /* AR H, X NULLY
char *line A#REEIXHFITIRE*)

EEEER: X
Theeie: @B drSTRIgHm s
EHE:

1. BARE usm_create_user(fIEHREETHP.
2. 1RYETEE line FTiBMMACE X5 BORFIEAL vsmUser M& B E.
(a) HREME enginelD, WA ES snmpv3_generate_engineID(K B3h4E
BAMEI%¥ D, FRET, RIBEEEXHRZERF R enginelD.
(b) A K generate Ku(F! generate Knl()R 52 ik F A H4L, .
3. AR &% usm_add_userQ¥E1ER B usmUser S NF| userList R E,

o RERAS

RFEH: int usm_remove named user(
char® usrname /¥ RIER B P IR P 2Y)
REMERE: MREHEPHE
ThEeRM: AaITHRIEER
b PR
BRI M B userList #EFz P ETH 42 4 usname [ usmUser.
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5.3 VACM $& R g5k £k scIm

53,1 BBELEH

VACM BRFEEA=/ %R AB4HER (goupList). 1hHEEAMRER
(accessList). MAEEER (viewList). HEERTED B4 4K vacm_groupEntry,

vacm_accessBntry, vacm_viewEntry.

BREREMN RS, ME Manager XTFEA Agent SR RIMIAHENR
MK Agent Fith, BI—ALETXRETENEHHIERAFRARERNR, Hik
BAFELH L F L (Context), HETMEEEN ContextEnginelD F B
ContextName F BB AT EILF 4L

#%F VACM HERprE A P EBIhak, ®itT vacm_groupEntry.
vacm_accessEntry. vacm_viewEntry. com2SecEntry. com6SecEntry %A/ FEH
‘&l URMXKLEER.

5.3.1.1 vacm_groupEntry KEX

¥R %54 vacm_groupEntry G R T {Z2HA, ®42 2} w4 582K <

R. BEEMAREREEEREHRT goupList R, ZHERMNT VACM #
B A4 B4 R vacmSecurityToGroupTable. 47 groupList #E% B #H4T 2 kA,
A securityModel 1 securityName fE 5 &S| .
struct vacm_groupEntry {

int securityModel; PREHEEY

char  securityName[VACMSTRINGLEN]; /* R&4&(,4K), EHIKEY

char  groupName[VACMSTRINGLEN]};, /* A& ¥

int storageType; /* FHEHA

int status; /> R&\E

struct vacm_groupEntry  *reserved;

struct vacm_groupEntry  *next;

|5
5.3.1.2 vacm_accessEntry f3E X

$IE LR vacm_accessEntry 76 T ERFEARKH MR, BizEMEHER
W REWART accessList #R, EBERINT VACM HHREF KR EEI®R
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vacmAccessTable. 37 accessList 5% BT A &I, Ll groupName, contextPrefix,

securityModel A! securityLevel fE A& 3.
struct vacm_accessEntry {

char groupName[VACMSTRINGLEN];,  /* 44, HAhKAEEY

char contextPrefix{VACMSTRINGLEN];  /*Context /4%, &L AKEY
int securityModel; /* RAEWE ¥

int securityLevel; B2 ¥

int contextMatch; /* FCRE 5 R [exact/prefix]  */

char readView[ VACMSTRINGLEN]; ”» ERE v

char writeView[VACMSTRINGLEN];  /» SHE v

char notify View[ VACMSTRINGLEN]; /* Notify ¥LE| */

int storageType; /* #EHR Y

int status; /* RE Y

struct vacm_accessEntry *reserved;
struct vacm_accessEntry *next;

b
5.3.1.3 vacm_viewEntry K52 X

¥4 45 ¥ vacm_viewEntry & X T —/ MIB MLEIHIHEXAE B . W izs kR
REEERREMRT viewList X, ZHRNNT VACM BREF WA FHE
vacmViewTreeFamilyTable. 7F viewList ¥R BT EHE, Ll viewName

viewName 1E 5 %3],
struct vacm_viewEntry {
char viewName[ VACMSTRINGLEN];,  /* BiEl&, B AKE +
oid viewSubtree [MAX_OID_LEN]; T, BRAKE ¥
size t viewSubtreeLen; * FHEE+1Y
u_char viewMask[VACMSTRINGLEN]; /TR . iR TR
size t  viewMaskLen; /F THEBKE v

int viewType; /* ¥EA R included/excluded] */
int viewStorageType; /* HEAR v
int viewStatus; *RE Y

struct vacm_viewEntry *reserved;
struct vacm_viewEntry *next;

J
5.3.1.4 com2SecEntry FIEX

ME 45 com2SecEntry & X T {Hk4%, #§ [Pv4 ik} 522 BHIBATXR.
MAE AR ERERREMRT com2SecList #R, ATHFHEFECRERN
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com2Sec HIfZ 8.
typedef struct _com2SecEntry {
char community[VACMSTRINGLEN];, /*Hitk4*

unsigned long  network; /* FF IPv4 Hiht*/
unsigned long  mask; /ATREEY
char secName[ VACMSTRINGLEN]; /*&£&4%
struct _com2SecEntry *next;
} com2SecEntry;

5.3.1.5 com2Sec6Entry HIEX

BAE 4 com2Sec6Entry 7€ X T {H{4 4, 17 1Pv6 itk } 5 RSZ MBS X R.
WG RS R EERRREMRT com2SecoList R, ATHEMIACEREN

com2Sec6 KI5 B .
typedef struct _com2Sec6Entry {
char community| VACMSTRINGLENY};, #HEitkZy

struct sockaddr_in6 network; /*F M IPv6 Hhik*/
struct sockaddr_in6 mask; /*FRI#EEY

char secName[VACMSTRINGLEN]; *&Z &2/
struct _com2SecO6Entry *next;
} com2Sec6Entry;

5316 £REEIHA
HETA—HE, VACM BiRE X TE 5-16 i s &A% E.

R 5-16 VACM BRI EL /TR

TREX BEEX A iR

static struct vacm_viewEntry *viewList View R LRk x

static struct vacm_accessEntry *accessList Access ER AR | X

static struct vacm_groupEntry *groupList Group BERLIEH | X

static struct vacm_viewEniry *viewScanPtr | View #Rififee | T &R E
x

static struct vacm_accessEntry *accessScanPtr | Access EER GG | T E R #
G

static struct vacm_groupEntry *groupScanPtrt | Group BRViFlFEE | A T & R &
x®

int snmp_view_number View HERKE x

int snmp_access_number Access HERKE x

int snmp_group_number Group R KE x
x

com2SecEntry *com2SecList Com2sec HR LIRS
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com2Sec6Entry *com2Sec6List Com2sec6 #R LK
i

532 VACM sl £ HR
VACM Vi RI#ZEHIFRENE 5-2 ik
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BRI AER AR

FHRU R No
LEFx? "
Yes
HgecurityNameff! No

securityModel ™ EY (K1 1 FE7E

Yes

No

FHgroupName, contextName,
ityModel, securitylevleX ik

Yes

F H B2 48 R fMT B0 R No
(read/write/notif:

Yos

M 48 T 01 dE R No
HElth

Yes - 31wl

SR

Y

G

& 5-2 VACM i [ Hli 2
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533 AZ VO LU

5331 WA

%4 VACM Xf SNMP &Kt AT Th Rl 1 B, FHRTEHEA:
1. EEMURZEI%E, BT & goupList, accessList fl viewList = MR 7]
REAERER PR RERR.
2. ARAZUT A EEREOEAERRENBASH:
(1)  contextName: ETFILEM, BRIAHTERE.
(2)  securityModel: EAWY, MBI RE, HIEE.
(3)  securityName: K24,
(4)  securityLevel: R24H, £THTINEMME, BHXAIE.
(5)  JERKER: & PDU LBHE, H=MLR: read/write/notify.
(6) HRMWH: KEXNEID.

5332 HiH

HELRBFTEMNRAAGSR, BT 532 MEHERMTREHERE, Bk3—
A MIB LB, REEEFEHHONRETEX MIB REZA, MRE, Wi
Wil MR BIRINME R RZUELN R HREHRER. @HMEEETOT

JLFk:
accessAllowed : RFE )
notlnView : EREMIBRE, ERBEHRMEZIEZRRER
noSuchView : WHERS MIB LA
noGroupName : WEBERIAS
noAccessEntry s BRI M EHRR
otherError : HERR
534 VACM SMBHEO RS

vzt UL E SUIR S SOk Vaaog: JEPIE ¢ JulinE sy

4341 #SEND

[ #r4#X] snmp-server group <groupname> [v1[v2jusm] <username>
[ 43hie] BIEEMAF A VACM MiREA R
[BARE] X
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[&ER] REHX

[Z47H]
BH BHH BAERE
groupname HA x
vl ¥ A SNMPv1 5 2R x
v2 ¥ SNMPv2 & 2R x
usm K SNMPv3 usm B2#H X
usemame Fﬁ}jg %

[EART] BEREARSTRE A RZLER S VACM AN MR,

(BREEELG] THMNFEAET —AF myname, REMAT—4A,
#1454 groupName, 2% usm.

HammerOS(config)# snmp-server user myname md5 authPwd
HammerOS(config)# snmp-server group groupName usm myname

[ 44 #3] no snmp-server group <groupname>
{[v1|v2|usm) < username >}*1"
[ar2ise] WBREEA, REXMELEY, RPrap NP R,
[BRARE] £
[a&#] REHA

(28]
ZH ZH Y RERLE
groupname 4 x
vl KF SNMPv1 B 4B x
v2 K Fl SNMPv2 fd 2R x
usm XH SNMPv3 USM Z21H%E I
username ik x

(e 1 X &S ol LTS E R VACM 4, AR R ER
FOR P 28 %5 WA RER

[EELF] TEmF FHE2FH4 groupName 14
HammerOS(config)# no snmp-server group groupName
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T HH FH SNMPv3 USM Z2 AR myname KL2BIN
groupName 5%

HammerOS(config}# no snmp-server group groupName

usm myname

[ #4432 ] show snmp-server group {<groupname>}*1
[&4The] 277 VACM 4

[ERARE] &

[ &#EX] BERK

(Z2HHH]
28 BHRH RENE
groupname B x

[FAKRE] BTXEHSTURTHANANEFELFI4A.

[(REEH]) TANE—4HSRRHAE, F_4BSERELFHN groupll
R4

HammerOS(config)# show snmp-server group
HammerOS(config)# show snmp-server group groupll

[ 4r4# 3] snmp-server view <viewname> <subtree>
<mask> [includedjexcluded]

[dr&Ihat] & E MIB LA

[BRARE] £

[r4HEA] EERX

(240548 ]
2H BHUH BHELE
viewname YiEZ x
subtree FH OID x
mask FHRE x
included BEETH x
excluded AT ZTH x

[EARS]) Bidix4aST UREE MIB #LEHMAXESR.
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[EEFELH] THHATFEAEIET —AMEEA viewll 1 MIB H1E, F#
oid 4.1.3.6.1.2.1.1, FHREIEN i, HAHES.

HammerOS(config)# snmp-server view viewll .1.3.6.1.2.1.1 ff
included

[ 44 # 3] no snmp-server view <viewname> {<subtree>}*1

[ Thag] MER MIB YRE 2 MIB YA T BI5E74

[BRIARE] £

[fr4HEX] LEREN

(%5 ]
BH SRR RERE
viewname ME 4L x
subtree F#H OID x

[EHEF]) Bidix&a4m UG MIB 18, WMk MB B THE
T

(EELH ) TEAFFELRT L% viewll KAE, REHIMER.

HammerOS(config)# snmp-server view viewll .1.3.6.1.2.1.1 ff
included

HammerOS(config)# no snmp-server view viewll

T &5 F BBE view12 T H9 1.3.6.1 # subtree.

HammerOS(config}# no snmp-server view viewl2 1.3.6.1

[ 4 #8350 ] show snmp-server view {<viewname>}*1

[&43hae] B MIB A

[BARE] X

[a&EA])] BREER

(€28 XD
2 ZHR BRERE
viewname ME S x

(A% 2] B < T A BRBTA K MIB 418, bl Eor e & ¥l
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MIB L&,
[REEF]) THE—EGLERIMENIE, B_&40SBREFH viewll
fIPLE .,

HammerOS(configy# show snmp-server view
HammerOS(config)# show snmp-server view viewll

[ #r4# 3] snmp-server access <groupname> [v1|v2jasm]
[noauthnoprivjauthnoprivjauthpriv] [readview|writeview] <viewname>

[44ThEs] BE VACM VR EHIR

[RiIARZE] X
(&) REENX
(405087 ]
BH 28N PERE
groupname i x
any RN x
vl SNMPv1 & 2R x
v2 SNMPv2 R x
usm SNMPv3 USM 4R x
noauthnopriv. ~ NATEAHNE x
authnopriv WIER & X
authpriv RIS x
readview iENRE x
writeview CRcE: x
viewname MIB {1 4 7

LiERER ] BidiX & & aT LATRIN VACM 15 35 SR

[RELH] TEHGSEE M REHBR, 48N groupll, ZEEEN
v2, FANEARE, TEEN readviewll

HammerOS(config)# snmp-server access groupll v2 noauthnopriv
readview readview1l
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[ #4# 3] no snmp-server access <groupname>
{{any|v1]v2jusm] [noauthnoprivjauthnopriviauthprivl}*1
[ar-&Thae] MR VACM 1yl SR

[(BRARE] £
[ HX) BESER
€ 2q LD
24 BRI RERE
groupname Hz x
any HEENZLEREY x
vl SNMPv1 2R x
v2 SNMPv2 2R x
usm SNMPv3 usm Z2 KA x
noauthnopriv. A ATEARIME x
authnopriv WIEA I x
authpriv BLAE X & x

[ERES] BdiXEadT UMGREEHANIE Y REHRR, Rizmed
TR EREBA T2 TR REHIR.

[MELH] TEHRATFEEIRT —access, REHHLMBRR.
HammerOS(config)# snmp-server access groupll v2
noauthnopriv readview readview1l
HammerOS(config)# no snmp-server access groupll

[ 44 # 3 ] show snmp-server access {<groupname>}*1
[&r4Thke] B VACM Va5 R

[BARS] T

[#4EA] REREX

(28055 ]
&% SR BELE
groupname ik x

(ERHES] BEXEGSTURRFERHHEFNR, BTUEREEH
Ky e S AR
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[RELH) TEE— 404 BriENhREBRY, F_f0¢Br4s
3 groupl1 K a1 LS .
HammerOS(config)# show snmp-server access
HammerOS(config)# show snmp-server access groupll

[ 74 # ] snmp-server com2sec <username> [<A.B.C.D>]<A.B.C.D/M>]
<community>

[#43hfe] BE com2sec, ¥({HIEAE, IR Pva Ml " TAMMN N K24
[BOARE] X
[ EA] BERA

[Z%ixH]
28 ZH Ui BARE
username RFa x
ABCD i Agent i) Manager 1 &
IPv4 ik
ABCDM  RFIHR Agent FM IPvd T
Huhk, M AT &R
community SNMPv1/v2 f1H k4 x

[#EE S )BT X &M T UH SNMPYIA2 i community BRET 5 B P, 1458
Hett,

[RELH] TEEAFHERT — com2sec, A/ 4% myname, fR¥FVN
agent MIFM IP % 10.21.1.16, TN 24 £f, community A
public.

HammerOS(config)# snmp-server com2sec myname
10.21.1.16/24 public

[ 44 # ] no snmp-server com2sec <username>
{[<A.B.C.D>|<A.B.C.D/M>] <communify>}*1
[441hes) MRREER P ZH com2sec, BRMBEER 4. Pv4 HulEA

community ff] com2sec
[BRRFE]T £
(4 #RA] BEHA
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&2 qUAD
ZH SR BREME
username RAr4a x
AB.CD AYFUTE Agent B Manager G
i TPv4 Hihik
AB.CDM SoiF i) Agent BIFM IPvd
Huhk, M AT PR
community SNMPv1/v2 fIFE A x

[FRER]) BT XE&HSTUUMEBRIRER P EZH com2sec, EMBRIEER P
£ TP #AER community 8 com2sec.

[(ACE L ] FTHEAFFHERT AP 44 mypame, FM P % 10.21.1.16, 7 M
#55% 24, community 4 public & com2sec.

HammerOS(config)# no snmp-server com2sec
myname 10.21.1.16/24 public

[ &4 # 3 ] show snmp-server com2sec {<username>}*1

[ A ThEe]l ERFTER com2sec, BRERTEEH P2 com2sec

[EIARE] £

[ REER

(2459 ]
B M BRARE
username AP x

(FR%EF) BlX&m4aLERAER com2sec, HBRIBEMFAH
com2sec.

[ ELE ) TR ErAE com2sec.

HammerOS(config)# show snmp-server com2sec

[ 44 # 3 ) snmp-server com2sec6 <username>
[<X:X:X:Xa: X[ Xe X: X Xe:X/M>] <community>
[#&4Ihik] B E com2sect, H{Fk4a, IF IPv6 it} oM AR L4
[BRAREL T
[r$#E ] REE
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(3559 ])
24 2H%H REEE
username M4 x
X:X:X:XX foiFifial Agent 9 Manager 1 &
IPv6 Hihit
XeXoX: XXM foifFi i) Agent B9FPS IPve # &
ik, M ATRED
community SNMPvIn2 &4 x

[FFA S ] EitiX &S T A% SNMPv1A2 & community BRETHFIFY, 1838
etk

[RELF ] FTERMAETFHEMT —4 com2secs, B/ 4K4 myname, fiFIR
agent ) IPv6 #hht % 10:21:1::16, community A public.

HammerOS(config)# snmp-server com2sec6 myname
10:21:1::16  public

[ 474 # 3 ] no snmp-server com2secé <username>
{[<X: X X: X0 X5 [ X X Xe X X/M>) <community>}*1
[é4Thie] BBISERFAH com2sece BiEMERIEER 4. IPv6 HibbF
community K] com2sec6

[BRIRE] £
[r&EA] REER
[Z2HR ]
4 SH UL REME
uscraame AFr4 x
X:X:X:Xe:X fVFiliE) Agent &) Manager 1 T
TPv6 Mttt
X:XeX: XXM R Agent 837K IPve M
ik, M %7 AR
community SNMPv1v2 HHIH& %2 %

{FAES ) EidX &S LUMERTE & P 2 0 com2secs, HEMBRTEEH
P, Pv6 #ilik Rl community & com2sec6.

[RELH] TEMEFHERTHF4 % myname, Pv6 #bikh 10:21:1::16,
community 4 public i} com2sec6.
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HammerOS(config)# no snmp-server com2sec6 myname
10:21:1::16 public

[#4#3 ) show snmp-server com2sec6 {<username>}*1
[ #4hEe) BRFTER com2secs B Bt & F /4 B com2sec

[BIRE] T

[ 4] AAEEX

[Z4858]
2 BRI RERE
username BF4 x

[FAET] BEdXE@aSTLURRFER com2secs, BERIGER 28
com2secb.

[ECELH ] FTHEK A4 ErRAER com2sect.
HammerOS(config)# show snmp-server com2sec6t

53.4.2 H¥ENO

o iRlEH|AtH
REER: int vacm_in_view(
netsnmp_pdu *pdu,  *FEEETH BAHKIE R K PDU &4k
oid * name, * BihREX &4 oD */
size_t namelen, #oDKE ¥
int check_subtree  /* RERFELFHEERE RERNMEL*)

1% (B U B
VACM_SUCCESS
VACM_NOSECNAME
VACM_NOGROUP
VACM_NOACCESS
VACM_NOVIEW
VACM_NOTINVIEW
VACM_SUBTREE_UNKNOWN
e : HMERMEENERE RFETTH
AL G
1. WERZ SNMPvL B SNMPv2 ) PDU, RIRIER 1Pvd MEIER IPve MI4E, 2
1R Fl B4 netsnmp_udp_getSecName(Z, netsump_udpé_getSecName ()R &
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R MAIEEE, HERRW, WREH RS VACM_NOSECNAME.
MR Z SNMPv3 ] PDU, HiBid1EF &% find_sec_mod(i}i % PDU )£ £
BRREHEM, WEE%ERE VACM_NOSECNAME,
WH B vacm_getGroupEntry(), Ri% PDU BN XL L 5R2EAE
groupList X B E R N I groupEntry, FE R KW, WERHEIRB
VACM_NOGROUP.
WRARA vacm_getAccessEntry(), 1155 3 HIKBH groupEntry FHIA A,
L% PDU Bf EF0E. R AER M Z LR FTE accessList HREERI MK
accessEntry, FHERRM, WLEE4ERE VACM_NOACCESS.
S SNMP B KA, I 4 BIKBE accessEntry 3R M ML MIB H1E 45

@) # % SNMP_MSG_GET. SNMP_MSG_GETNEXT.

SNMP_MSG_GETBULK, RIZREUEMELZ;
(b) #% SNMP_MSG_SET, MK EHMESZ;
(c) %% SNMP_MSG_TRAP. SNMP_MSG_TRAP2.
SNMP_MSG_INFORM, MIRECEEMES,

WMRMASH check subtree IFEET FHBEREREOMNET, WEAH
B vacm_checkSubtree() R IKH viewEntry. 3 ¥H XHRAGF#, TR E4HS R
% VACM_SUBTREE_UNKNOWN; HE#iFAN R EAEREA, WEBEE
w5 VACM_NOTINVIEW: EHiFRAMZASAENEN, WERMKINESR
VACM_SUCCESS.
W R % vacm_getViewEntry(, R E 5 PRIATHLE S, $iFENER D7
viewList R BB RN # viewFntry, HERAMW, WE O RE
VACM _NOVIEW: EHTRAMNEZRBEEERIGAEAA, WEELHERD
VACM_NOTINVIEW; E# MM SO EFAETRIIGNEAN, MEEEEL
VACM_SUCCESS.

R viewEntry

B ER: struct vacm_viewEntry *vacm_createViewEntry(

const char *viewName, /*WEZY
oid * viewSubtree, /*F#H OID*/
size_t viewSubireeLen /*F# OID HKE*)

67



BT RBRET L E /R

REME R 15 R BTRIEA viewEntry 1354

TheEE: REMEL T ID SIEXN MK viewEntry

AR

1. BB ZM/F vacm_viewEntry, JFRIEEANS HOFILHITHIGE,

2. HIHEIEM viewEntry MW MBIKMMFBEA viewList HRE, HELRAZE
snmp_view_number $ME N 1. '

LEERT R E

(1) struct vacm_viewEntry *vacm_getViewEntry(const char *viewName,

oid * viewSubtree, size t viewSubtreeLen, int mode)
(2) void vacm_destroyViewEntry(const char *viewName,
oid * viewSubtree, size_t viewSubtreeLen)

(3) int vacm_destroyWholeView(const char *viewName)

® I8 groupEntry
FHER: struct vacm_groupEntry *vacm_createGroupEntry(
int securityModel, H&EEMEHY
const char *securityName /*&2%4*)
REWEHEA: 18 BTEERM growpEntry RITEE
IhRBRA: BRIEZ2ERINZ LA groupEntry
RIEFR:
1. SIEEH{K vacm_groupEntry, FRIEEANRS T BTV
2. ¥HOIERY groupEntry W DBIKBIIRFEREA groupList R E, FELRE
& snmp_group_number HIE T 1o
X EH:
(1) struet vacm_groupEntry *vacm_getGroupEntry(int securityModel,
const char *securityName)
(2) void vaem_destroyGroupEntry(int securityModel,
const char *securityName)

(3) int vacm_destroy WholeGroup(const char *groupName)

® fJE accessEntry
HHBER: struct vacm_accessEntry *vacm_createAccessEntry(
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ELE SNMPv3 T2 EEHEATI

const char *groupName, /+#H&*/
const char *contextPrefix, /* LT
int securityModel, /2RIy
int securityLevel — /*&Z2&H*)
REHEHAA: 48 E B 6K accessEntry HiiH 5
THREWEE: RIBAE. LTS, R2RAUMZE L EN K accessEntry
B
1. SIBZ K4 vacm_accessEntry, FEARIEEAR S E3 LT 21861k
2. ¥Er8ER accessEntry & MBI KHIRFHEA accessList R B, HE2RZE
B snmp_access_number FIEN 1.
HRBH:
(1) struct vacm_accessEntry *vacm_getAccessEntry(const char *groupName,
const char *contextPrefix, int securityModel, int securityLevel)
(2) void vacm_destroyAccessEntry(const char *groupName,
const char *contextPrefix,int securityModel, int securityLevel)

(3) int vacm_destroyWholeGroupAccess(const char *groupName)
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B F RS FALR I

EARE SNMPv3 £ SR ThEE DR

ASCE WAL A SNMPv3 RERMIA USM 1 VACM BIRZ2ThRE. KA
B R vk R F PR AR SR AT SR 3K Manager 5 Agent Z HIZEE M
SNMP HR, #HELAHTHENARTKRRIERTEHLIT USM Hl VACM B X
Thét.

AW RBEALSE RN B LFEMNERTRFE, RMRIET USM
VACM BABHREITRE. Bil, ZREAEA A EH SNMPv3 R4 54
BN F AR T ST — SRR,

6.1 FiXBEr
HE SNMPv3 & HistEf) I, BIE58F USM Al VACM B KR A ThRE,
62 FiiARES TR

ACERRER A EME 6-1 fr, BRETHICFTRM: Sniffer F1H
FH MIB-Browser (] PC H13 R SNMPv3 2 R84 k. PCENME TE,
Hl Manager; PEEHBIERBE RS, BBTESRRE F R K SNMPv3 Agent 5K
1. PC JEit R H138 L) console FI3RXIRE M TEHHE, R PC 4 Manager
FAES<E B A fF M E S MIB-Browser JRECE, 228 LAY Agent ¥nfIH%
WEWELR4TREBTEE.

1P 1002, 200,26

6-1 SNMPv3 Z 2 FrHsE A0S AR AT H
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FAE SNMPv3 Z2HHHKINEERE

6.3 MABERMRER

6.3.1 USM Thatig

USM ZhEEMA Bl ZE noAuthNoPriv, authNoPriv BA % authPriv =f &4
250 T BT Get BAERIBITIE M.

6.3.1.1 2F noAuthNoPriv i USM That ik

1. RERGS.

® J53) SNMP.

o EE v3HF usern.

® R F user_n FME| group n A1,

o FE MIB MHE test.

o K F group_n AR Z2E N noauthnopriv, % MIB #LE A test.
REm4UWE 6-2@F7w.

HammerOS(config)#snmp-server enable

HammerOS(config #snmp-server user user_n
HammerOS({config)#snmp-server group group_n v3 user_n-

HammerOS{config #snmp-server view test 1.3.6 e0 include
HammerOS(config}#snmp-server access group_n usm noauthnopriv readview test

B 6-2(a) BEEFEEmS

2. {#f MIB-Browser S4FECE P& TIEL .
e & SNMP 505 % 161.
o BERAFEMN user u.
o JEAEHIFIMBEHNAZ.
REAHME 6-20)FT7R.

n



PR ARSI F AR X

H 6-2(b) MELIEHNBELRE

3. ME TS 1.3.6.1.2.1.1.5.0 31T Get #E. 1 Sniffer BAIKEUIFRRATHY
P& A v R IR B b 52 A SNMP 1 BB 6-2()fT s .

atl LR HLT Iwi D0 el fe i Tatle:

26 (100, 2. 200, 380, lﬂ.‘t‘.__;ll;l“ um,z.mtm

6-2(c) MELIEWRIZEF SNMP Get 4 &

2



BAE SNMPv3 L2 TSN RE R,

4, ¢ Sniffer THRDAHT IR hARR B4 NE T fwN SNMP B mE
6-2(d)F7R.

o I ey g m e - e s e e T e ks

B W Intarnat Fretessl, Srg Addr: 10002200 156 (100, 2. 200, 155), Dau Adde: 100, 2. 000, 26 (100, 2. 200, be )
3 g Vzar Datsprss Frotsesl. Srec Ferni 181 Q6L), Det Ferd: 1295 (125%)

B3 Tispls Waiwork Hanasgesasnt Prélssel

Versiea: 3 0)
= Maigags Glabal Hasdar

Mapnags Tlobal Hesdur Lamgih: 13
Mazzegs IO T
Bagwags Max Tige: 1500

L2

Flags: Chid
Basgags Security Hedal: USH
= BF) Messsgs Security Farssalers
Mazzaps Sacuriily Farssstleors Langih: 4T
&% Antheritative Engins ID: OOOO0TRETFFFFFFFOOOOZACS
Engine Desis: 44
Engins Tisa!: 1209
Uaer Hums: wier_n
Elu“mli:iliin Farsssier: Q000000000000
Frivaey Ferssstsr
Cenlant Engins ID: OODOOTDETEFFFFFIOO0OIACS
Contant Numal
FON iypa: EKESTONSE (22
Enguast Td: OwO0O00000
Errer Sistus: N0 ERSOR @)
Erver Iedax; O
Objegt Ldantifier 1 L2602 1.0.5.0 fize 3. 8. 1.2.1.1.5.0)
Valus: STRING: “NESOE=-165°

Bl 6-2(d) ¥ E2%iE[BI6Y) Response H.B

B3R R 1 R A 4 R AT RAIE : TE R 2454 noAuthNoPriv KSR T,
USM KIThREBITIEE .

63.1.2 ET AuthNoPriv ) USM I EE:MiK

1. EERBE.
® iz SNMP.
EE v3 i/ vser_a, A F{HEH MDS fEANEHE, AEEBR 123,
¥ K P user_a ¥ iNZ group_a AR,
AL MIB HLA test.
AL E group_a AME LK authnopriv, E MIB LE R test.
i & fir 4w B 6-3(a)FT 7R
HammcrOS(config)#snmﬁ-server enable
HammerOS(config)#snmp-server user user_a md5 123
HammerOS(config)#snmp-server group group_a v3 user_a

HammerOS(config}#snmp-server view test 1.3.6 ¢0 include
HammerOS(config)#snmp-server access group_a usm authnopriv readview test

6-3(a) EEALENS
2. {8/ MIB-Browser 3% {Fic B ME e,
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B PR R # ML AR

e iXE SNMP ¥wIE K 161,
e RERFAZN user_a.
®
[ J

WE AT HMAC-MDS, H&EINEFER 123.
BENFEHILAZ.
ECEFRmAMAE 6-3(0)F 7.

B 6-3(b) ME LRt E

FE LRSI A 1.3.6.1.2.1.1.5.0 #H1T Get #4E. £ Sniffer SAFIRENH AT 1
Wé‘li’ﬁﬁﬁﬁﬁ%% H7 2864 SNMP iH R 6-3(c)fim.

= WY i 1 DOIOAIAALf4 1A 4s, BikT DOSR0Tfa i TaiN41 1S
] rhlm“mm* Sre Addr: 1002, 200 26 ﬂm&m,ﬂ-} Dst Addr: 100, 2. 200, 1595 ﬂm 2,200, 158])
i 4 ﬂflﬁtﬂﬂ Frotocel, Srg Pert: 1271 u“l} Il\ fil't 181 Q81
= Simple Natwork Bansgement Frotsasl
| Versisn: 3 )
l_:f -II.IIII ﬂ:hn\--‘l. IH.I‘IE
|
|

b4 |II-I- In ’l.l' um
1 {85 Flags: Ox0S
!“nu Sip-llr .b‘ﬂ usH |
E-alnll.;‘ ilﬂ!’ rq“ =

g i AL:0
ﬁd’d‘n ih’iiﬂﬂ' B 20012, 1 LL6.0 (ae 281,21 1.5.0)

Bl 6-3(c) FE A Ri%N SNMP Get 148
4. B Sniffer AR H- AT 2% i 3R BT P8 TAESA B9 SNMP H B ]
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FEAE SNMPv3 ZEFHHENTIRAR

6-3(d)FT7R.

B ‘lmm‘j I, Seai 000 FeiTe: Peilf Bans w‘-qi-?w; LA EE S EL L
WY Islermat Fretessl, Ses Adde: 100, 2. 300. IS5 (100, 2. 200, 1935}, Dui Addr: 00 2. 000,80 (100, 2. 000, 283
] Hinr Dulagres Frotecal, Sre Feary: 181 (0810, Ban Peric 1ET] OFTID
= Hingls Watwark Nansgement Frateesl
Versien: 3 O)
= Haanage Flekal Hasdar
| Hazzags Slobal Hendar Langih: 13
Bezzngs ID: 12
Mausags Nam Sive: 1500
{ I Flmgn: Gl
| ! Naxasags Securi iy Hedel: 1=n
= Mennage Seourity Terssatsars
I F Badsags Seruriiy Farssalars Langih: AT
- Aitharitatlive Engina TH: OOOOOTENTFFTTFITOOCOI40S
Engins Boatu! #4
Engine Tims: 1087
Vner Fams? uzar_s
| Auihentlcation Porssster! G4DSTATUESISAFIOFMFICTIN
- Frivesy Farsswsbisr!
Conilaxi Engins TH: DOOOOTIETFFFFFFTOOO0ELCS
Coniami Hama:
TR iyps; EESTONSE (B3
15 Raquasi Td: CeO00O000
i Ervsr Sisiws: ND EEROW @O0
Errsr Indam: O
DhJeay Idemiifior 0 LG LELLE O Gee 3.8 1.2 0. 1. 500
Value: ITEING: “NESIE=ITS™

6-3(d) B& H8}IEIGI {7 Response 8

B BRI R ROV RAE: TREHIA authNoPriv KR T
USM HIZREIEATIE® -

63.1.3 £F authPriv 89 USM ThEERI

1. EER&HE.
® J33) SNMP.
e MH v3 F/ user p, ZFFHH MDS fEANERE, WEEER 123;
£/ DES fEA MERIE, WMEZBR 123,
® YR user_p ¥ME group p AR,
o FE MIB 1L/ test.
® EE group p AMIE LKA authpriv, 1 MIB AR test.
RE 4wk 6-4)Fi .
HammerOS(config)#snmp-server enable
HammerOS(config)#snmp-server user user_p md5 123 des 123
HammerOS(config)#snmp-server group group_p v3 user_p

HammerOS{config}#samp-server view test 1.3.6 0 include
HammerOS(config)#snmp-server access group p usm authpriv readview test

& 6-4(a) BB RE DS
2. &/ MIB-Browser KB B ME T1Ens.
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BT R KER L 28X

o &% SNMP OS24 161.
RERMFE A user_p.

EREFIME 6-4b)FTR.

WEIAEHIS HMAC-MDS, #ifBiNEFEEH 123.
WEMF ML A CBC-DES, FHiREBEMFELR 123,

B 6-4(b) METHENKRERE

3. WETEHM A 1.3.6.1.2.1.1.5.0 #1T Get #1E. B Sniffer HARBUHBATH

M TAR MG RIEL M 122 i) SNMP H BB 6-4(c)FT7R.

* B Ethernat IN, Sre: 00i04:66: £41 4040, Bal; [00:40: Ee:Ta00: 1S

5 ¥ Isternat Protecsl, Sre Adde: 100.2.200.26 (100.2.200,28), Dat Addr: 100.2.200.155 (100.2.200. 155)

-n User Dutagres Protocel, Src Part: 1282 (1282), Dat Porvi: 161 (161)
Sinple Nelwork Masmageaant Protecel
| Varsion: 3 (3)
B Razznge Global Hesder
| {5 Bassage Global Hesder Length: 14
i Hazzage ID: 18
| ¢ Hazzage Max Siza: 65520
® Flags: Oux0T
- Nazsage Secerily Wodal: USH
E ! Hazzage Securily Parsasters
Hessage Security Parssstars Langth: 55
datheritative Engine ID: OOODOTDETFFFFFFROOOOZACS
Enging Baotz: 44
Engins Tima: 2507
Waar Huma! nier_p
Autbantication Farsmater: 130FB431E51SSEAEMOTOOTY
Frivasy Parsater: 0DDODOCE0O0O0021
5 Encrypted FDU 30 bytes)

6-4(c) PIE LS RIL M) SNMP Get B
4. B Sniffer ¥ FREERAT Y B 28R Bl45 & THEsb A SNMP % B
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SBAE SNMPv3 REFER IR

6-4(d)Fi 7.

®
&
&
=

B3 Eikarne LT Sees D07 o0: e Ta St 15,7 Bt 000480 14: &0: 4
¥ Internet Frotecel, Sre Adie: 100.2.200.155 (100.2 200.155), Dau Addr: 100.2.200.26 (I00.2. 200, 283
Vser Datagras Frotocel, Src Part: 181 (161), Dat Pery: 1282 (1282)
Eimple Eatwork Banagessnt Protocal
Versien: 3 @)
Ef) Baxznge Glebal Hesder
I ] Hazzage Global Meader Length: 13
P Hazzuge ID: 19
Haszags Max Sice; 1500
&= Flags: 0=03
Beazage Securitly Nedel: 120
=1 Hastage Security Parsatars
| Bezzage Seeurily Parssabors Langth: 55
Aaiheritative Enginas ID: OOOOOTERTFFFIFT FOOOOZACS
Engina Bosln: d4
Engine Tims: 2807
Uiar Fene® user_p
Aatbantication Fearsseler] SACIEAEIOOM BANCTABRTA01
Frivacy Farwsster: O0O00OOICO00OASEY
B Enerypiad FUU (58 bytes)

B 6-4(d) #ehi3EEE]R Response {HB
B ER AR IE RIAL RATRIE: ERERH A authPriv KB T, USM

RIZHEBITIER .

6.3.2 VACM Th ez

AT HAE VACM BITh EHIZhAR, RBEIR— /MR kBmER, BLn—

ANRIEZR P YRR A B MIB 45 BT Get 821E, MR EREHIEL.
1. EEHHE.

® J3E SNMP.

o REVIHF ul.

e NHRF ulFEmeB gl 48,

® RiE MIB LM test,

o K E gl ARNE245)H noauthnopriv, i MIB 1RE 4 test.

B¢ 6-5)FT 7.
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BFRBEREMEFAILT

B 6-5(2) BHBEEANS
2. {# M MIB-Browser % 4-H. B ME T{E%.

e F SNMPIROSH 161.

o REMFALN L

o RENEHHAIMFE L A2,
EE A EWE 6-5b)FTR.

6-5(b) PIE LIFusi Rt R

3. METEEAARENE test BAIHW A 1.3.6.1.2.1.2.1.0 #4T Get #1E.  Sniffer
KB BTPE e Ri%4 #2310 SNMP i B 6-5(c)fT7R.
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FNE SNMPv3 2 HE MThae s

) B3 EthernatUlLL, Sre: D0:04188; 848040 o fe: Taida:15
# ¥ Tntermet Pratocsl, Sre Addr: 100.2, 200.26 (100,2.200.28), Dat Adde: 100.2. 200,155 (100, 2, 200.155)
o) Usgar Dalagrasm Frolsesl, Sre Fert: 1208 (12083, Dot Forti: 161 0E1)
= Simple Network Manageaent Frolaocel
Versien: 3 00
1= Mexenge Global Header
Naxxnge Global Hasdar Langth: 14
Messnpe ID: T3
Hangnge Max Sipe: G5S520
# Flags: Ox04
Margngs Tacurily Nadel: USH
= ! Mazxuga Tecarily Farwsslars
Hessags Secwrily Parsssters Langth: 30
Amtharitative Engins ID: OODOCTOETFFFFFFFOOOO240S
Engina Beols: O
Eagina Tims: O
Uzer Numa: ul
Anthantication Farssalar:
Privecy Farsnater’ ..
Contani Engina ID: mﬂfmlﬁ
Contani Nema:
IOl Aype: GET @)
Eaquent Td: OwOO000018
Error Status! N0 EREOR @0}
Error Indsx: O
Objeat identifier 11 1,3.6.0.2.1,2, 1.0 (ive 3,6 1,2 1.2.1,0)
Valuwa: NULL

B 6-5(c) P& T{E AN SNMP Get #5 B,

B Sniffer B{4ARER - AEAT B0 2% B3 28R [E145 PIE TS (Y SNMP 1 R
6-5(d)i 7.

& WP Eihermat 1T, &-ﬂ-ﬂﬁfiﬂ n-;r-‘.ﬂ‘m:mwm#mmm
# F Iaternst Frabessl, Sre Adde 2,000, 155 (100 2, 200, 155), Dxt Adder 10002 2000 36 (100, 2. 200, 28)
w Yamr Datugres Freiscel, SM :I'ul. 161 (181), Bet Feri: 12056 (1288)
Simpla Weiwork Nansgessni Freiscol
Veraien: 3 )
= Hapznge Olobal Hasder
Massags Flobal Hesdar Langth: 13
Mazuags TD: 23
Maggags Mamw Sige: 1500
3] Flags: O=00
Mexzugs Securily Nedel: USH
H-alnlm Security Farsssisre
Messags Securiiy Ferssalsrs Length: 43
hl.‘l--f!l.tllh Engins ID: DOOOOTHETFFTFFFIOOOOIL40S

hhl.lumﬂntln Taresstar: COOCOCOCHCOO N0
Privacy Farssster:

Content Engine IB: OOOOOTEETFFFFFFFOOOOZACS

Coptant Wamel

TOU type. RESPOMSE )

Haguant Td! OxOO000016

Errer Statuz: B0 ERRDR (0)

Erreac Indsw: O

Object idemtifier 1: 1,36 L.2.1.2.0.0 (ixe.3.8 1.2 1.2 1.0)

Valus: FOSUCHINSTANCE: me fuch inilenzs

6-5(d) % d1 355 E1HT Response 1§68
B B AR BAE R AR S R T RAE: VACM RINLEL T i iR 1Rt .

K



BT RHRE L2 AR 3

6.4 ARGER I

B 6.3 FHIMASE R B RLT 4ig:

(1) 4/ R 2R H R AETR MZ (hoAuthNoPrivIi) v3 F B, Manager 5
Agen Z [AZEH.£ SNMP #§ B AR AT IMER &R, iy SNMP HEEH
FAERNENZ LS A .

(2) BRI ATEEH AT ERME (authNoPriv)i? v3 F P B, Manager 5 Agen
ZBIZEE ) SNMP i B3HT TAIE, AEHBBEEEZENRE Authentication
Parameter FBH; BMESHFBRIMAZE.

(3) LR N &A% PR B E X N % (authPriv) 4 v3 A 75, Manager 5 Agen 2
EAZE B SNMP #HRBRF#ET TANERMERY, BENEHEBSEHNEMN
Authentication Parameter ZBE, TMESENE S Privacy Parameter F 5B
B, Biketiy 8 scopedPDU 4R 2ME RKE L,

(4) BI W% Manager 5 Agen Z R E SNMP #E B E (1 EngincBoots it
EngineTime F B, TFIRiFTH T Manager 5 Agen 2 (B MIFA R 4RI

(5) XA FPVR—AMAE 8 SR RIAR A BB R &6, Bid VACM #4715 =
Hl, e BT .

RIS R

(1) USM HSURIER PR AT RBINER T SHAEAHE B METhEE, F R L
THP#EGS, BEEESEtE.

(2) USM HERBIHEEI T Manager 5 Agen Z [RIFABU 4RI, BURARAE T B8]
HRIC TR ERLH, ARMLETHEREEEEEETRE.

(3) VACM B ThsEBL T 1 M4 HIThAR, b SNMPv3 RERGE T HERMA TR
IhRe.

BT R, FREEIIER T SNMPv3 1L 2 Fit.



FLE B&

BtE B4

74 AXERMEETE

ZERBAREE SNMPv3 REMFHERSEH, HEZ—MREEENS, 8
TRt BER. AR S8, RAFIRNFRER, WEHELHET
USM H1 VACM IThEEHER, # USM Al VACM IR &5 EBEFEN AT SNMPV3
R4, BFHARAHILERES. 3. 0. HESEFRIER2TME, UR
B P U7 AR KB E TR

B AT &R E R R SNMPv3 RAN R EF M BT RFTLL, % SNMPv3
B EETTARKMEXESE, REAFFIR.

FANEHFEHERARLZ —, BOLAEHEHERT AT LIE:

1. EASYHT SNMPv3 HIAHICHRHENCRY, Xftb SNMPv3 5 SNMPvl. SNMPv2 #

REMHFERXG, HERHICET USM H VACM IIThEKF sl.

2. i SNMPv3 RAMEZ SRR R, 44& SNMPv3 RAMEHREH, RThR

7T USM 1 VACM BT ZhRERI TR G & .

3. BEZIFER, 4R T USM M VACM BAThRE MR IAE, F8

HHERBLRHITRR, TART SNMPv3 REMR2EHFFE.

4. BT USM M VACM DhAEiMlAH £, H7EM T USM 1 VACM ThEeR&mH
ik, BT SNMPv3 REM T LERMEMERER.

7.2 H—FRIELE

B SNMPv3 EZ2M BETRAMSGE, HBRMNEE 1998 FRYLIREL
T THE, BEFBEERRNORE, SNMPV3 FEFWNTRERBE:
(1) DES Fi&cattin il

DES HZEMBARRERESY, FRRUARBHEZEYE, MZEKEHAKE
3 56 i, {87EIT 0 A Bk RE T BOLIE AT AR 0AE A A 1A Yk RO ESh, BB
3DES MZHKEL DES BH T A, BHT DES HEXASRFREBRBMAER
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RTHEAETLEMRY

KR, 1418 3DES MR FHBRABEKR. MR FERENEEREF, HEHKE
EKMH AES. :
(2) MD5 fIZ4&HME

MD5 BIBRRETZ, BROSCEXATRERE, DARMESRAEH
RIgRs A1, Fik, 97/ SHA-1 RAE MDs #iTMEHE. A, SHA-1 14
Rast&el, FAEET HMAC BEMATH 16 (e &ALi MDS BaiE, st
BWENRE 20 MIMRAME SHA-1 BHEEFHBFMNTR. BREDEREXA
EEERBHAEMEE, LaSNHNERFERRL.

5k, SNMPv3 R¥AANERLTFERITEZMHAS LR,

HULAT I, RUtEEAEIREE SNMP BRIt RN R R AL H hiNR 2 5E
ISR SNMPV3 B RS LR R 2 207 AR R — B Rl ) EER AR
.
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Bis

EFLRATAZE, BAEARNTIHELLLEM. BERLMMDLE
ZMRREOHBY, Bl =RZNREFART K IR0 meHE,
BRI RS R R R R ERE L. B0 EREEEE
MGARERRIMAM, BHZET RS ENFANPARRT A,

Fr LRSS E R TS ERE, UREEHENHTRE, B
B EINEBE SN T HE FRRBRZR.
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