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Abstract

A wireless Ad-hoc network is a collection of mobile hosts with wireless
transceiver. It is a multi-hop and instant self-organization network without the
aid of any established infrastructure or centralized administration. It is difficult to
set up a center to distribute key because of its instant. dynamically changing
topology, so the security of wireless Ad-hoc networks has become a hot spot . In
this thesis, the security issues in wireless Ad-hoc networks are investigated,
aiming at designing and implementing a secure communication platform for peer
groups. Some related key problems are also studied. |

Firstly, the thesis analyses the GDH.2 (Group Diffie-Hellman) protocol, and
points out its deficiencies, then discusses an extended contributory conference
key agreement protocol--MGDH.2 proposed by the researchers at the Institute of
Mobile Communication in Southwest Jiaotong University. Compared with
GDH.2, the identity of the participants and the integrality of transmitted data are
verified in the scheme, the final conference key is affirmed. Moreover, the
security of the new protocol is improved at a slight cost in computation and
communication overheads.

Secondly, a secure communication platform based on peer to peer network
is designed and implemented, using Microsoft Visual C++6.0 as development |
tool. The platform puts emphasis on the implementation of M-GDH.2 protocol,
and realizes such functions as follows: peer to peer network connection.
dynamically displaying network topology . key generation . secure
communication., help-online and so on. The platform is suitable to the condition
that a small group of people would like to exchange the information instantly
among their laptop computers without the key distribution center. |

Because M-GDH.2 is only designed for three users, in order to make the

platform more practical, the author designs a key distribution strategy that is
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appropriated for multiuser environment at a slight cost of reducing the security,

which allows each of the participants has the ability to generate a random key
and distribute it to the others.
Finally, the thesis summarizes the work done during the MSc research, and

puts forward the possible extensions and improvements to the existing system.

Key words: Ad-hoc network;  secure platform; conference key
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B S A M AN ks BUE LT REE M,

BprB: ARSI

A M, A M, TEER) SHEH RO TR | BIEE, M, I
B 3R RS SR ke AT IO . B ASER 1 M; HL A B i, T4k
S E IR S . BT . YRS BE M, AL,

M BEFIEREE, ST LNERE, :

BB THIEXFEE
M, BICBHBRESHEARE, B BRAAEIMEETA M, K

Ny

gUMn ‘[#%E‘]ﬁﬁfé, Mli'_"ﬁ KHE(a M '")K;-N,- modpEaN‘”‘N" medp ’

b W

RIGWIE: h(K, tn);h(a”""""" he,) REMSE, HHFE, WUKNUFEHK B
Zwak; SN, BBK,, L1HHINGEIT,

{7598 FA A TN T8 45 5K A I3 1 i AR RS

E—Hret:

M VtH K, =a" mod pmodg; MW K, =a™ mod pmodq;

M3vtH K, =a® modpmodqg; MstH K, =a™ mod pmodg;

ﬁﬁ’ Mi b MZE& Kl\ Kz: Mﬁ v Mgﬁﬁxzx K3;
My » M\ATB Ky K My - M T8 Ky Ky

B_HrE:

Step 1| M, SB— MRV N, € Z,, W




AR ZAXFMTAREZMIEL 2 m
k,, = ((@™)™ mod p)ymod g = (&¢™* mod p)mod g
HTHEBERSGM,:

A= modp, B=t, C=h({(a" modp)lt)

Step2 M, BEWEEE, ¥t —1, > At (Ar B RVFRIB RITR][EIBR), FosEEHT,
giEhiaEtT: s, M, R

k, = (" )” mod p)modg = (&¢™* mod p) modg

Rk, 7 Z, LRk, HRIETTE: h(A™ mod p)ll B)=C

REHE. HH%, REEERIRE M, HAESHERERAFEREENT,
BERAT T3 &N, LM I6ETT.

Step3 5 Step 1 B, MyIETHIEERIELS M;:

A=a™s modp , B= a”ﬁxﬂ modp, C=a"*** modp, D=¢,,
E = h((a@™"*"™: mod p) Il £,)

Step 4 5 Step 2 4L, M, BABIFREAEERTHEHN, WMRIEHEE,
My vHE:

ky, = ((@™)™ mod p)mod g = (™" mod p)modg

Fo ko % Z, ERITRAETCE kL FHAE R h(A- B~ O)F mod p)li1,)=E
REMS. HH%, BELTT—5: T, L ILHET.

Step5 & Step | L, My IETHIEIBKRIESE M,

A=aM"* modp, B=o""**modp, C=a”"* * modp,

D — aNlHQNEKH mOd p , E _ tg ’ F — h((aN;H1+Niﬂ3+N1N3+H1H2H3 mOd p) “ Iq)
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Step 6 5 Step 2 2L, M, BERIERWHIEEEZRTEN, HREEN, My

Wk, Rk, FRIEFE: h((A B-C-D)** mod p)li fg); F
EHM%. HH%, HESUEE, T T 5 BN, fEUEmT,

K, =(D)**" mod p =™ mod p

B=BrE:

M, IETHIBIET ERIES M, My, M,

A=V modp, B=a™ ¥ modp, C=a """ modp

D=t,, E=h({(a™"" modp)llt,)

Mi, May M5 BIRAE BN EIE BB, BRI, MA5HE
I,

Mi: K, =(A)%" mod p=a™"*" mod p
WiE K, r4)iE 2RI,

My: K, =B mod p=a™"*" mod p
WA h(K, I,)=E RO

My: K, =(C)**™ mod p =o"*"M mod p

WAE h(K, I17,)=E RERIL.
# FENR TR, WL WE K, BUFA: B, KIEPGET.
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E=E 4 Ad-hoc MELREFEEI8IT

~—RH, ATEILEEGWHRE LD, EHL Ad-hoc M FIEER
B RE BT INE . E TEHONEE L OENRE LA FEH
BiEMiER. AT WD SR B A MAAEER T, —RERRERE, Xk
ERE W A FAHE AR, SRS Bt
ERGHWAZIEmEFH, SREIHELBENFEME. Hil, 4%
BN ERFEELH T B OEL R LT A A : ZHOU L, HASS Z. 1.
ZESCRRLI] PR B TR BN E 2 0, BRI T K %0 AL
TRHETEESEN Ad hoc B RSHA, 0F — BT BT Ad-hoc
PI2E BB B Z 2 BRI EF . BRAXEBHRTIE Ad-hoc MEg%
RN E TER T IEE, NARRKRETHRIPENHASE
M. TREEFBESRELS Ad-hoc MBETEHZLABRANR, BHTE
B—AETHEEGHRMNELLTFE.
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57 A B LB B R R4 4R Hh A B R SR, TE AR IR
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BRI NAARLLE, RAERIYNAYFZA P A RS, '
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w SEHERRIT IR
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(2) FERAMEN TRBRFIEHNT P bk 9 '
(3) EBESGETHANY Pt

» BEAE B EER
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(1) H=EAH P EERFFRE: iR A M-GDH.2 thil th B P4 & & 4H,

(2) HBARFBMBERER: RERFREE AR, F—A P
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WREWE 36 iz, LERZMERT  Comm—
HAMREHA. bd

PP T A £ 55 A3 B i A P s AT oA
WK, AT AR R BT S AR P % .
RWRER: REERN, TELEETH L. g0 we B
15 #MEFHREREBAREDOENL | o |
&, WAL, AEEERE, FANEX '
g SR Bk, HAEAL.
HARBLUEBERANES. B 3-6: BIKERE
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3.3 Rgtatkigit

331 FRTHR

Microsoft Visual C++ 6.0 3447 C f1 C++ B EHEIIHEE, RAIRERE
K. RE. BAERHA. KBS Visual CHEBHERBRSREXET
MFC{Microsoft Foundation Classes)™, &/ MFC, B AR CEAENE
FTEFHARS, FRFRTARRIEENEPEEHNARTFRIIMR
L. EEAIXER A, EIHER Microsoft Visual C++ 6.0 ¥F R TR, T4
4 2 Windows 98 5§ Windows 2000;

332 HiREIER

Visual C++ 6.0 4t T £ R BRI BEREH HBEAD, WFHR:
1. ODBC (Open DataBase Connectivity)




P B A ST TS S 3 = 3 7

2. OLE DB(Object Link and Embedding DataBase)

3. DAO (Data Access Object)

4. MFC ODBC(Microsoft Foundation Classes ODBC)
5. ADO(ActiveX Data Object)

LR AREET B O S, B4 THR. RiE. WRERR. Wy
BT REA. -
H.H MFC DAO #% T DAO (BUEEHIXNR) BRI, M
i Visual C++F2Fst Al LMEA Visual C++HRHEH MFC DAO K778 B i)
Access SRR, MmEIfHIEOBIRENHERF . FRATHFP NEME BT
fE7E Access I, TRAGFHA DAO B A1 B BA X P N1 Bt
THEHSEH.

3.3.3 MR MEN X

xﬁ%ﬂn%&ﬁ@%bﬂfﬂﬁ%ﬁ&%ﬂﬁﬁ%ﬁFﬁ]ﬁﬂ%%ﬁu BT
E(p,k)=C ; D(C.,k)=p

S 1
P

E= &, D= fRHEL;
k= EEH; p= WX FHBHHE): C= FL;
HTFEMENRERENER T E—1FYH, HEXPMBHALIRE.

X IME IR AMEFERAME . FFEE1EHE T AES (Advanced Encryption
Standard) #ik. AES REEEZRFEMIZAIE (NIST) HRAE DES
rrnEEFReE"Y., 2000 4£ 10 H NIST Ezﬁw\ 15 MR EEFEH Rijndael
YA AES FIFR#ER VA . Rijndael B—MoAMERE, 74 KEMNEHKE
H 128, 192 M1 256 frFEHFrik#¥. K Rijndael {NET R RKMIRIEEH
ApbE R FEEHEER, THHESFEBITNE{FBIIEM L.
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AT WO PR E AR AR ], R XIS RIE-AES XY
BRI TS, XHRERBFEH A LREE - IXHRER, ER,
RGP X NIRRT R WA T ZE YR G RE . RFEMSHHI RSN
BEKRAPE, ERARNERDAFEMHER: ARERE 3 THPHLESREE
Bewt, KA M-GDH.2 thilREFHN ZLE: ZFEZMHAZ2NEEN. &
GEEH AT RIEA P RXEMEREE, ReattifRE, XRAKT
FHNLFR: £— AP HAEAEHS O, BIEES, Rk
s FAb A P

3.4 AENG

AP T A RSEETS, BFAEATERGHES R LN
T, JLANRASEFER A PR AFES REE BN ZEAETE R, XE
RLLT—~ Ad-hoc M&%. ZFSEXNTARBIA P B EMERIN G, &
T ARRMEHERTE: 3 MNP EREN SR, KA M-GDH.2
D EHESH: 20PN, RATHESRFTR, HE—RPEYTLE
H, BareRMAF, K4l EEE. BEXN P8 AaReHE B,
PERYE ST . AR, Z2EE. MR TR R B /S s
RIThe—1E T /M4, |
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AEXERXFMIHREFMIEX EISH

HEEI FEAFE T MMM k.
typedef struct NegotiationData  // HV AL s &5 44 75

{ intorder; I ORERE A P8
DWORD p; i EADE S
DWORD g;
DWORD g;
DWORD LocaiKey; . # A#iH AR
time_t t; i1 TR R IR B RO 2 _
CString  MD; I H MD5 Bk 4 BIE

DWORD SdatalMAX_USERS+I];
} NegotiationData;

PrepareData() : 1% x kN

void CP2p2Dlg::PrepareData() i kN

{
x=(p-2)-lint_rand(); i ¥ lint_rand ) PEAE—BENEL 8 Ocnep-2
k=mod_exp(a,x,p); I k=d" mod p
N=lint_rand(); 1IN B

}

MiSendKey() : /558 (ABEFREIREE) A48

void CP2p2Dlg::M1SendKey() I B EfEE (NEPREIREE) A4
(

MessagePackage msg; :

msg.head=ExchangeKey_CtoS;

msg.nego.order=1;

msg.nego.p=p;

msg.nego.q=q;

msg.nego.a=a;

msg.nego.LocalKey=k;

if(m_pClientSocket[Connect_Order]!=NULL)

m_pClientSocket{Connect_Order]->Send(&msg,sizeof(MessagePackage));
}

e ok e skeokeok ek ok ok 3o ok ok ok ok e

server_receive_key(MessagePackage msg): MR %88 UL AR IR AN H MR

BOOL CP2p2DIg::server_receive_key(MessagePackage msg)/ill 5 B IEW B N R%E
{
m_order=msg.nego.order+1; VE S ¥R oY)




AEZBEXFRTHREFMIEY Ziem
ifim_order%MAX_USERS!=1) IR R IR AR B R R B R

{ IR (H%ra8) 08
p=msg.nego.p; IBRBhHSEG
g=msg.nego.q;

a=msg.nego.a;
RemoteKey[0l=msg.nego.LocalKey; //RemoteKey[0) 17 R 25817 s 10 A 40
PrepareData(); AEEMAERR
msg.nego.order++; MHFHAAEREFHEAE
msg.nego.LocalKey=k;

m_pClientSocket[Connect_Order]

->Send(&msg,sizeof(MessagePackage)); // 5] i 4p W7 mi A& 8 &b 2084 B
msg.head=ExchangeKey_StoC;
m_ListenSocket.m_pServiceSocket[Connected_Order]
->Send(&msg,sizeof(MessagePackage)); /| /5 4k 17 S AE A A HEL S B

else HETRSHRR T REE, WaTH s

m_order=1;
RemoteKey[0]=msg.nego.LocalKey;
msg.nego.order=m_order;
msg.nego.LocalKey=k;
misg.head=ExchangeKey_StoC; ‘
m_ListenSocket.m_pServiceSocket[Connected_Qrder] /) Ja 8875 Ak A1 |
->Send(&msg, sizeof(MessagePackage)); IREER ‘
msg.head=ExchangeKey_OK; IRHRER
}
if(msg.head==ExchangeKey_OK)  /mEMGTMELER, WRLEFHER%
( 1A, B, C %48
MiSendData(); return(TRUE);
}
return{ TRUEY);
1
void CP2p2Dlg::client_receive_key (MessagePackage msg) /25 F 3 3 b B8 A A SR
void CP2p2DIlg::M18SendData() /M1 [ 5415 iRIE ABC, AT IEHF — R EIWAT %
BOOL BroadcastData(MessagePackagel msg)/8 56—~ S EHEE R B RE
void process_key(); IFBBZE YRS BER T AR EFEYU R SIEY AR
3L AR IR AR I T
BOOL receive_final_data(MessagePackage] msg); ek SRR 2 1GE

BEH‘%% BEABENERERRS —— AN ET, AL
RFERFRE.
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421 FERBHF X

ERRXE—FE: 1k, RETFRE | MEss, BELeKe
BRE .. KEROEERNREEBEFRTH— A EERE. mEEY
MBI R TR BEtERrElE. BREREFEH R,
« BEMEEFEFEFEORBRERY, RTTRENERNEE —

TR, REEERTAE, EASNEHETARENRE, %

W4 AT BB M7 HH M4k, T AT LU B R Pl R %
. ERMERE AT ERRAET S RGTER— AR EAH, AT

MRS HRER, EENRRRWEYR, MM TEEERA,

(EIXFHAT B RARIRAE . e T IR R i, P b

WORBERR, MEONRRT R, X—REEHRARE, R4S

AR AERNFERSE, HEERELKNEESR Solovay-Strassen H 7.

FF Lucas A E:. MillerRabin B .

FIXPREBHI=ESR D

(1) H5XKHA MillerRabin HiEF=4— MY EE

(2) REWEA Lucas EEXLRILETHA.

FHISER A4 MillerRabin BEESS, HIBKEEN TR 1. 2,

BX 1 B®n BREBE, n1=29m, HF c BRIEFREE, m REGH. &7
EERE a, #8 a"=1(mod n); BOFEANIERBH 1, 0<i<c, W
i az'*"'—-:—-l(mod n)o RFR n T a #ig Miller £ .

FH1: EnBREY, « BIEEE, (n, a)=1, W) n%TF ailiid Miller Krill.
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i, a)=1, T n ABTETF a i) MillerRabin JR, 0 » FRE
3.
EH2: FnRTEE MWaXT o Bid Miller RUMEEBE H(n-1)/4,
1<a<n |
ME® 1. 2, PIBREELR: Hn BIEEE, & LN/DT n KIEE
%, Uk Aﬁi@ﬁ%ﬁﬁ Miller f3ll, # n 255, & KA 28T
MR (1/4)
e k=100,n &A%, (HRR 4 5 M3 0 (1/4)0=6.22%10"", X
RIS, RBISHNEEILEART R
FEEAEY n RREWT:
S1: BEHLZHE—AN KA ¥ n, Bid B transform(n), TRE c,m, F8 n-1=2m;
S2: FE{1, 2, *»+ee , n-1 YRRV RIPEE— A8 a; j<0,318 z+-a" mod
n, & z=1 8 n-1, W n BERE, ER;
S3: Hj=c, WniERYP, SR, T S4;
S4;: j<—j+l,z=7Z modn; Fz=-1, W n :E:idiufd:, S, TN S3;

o o ke o 3K e e ol o s ok e i se s e ok e e 3K ol 3¢ e e sl e ok ol 3 e e s vl e ok e o Ok ko sk

B EL transform(n): R E cm, 118 n-1=2m;

s S e e s 3k 3 3ok sfe e e 2k ke ke sk o o e Sk ok e ok s ok s sk e ok ok ko ok e e ste sk ok ok o e

transform(n)
(
int n0=n-1; :
if(n0%2==0) n0=n0/2;
else
{cout<< "n is not a odd"; return; }
c=1;
while (n0%2==0)
{ nO=n0/2;
c=Cc+1;
}
m=int((n-1)/int(pow(2,c)));
cout<<"n-1=pow(2,"<<c<<"y*" <<m;

AEE »n 45, B Lucas EHMEEHSITHRIA.




EEZBAFMEIMREEFMUIEX RO

[Lucas EHE® & nEN, FEHRE—TEYH a, l<a<n, H 4" V=1(mod n)
B3 n-1 08— AEET ¢ WL a" Y modn#1, Wn HEH.

REE « BIRERAREDT

1) & n-1,1F n-1=qi*q*.. *q;, EP ¢(i=1,2, r) AN EIRIEL;

2) a+1;

3) a<a+l;

4) Fa>n, WnalREIERE, #%8)

5) # a"'modn=1, W 7);

6) NiF 3);

7 EXNTEER "% _\modn #1, W n & EARFB B 3)
8) iBiH.

4.2.2 KBEBRTHEZE
g p B—AES, HgAFp, MTFMOBp-1 WG4 b, WL
%/l\ a, ﬁﬁ g" Eb(mOdp) y ﬂg'ﬁ\ g ﬁ*ﬁp Eﬁéiﬁifﬁ. tﬂ.ﬁzﬁﬂiﬁj—ﬁu
KA R ITCH) FEINT

1. KA p-1 UEET: a1n goe ...0n.q HBKHERT
2. g=2;

p-1

3. XBHE g g2 g W g modp, WIRXH g MHEFIE, 4 FH
AET 1, BagRpB—AEER, WRERN g modp=1, Mgk

r-i

£ p ) g r&RRIG. MR g1+ gan ...-anFEﬂ%’T‘E, g“;‘-modp=1,
MR 4,

4. g=g+l1; ¥ E 3, SRELH(N,




B EA SR SR X EA0 T
43 RIBHRRAIRETHITE

4.3.1 I HRTHHE

MR g=b+kn I H L k AL, 4 a=b (modn). b M A a iR n
SH, a BWRRS bHEn A4,

BRSNS R, SRR, TEAK. THERK,
B, BEES—AFEERNEBE, RAEASASTLTEE, R
B n B ER —REE .

TR AT WS B8, FHEHE B R KAER j
R, TS HE IR RS % R REIE— A EEN, FruA
EHEBRAS. WA kSRS A, TN R RIS RETLHE
it 2k R . B TT DURAEE BT IR BOE B WA S BRI b AR,
BAWEEBRHRAT M ELIEAER: o mod n # BB — RARITRER
BRiEEE, BAEMEEENTE: —HEEER MRS EE SR,
F—F SR ETRBE . 2 SUR A —FRR A IS B0, 4
W RS R, ST

3 3¢ sk e s ol 33 e ke Se i s 3 e ke e e 3 23 e i okl e e ale e e e s e Sl e okl 2 s ofe b e o e ol e o e i e e ol ok e ke
BERIEHE P8 x'ymodn  HBAEE

o o 26 e 3 ol ok Mok ool e 3 e R e 3k i ok A e e ok e ok koo ol ok ok o e sk e s e sl ke ok e e e ke e e ol i ek sl s e e
DWORD mod_exp(DWORD x, DWORD y, DWORD n)
{ unsigned long temp;

if(y==1) return (x%n);

if((y&1)==0)

{ temp=mod_exp(x,y/2,n); hE A

return ((temp*temp)%n);
}

else
{ temp=mod_exp(x,(y-1)/2,n); /A%ITIAJH
temp=(temp*temp)%n,;
temp=(temp*x)%n;
return (temp);
}
I




AEXBAXFM T REREAEX W41 A
432 STt &

KB TTERTIH—Tx 158 1= (¢®x) modn
W] H54E; a'l=x(m0dn)

—fmie, WRa M n BEEN, B4 a'=x (mod n)EME—E; MHE 4
Fon RRERN, 4 a'=x (mod n)RHEM. WEn BR—NEEK, HAMA1
5 n-1 B M5 n BRERN, BEXABENKBETE BT

A SCRET RRL EEE ISR ERIS T, HRRTE 4-2:

4.4 Zligﬁll\i%

RENAT B HPBHABE Y M-GDH.2 LI, ST
RETHEHE KPCFEEIETEEE. KRER p A ¢ WEIET
IF= ., BB UREE NHESESE. AEN T EEENER KRR
RIS T VR T ULEA |




A ZIBEAFRL

REFMIEX Han

u,v,u;,us,i;

Swap(u.v)

i

U =ug+v;
llg=llgr+ll;

v [Swap(ul tD);
Swap(u2,t2),

Uy =u;+vila=uz+u

l11=ll!-t1;llz=ll2-t H3=U3-{3

S —

y <<=K;up<<=k;u;<<=k

B 42: HH v IS u M TR R




A BEXRFMEMREFAMIEX $43

HHRE T4k Ad-hoc MBREFE
HiEeci#Esmrssm

— AL Ad-hoc MBREFE, BB ERFZH e, AZKHE
RITIE REXTFEZL . MBAINEHER. FHIRES. BAEREE
B BIEESENCHEEE. |

5.1 MR EERFEILIN

KFERILE (Peer to Peer, fEJ#R P2P) IR ANSERE, R —MFHER
#Hil, B2 5HERERARSNES, TURE—NEFSIE. WEEENSE -
REHNEMN P RAERSBUERZE, X— A5 ETEE
BY, EBEOREBAIEIEFR, BRTENREE.

Socket & SCFF TCP/IP B I MBS B ARIERIT. ATLLME Socket
EEANE NIRRT R BB R TR TEENENA BN
R [ O RS TR — AR U, BEMURL IR (M2 U4 PR F a7
&, RLIRAEMBERIE A& — Socket, B Socket 2 [B AL
ERER, WALLREERNK, H@iEX Socket ] “iE”. “H” HBiELIM
‘HiEfE IR | |

£ MFC % MS % Socket 324t T HM 2 CAsyncSocket F CSocket,
CAsyncSocket REtE T RIPEE MK Socket I THAE, CSocket M E H
CAsyncSocket R4, RALFEIMBERKITHEE, BIITT LI Socket R IEFI
BRSO — AR R (CSocketFile) XBLHEN, SETIRE LHRES
RIAFHEWRERERI B, M CSocket IRUMBE MRS ERE, BIERBER
BB KRR AL AR LR,

Socket WIZFEFHU TN EESE: B Socket —-->EE Socket--->1

L




R ERFMTHREFMIEX F44m
iT Socket KiEE#HE--->®id Socket BT >3 Socket. I 5-1 FioR:

T =) S A R 55 2%

v

- Socket()

Y |
mTo | I () K 25 1 g
Listen( ) - Socket( ) |

' U Y
Accept( ) < > Comiect( )
Read() _ J4 ' the( )
Write() | » Read()

5-1: R FEE I Socket KIAFH

Fr 68 CAsyncSocket X% 8F{HH BOOL CAsyncsocketQ:Cmate( UINT
nSocketPort = 0, int nSocketType = SOCK_STREAM, long IEvent = FD_READ |
FD_WRITE | FD_OOB | FD_ACCEPT | FD_CONNECT | FD_CLOSE, LPCTSTR
IpszSocketAddress = NULL )& ¥k, #1558 [Event T B SR IC KB ETER
FABREG, X TIEHRAAXEGEX R BRI TESRSERE S
RME, R LiRF, REATTHRESEREEHBH, HFRBERLT
RARBORMBARMGRE
Fid ErS BEERNEH
FD_READ  |HEGRBAKNRE void OnReceive( int nErrorCode y

FD_WRITE |FHE\EREN~E void OnSend( int nErrorCode );

FD_OOB l&éﬂ%ﬁﬁﬁ R4 }void OnOutOfBandData( int nErrorCode ); |

T
B

FD_CONNECT | & P 3w ER R YA R4 | void OnConnect( int nErrorCode );

FD_ACCEPT void OnAccept( int nErrorCode );

FD CLOSE |&E#¥EQ %Pﬂ &4 void OnClose( int nErrorCode );

NS -




A BXFMEIMREFMIENL H4a5 T

ERH R EHEE —NSH nErorCode, AFMNRRFEFTH, FEFN

TR, 1B int CAsyncSocket::GetLastError() 0] LL13 25 1R1E .

CAsyncSocket KA IR LT IhEE, BliXEEThaeIRATRT A7 (6§ 2 |

DAL 1Y, ghs - i

BOOL. Create( UINT nSocketPort = 0, int nSocketType = SOCK_STREAM, long
|[Event = FD_READ | FD_WRITE | FD_OOB | FD_ACCEPT | FD_CONNECT |
FD_CLOSE, LPCTSTR IpszSocketAddress = NULL ): H F & — 4 E RO,
Lef nSocketPort A FRAKIMH DS, AFNRTHREAZEE, E¥E
EF%#ME%JXA@% nSocketType A H K 3 iR, SOCK_STREAM
2B A BB R % » SOCK_DGRAM R B FI T B M R R AR S
IpszSocketAddress A Hh ) IP Hubk, WA R SRR 10.1.1.3,

BOOL Bind( UINT nSocketPort, LPCTSTR IpszSocketAddress = NULL ): {E 455
FRER B F=AE— AR CEL, BlE £ {EH UDP thill it =4 — R4
- R]EK.

BOOL Listen( int nConnectionBacklog = 5 ): 1 4 35 5% 52 7 i 41 B IR Bf ] LA
EZRERY, HEEARSHATLEZNERES.

BOOL Accept( CAsyncSocket& rConnectedSocket, SOCKADDR* IpSockAddr =

NULL, int* IpSockAddrLen = NULL ): {EAFREEIBSHEERT, 3
RGN SRR, BB TEE,

BOOL Connect( LPCTSTR IpszHostAddress, UINT nHostPort ): 1E R E®EH K i
SEAERTTERE, WERBEXNITH P Hab g0 S .

void Close(): }HIEHEN.

int Send( const void* lpBuf, int nBufLen, int nFlags =0 ) ; int Receive( void* IpBuf,
int nBufLen, int nFlags = 0 ): Eﬁﬁﬁfﬁﬁ%ﬂﬁﬁﬁ%, nFlags ){Jﬁﬂﬂ
hr, X7 v BIR AR R

int SendTo( const void* IpBuf, int nBufLen, UINT nHostPort, LPCTSTR
IpszHostAddress = NULL, int nFlags = 0 }; int ReceiveFrom( void* IpBuf, int nBufLen,
CString& rSocketAddress, UINT& rSocketPort, int nFlags = 0 ): T TR R
AW EIE, FEIBHENFE P #atfEg 09, nFlags A4RicAr, S

{cil




= EIE X 46 T

o

il

Y

AREXFEMLE
7 R BB EPRIE .
BATAT LU B RS J s SRR B — M iURER B R B ) MR A E
R A LT int GetLastError() 18 5 1R 1E -
HF CSocket i CAsyncSocket JR4E, B LAHH CAsyncSocket BT Thég .
AT Socket SLHA FER A ERAFE W T

st 8 ke e ok ok e e e o 3 3 ¢ e e ok ke ke ok ok ok e ke sk st sl sk o s ok 3 3k o oK o ok ke sk sk sk e

% F i Socket 26:  CClientSocket
se =i ke e 3l 3le e e vt e ek ol e e e i v e o e ok N i e ke skl e M e e ek ek e e R
class CClientSocket : public CSocket
{public: ‘
CClientSocket(};
virtual ~CClientSocket();
virtual void OnReceive(int nErrorCode);
virtual void OnClose(int nErrorCode);

h

o ok sk s ok s ok 3 o e ko ok ke o o e ok R e sk e e e e o ok s sk ok ok i e e e ok ok ok ok ok

ARG 283 MW 38: CListenSocket

¢ e e sl e ol e o o e e e ol ol e o ol R e e ol A 2 e el ol Nk e ok ok ol e ke ook

class CListenSocket : public CSocket
{ public:
CListenSocket();
virtnal ~CListenSocket();
virtual void OnAccept(int nErrorCode};
public:
CServiceSocket *m_pServiceSocket{100];
b -
void CListenSocket::OnAccept(int nErrorCode) /N E R R B RS
(MBS EPRRENBEREXR, %R, P REEHIER Socket -
m_pServiceSocket [OrderList}=NULL; |
m_pServiceSocket [OrderList]}=new CServerSocket(); /F15{L— 1 F Y Socket
this->Accept(*(m_pServiceSocket [OrderList])); /4= i — /57 HO3E# 5 19 Socket
connect_success_update(OrderList); 1852 T 1 Jo X AR & 2% 4 B0 5B B

OrderList++;
}

e it e 3t o 3k 3¢ 3 5 2k 2 e o 3 3 3 ok i e e ke o s s sk s S ol o 58 o 3 2 i ke ol N S e 8

Rl %% 2% 40 Socket 25 CServiceSocket

e ke B¢ dhe e S 2 o 3 bk b o e bk e b bk ke Sk e sk ke sk s o ke e e e ok o s st ok vl e sl e sle ke sk e

class CServiceSocket : public CSocket
{public:
CServiceSocket();
virtual ~CServiceSocket();
public:
virtual void OnReceive(int nErrorCode);
virtual void OnClose(int nErrorCode);

)




ARXBEXFMEMRESFMRY ]
* ¥k fE 3 ¥ % ok L.
EXTIFEHES: CP2p2Dig
e 3esk ke ofe oo ook e sk e o ok ok stk SRR sk SR KOR HK oK HR Aok R ok ok sk
class CP2p2Dlg : public CDialog
{ public:
CListenSocket m_ListenSocket;
CClientSocket *m_pClientSocket[100];

int OrderList; WL FEHEN) Socket 45
int Connect_Order;

int ConnectID; IIERER Socket FE#)5

int Connected_Order;

UINT m_port; RN 05

}s

BOOL CP2p2Dlg::OnitDialog() 1AL,

[ereeee II%'WE

Connected_Order=(Q;
OrderList=0;
Connect_Order=0;

ConnectID=0);
m_ListenSocket.Create(m_port); IR AR A B E T
m_ListenSocket.Listen(}; HFE A T
nti;
for(i=0,i<100;i++) '
{ m_pClientSocket{i]=NULL,; 1A
m_ListenSocket.m_pServiceSocket[i]=NULL; /#1%54k
}
return TRUE;

}
void CP2p2Dlg::OnConnect()
{

if( (NULL != (m_pClientSocket[ConnectID] = new CClientSocket)y/EVE % /1
&é& m_pClientSocket[ConnectID}->Create() ) I IS

if(m_pClientSocket[ConnectID]->Connect(m_remote_IP,m_port))

‘ /im_remote_IP; R4 35HhE
Connect_Order=ConnectID;
ConnectID=ConnectID+1;

}
else  /EHRK
EERRT;
}
}

5.2 MEMIMEMBT

EmWAYURTEE LT JLAMER.
1. AR EEEK




AERBAFHEMEE S E48 T
2. AHERRHHEREEK,
3. EEBIANLR T EHEAIE BT A T E IR R
R LR —FE A A L AN AT AR REEE RN S Y, A8
{FAEEH 0 R AN ERER. BASILT.
b X THAEHE, S BIE SR BANMEN R AT EE
B EHLRTE AR

struct Client_Info HERER FERmER

{ BOOL CorN; IHEHEE PR REERE (1) DENF (0
char 1P[40]); BB TP Hbhk

5

struct Server_Info HTERE IR A SIS B

{ BOOL CorN; IR IR A B RERE (1) TAKRT (O
char 1P40); HeHIEBE TG IP HihE

h : :

int Client_Number; HEERBIANNE R

int Server_Number; C o AEHATEER RS S

4 A HL R AR R B Sk B, A HLAT OnConnect( )R ¥, #iEHN (R
£-883%) 04T connect_success_update(int OrderList) iR ¥, B3R LE 5-1.

= =

OnConnect( ) connect_success_update(int OrderList)

Client {i].CorN
==TRUE

Server[i].CorN
==TRUE

Server[i].CorN=TRUE; Client[i].CorN=TRUE;
Server(i].IP=iE & 3% ¥ IP; Client{i].IP=%& F HL3 IP;

Server Numbersi+1; Client Number=i+1;

B 51 REFFERERE, i HRNELRER




AR RBXEMEAREF LN FHHW

AL FE B R B R RS . $44T OnDisconnect( )R ¥, Frf 51l

HHEF A P47 disconnect_update(MessagePackage msg)pR %, LLE HM
Wi a. BERELE 5-2.

B —— &R

Disconnect( ) disconnect_update(MessagePackage msg)

¥ msg.Direction==5toC

[Server[i].CorN:FALSE; } Y

Server[i].IP=0;
i++

[ i=Server_Number-1; ]

.
‘ Y

[ Server_Number=0; ]

Server[i].CorN=FALSE;
Server[i].IP=0;
17 - \Server Number--: i--:
[Client[j].CorN:FALSE; ] ————»{ j=Client_Number-1; ) ‘

Client [j].IP=0;
j++

. Y v |
[ Client_Number=0; ] Client{j}.CorN=FALSE;
Client[j].1IP=0;
m Client Number-=: j--:

5-2: WiFFEERRR, HiMERNELREE




FOR B AP WS S S 507
53 B REE

Mg TR, S RSB oS >
H, EARERERAHENHE, BAR Wmug N
SIS . BEVUE SRS R 53 BT R ;ﬁm? 5

APTRERE, REEHAKEA~100
fr). BERTRAKAG, REQEHY, £ [ Eme
BAASHTEAEE, RaS L BEE  p. . e
FRESKBENARH. EHEETER AL
TR

% Generate: <4

CString Generate(int iLong, BOOL bUpLow, BOOL bNum, BOOL bNumOnly)

int iFlag = 26;
CString str;
if(bUpLow == TRUE) RS KNG
iFlag = 52;
if(toNum == TRUE) MaEHE
iFlag = 62;
if(bNumOnly == TRUE) /HEEHF
iFlag = 10;
for(int i = O;i<ilong;i++)  /fiLong RFBHEKSE
{
str += GetChar(iFlag); // GetChar(iFlag)Ri¥LIEE — 1 E4%

}
if((bNum == TRUE)&&(bUpLow == FALSE))
sttMakeLower();  /EBRFEFERXZING, WEHERHFREL NG

return str;

H ¥ GetChar: BEBLF=4:—ER
CString GetChar(int Flag)
{
CString s;
CString m_sArray = )
"abcdefghijklmnopgrstuvwxyzABCDEFGHUUKLMNOPQRSTUVWXYZ1234567890"; -
CString m_sArrayl = "1234567890™;
switch (Flag)




AR REXFMETAREFAILN ES51 W

{

case 10; int k = rand(};

k=k % 10;
s=m_sArrayl.Mid(k,1); /s ¥ m_sArmayl FHFEFHE K MEF
break;
case 26: intk = rand();
k=k % 26;

s = m_sArray.Mid(k,1); break;
case 52; int k = rand();

k=k %52

s =m_sArray.Mid(k,1); break;
case 62: intk = rand();

k =k % 62;

s = m_sArray.Mid(k,1);break;
default: int k = rand(};

k=k % 26;

s = m_sArray.Mid(k,1);break;

return §;

BTG, 7 m_distribute_key BT, MU HARTFLH 5
FH . FHSROEEAEFRNER R #4808+ 0WAT KeyDistribute()
B, HOREREFTENERI REFTHBUMERAS, RENE 54
Bi7Rs '

msg.head=Key _Distribute;

msg.[P=AH IP;
msg.data=F48;

msg.ID=CtoS;

Client Number!=0

RRH 5 B
i+
Y|
i<=Connect Order
-

B 5-4: KeyDistribute()& ¥ #iEE




AEZEAEMTHRE LML

E PP RS R P head & Key Distribute B B 5 HIT
KeyDistribute(msg) & 5L, HINREE . FIMANIER T F04 REHRH FARES,.
ETCEMAFAE, WREE, UEHIREGR: TUSEREHA,

BRI A 5-5.

| mnmmee n

distribute_keyJ

msg.head=Key_Distribute;
msg. [P=24], IP;
msg.ID=CtoS; msg.data=7 £,

hﬂﬂ%iﬁiﬁﬁﬁ ...

g52H

msg JD=StoC; msg.data=T 45,

msg.head=Key_Distribute;
msg. IP=AH1 IP;
L E Y Lt

msg.head=Key_Distribute;

msg. IP=A%1

ms%ID-StoC ms&datamﬁ‘f%q
1

i++;

msg. head-Key Distribute;
msg %’-@:ﬁﬁ%m data=E T,

105; msg.data=
(] PR

1++

& 5-5: KeyDistribute(msg) R $ii 2 &




AETERETMITHRERAR ¥5nR
5.4 BERE XA

HABGEH P REERER AT ST Z 2MRARR . SAWRE
i, HERMTE SHARER (BEMAERANLEZERK AP HIR
R, FAEWRAN, #—&EAWRE, SEEN, WHFER, RddE

WL 5-6.

i
mwag. nead=Chet Star; w

s  L=Chat_Enquiry;
nspe [P=SemlPar _IP A8 e Ll

,

| [ 3 4 30 1) Connect_Owrder =~ ) MR Conneeted_Order 7+
o e E R R JE 2 6 LS N R R

¥
— _rr'_.____.-o-""'-\-._
< [l 7 EIET -
N — Y il ,ql
¥ —

Inhu.ll:.uJ:(‘h;.lﬂ Start,

Y

magbeed=Chat_Siant,
msg.JD=Chan_Apree;
misg JP=clizntTP,
[Tl M AL

s Y
g zad=Chat Star;
msp. [D=Chat_Refuse;
e [P=wrve TP

iy
[rof i =HA..

s [D=Chat_Eeluse; maz ID=Chal_ Agres

ms g IP=serverlP,;

s B ELTT

Wil ¥ SeadPont_IP
GEE S

Connected_Urder--

e [ P=clientlF;

[

L.

[;;;ﬁ;:l.l: Clhal_Start

2 T .
—_— '

M SendPar_IP
A FEdR A
Connect_O-der

R

l AN K=

4 o

| ELEG0 chencdP, serveadP (K EEET

Cormected_Orler--
Connect Opder--

E 5-6: WRIERAER
HAMRER, REBERIENE 5-7 FiR.




AERBARMEMRTE PN E54M

int Connect_Order; /& FIEHEMTS;
int Connected_Order; /IR%BREHETFIIT S,

[ B RIEFH R ->msg ]
[ aes_enc_msg(char *msg) .
[ send_file() Z{ receive_file(MessagePackage msg) J
[ del_enc_file() ] [ aes_dec_msg(char *msg) ]
[ read_file() ]
[ del_dec._file() ’
Bl 5-7: BB RIEHEE
FRRRRR R ok *
R IETT S 0 bR #l:aes_enc_msgichar *msg)
skt o ek ek sk ok ok sk ek
void CP2p2Dlg::aes_enc_msg(char *msg)
( .
char *pFileName="plain.txt";
CFile file(pFileName,CFile::modeCreatelCFile::modeWrite);
file. Write(msg,strlen(msg)); I EME NG R T A
fite.Close();
char o_key[33];
_ultoa(m_key,0_key, 10); 35 DWORD ZE i) 5 4R gl 52 7%
int i=0; .
int len=strlen(o_key); BT R K NT 64 b, W EOHEZEEIAAFE

for(i=0;(i+len)<32;i++) o_key[len+il=o_key[i);

o_keyllen+i]=\0';

char *pCipherFileName="cipher.enc"; /IN# 5 1301 4

CFile Cfile(pCipherFileName,CFile::modeCreate);

Cfile.Close();

switch(aes_file(pFileName,pCipherFileName,1,0_key)) //{# F] AES # k0 3 44

{
case -1: MessageBox ("B ¥ LR FRBREF! "t KM MB_OK):break;
case -2:

MessageBox("H 4K 20 4T A& 32 £7 .48 fz8K 64 £ 1", "IN %" MB_OK):break;




AEZBXFHMTHREFEIEX ES5m

case -3: MessageBox("HH X SCHEFT AR "IN K MB_OK);break;
case -4: MessageBox ("5 3L AT ATFE " InEE L MB_OK);break;
case -5: MessageBox(" % A AXT! " IN%E K" MB_OK);break;
default: m_msgstatus. AddStrinig(" & %27 ! \r\n");break;
}
}

sk sk s s o ok o obe e ol e e k¢ ke e o ok ke e ok e ok e ke ke st st s s sk sk sk sk sk sk sk sk e e

F AR B PR AR o $aes_dec_misg()
2§ 2 336 o e e 2 ok ok ok o sje s sk s ol s sk g vl sl sl i el ol ok ke ok ke ke ke ks ke sk ek
void CP2p2Dlg::aes_dec_msg()
{
char o_key[33]; |
_ultoa(m_key,0_key,10); /7% DWORD (unsigned long )25 B¢ [ B 4H 55 e ik 75 B
int 1=0;
int len=strlen(o_key);
for(i=0;(i+len)<32;i++) o_key[len+i]=0_key([i];
o_key[len+i}=\0"; IR FFFRAEDNT 64 67, WHABHEZREAAR
char *pCipherFileName="Rcipher.enc"; -
char *pOriginalFile="original.txt"; /% FHIX M4
CFile file(pOriginalFile,CFile::modeCreate);
file.Close();
switch(aes_file(pCipherFileName,pOriginalFile,0,0_key)) //## %
{ . .
case -1: MessageBox("E H LM B FHFHET ! ", "BE LM MB_OK):break;

case -2;

case -3: MessageBox("¥ XX LT AT ", "8 LM MB_OK);break;
case -4: MessageBox("BSC AT AT "R EE K" MB_OK):break:
case -5: MessageBox ("% 7 AT ! "R % K" MB_OK);break:
default: m_msgstatus. AddString("#EH I ! \r\n"):break:

}
}
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MessageBox (" A BN AR 32 7,48 788 64 £ 1", "#R#5 2" MB_OK):break:
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EETHRE T VIFR:
CString m_user; i HP#% CString m_education, // /5
CString m_password; // #fi CString m_position;  // Hi%%
CString m_flag; 1 WEER CString m_phone;  // HIIESEY
CString  m_sex; i s CString  m_email; /f email
CString  m_age; iR CString m_address; // #i}k
CString m_married; /7 #57% short  m_pic; /l (k8 D
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HANDLE m_send_file_thread handie; B/ & i TR LS EAEIE S
DWORD WINAPI send_file_thread(LPVOID param) HRIE L3
DWORD WINAPI receive_file_thread(LPVOID param) /A {41

typedef struct _SOCKET_STREAM_FILE_INFO ARG R

{
TCHAR " szFileTitle[128]; 1 SCAF R L 44
DWORD dwFileAttributes; | 1SR B B
DWQORD nFileSizeHigh; 11 SCA RIS B9 T v X E
DWORD nFileSizeLow; 113045 R AL L F

}
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#define HEAD_SENDFILE_ENQUIRY L/ 7 i B ?
#define HEAD_SENDFILE_CONCENT 2 IRV

#define HEAD_SENDFILE_NO_CONCENT 4 /3B

#define HEAD_SENDFILE_CONCENT RECEIVE 8 /iR icff

#define HEAD_SENDFILE_STOP 16 /bR ER Rl
#define HEAD_SENDFILE_SUCCEED 32 HEIERRIY

#define HEAD_SENDFILE_NO_SUCCEED 64 //IRIERW

AAHRERTRBELAFEIW, FREERF.

57 BRI

WETEEER Ad-hoc WERINEAMT, MAEKRRIHRMIR. &5y
S AT Visual C++6.0 Ht CSocket 20— Ee gt A B LR IR, RS
BANET ER MG S EERHE, A HAECERE; B TR
R T MGIRINER. FHEAR. SUBEEHE. MAKTHNRESBEREE
28 Ad-hoc R 2244 BB — M RS e i SR TR A2 AR,




L BAEMEMREF LR E 59T

EAE BiL5RE

A TR A SRR TAE AT BES . 3048 TAREAT R, R A
A AN B

6.1 AXTIEEE

4307 Windows 2000 FIEFE T, H Microsoft Visual C++i&it TR 7 —
MEERREYE, WE 6-1 Fimn:

LA A o (] B
o0 #E SAdd EamE AEn

(HFE  TEme . |BE

2 | & |
|

B 6-1: J&& Ad-hoc I ZLBETE
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o FIRFAFEFHREGRER, FTHEELLEIH;
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AES TR AN 128 A3 A FEREE key[0...128)F 7, AT a,...a, fEFIE
7t key[O]...key[n-1], key[n]...key[2n-1], ..., ELFIER 128 f7.

« B AES M 3N BT |
¥ AES W/ FO 4% A8 A BERERE , 3F 1) MFC 320t s A0 AR 8 32 1 i 4




R B X FMM T HREFAIEX Beoam

MERE DS int aes_file(pFileName,pCipherFileName, 1, key)

| pFileName: A3 30442,
pCipherFileName: Z X V14
1: RN, key: 4,
BREHEORE: int aes_fiIc(pCipherFileName,pOriginalFﬂe,{}, Key)
pCipherFileName: #3344,
pOriginalFile: 83X 3X#42;
0: TINRE, key: Z=FiH;

B SEHAR R A% A0 SAEME B0 pFileName : #RJS 18 AES 14T
SCRFINEE D R, 18R SO0 B R3304 pCipherFileName 45i% 444
Iy gy T %ﬁﬁ%lﬁﬁimlﬁﬁﬁﬁi#ﬁ%‘ﬁ Ol R 805 3% 30 34
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UINT Timer(LPVOID param)

{
HWND hWnd=(HWND)param;

while(1)
{
Sleep(ms);
PostMessage(hWnd,CH_PICTURE,NULL,NULL)
}
}
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