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ABSTRACT

Service-Oriented Computing (SOC) is a new computing paradigm
that utilizes services as the basic constructs to support the development of
rapid, low-cost and easy composition of distributed applications even in
heterogeneous environments. Web Services are the current most
promising technology based on the concept of SOC. It has characters of
loose-couple, platform-independent, heterogeneous, cross-domain,
dynamic changes, etc, is suitable for SOC environment. However, Web
Services still have many security challenges, such as Single Sign on (SSO)
and access control which are the most important domains of security.
When users access cross-domain services, it is stranger to target services.
So it can't be authenticated. Traditional SSO solutions are not fit for Web
Services environment. Similarly to SSO, because of users’ identities not
known, so it is very hard for access control system to define roles and
permissions. At the same time, rapid business requirement changes make
traditional access control system not suitable for Web Services
environment in administrative scalability and control granularity. Access
control systems can’t protect resources reasonably to unauthorized users.
Currently, security has become one of the most important problems that
impeded the development of Web Services.

Based on analysis of some techniques and standards of Web Services
security, this paper does research on Web Services in three fields. Firstly,
present a SAML-based Web Services SSO model. Services can
authenticate users based SAML assertions. Two implementation patterns
of model and composite services SSO method are given. Then security of
the model is analyzed. Secondly, present an attribute-based access control
model for Web Services holding Negotiation Mechanisms (Nego-ABAC).
It improves identity-based and role-based access control and solves
access control to unknown users. Using negotiation mechanisms,
Nego-ABAC becomes more autonomy and adaptive. Thirdly, present user
sensitive attributes protect model based trust level and negotiation
mechanism in Web Services enviroment. In attribute-based access control



(ABAC), users provide attributes to be evaluated.But some of user
attributes is sensitive, need to be protected, and can’'t be sent to every
service provider. So it need compare trust level, negotiate and
authenticate service provider’s identity attributes to disclose sensitive
attributes. At last, design an extensible Web Services security system
(EWSSSystem) based above three fields.

In summary, this paper present effective solutions solving several
key issues in Web Services security. We believe that our contributions
make a nice groundwork for future research and engineering on Web
services security both in theory and practice.

KEY WORDS Service-Oriented Computing, Web Services, services
security, SSO, access control, sensitive attributes protect
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PR AUEFNEC I Se 2V o (HIRXME DL IR & Web IS5 N FHER G . PR 2 )
HEAN OO B TR A A, WA e ANBE A LT IE o G sl kR oo
#)o WA AESLIUT XML SCRY B SR gk B s, ) RE IS . Web IR 45 1) R
WEIHEL. SIN XML B4 )5, w22 G SCR N AR EER IN2E 44, IRl R S
XP O N AR A HE RS 4, ARG T B PR AN R J0 R BT FR 1) e AT H 4
%o fE Web IR IS, HARPUIZEIT I Web Iii4s nl i 2347 b E RS
DAFE R 58 B — TR R AT 55, BB XML 2844 103 Pl gl S A5 A E
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2.2 XML mnZE#E

XML Jn# (XML Encryption) BE*E 2 W3C 195 — A TN (XML
Encryption Working Group) T+ 2002 4F T A tH R LY « 31X /N FITE IR T % 2
P02 LR SN 45 R XML Ko, X S5l g v] L — AN 583 XML SR
Bi—A XML SRR 48 o3, ] BLE AN TR AR EAE XML % X Ed .
I &5 B ISR s A —A XML ook, XA XML I o= B n] LE#S
AhnEs g, nT LAl ARSI i g

FIH XML Signature, 4 & 158 50E (Integrity) £33 T 4#40F . BARZE 4 0] L
PRUETH B AEAR IR R TP A B o (R IR A BRI B T . iR B &
e, A FABUKIE Bt #dE . XML Encryption 2454 T XML HK
FEG N AR A0, EESAE T LU I RE:

- INEFEA XML S

2. Jn#E XML XA Ao E .

3. % XML XA REA TR N2

4. e XML kU g, w—gk JPEG Kl Jr.
5. I LA I s 1 2%

=

2.3 WS-Security #13E

WS-Security #1752 54 /1 IBM. Microsoft il Verisign 2 ) 2& [F32 i) —
VORGSR T =FLH): 2t IR, TR SRR B
MU o 22 A ARG 0 H ) 4 13 0 A R X509 1IE 154 . SAML 4t
MR e E RN MR G I XML 7242 M XML s oS o ie . X
LEHLHI AT LA ], ] AL S AT, DASEIRAS [m] 5 S 11 22 4P . WS-Security
T BT A & Web Services Security v1.1, 1 OASIS T+ 2006 4 2 J & Afi -

WS-Security By sERr 2% SOAP PR RERIE, RO IFRAFEHBT
s S el A e R SR it T AMESE H P AT B H R Web il 25 B 0N
JR VRS BTN 3 e AR 2 R 4 Ak, LS Web Ik 25 1858 T T S 1 e 4
PE, ORETERNE R IR . AR S, E7E SOAP 15| AILA 1 XML 2544 Al
XML I il o AR IXLEFRUE, T g LT — R 51 SOAP I Bk LA & H 72844
INEAE BN A S 225 R .
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24 SAML 5t

241 SAML #hA

2002 4 12 J1, Zikgtbfs BARUHEfE St 41 (OASIS) Hitik SAML V1.0PYRl
HOFE R FRE, I T 2005 4E K AT T SAML V2.0°9, SAML & OASIS T @144 Ik
SHARZE 14 (SSTC) Frilse i e A MR bstte, =B FREEM EASAT IS 1E#
Z Az fG R, BT XML MHESE, 4T XML Signature, XML
Encryption F1 SOAP 25 H & #ii .

SAML 1] LAfif g Web 45 22 41k 3 P 1 B 3 UGIE 22 IR A 1) e 8, ik
FRAEEE Bl 0 25 R 5 1R P 05 B S I UGIE IR, TR AR Web JIRS5 1 &
GRS AVEM N B, RVF 2 A RGILA 5 S22 4 1) A S AR J7 1A
B BRERAE 45 BT LLZE 2 AN RS oAk i, MM Bl T 22 A TE IR RRASE, 3k
M e T 2 M2 IR S H P S « SAML A E SCAEAA 8T A UE RIS AUH LR 5 7
e U U T A A A R 45 ) 22 44 ARSI SCRY 454 DD it e e — b
BT, TR0 XML ik, RVFAIE A RS AR I BT A B AT e

242 SAML 4ARK

SAML R W 5 Pl 46 FIRC B SO PUAS 4 A R

1. W5 (Assertion)

W5 2 SAML FIFEABIE AT S o B EAARI S0 B2k AURAE B XML
iR, B mL 1M SAML B8 (SAML Authority) A=l & Aiift). SAML X
Ja— MR A E IR S 7 B AR A, TR T S 1 — IR ER AR TT o AT AR &
PRI & R EAT IR A AL, PLYRE 2 15 S VF ARV ) Ik 5S, Bt ABARAE IR 5%
R

FT A W 5 40 B R 210 DU SR 2R A

1) FEAFE (Basic information): 5WiE HEASCMIME E, SAML MEH
WA, Wr s HOME—AR U, WS RATE BOME—FRIR, WS AT I ) S 5 A
LELR

2) WiEkRik (Assertion Statement): —ANIEA W AR AT B BRE

(Statement). fuf%: TAARRE (Subject Statement). IAIERFIE (Authentication
Statement) . J& 7k [4i4 (Attribute Statement) . #2814 (Authorization Decision
Statement) . — AN AR id AT DUV 2 AR

3) %M (Conditions): W5 KPR TT RESZIELLIAF M IR iy 5 1A 2%

-10-
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PERTREHOR TR B A ARG A5 S
4) Y (Advice): Wi rhal LA —S08isE, HARATE SR T IAIE
AU AT G R
2. PriX
SAML 5 X T V205 RN B, X e T P A =2 SAML i
(s P ACHe i S AP SRR 2, 11 A1) 9 AR a5 B AR S bl
IRE RS, 1A LY 2 MRk i) AR5 i el XML W B A2 BAEZE S € (an
5T HTTP [¥) SOAP), SAML HA REFHIFFIRNTE. KoK, SAML T8 KA1 W%
KA AT RESE i B HL B A4S AR R
SAML 25 R SR 20 8 RIEE (Request) Flmi i 5 (Response).
T R B AT LR DY R AL A (Query), 43 il AR 2 ) (SubjectQuery ).
INIEAT ] (Authentication Query). JEVEAT ] (Attribute Query) FIH% A ¥k 5E 21 M)
(Authorization Decision Query), 43allx%f N T-As [F W 5 B i) . 0P 2 i,
SAML SRHX G4 A AH BT S 3 20T 1 3K (1) g B 485 5
3 YhE
47 5 T WA 8 sk bR v AR R ORI BSOS e SAML TR H
U1, SAML SOAP ZF5E B8] T SAML W4 =Rk A i B A e i 4 4 SOAP ¥ 5
ACHR . B 2-1 XN T RS, R U] T SAML PR SOAP I B P IR .

A 2-1 SAML 5 SOAP #9452

SAML 7] BL5 Z Rl (5 FALfr D G A — i, & nl LLE HTTP L f¥ 13y S
Z Ui P (SOAP) Mli%ER:. SAML SOAP 455 HiE T {1 F SOAP i &k
L4 SAML iR AR, 418 H SOAP455E ), SAML 155 (Bl SAML #r)
Hiie—A> SOAP W B, 1F/H{E SOAP B A . 4 SOAP i1 B H T M SAML #l
PR R A% SAML W 5 17 SR B i 9 (1) IR, SOAP W S A& T L BET SAML
55, A REA HALE B, ZHE FIRHE SOAP &t [f13h sk B i N AR 2 T

-11-
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—Ao YE H BIARLRUE SOAP I B 1224, DI T &5 X R BUE B
IAZAE SAML HURFIE K Z RIHAT S AE,  [R]INE 75 AR UE SOAP &L
BRI 52 2
4.  WEESCH: Cprofiled
SAML MEZE S fh5E X383 SAML 4 & N IR g, FE RN
TRy . 10, Web Browser SSO H#EE SCEFR tH SAML KR 5 76 5 14
P AR S5 A 2 ()45 3k . Web SSO MEZE SCAFFEAH IR T SAML 18 3K /1 [ )
VORI E BN (i HTTPPOST. HTTPArtifact. SOAPbindings) (#1454
gy SAML BRI B MRS . SAML JE LT — R I JE A 2L
SO, SRUEH] SAML JE PRI = P I TLERVE LI . 40 . X.500/L DAP R ZE S A4
T IEFELE SAML J& 1% 1 5 o in# X .500/LDAP J& % .

243 SAML ft&

SAML L i 3= A HE

1. “FEHALrE

SAML $g (122 e SE, AT HARI - & SR e 1) R SEBL. et
AT T N B R, 3K A A T [ e 45 0 A4 28 45 40 B 75 2 1) o

2. ferm S P AR

P AT E S 3t 7 30Uk, ol DL VT ) ik S5 fe o7 fe i 55,
it PR GRS R, 25 BRI 2 T RS, W RS i & T .

3. W T RGP R B A

i H SAML Wi 5 oRFATIOIE, 43 IS4t 7 L de s H - I S5
BEEAIS T MR 25 R A 1R A B AR

25 XACML #3&

251 XACML #fA

2003 4 2 H, OASIS #it#i XACML (extensible Access Control Markup
Language) 1.0 BiAY5 4 OASIS Fi¥E. 2003 4E 8 H, OASIS XACML A Z
hi4> (Technical Committee, TC) #t#k XACMLL1 AP A OASIS Z hi il
& (OASIS Committee Specification). H i, XACML2.0™F 5 % 2 (Committee
draft 02) .- 2004 4= 9 H 30 H&Af. 2005 4 12 H XACML2.0 FlIAH 1) SRS
e HEHE S OASIS FrifE.

-12-
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fEf B Ui, XACML o —Ffont U 1] 2 il SR A7 [ 28 137 S /v b2 A i 4
ICAHEARITE S, XACML AUt T — R YL AR AT %
Hil, T HARAE T SRR SUBT I RE . B S A RO SRS ARE T YR A
A DARRYE A TR PREE R R DL ISR AT R AT R SRR R 4
Sebr b, RN RAE IR ovF. 548, LikvE (Indeterminate) F1TANE H
(NotApplicable) .

XACML i ] XML 1E A4 HAFIATE F 2R BRI, XML Joil 5 e, w]
P FE PR TR V2R SCREVE B AL 32 1R SRR P A G B A% ) U i) 428 o) R AR S I 4 £
P&

252 XACML @R

XACML #7632 V7 1) SRS TE 5 L B . bR SO 88 55350 0 A R

1. Uil ER&iE S

Uy ) SEBE TR S R E ) AR MU (Ruled 3Klg (Policy). HEB& AR
(Policy Set). FI e ST 07 )38 KA PEAG 4518, PPl I 25 SR ik DY
PR CRRiF $648. TRIEREMAGEHD . — KBS RILIAT 0-n ASEL, 7]
FE—N R AR AT O-n AN SR

2. Hmisa

HH B S R TR [ SR AT PRAL, IFAE O Y. . XACML
AR 2 AN AP, FEAFR RIS AT AU (PEP) . SRBg Y3 iU (PDP).
M HLA (PAP). S5 B A (PIP) 45, PEP M In)i sk, PDP Xt il
WORHEAT VP, PAP XS SRS HEATEHE, PIP SRIIRSE J& AN 22 i 1k

3. BRI

TR AR B R AU E SR VA K, Bl PDP AT LRI S SRR, [
IS PDP A B ) DAt 45 SR 4 s s Sel ) LB e RTINS AR PRAl I R
‘B PIP W O JEAI A 8 1 o b SCAR PR AR R XACML s i A 20 v i 2
() — AN 5y o

253 XACML &

LRSI IE S A, XACML B V2 s (A0 A

1. XACML 23T XML FaER), HA R A B AFTHE LR RE 55
I HARE T — AFRAEA I U I 5 e AR, SN R IR 2 et it T B R

2. HTERDHRT AR WIRAREE RN, LR R SR et T3

-13-
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L BRIEAEREE I JE M, AR EE TR FH B 0y, FrAn DAL T 5
U1 a7 S M T 2 B2 A U 1) B AR P4 o1 U [ ML

3. XACML AMEACERAZRGF K, 1 HiE e T —FpLs], H R a7 8%
BT FIT T (TR | SR R S s A 110 56 B S b Bt o A7 31 M, e mI R FE R U 4
SRR B A R USRI 2 A SR 25 oM — n] IR SRS 4, A7 T A AR
G 1) B IR EAT Vs e 438 R SR T BN R U ) SR R A FH T 20 A LA [R) P
RS ARA/

2.6 AKE/GE

KBS PNNE T LAIE: XML 4. XML 1% . WS-Security. SAML
J XACML . X FASMEIE 2 HAEE A1, WS-Security {8 XML 242 F1 XML Jin
FRARAIE SOAP W B IIMLE M, Seetk, AnrHlmitt, R SAML 4L
HBAER)—F 77 e XACML AN DT R §E =, Bk 7 ARBAUH ) U5 i8] B8k
X ARG I A ARAIE Web 45 5T 1) 22 42
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R AL B E R T SAML ) Web I 55 F i X 5T

F=8F —METF SAML By Web RSB S X RIEE

31 3|8

bt Web Al 25 B AR BLEABRAE AW R 2, Web 45 CL4 % 7 MRS AIE 5T
B SEER N . AR ZEEIR0 RGBS Web IRZSRSEILM . R E
X LE Web R4S, TEEZ AN D4 u#E e B EIE. XA G
FEA RS LB T 045 6, IR T R M EAT S5, [FI I8 B A
s 20 H/HIE B TR R MUK, ANRes SRS pid=. BrLh, 78 Web ik
G5 IR A B TS SR R R AR A A I

AFEBRVE T —FET SAML (1) Web 45 5 s B s i, {5831 SSL Fi PKI
BR, SEDLT BSIR) Web B4 e sk . R T R IR SRR, O
FeF I PR CSE I T A R4S IR B 8 e IR PR (¥ e A PR EAT T 4%
BT o IZAAIAE GBI Wl AR 55 B s 8 S LU 2% 5 SR, Ho e ARl T idE A
TR R LT Web 45 13 3 5o

SCHR[AS)HE H {5 B Systinet 23] ] WASP Card 7= ok kKAl s, HAG—
SE I R RBR A, AR SCRE T — AN S A 5 Rl AR A, B e
R SCHR[ 191 1 B R B SR g 922 U T BN RS (R B0, 5 T4 A IR 4%
H R BB S B A RS, AR SCANELAE H T B R 45 PR ol 5 S s, i L
BT ARG, T EET R s . SCR[22)482 LT SRP AT SAML (1)
Web RS WiFEHI RS, T S 03 atH 7 fERr i 5 2R 2 R T8, &
SRV UT, AR RERRAR . T AR SCRERL o (1) By 3R 3 ] LLSCREZ R0 2 5 4
RAE X C(Hhan 2% BeruEBas) , BRI R g .

3.2 ETF SAML gYE8 SEFEEGIT

321 SAML ©#f

SAML & —F5g4 3k T XMLLO [NHRIET, 'E4k4& T XML -1 & 1)
BB YE . W E B B AR TR B W AN [R) ik R R 8 SR )
e I TARGI L SUE ST R, ARAE R EE R AMESE — L8], 2T XML
SAML BAEG, HE P ERE, o] DO H TR 5 g sk .

SAML k%O AR LTI (assertion) KT S0 INIE. W7 A A
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A, HIHAL S YU S IR (assertion statement), ELRNIGAIE W = k. B
Wi s FRId . SRR . S ME ARG K saml:Subject, LA e 41
saml:Conditions. 5 /5 Wi & A2 7 T 5 HEATECT 2 44 . P AT 5 8 sk B A
uli N, HARuh RO UE W BRI AT P I S . BRI D 3T
RN, e RS2 G T KA S . 2) Bkl 5 4511 saml:Conditions
(Lt NotBefore. NotOnOrAfter UL W 5 77 H € XIF 28441 2mmie; 3
F AR SubjectConfirmation, fLf545 = /72 holder-of-key . sender-vouches.
bearer, Hi>Kil HAruli 5t subject BEATHGUE, I = 442 117l T 5 1 X3
B 15 = 9T IUbT 5 5 B 78 Bk R IEWT S - Fo holder-of -key & ii ik = R HH A
M EHRIGUE, RN EEW 1 dsKeylnfo F1, FM4H B AR HRLE
2B R, TGS PE A 0 1ok 56 UF 25 42 B ] 0 W v S ) R A A S T S 1
4 sender-vouches & 2 it A0 LR A 2 I S 4, P Jd e S B2 1K )
MR 25 it ki sk, RIS 4808 B SRR R B T4 44 bearer
77 202 A4 0] LU ik SubjectConfirmationData H7 () — 48 J& 14 Sl 1F B 1 JEL ) 32
EWTE M E K. SAML Al FIRALHIRIEAT 5 380k U s sk

SAML KV 3% B X Web RS EE R S8 sk, He e X
T SAML W Byt SOAP R HIFRE, k5 H 4t # vl LUE T SOAP #piX
e lm) B L1 SKINT - WS-Security B O TF UG S0 FF SAML, ‘B4 SAML
Token JALN SOAP 1 &3k, FFd ] SAML Wi i EAR AL (holder-of-key)
B S PRI I FAE SR 6T SOAP T BiE /T4 44 (sender-vouches), ftfik45 4t
AT SR, BT, 36T SAML SKRSZHL Web IS5 IR 5E R I 8 S R v 4T
P, FOCKS R ANET SAML [ Web A4S F kg s A

322 EB LR

SAML EARKTEE LT AN, a5 77 (Asserting party) FIE
f£77 (Relying party) : 1) Wi AP S MM, B—NRESEFHE, ©FF
PSR, BT RIS Cln A AR Ze i) P 44 3505 07 e - 5 5 X
), KRBT o WS AL S IR UE T R R R BT R, R B R PRI Es DAAAT
Py K gt 7, DLAHAWE R, 2) S0 AR, hd—
NRGEET I, (STS U AR S, IR WS SRR P AT IR E .
TS R TR IR 2 R 55T PRI HAE AT, BT LA Al DU 34510
W5 R IR S5 AT Vg o 25 B A SR AL R IR 25 BE mT e PN IR S, T Rge 2
ARSI A o RIS 5 ZO0 W 5 TR, LARE P B0y, AR v
EHIRSE, SRoE izl & S A BRI 0] H AR B .
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Wk 3-1 o, BREZ VUGG S de i . IRgs PRt . i
Jrs MRS AACER . B 03 PR A AR 55 S 138 2 IR (RS A5 A2 XU ) 2 43d0E, TR h
AT B A T UEAS o ML 5 B 4R 8RR 55 S0 TR AR 2 L A (1 %
AIE, K R RE A UE TS o F e IR g% T A AR IR S5 S A1k
AZH. o g5 AR Sh AR IE OS5 IR HIRSS, Al M AN EL R R 55 3 A1k
ATHL, AL T T i A 55 2R (R R 15 B 55 1R I 1

DO S A AL S A S U AR L WS A B2 SOAE A B B R AL R
T ) A R

1) SUe iR 2R X R A S O E R, LEn T A% s R
PAFRATI IR, W GRS AEH

2) WrE KBNS SOIEA i bt PR AL & W 5 BT 5 8012 (Artifact, XS
fr—A51HD 1,

3) H A BIYUE M S R B I RAP I A W 5 BB S ST 2 4

4) W AR R AR A R 55 S I (R B2 SO BTN (W 5 30 A, JF iR
]2 i 55 3R A

A 3-1 £ F SAML 4 Web IR 53 & 5 FAEA

M g5 S b P A dh by S AC B, WAL B, Dyl Pl A fA SR
1) I A B 32 SO WS TR A E T I S, RS
Jeg PR AT 45 Uy 1) 7 A o
2) Wi AbBRHOR IR ) i Y AR TR I S SO AR s B 3R
FFFRIBOR IE P W 35 S0
17
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3) Ul I) P AR R MR e P (R0 AH O e 1 R Wiz A7 T U 1) B8 95 AR A
I

4) BTV IE B 03 B2 B B AP0 I S B ST B TR, AR AT
7 B SR A AT o

323  ITIH

AR I H G DL 3-2 s

1) 235 1) 5 S A A H B O Bk i 3K o

2) SO ERAE I G A g uE AR O T AT R, ARG SR,
R R R R LA AT N T 55 A5 AR K

3) M

4) SR AW S AT AT A

5) REIWrE4 ).

6) MU AARIRSS, JERERIESE A o5 W HAREE, 15 RAE P s
THIEEE.

7) M55 FAREER I ] B AR R S5

8) g5 PRt AR T VR IN, S S W S AR 44 (5 BT RN,
R SRS AW, AT, A5 AR ZEE K

9) FRATZWIE, XZH S BTN

10) 1 FH Uy ] PRI OR B iz M AT A BR VS 1) H s 93, IF a4 th
M ¥

EIR R A S R R AT LR, X T AOS SO LR AL iR 55 1A 1
FEHEA FIEIAAN, A8 ] 15T R X L 1 DORESE A 1 183

B 3-2 AR g PATALH
-18-
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3.3 RERAMLIEL

ARATEEH T P Web iR 5 5 i 8 s 2 Push A1 Pull, 061X P R B4 T
TR, HJEHET Push Bi045 T 46 S 1 B 08 37

331 Pushi#Ez

Push BLAGEFAEH S HES RS HRME, KRBT, BARRHAT S
B 3-3 o

1) MGk SRS, WA A S0 ER.

2) ShrdettEg AR EA SAML i

3) MHERE A WS RS55S4 k55 1 FHACEE .

4) g5 AR A BAR T IR 45

5) MRSSHRMEEMRIERAG N SAML W5, HEATHRALE, BUAIBHE At i%
TFRIE SRR

6) ARSI & AR M4

W

L SRR M5 L FEL £ i 45 42 1
| | |

|
|
o iEsREE

B FISAMLIT &5
[ JBEFISAMLIT \ S
o RIEVIRER (SAMLETED (SAMLIF &)

o
-

i LAna=
ST T T I A T

A 3-3 % &4 % Push A2 X,

332 Pul 5%

Pull #4855 S it 5 G A1 A4 I 5 hrad >k 8 Pull 52Uy,
SAML AW ERAEAE SR E TT, RS TR 5 220, A S e it J7 bz ]
It SAML B, PrRAYE A RS Se il r de g sk, RS T —4x)
SAML [I51H, XFhgI A2 CE (Artifact) Sk, Artifact J& Base64 #ifil
(P R R 42 A7 LR T 2 25 A RS (Type Code) | Ji 40 715 i 20
YRS AL IDJE 20 FATUH A SRR S, ARAR IR SAML SR, BrEL Pull U7
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A APAUERL A o — 28, HARKIAT D R 3-4 o

1) Wik G, mAd DS mnE R,

2) HieftEg Al R4 SAML Bz 30t

3) M UGS VT IR SR A4 Mk 55 R AR, TR b B2 At

4) M55 R AR BRI H AR IR %5

5) M5t H o) SR Bt F TR WTE GRS B2 3.

6) WS RGN, WRE] SAML Wi 7 WHE4EE K.

7) S5 PEALE R SAML Wi 5 ok o R A M (K, IR 1145 Ak 551
HIACEE.

8) M g5 I HI £ AR 45 1)

A 3-4 %5 %% Pull #£X
3.3.3  Pull A Push B9 LLER

Push KLU PUIl B R 20, ELINF 5 3050 25 0 B s 1 IR 45 Bt
o, LA OB T Pull B R U B ok, s i
SRR S50 ANB U, ELIE I 2 A G R AR S S 2 i
T FL G S 57 1 T S S B LT 35 1 DN, o908 S s R L
R, WA R SO SR K, Bk T . A Pull Bt
AP, FUAMTI R, TR Lk BBk B 23T

SRV RTER (Bhg 3

2 Wi



il 22 018 3 S PP T SAML [¥) Web JIR 4% 3 0 5 S i 7

334 ET Push#XNILMASREZHERER

i 55 PR PRI I 25 BE T LI BN R S5, tn] U2 A S5 . ZoA 5 i
S5, A% il DA SS e i B T BEAT IR R . AR AN R K 51 IR S5 C AT B
CLRBAIE S BB A TF 45 25 M 5 e, 4L I 5 S (168 R P 3EA T 3
ik, AR AR A5 R ik, A R BAU ) AT s A IR S5 IR R . DR e DA 5%
W REF ISR LA R, A SIERUEMEAA LA H & s S, g A
RIUEH o XGRS AU UE RS AT 4 4L 5 e o5 B i LA B M 3753,
A DB AR5 SO A IR S5 AR AR TR o DA S8 (152 25 18 D I 55 23 Sl oxek H P JEA T
SN 5

L ARSI, EH] Push A1 Pull BECHS AT DASEIL L R ok . 200 Bk
S ST, B G SRR S Push BEAURSEIL . BRUMAE Pull AU,
B2 SO B — Ik, (HZL 5 R 55 RS 55 0 T 20 P S EAT SR k. =4
KA Pull B, ARSI A n DRSS, WIFEEAE S A R pE A A
FEIRAIE n e BTEL, AR Push AR SEHLAL & e 55 1 5 6 S B 21— 28,
28R, KM Push AT Pull (YA SR ] DL B 5 R 55 (10 8 o, (HEERER
7% ASOR MG TEAMEIE ST -

A S5 i g s B 3-5: T MRS S Bt B SR 5 )5, %4
55 FHAREE, H 55 U A AR R Y AR AL 5 e g%, 7 4l g AT 5 | 384k
PRI 25 18 5 R 55

sy

AR

o RIEVTIITR (SAMLITE) ) (SAMLIE) [ WAMEL [ |

i Yo 7 25

: e }

: | : U st |
e R S -

e o 1 4 : T
e < <o R —
H 1 T - SR ‘

A 3-5 AR E T EBEK

y
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3.4 Rl

A = BE IR — 1B A AR — AN AR PSSR IR 5% IR AN IR 55 7T LA o
KRN BEB I L, ATk . PO IUAE AT — S R4 T USRI IX
FEIThRE, (HR] LA 2N IR 55 SR 58 izl 5 DiRg . A B Bedd it — 46 ik
%, NG T oRIB KRR WIS S WIS TR SR S e IRSS, XLk
55 RE AT LA HAR — L6k 5%, W n] DL R MRS, BIAE R 25 A R vh 3l i
ARG . DB A B BE s A8 o S R A IR S5 Bh S & T X BUR
PSR JE L R A RS (Genetic Relation Query Service,fij’5 4 GRQS), #tIX
By 7 ML B BE 99 s A T4 (Disease History Query Service, 'S5 4 DHQS), B
B2 e HR AR s e S S R IR %% (Dissease Decision Support Service, 5 ) DDSS).
A MRS IPAT IR WA 3-6 FTos: 1A MRS HAT 51558 1 H GRQS, 3k f49 A 5K
JEE R AR5 DHQS, SRAF W ANFIE I s & Jo A DDSS, @47 45%,
TR 5 IR A1 25 AR 55 1 3

e {

B 3-6 44 R F AT RAR

KB AR T Se i B A SRR S VI RGP G Sk, IR S IE R
GEIT S . WS kg R W 3-7 PR, EZE IR IR S MR AuthenticationStatement
FE VLR 5 BRIA AttributeStatement ZH % .

KB ARV M IR SS B, KA FH SR A 00 7 5 A AL R 25 B 4 B0 UF R4 AL o g i)
AR 3-8 i, SRER AR B GRS S R R PRI S IS, K
VT ) SR MRS WA AREE, S5 R AR 416 ey, 15 416 g AT 51
AR VR 5 55

35 REZEMELHT

15 Web fil 55 F i o R o il 2555 e AR S ) ¢ b, A B IR g
SEREME . AR, RS v Te) Aoy R S IR AR . SCHR[S6][57]
XA SAML 1) Web I () B U8R BEAT T2 b, el Tl AR — H
] SSLITLS (12 4T mlt ] LA o K 3 22 A i, {5 Web ARk 2538547 3L A
LR i, SOAP T B AE AR FE o il REA7 A8 PRI 45 i, SSLITLS BARREDRIIE K1
B U0 2 A, (HEASAE BRUE S 2310 22 10 BT DL AUE BE 45 A XML
Signature, XML Encryption. WS-Security 3 =AM R Rl i 2135 1 % 42 o

Vo e

22
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1. PREE

SR P R VK AT A STEE B A NS 6L A 2, T30 6 i o
I S BT T A ARSI ST . 7 RS, — 7T 1 A
FRIOHLE Tk f A B b A0 A ] SSL B.OITLS 1.0, 55— 1] 1 91 JEL AT BA gt )
G5 KA T AT BT S AR B HEAT IR, 1T LA XML 3% e AR B X i
S AN

<saml:Assertion AssertionID="cT_S T-vKMwidT8_ Pzkke8UkC68."

I ssuel nstant="2008-02-25T16:31:03Z" Issuer="http://aaremote.entegrity.com">
<saml:Conditions NotBefore="2008-02-25T16:26:03Z"
NotOnOrAfter="2008-02-25T16:36:032"/>

<saml:AuthenticationStatement Authenticationl nstant="2008-02-25T 16:30:58Z"
AuthenticationM ethod="urn:oasi s:names:tc: SAML :am:password">

<saml: Subject><saml:Namel dentifier>uid=doctor zhang </saml:Nameldentifier>
<saml: SubjectConfirmation>

<saml:ConfirmationM ethod>

urn:oasis:names:tc: SAML :1.0:cm:hol der-of-key

</saml:ConfirmationM ethod>

<ds:Keylnfo>

<ds.KeyVaue> doctor zhang ‘s public key</ds:KeyValue>

</ds:KeyInfo>

</saml:SubjectConfirmation>

</saml:Subject>

</saml:AuthenticationStatement>

<saml:AttributeStatement>

<saml:Subject>...... </saml:Subject>

<saml:Attribute AttributeName="departmentclassclass'>
<saml:AttributeValue>hospital </saml:AttributeVal ue>

</saml:Attribute>

<saml:Attribute AttributeName="title" >

<saml:AttributeValue> low</saml:AttributeValue>

</saml:Attribute>

</saml:AttributeStatement>

</saml:Assertion>

B 3-7 B3 =)
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AR VRS IR ST
A
‘ skt ‘Agﬁgiﬁﬁgljﬁ%ﬁHﬁﬁigg{ﬁzﬁ”éﬁa &’ﬁﬁﬁi‘a%‘ ‘ GRQS ‘ ‘ DHQS H DDSS ‘

I
| 5 S >
M iEREE

T2 25 4%

RAVIRIEK (SAMLE) [ samuiiz [ | IR 3
i K17 5
3 e |

‘ ‘ R () | |
| | | | i}::>ﬁm%f
| | | | WSO |
| 3 3 KL T 75
{}f _________ wikr {}ﬂwTﬁéﬁ{}éw ffffffffff #

A 3-8 ¥ &R FiTAE

2. SEREVERUA TR

B SAML [ & BRI A A T 8072844, T DA L S R LA
Kyuikigi. AP 5 S0 aE . RS Z M EFEAEERH T SSL
3.0/TLS 1.0, 5 i & i3 AR 25 A 2 [) (DA% R HH T 00 ) (1) 2 4% 38 38 » it LA m]
DALRAIE T 5 11 56 B8 RAN T HR A 2 o

3. HIHGE

T SOAP i )5 J¢ SSL3.0/TLSL.0 HH &R n A 1 I Ta)iEk, ey xhil B Sk rh iy
N IR REREEA T ARSI, AT e S R TR i

4. e NBt

M1 R ) A A L FE AR T SSL3.0/TLSL.0, it LA a) A Bt £y 5
B THE, AR TS s AL 1), B A ) AR AR AELS 28 S0fE B L
JAE OB A TR

5. {4 Btk

R, SRR M IE T L ISR AR L RS R &
DI ERAERE W s B A RS o REIN IR, A RT B R AR 4 R 45 Bk o mT DAL
SKAE K7 BT B T4, RS0 ) & iR K% SAML
Request I}, A% SAML Request #EATHU 2544 . HH T2 AFEI LU 44
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(FEIS D, BTCL— e FEfE R T 4R 4 s Bk -

6. WS mwse

Wi LA B G S A T AR DA, AT — AN i B T W S, # AT LA
BEAT VT I HARIRSS o BT LA ZRCEERT W 5 AT OR A, AR ek # 3R, Pull B
S MR T, WS AR i, AT SS T DAL R A T T e A )
Ao ABFEA A RS, T B2 Hee i —k, BreUfAReEH, ifi Push 4
TG A A MRS o BERAE FT AT I8 A5 L R 4R T 2 A, Wi A & e 4
(47, BT LR BLLRAIE T 5 70 % i AN b2 22 A ), VAN SR N0 S R Al A2 AT NS 22
Ao SIA BB AE AR T S BB IS SO I RN bR AT R 1 B R 4% 2B
il S DRAX R SO 1A 80 .

LR P P AT 0 ARV, IR 1R 2 A ) U n] LA B . T
T K holder-of-key 77k BAE AR G4y, BIW S h s T 444, 4
P RIEVT R RI, B QRS S BRI, IR SS PR AR B0 T i
B my ST P 0 B 4 o RIS 5 B3 SR, Bt ey A FH 5 ke v il H
P55 o

g5 LR AR e AR, RT LA TS S Web IR S5 LA S S

=,
/?'\0
3.6 AKRE/

FET- SAML bRk, ASCRE T Web iS5 H i 6 sy, 25 HY 1 sk
Push A1 Pull A SEBLI 7k, XX PR BCREAT T B, JFEET Push BSUSEEL
AR5 I 8%, IR A7 BRI 8 R R o B Ja WP R 1 22 4
VEML T 3 Hr e B 2 e VER T LGE S T Web AR5 FA 8B 1 5 R =k
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L2185 SR —F AT U RTHLAI Web 25U s s

FNE —MEFHEILHRY Web Bl 55177 i) 4= $ 1R 2

41 5|8

Web JiR 55 & —Fh o 256 T XML AR, RAREERG . 5., F
BT 5o A AT DB AR AT B i Web BiSs, DASRAELS SR AK AR - Web
55 I SEEEAG T — RAVIF e L), toan WSDL. UDDI. SOAP. HTTP.
SMTP %5, IXEETFRUMFRAEEM LT Web IR S5 1R 7 5 %2 B e A VE iy, RIS
T B AR O & PR AL G 2 WL AN REORAIE Web R4S 1. Vil
P AR S e A (1) — AN SRR A% O R, DR, BFST Web RS EREE T
(U5 i) 4 il A o> R E .

AFESEH T R TR R R LRI Web il 25 U il 428 i 455 7Y

(Nego-ABAC) , AR K T 3L T (o U [l = Hl B AL (RBAC) T AT 5,

WE/NFRG DT B AR % %% . IR, Nego-ABAC I T H P B g,
WA T MO HG SIANT BT XS CREBMWERREREME , REARE BT
SCRTAT o 5 WD SRS SRS AN VT RC I, AN BB R 4ail oKk, A 7E T Cies]
(R a2 R, W 5 e, b HAEER P s s RN, i
R 55 (U il s B SE IR G o ARTELS T AR B AR IA . U i) 45 R
SEREH R HL] CERAEPRRIAEI LA RS v B A% 2O o B TS il o ) S5
e TR XACML 1 Nego-ABAC SEZEL 45K &% Nego-ABAC 1) S 5
XACML SRBE RIS K AR

SCHR[28] 3 T — i G U i AL ABAC #58L, nTUAP i IR S5, A
SO BRI TR R AT VRS R S5 Pe i i P v
KAIRTFM S5 SR AP — e Jm . SCHR[30][3L]E Hi 1) WS-ABAC £, &
G T B REIAR, FZME SR TEAVAGE, R BUREIE. A
(BT, E T4 m MRS SR VA T, B 8 3l 245 1 38 2 550R0 i Mok 3
R 25 AR R U 1) SR o SCRR[29][32-36) 4 H 114 38T J 4 (1) Wb IR 251 i 425 i 45
ARG R HLE], ASCH ) Nego-ABAC F AL B PEIL T4
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4.2 Nego-ABAC #&%8Y
421 ipiElEkRIAT IR SRR AL L IR

A T AR Nego-ABAC FELAY,  ASCLESCHR[28] f Ll Al T — 284 i, 45 i
TR &R e L Ok 5 S et 5258 == 0 e X,
WA AT E SO

EX 4 1A EN: —ANHPENE Attr 24 (SA,SA-domain) [ 4,
Hoh SA RREIZJBIEM AL TR, SA-domain J&i%JE P SA B, %48 5% A] LU
P& w, —M2EEN, wi{vdue, vaue, . vauey},’s —Fl & & 811
[val Uyegin,Val UBend] -

X 42 WP E L —ANEWEE Attr J2—A4 (RA,RA-domain) 1) —Jt4l,
Hob RA REZBIER A FR, RA-domain j&iZ%JEPE RA (iR, 1% ] L
B, —Mg{vaue, vaue, . value},”—Fisd [valuenegin,valuemd -

EX 4 3 BRSO EM:: — NP R Attr 2 —A> (EA,EA-domain) 11
—ondl, b EA RRFEZEMEIAFK, EA-domain %R EA KIMEER. i%1H
AL P RE R 7R, —Fp{valuey, value,, .., valuen}, s —Fiist [val Uenegin,Val Uend] »

& X 4- AWeb %24 —A> Web Ik 25 Par /&2 —~ (PP-domain) 1=
Jedl, Hp P 2SS4, P-doman 2&i%S4 P IR, ZAE T LUA P R
JEAEIR, —Fit{vaue, vaue,,  vauey}, 53 —FE[valuesegin,valuemnd] -

SEX 45K —AMiRER Ace = Tt4l<sa,S p>, Hir:

1. sa=[SAusa;, . SAnsal], SA MBS, sa 2B TE SAHIR K

2. S/& Web x5 hril, ME—FRIRMIZE B —AN RS

3. p=[Pups. Pcpd, PEIRSSHAL, p it SHOS N, PAEATE Web
MR 55 2 00 B, R 3k

E X 4- 6 JmPESAT4E: CASet={ca, Cay,., ca}, ca=[AT,C],HH:

1. AT (Attribute Type) & @M, AP EME (SA), HFEM (RA),
WELEME (EA);

2. C (Condition) /& /@41, Bl Aopk, C I true 5 false. Hir,
AZEMS, op & MEEEER -, <. >, = <. =, K& %E,
H ke A-domain .

E X 4T U I AR G s — AU ) R — AN = oodl, BER
pol=<S,Subset-par; CASet >, Hr:

1. Si& Web ligshrid, ME—FRiRM 2% Er—AN RS

2. Subset-par=[Py:subsetPy,...,P:subsetP ], H P (i=1...k) ZRk% SIS
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4., subsetP, J& P-domain 11— T4
3. CASet K/NIZ R M5 1 )@ TSR .

422  igla) sl

BT Ptz X, 4H T Nego-ABAC #E 7Y fh i i) s il i) — 26 A ) . &
TR G SE B O B, W AU MRS S UM SN, ARG
WL SE AR AE TR B2 WS A2, MIARVEVS s e ez,
W FEEp R WP EA G, st gaifk.

B 41 SEWE W)L X acc=<sa,S, p>iE — AN sk, pol=<
S,Subset-par, CASet>& — U5 ) S I SE0S, 4 R 2 LU LA A, WIRRIZIE K
L A, WS4

411, acc.S=pol.S, B i) 1 3K HH R R 455 S ok . 6 R 25— 3

442, ¥V CASet. ca, i=1,...,n (CASet. ca. AT= RA or EA — CASet. c5.C).
B2 AF A 1R B U0 i 1 2% A2 PR A1l AR P55 Jg 1 2% A1 IR o) 0 20 236 A o

BN 4-2 5e48%. & acc=<sa,S,p>& —MiER, pol=<S Subset-par;
CASet>J& — 7 i #5 HI 510, an a2 LU R JLANSAE, NIRRT )35 SR 1% 5K
I 58 42

A1 acc b pol W25 MW A 1 s

%AF2. V pol.Subset-Par.P, i=1,...,n,3j, j=1,...k, (pol.Subset-Par.P=acc.p.P
A acc.p.pe pol.Subset-Par.subsetP)), Wi i) 17 K 15 %5 By B 78 5 72 XS
Ko Rl A

4443, V CASet. ca, i=1,...n (CASet. ca. AT=SA — 3j, j=1,...k

(acc.sa.SAj= CASet.Ca .CA A CASet.Ca.C (! acc.sa.sa 4y A))) B 55
FAEAN T B AEBR U i 37 SR o 4R 14 1 Je (L A A

N 4-3 P52 ¥ acc=<sa,S, p>Jt— AN iR, pol=< S Subset-par;
CASet> & — AN il il skms, Wit acc 5 pol /LMW, (e 4532, HA
A NRXAN AT, WIFRYG )35 SR A% SR WS 5 452

%A1, ICASet. ca, i=1,...,n(CASet. ca .AT = SA A 3j, j=1,...k (acc.sa.SA=
CASet.Ca.CA A ~CASet.Ca.C)). HISEmS Al (St @ vk, ) idsk rp it
T, (EARTFS R EMESME, UiiE R B4,

FR 4-4 Vil % acc=<sa,S,p>&— Mgk, pol=< S Subset-par;
CASet>s&— /M5 M #E 0 S ms . an 2R acc #% pol 5888, W ARVFi M kS ; Wik
BBy 52, Wn] LU B i LR 5 Sk, H 358 e 32 i, A4 ] LLVG ) Ak %S
N, MEFELTE K . WER—ANU5 s SR, XN 2 ARG, DU 2 PP Ab 25,
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ARICREU) & R B — AR 2, 332 %05 3K
423 thiEHlEl

U5 B SEARFG VG I Sl e X, AP RA RS R EE R
BT EME, HSREA IS B, SRR 0. S T T A
) EIE N, g PR 2, AR 7 n] LU UG 1n) 80 e 1, i )7 i) 45 71
Fel o Bl LR AR U 2 T

N 45 AR W acc=<sa,S, p>& — iR, pol=<S,
Subset-par,CA Set>»& — M7 i il ms . Wk acc #% pol #4r852, Mg i
7Y Neg-Sug=<Negld,S, NegResul tSet>, H: .

1. Negld JETEMRSSFEMETE T7 A e — 1) — AR ERF,  FH R OIS 7 i 11
SRV IRE K, B S U ) IS L SR B R T 1 s T2 8 e Negld
R,

2. S7E Web 55 briifT;

3. NegResultSet 4 — R HI W Phrg N2, W &7~k {NegResulty,...,
NegResult,} , NegResult=<NegType, NegVaue>, -

1) NegType AIEXPNFE, —Ffh ParaDisMatch, k% ZECAITHEL, ) —Fh
& SubAttrNotEnough, i)™ J&PE A7 2

2) 4 NegType=ParaDisMatch I}, NegValue=pol.Subset-par;, B[l iz ] i
RS S5, RS HLMEE; 24 NegType=SubAttrNotEnough i,
NegValue=CASet.Ca.C.A, ElR[AIFEIEMEL .

R TAE R R IR A A AT, g AT B R A

I 4-6 Ppr AL PRA RS20 52 1R SR s S ] g3 i[9l —> Neg-Sug,
It LA - 22 SR AT 0 3R R 25 P (R AT g — AN i AR & o P AT LAAE P g At
WA IEFE— Neg-Sug AT URRT, #4032 P i i i, NegResponse (Y JEA% X ki
W) 4-7) . RSPt J7 FE VAN AT 8 S BEAT 40T MY IR R

1. PRGN P R RS SO IR AN AL SR, SRR, FEZ48TE K

2. PR U BRI B A A A, WSS AR, R 4aiE K.
A IR SESASBOLIN, IR, 2Rz, WAVFUTRIRSS: 2k
¥z, WIGRELERRS, AR e Es, BB adi4aid K, A WHE 485 in) ik
%o

D B & 4- 1 P

1) X TEARMEREME, ElE A Ak, SRt Rt Tk
% EPERUED KA MRS 1A E B H - @k .
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2) SR AT U R VAL, W R AR R, MRS Ik 55 1R
e, WNARME IS ISP b, PR BN AL T =il it it.

3 MxSSHeptE e AN 4-5 F1 4.2.4 5 535 2 EvauateNego() ok AF i
PR, FEAVCHEC R 250 S Ak 2110 J8 PR Ak (e 45 P o

4) R, WIREE RS 24, I8 SoguRs B MR skeE (LR D,
PG P N, AR5 i S5 A

5) RSP A R Y. CRLHE S HUR A3 DL R A D, IR
PR DA e sk, i g, MRS . i S 2 gk e hn, WIEER 2
VSN LS

6) vy dYeE, EIRREIS .

H>
(I

SRR msmptr aeE W%

PR ) I3 R A A SR 4-7 B S

KU 4-7 T Y7 K 9 LR - RequestAgain=< Negld, S NegResponseSet>,
RequestAgain 5 Neg-Sug H' 1) Negld. S #f [F] , NegResponseSet={ NegResponsey, ...,
NegResponse,} , NegResponse=<NegType,NegVaue>,NegType=ParaDisMatch =¥, U
# & SubAttrNotEnough, NegValue=<Name,Vaue>,*4 NegType=ParaDisMatch I},
NegValue 735 4S8 & F{H: 24 NegType=SubAttrNotEnough, NegValue ¥
Name 4 JE 4%, Vaue iy true 2§ false, For O AtoAR ML,

A B v A I

- P ax

o= v, Y= .
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424 pEEHEIEE

ST BB e X Uil bR S i, 45 T BN LAY Rl
ke S 1 Vsl SRR, F RS0 KO- T g Il 45 e Sk
2 RVEAGJEYE, MBSz AR B L RS 3 Rt TR T v e
ATACBE . Horh ARy 3 & — AN URE e, AR AU 4-6 B ps o 00, =4 0 i g AN A
GBI, aiEdgathrg . B LA EVEAS BISEIEIA, SR e H
BELRT o

L Vil ¥ AccessControl ()
INPUT:
acc=<sa,S, p>//%t T 45 S (K— A7 il sk
POL={poly pol, . pol}//5n&sr
OUTPUT.:
Accept: i R#EZ
Reject: ik 4E4A
Begin function
POL'=®
I R g
for each polie POL do

if pol;.S=acc.Sthen
POL = POL" U { poli}

end if
end for
if POL'=® then

return reject /%15 A1 1) S £
else

NegotiatedSugSet = // ) i B IS
I NegotiatedSugSet ={ neg-sugy.... neg- sugy}, neg-sug;(i=1,...k) &
8 S I SUREAT RN INIE e

for each pol;e POL’ do

eResult= EvaluateNego(acc, pol;)// i Ji 3% 2

if eResult.AcceptLevel==fully then /58 455

return Accept //I A — AL, W2 %IE K
else
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if eResult. AcceptLevel==partial then /¥4
neg-sug = eResult.Neg-Sug /1) 7 13
NegotiatedSugSet = NegotiatedSugSet U { neg-sug}
end if
end if
end for
end if
if NegotiatedSugSet ==® then
return Relect//Th 4 & 7%, UL T SR A 48 T b K
else// FF U i
SendNegoSugToUser(NegotiatedSugSet)// 32 W i 1L 45 1
RequestAgain =GetNegoResp()//3k 15 1 7 Wi v
return Negotiation(RequestAgain)/1 i AL FE, i 59% 3

end if
End function

B2, VP R A W R i AE A EvaluateNego()
INPUT:

acc=<sa,S, p>/I% T4 S (f1—ANVi )ik
pol=<S,Subset-par,CA Set>//5} W 11—~ ) 2 1l S gk
OUTPUT:
Result /[AFAE 45 %, Result=<AcceptLevel, Neg-Sug>, AcceptLevel [{JEUi
W & {fully,partial reject}; Neg-Sug 4 B 1) #% =X a0 8 0] 4-5,
Neg-Sug=<Negld,S,NegResultSet>,NegResultSet={ NegResulty,...,
NegResult,}, NegResult={ NegType, NegValue} ,NegType=[ParaDisMatch,
SubAttrNotEnough]
Begin function
Result.AcceptL evel=fully//BR A 2 58 420 /&
Result.Neg-Sug=Null
for each pol.CASet.ca  do//4b P I A 1) Jeg 1tk 4 1F
if pol.CASet.ca .AT==RA or EA& &!pol CASet.ca .C then
Result.AcceptL evel=reject// % Y5 AR @ AN A2, FE4aiE K
return Result
end if
if pol.CASet.ca . AT ==SA then
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if IsExistinAR(pol.CASet.ca.C.A) then// S mg 11 J 1t 44 55 i)
VSR AR
if 'pol.CASet.ca .C then
Result.AcceptL evel=reject// ] /7 J& I ANl /& H e dE 4
return Result
end if
else /KA ZE
if GetFromldP(pol.CASet.ca.C.A) =Null then
IS A S AL H e
ReEvaluate();//HX 21 J& 1 J& T8 vEAh
el sef/HUA 21 Je
Result.AcceptL evel=partial
NegResult=<SubAttrNotEnough, pol.CASet.ca.C.A>
NegResultSet= NegResultSet U { NegResult}
end if
end if
end if
end for
for each pol.Subset-Par.P; do//4b B 5 1) 2 B 5
if 11sExistinAQ(pol.Subset-Par.P) or acc.p.pje pol.Subset-Par.subsetP,
then// 15 K W ANFAE 22 B S e Bl A IE
Result.AcceptL evel=partial
NegResult=<ParaDisMatch, pol.Subset-par;>
NegResultSet=NegResultSet U { NegResult}
end if
end for
if Result.AcceptLevel==partial then
Result. Neg-Sug. NegResultSet= NegResultSet
end if
return Result
End function
L3 PR AbFE: Negotiation()
INPUT:
RequestAgain =< Negld,S,NegResponseSet>, NegResponseSet 1714 KL k& =X,
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W M W 47,  NegResponseSet={ NegResponsey,...,NegResponse,}

NegResponse={ NegTypeNegValues , NegType H{ {4 {ParaDisMatch,
SubAttrNotEnough} , NegValue=<Name,Value>

OUTPUT:

Accept: i k57

Reject: i R iE 4

Begin function
if NegldMatch(Negld) then/t/3 5 1d UL HAL
if 1ParameterMatch() then// Z £ SRANULHL, BRI 4-6 17 piy 7 )
return Reject
end if
if GetAttribute()==Null then//ZRIAZJEPE, B 4-6 Hpr v )
return Reject
end if
if ReEvaluate(RequestAgain)==fully then// 55 1At , 5 5032 2 2581
return Accept
else
if ReEvaluate(RequestAgain)==reject then
return Reject
end if
else
if ReEvaluate(RequestAgain)== partial then
SendNegoSugToUser(eval uationResul t)// 34t 45 5 3% [ 45 FH )
RequestAgain =GetNegoResp()//3k 15 1 7 Wi v
return Negotiation (RequestAgain)//id: i
end if
end if
else// Negld A ULHL
return Reject
end if
End function

4.3 FHTF XACML B9 Nego-ABAC &8 B SLIN 454y

H1T XACML BUEFE 70 %8 T AR BRIRANAEG (¥ v, ify Had g LT —Fh
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BLHL, PR G EA T BB R SR B 7 PRI S S AN SRS S (1) e 2 Ak it P DA
ARFERETER S Nego-ABAC B . A B Je/h SRR [ SR ik, SRR 4l
BRI ATHLE],  J s 4 25T XACML [IREAL U ) 4 1 S 1R R 7 o

431 BIRGEH

Nego-ABAC HiRY ] DU T-H 7 o BRSS9 U5t 14D J PR SR 3B AT U7 vl 48 92 AL
LGRS NP 4-2 B, P B A AT 002 XACML B b s U — 28410, Hfi
TE ARG R disd . HARW R

1RGSER# : RS RBRAETT, EE e I S SRR H )
G4y, HRAGW S e A4 IS5 TR ACEE .

2 IS5 AR : 8 TGRSR T H P BRI, ek o R R S5 4
PEE AR H

3Gt M S BTN, TR, IR TR i
Ihiie, HEIRENEAE B AT JE M A if

4.SOAP Kb#ids: FISREAL SOAP R, JHaAM B 24, Wik
W EVEI, WA SOAP W BRI N A4 e — AU ) K, AL 45 SRS PAT
Rio

SORBEHAT il BHEH U MG SR ARG g BN SCAREREE, IR B Scab
A AL B G5 HORPAT A (454, L g 460 1) sl G0y MRS, (RTINS 25 44s
JER i Y. 2 At i 45 SOAP AbBEES .

6. R ICEREA: FEERA LN LA

1) AT AT R 1 R 1 U 1) 3 SR 46 B SR o S 5 m] AT 1R U T 1
K

2) MEBEAE SR SRAT TR AN IR R IRk, AR A M TSR A, DA A VA
R VI 7 2

3) AFUIRLE AL, ALEhLE HMEHAT R

TORMEUL T AR P ENE, TR, SRR NE, Uik, DU R
R R R SR KA T R A T CAYT AR R RS, BRI, i 4.2.4
(W52 LRI 2.

SRUNER S SRR <SP K T QRAEA P Nyt I v N U E RN SRR S G B
B R, SO R ), BAREEI 4.2.4 IEE 2 TRy,
PR B0 3 Wi Ab R

0. SRWE A B A I SRS I ) SRS AT B B

10, SEMEAE R AL IRBOAEE A B E v, phorms s i, JF Bl LU
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SOAP
LOBEEE

A 4-2 3 F XACML #) Nego-ABAC #£A! L 45 #) A

YRS A
432  HEEBBITHLE
S T S
JET XACML 1 Nego-ABAC B i i L AU K .
Vi 1018 >R 35 0] B 401 SR B SR I S R
ORI WL SO A T, MRS, U, E,
s A R T TR - oy
ST SRR AT A, AR FEFE s 1R Scuh g,
T S A A W
M AT TRV, HEI LT SO B AR AT R 1 2 SRS 3
R ORI IS £ A R BRI AR
T SR TSI R 0 W S
R ST VR, RS, U Dl Btk DR K e
AT PSR AR R SR AR 4.2.4 P 1 2 26 S BT AE L.
R EEBGR I E ) ik
Vi R TR SRR, TSR
13, FEUCHITE 5 R AL B W BAT AN, WS BT S VA b, A
A2.4 RSN 3, PesE BT R AR AR S
14, 4 SV IS I, HEWSHT SR B RRIRSS . JRRIIL R,

Mg 1y

© ®© N o g M 0w DR

=
N PO
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H Vs *% U %ﬁ%ﬁ%‘ PRSI ST A5
i """"""";F 77777777777777777777 ‘5’/\‘ Tj—.E 7777777777777777 % 777777777 7 |

,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,

o ﬂ ********* I De ””””” Dib e

T % 1 = H

- - T i
S = =

A 4-3 Nego-ABAC #£A! AT AL

433 EHT XACML HJ Nego-ABAC 1&Eif jal45 ) KB IR =

XACML HE 5 T s v 5 il (po{%%%%model) 581, =gy
M) Crule), W& (policy), &4 (policyset). ASEF KM XACML #iuH &
X[ only-one-applicable-policy e S v 3 s e L
AW HFRAT S fE— Ao, AT 24, Nego-ABAC fiY
PR S pol=<S,Subset-par; CASet > 3 4 polSet={pols,..., poln} 5 XACML
P RRATRRIUSIERS R P TR 7K 26 B 44 o oK

1. Nego-ABAC EiI%Emg pol i) S %W T- XACML Rule 1) target [
Resource fll Action it % .

2. pol H1¥) Subset-par 5 Rule (1 A& & M 4 E XY

TARJE
3. pol i) CASet tufifi AR (SA). MELEtE (EA) ABHEME (RA)D 1
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ZFAF I SA Z& S Rule I AR JR P 4R, A1 Subset-par AHIR], P&
Z IR B PES AKX . pol ) EA ZFE Rule i I3AET J& YL X . pol
HF RA ZF5 Rule R 03 e R 4 F X v

< .
L Nego-ABAC
pol K %
A 4-4 Nego-ABAC ¥ pol 5 XACML ¥ rule #+5 % & B
JIR G5 AR VASTS

Nego-ABAC Hi 1 1)1 i sk Acc=<sa,S,p>5 XACML H K [ i sk ot
IR FR U 4-5 s
1. Acc' E‘JEE Request ') Resource #/I Action PRTCE XS MY o S8 Subset
2. Acc "¥)saty Request " 3= 44 & P X R o
3. Acc 1 pFisa—FE, #H Request H K @ PERT B, 53 H g Pk
KX o N
Nego-ABAC i Hh ¥ PPAL 45 4k 7k T XACML Hi1 ﬂﬁ}ﬁ%iﬂ—%@%ﬁ%#
o B IR N T R X PR, AR U 1) 5 ) 2R e L AT S R ) [ 3

-par

CASet DR E 1 2 A

B Jm 2

A 4-5Nego-ABAC ¥ Acc 5 XACML ¥ Request & % % %
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B2 R i 3 S —F ELATB R HLAIG Web 25U ) £ AR

4.4 REIZEHESH

KT W S E A A N 3 st AR e o SR SR IR G5 R B, A A
Nego-ABAC V5 Ial ¥ Hil IR IR, Fo0f g i) 2 il 34T 22 4 1k 20 A

ARG (DHQS) A TR IR A ARE I P U7, € T 40 H S

pol;=< DHQS; Discount[0,50];{ departmentclass=hospitaltittle>=middie} >

pol,=< DHQS; Discount[0,30];{ departmentclass=hospital, title<middle } >

Jdelig 1 departmentclass. title 4 H 7 &, 43 37 FH - R SR 20 AR .
departmentclass [t BUE VG [ 4 { hospital }, title [ HU{E 75 F k{ low,middle high} .
Discount }y Web fIk%5 24, FKondrifi 2 11, e MIEEH 4[0,100]. poly
) R 2 P IR A ) S 1= e BB R85 T A N, Ay 2 H IR 414
7£[0,50] . poly M B 1 FH - I B A 2t s Bt HERFR AN T gy, Aif) 2
(K4 1% 7E[0,30] -

m Eo46 Jrox o, sk B R O M Ok % U WO K
acc,=<[departmentclass:hospital title:low], DHQS, [Discount:50]>, fli3ft T 8 fr 2k
AR IE P, IE AT BRSSPI LAZE T4 411 50%. VEAS 5 1 U5 g K VPl e, K
A K IR a8 1 4 2 pola, (BIRSSZEAST G o B LUIRSS 1A IR a1 e
W neg-sug;=<negld;,DHQS{ < ParaDisMatch, Discount [0,30] >}>. #k == 7E I 3]
L7/ T = A P G = SR 7 KO £~ ) W = IR 1| B =S =1 I vJ N 14/ U1 I V4
neg-response;=<negld, DHQS,{ <ParaDisMatch ,<Discount, 30 >>} >, IR VFY, %
SHFE K.

B 4-6 F1H—
wmE 47 P, wRskEE ARV RIE K 2 acc=<[departmentclass:hospital],
DHQS, [Discount:50]>, fli#fit 7 7 el @i, Ji-A B RS5 v LA4s 147411 50%.
PEAL 51 2560 i i) 1 oK PEAS 5, ik B PR R A {  neg-sugp,neg-sugs} s
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neg-sug,=<negld,, DHQS { <SubAttrNotEnough title>} > . neg-sugs=<neglds,
DHQS,{ <SubAttrNotEnough, title>,<ParaDisMatch, Discount[0,30] >} >,k = A 1 5]
i, kPR — AN R BOEAT IR . e R I neg-sug, T AR AR
SRR, BT ERR R . i RAR R B, W 2 S S O B UK R 1
o ¥ K W&, & M P B Wl N neg-response;=<negld,DHQS{<
SubAttrNotEnough,<titletrue>>} >, DHQS k45 -k ey H 7 (1 @ v, IR vk 4
(1) title & low, H BT VAL S A0 AN B SR NG 58 R 2 . HIE AT P R I
neg-sugs=<negld,, DHQS{ <ParaDisMatch, Discount[0,30] >} >1F¢F, Ff LL4kL: b
Moo sk B oA wm R B % Wm0 W ok OBy oFom MY
neg-responses=<negld,DHQS{ <ParaDisMatch, <Discount, 30 >>}>, FHXVEA,
Pz P g K

Ba7ap o TREEE Jle 258 FH AR E I 52
SR I  T D R ESEEAT (0, FURT B 4, AT
DL BRI, SEBLT MR, 2ea b, P Kgo-aBAC 7
B ABAC R [RER, by N T BARHLL RIS BB, R
BT, E AT,
FAR 4.2.4 OSERE L3P SE0TIL, FUA R R S AR A R
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Yy ) BEYR, T A S B AR 4R AN o] AU ) B . RN 4.2.4 TREE 3
R ALy, B BNERPC R, AT LA ) PR, 5 WAk S RY BE 41
Ko Ll Nego-ABAC RIIE T 1y il il (1) 22 Ak, A A AN Bl 3 ) SR s 52 4 32 11
U7 FE SRANRE VT 1) 5

ol 1A, sREAE R EATZE S hospital . BRFR S low, J175 2155 50%
(T AH SIS s A7 2550 hospital . HRFR A low [ FH 77 HBESRAS 30%LL
W BT ABK EE AR 27 RIS IR GG, I 280, B4 dns il 30%. [H)
FEoRp] 2 v, SR A R ILIRRR B P, o s A IR S VA A B Bt £
MEM RGP RS EM . R 4.2.4 PI05E LA 2 B4 St AL kb i dt i,
R [EIEE L o FH PG SRR R PR DR SRl S R IR 25 240, B30V [l Skt vy )
PRI 56 A 52, AT LAV R RS WU BT LA T Hh i, 8 BRAG UG i) 4%
MR 224, SBT3 vy s B va TR H .

45 IRE/NZE

AFEHRH T —MIETH P 5. SREYEN Nego-ABAC #2825 T
I T3 >R R [ 23 5 ke s (0 T e s SC D il RO L B LA S U e s U B9
25 T 3T XACML 1) Nego-ABAC B (ISR Z5 14 . AT ML % Nego-ABAC
B S XACML P (1 SRIIE 5 IR N OR R o B a4 H— ANl 3 F b 7 15
(1122421 . Nego-ABAC BEUAR U T AL SE 17 ) 2 I AE Web A48 FREE T~ il T
TP B A AN el Jinin S B0 vy 2 e, DR A By ECE i, B B AT
&N, & T Web JIigs 5% .
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FRE ETEEHRANFHENE IR PSR R R

51 5|5

BT @MU )45 (Attribute-based access control, ABAC) HLI L& &
TIXFP TR Web JIE 25 R 852530 7 ABAC 1, FZALL SR & JE T3 3k 2 1
CANAERE « RS SE), MIAMNAUE B IX 48 & Ml 5 FH B 28 44 AT IR 5T
T I SRR, FEUEMUR 0] W S AR H A R M o {HX L e R A ) U
7 EEMUALRY, AN REAN R S5 RT LA n) P (R R0k e

AT T — ML TEAEZON A B ALEI Web JR4S A5G 1 H P U s
PEORY AL . il T —FF TLBACK ZRBS, SRl & B ks Egon, LA
(P4 It JE M5 MRS S AR SO I LU, R 2 R B e U m ok, Wik 7
FEEG o IS AT, AR 2 25 F T, mT LI i b v ok R AR AUk & P A AR 200,
NI ASE A5G0 a8 P P 4 3 A o 0 A A BRI 25 Vs ), (AR 1) v MRS . (R AT
A R AT 00 45 S AT A R RS ME DR AP RS B4, SN 0, BRI R il e AN
[Fi) B 78 4 P IS UK S PR (RS AR O AN TR RIS AR 53 2 13X W e A,
FAF RGOSR T U E VE R E AR GO, AT LAV ) U e . S0h4h
TR B ARG R T AR R, IR LA RS T U R AT
TR,

BN SCHR 3748 Hh 1R R0 S M OR 7 T 10 v ik 22 R0 R Y T S IR 55
PIAN AL, ASSCREH I P U s M DR P i Bfr B g Do e, HLIEA 1 SOC MR,
M2 KT P&, RS EAEON i 28 =5 e, A B OFeE. SCHR
[30] 45 th T U S ME R 1K — AN SR, AR SO Y T B 5835 1) P ek s 1k
PRYBIAL, ARSI SR Lt TR . BIESE, W LLEEEN T &R
St BIXFSCHR[AT]H ) Ack Sl N T Web B4 gt , SRS AR AL,
ASCHIE R TLBACK SIS 51N TAEEGON, n] LUBCRRE L () 4k Ack Sl
> TP I A

5.2 BB IRIPREE
521 (SRS
T ) 42 1) S5 s B PR A E 2 8 T ATN FP R R s . 5 — R se . IR
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BRIFAHAL, SREmE AL M AR UE Pt T R A BURAE R . SR, H R
P CEZEFR UG )45 I SRmS A B 2 AR ¥ 2 I RBURAE BN ST K

(1) PRI N AU Ui I 4 SRS CAn s 1), JEPEFRUE A 6 e A Cn
Sl 2), & T R A EURAE R

(2) IR BIPNA UK Prr gy (e me BRI S sl e Ba o i 2 B AR E S (an
S 3), TR BURAE B .

FL. A AwlE T IR A TR, B AT B A CEO Al C A
HIMR B A BEVT 0] A A w]H)E B8 R, U7 45015l R« (Cgtitle="CEQ™) v
Cc Co. Cc HBMEARUE. A% AT, P i ARk ek

Se2. Alice (251 C @ TACTE AT IR W Jg MEARIE, (HAESELEfE LR,
Alice JFAA K I P FIFE R B EE age bEE AL a4 Ty, ldul, C.ageld
TR P U JE 1 o

13, Alice J& T-HARB AR SR, P S AWK 1) e ek C,
RepalislE C rvs il skms P, Alice 75 ) C 1 K 5 $% % Sk P BRICHa NI, 4B
SRR ER Alice &I C HIFsL,

Seamons, Winslett 25 AP SEIIE £ 1 2143 8 1 U SR IE Cattribute-sensitive
credential) A BUKSEUE (possession-sengitive credential) W25, 2 AL & 17
IR S A B B A VB N - Ack SIS HE i) DALR S i P U AR IE,
A UGS A BUBATAE o I8k U7 i) SR WS P kU 1) R LU A28 2 i e, SRR AT AT 1%
B0 HEAS [m) S itk e S 1R & MR AR AR IR B v, i S e R R A4 FR o BT ARG
AMHTE -

522 1RAEE) SR

U] 5-1 P, SRR I DRI AR 3R B 8 SRR T 2 RS ) i
BT T LYTRE, IR T AR

SR A 7 E R T ATS S AW S e S AR, SRR N T AR 1 R
AN NS YN QU RN E D B

1) BURETE PRI F TR SO 5E X B-1TLBACK SR RN ™ ) ek
JEVEREAT ORI

2) RIBWTEBI: S RIEE AR S N, 2 U T PR R,
FIWT L MR U R Y. R o IS S B 1K TL Al — AR, 55 R AR
BUREAN S 00 AR I AN BRI AR 55 o AR A 55 S (18 1 TL BRI B X
(R PEAS RGO B PE DR BT 5 R L8 e M s 2 M 25 P 1 o Xl
RIJEIE, R AN ZIWT S, Ik 20U s M kg . HARSk W
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5.2.4 L LU R I g

3) WrE MBI X T RGO, BT BURE R B Xt
THURIENE, AsiEENE, KRR SN, B Sk 5.2.4 Hhf L 2 A
Y 3.

4)  PHE RIS U E L R R R ) — SE R

5) hEIthCEE: PR AR A R A FL S K

6) JEVETEIEZE: P IRAE R BUR B E S

7) TLBACK Sl ZE: b 34 e 1 — LUk e I R SR s 4R

M 25 PR AIE JT BN T B R B Wi SR A B R P USSR JE PP R AR
FHRE S O 3 (18 I R K, T 25 S O b ik 0 0] J& PR SRk . ) 7S S A By
FIPMCBER 5 S R 1 AR, RN TR I A

b
S e
‘ <%. P

ﬂ/

B 5-1 A FASAEBA Fo b B AL 69 OB AR P AR A B

WK 5-2 P, BAHATHLHIW T

1) H/HlE TLBACK 5, F0rAr 25 it ik

2) H P A S0 AL E KIS I, KHE 5.24 HIEVE L, S itftE s
AR S0 & M A5 AT 20 SR S5 S A8 (A5 AR SO BRI, by 3 AH N (1) Jg 2k W
statement, U E B A SN H

3)  H I R S5 AR B AL U7 Il 15 3K, R R 45 1 FH AR I8 B3 FH A4
55

4) RS HAEE T RS AT YT M EIPEAG o, kb @, AR S D= R A
%, e S et Ak e k.

5) %%%ﬁ%ﬁﬁ%@@%@ﬁ%ﬁ%b%@%Eﬁﬁ%ﬁ%ﬁ%%ﬁﬁ

U R

h
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o ITLLE iR IEE 2% NegCondition # 5k 45 Ik 55 32 it . (G2 5.2.4 5
2 2 FEE 3)

6) Mot SRR MRS SR I, SR IE S ORI AR
AR E Fe AT RBP4y I 5 PR o L 1k SR UE ANl A2 NegCondition,
IKEVEVR R R . (P 5.2.4 Hr 5k 2 RIS 3)

7) Vs PRI EDE AL, AR A s, VR R ST, TR AR 55 IR
A RAR A A0, 2 3 ISR DU b (0 i LR AR B, 3R [P P g el i Y I
M TLBACK 5, JFRIPIERRa MR, AR 5542 It B oAb .

| ar | [memnen || sses | | wee
:::>%i%% i
(A TLBACK RS i
—~ T l: 777777777777777 - i
1 ki ) |
i ek o
. i At
Koo Ao !

-

Rikilisk RS
3 il
D B

>
NegCondition,| |

YT

WIS AT

| muEmtE
§ A
PR Y A AL
- De ———————————— Fommmmmomoe-
R TLBACK e 3 3
T s J% M%ﬁm 1
1J | > T
| | | PRI
T BT —
De ——————————— De ———————————— Hommmmmo s
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523 R {LEik

BN 51 FETAEEZON g m N S mg (Trust Level Based Acknowledgement
policies, fijFr TLBACk & ): p=<u, ServiceTLConstraint,A>,H ..

1. WHH T FRIN;

2. ServiceTLConstraintbr iR I 55 A5 A2 B, ss o FAREE LU s T
XA IS5 5

BAZH Ul — RV E M, A={atryatry,..., atrg}, o,
attri=<Name, TL,NegCondition>,Namey J& P & FK, TLAGELYN (BRixXCEH T
—AME AR 2% 1 AT B IR S5 HEAT TAB AR SO AL, B DU AT LL25 8UR%
JEYEIN A, FATIRSS I TLR T B P TL, A4 mT LAy [a) 1% )1k 55 ), NegCondition
¥ 44 . NegCondition={ <Conditions, TL1>,<Condition,, TL >, ...,<Condition,,
TL+>}, <Condition;, TL;># 7 A2 411 Condition; I J& Y #1175 £ 4% ). Conditions2:
i &A1, TEIA op k, CIRIE Mtruemi & false. Hod, ARZEMES, ople — MK
BRI, <. >, = <. =, k&% &, N TPIEESESEiEtE,
JEPEE PR — e P WA TR

2 X 5-2 J@ iR (Attribute Request, /i 50 ARD: HR4SHEALHE M) & Uy $ 41t
BRIEF—AJBIEER, AR=<u,SA> I, u HH PR, S ARSGHeft
5, S=<SI,TL>, SI A MRS AR IRFT, TL A S G AT A i R i) J& 4 A={ attry,
attr,..., attrp} o

2 X 5-3 P RMERIRA: WS A — M4, atn WH ) — B, R
WS.TL >attr. TL, U Se /7 A% WS i 1) J& P attri, ic y WS_authorized_access attr;.

BN 5 1 U@tk yE: EWrsmiEd T, KR H TS, R
PEWT 5 BRI P 0 S8 M T L W R 45 4F: Vattr, (attr, TL < ServiceTL Constraint)

W 52 JEMEPE LR WS h—Rk%, atn MA@, Wi
WS TL<attri. TL, Jn] Ll i Wi ke fd v . FH P IR St 07 IRk Bk 5% p.A attr,
NegCondition, Ji554& b7 $e b H @ Pt AEuE, R, A & nl Lhvs
) 1% &

N 5-3 & PEB B b i A s IS5 S2 it T7 mT AT a4 it J 1tk Rk, 0 RS 2RI
TEE o W MRS PRI $E 0 TR PE SRR, (HUR 054N & TLBACK Hehg, Pt
HRWOITETHR

U 54 J8 v ER o ow o Bk X B 4R O BER W Ak 1
NegCondDisclosure=<Negl D, NegCondition >, NeglD &M —4= S ikri_er, Ik
FR— W37, NegCondition={ <Condition;, TL1>,<Condition,, TL»>,...,<Condition,,
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TL>} o M %5 38 it & $% 75 #£ iF  AttrCredDisclosure=<NeglD,NegValue> ,
NegValue=<AttributeName, AttributeVaue>.

524 HREEMRIPEZX

T B ed, Al TN SAEE: Bk LRSS R Ay
AT SRR, S e B R U B AT 10k, BIAE R R PRI S statement
A EBURENE: S5 2 T B EER S, v F P SR bk g v eT L
Wi, WHISEVE AT R, PhA i Ry, W SevEUr i m vk RIOUE 4 15
I 1% Je 1
FvkL WU E PRI UE FilterSensitiveAttribute()
INPUT:PSet fHi /' 54, u HI /ARl
OUTPUT: AttributeAssertion Statement Ja 1k 1K 5 [k
Begin function
Assertion_Attr=®
Find pie P where u==p;.u
if p==null then
return error// AT XN H P I S
end if
for each attrye p.A do
if p.ServiceTLConstraint>= attr,. TL then
Assertion_Attr= Assertion_Attru { attry}
end if
end for
return MakeAttrAssertionStatement(Assertion Attr)
End function
k2. F U T EE SensitiveAttrDisclosure()
INPUT:AR(J& L1 3K), PSet HIJ™ sk 4
OUTPUT: S_Attr(l4s v LAT5 R (1B 1 4E) or error
Begin function
S Attr=9¢
Find pie P where AR.u== p.u
if p==null then
return error//#A XA I S
end if
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for each attrqe AR.A do
if WS authorized access attry
S Attr= S Attru {attr}
else
if negotiation(p;, attry)==success then
S Attr= S Attru {attry}
end if
end if
end for
End function
5323, i Negotiation()
INPUT: p(TLBACK M), attr J&E
OUTPUT: success B /&2 or fail F) 7 KR
Begin function
SendNegoCondition()// 1% 1 i 4 4
GetSPAttribute()//3k 143 il 55 B2 it J Pk
if Condition; then//4n 2Rl .2 TLBACK SEig 4411
p.A.attr. TL= Condition;. TL
end if
if WS authorized access attr then// =357 34 W {5 (-2 ) 2 15 Tk 2
return success
else
return fail
end if
End function

5.3 AEHRSFIHERTH AR ERF

W5 Wl LU AN S5, SO DU A IS5 o XA IS5 s 00, 18 B
=R, B R U R YR DR I7 ). 22 AL RSN, IRSS s T4
TS5 o AE RS 7 IRSSRE T R Z I, 2 RS HAT 51 AR IR AT
KL PS5 o AR VAR s MRS TAT S BARIE IR S I, T AR T 55 (K45
TG 500036 42 FH P 52 SUIT) ServiceTLConstraint, SXAF s/ 23 A AE UK P ik o
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531 A IEETE

Xt 12 A R 55 PR R e P ORGP A B A U 1] 5-3 Pl «

1 P 1 SO SO TR SR M A IR AU MR A IE T 5

2. ) I R A5 HARE ) 45 IR S5 4R AT 5 | B A3 U7 ) 17 3K

3. MEMRSSHATHIEEMRE H ) € X ServiceTL Constraint SKiEH 1 ik 55 -

4. M MRASIAT SR 5 IR 55, =55 S A i 228 2 (1 R P
YO A By S A RO UE SR L R A E U R A, AP 5.2.4 I =ANERELL
S5 DU AR 1) R s

5. M RS EINE, SIERERE R e RS, AT
GEIGIR
6. MRS e )R, ARBIEIRGH ).

&l

532 NARA

AT B BT LB D IR (R 34T 08 D SR SRR S5 701, SRS AU s PR DR 1
R SREAAAGEA K —SLEERC TL MRS ViR .. Frafdle 17
TLBACck %M. p=<doctor zhang,3.0,{ <departmentclass,3.0, ® > <title,3.5>} >, [}
Fl 7 X ServiceTLCongtraint=3.0, T A G $e b & fEpis @ W s ms, i T
PLF JEM:{ departmentclass} .

% 51 R SAAE A

EFBKREZEW | WETWRS | KRR HRK L
i % (GRQS)| (DHQS) k% (DDSS)
TL 3.0 3.0 4.0

% 51 PR = T ERL I RS TL i, e TL fRME1/£[0.0,10.0] . i
IR SSAT 5 AR FH GRQS B, 1% Ik %5 75 22{ departmentclass , title} 1X
MEME, % GRQS 4 A I Btk i%k & MEh sk AR=<doctor zhang, <
GRQS,3.0>{title}} >, ZIH(FIELM IR, KIMAGER: #& 1% & 4T GRQS.
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HEMRS
N

‘ H HM&HWHMH W1 H 42 “ sn

TR

R !

i R IiHK P4 & RS

L e i
| Ayt
WHESL [

o | Bk > Vil
,,,,,,,,,,, | NegCondiion : i
T | | |
"L | SR | - 3
> wpsea | |
| U 3

3 D> A

-1

2

T
|
|
|
= |
|
|
|
I
|

He UL Er RS AT 4 Hﬁl%ﬂ&%ﬂkﬁéﬂf 2 AT ﬂ
777777777 [ B B St e e

] 5-3 LA TR GHR B AR AR

RGBT, MRS IFA S HRARLIE K, T Z W o RS 25 m -
RILVFI A neg-sug=<negld, GRQS,{ <SubAttrNotEnough title>} >, 4 5 FH /1 4%
SR, 1B sk p=<doctor zhang,3.0,{ <departmentclass,3.0, ® > <title,3.5,{ <
departmentclass = X B fF 305)>)> . A /iR M B B om M
neg-response=<negld,GRQS,{ <SubAttrNotEnough,<titletrue>>} >, GRQS |1 A &
Bt S E B R GE R E V. A BB S E PR R RE SO G, 25K GRQS
PEHL AT ) departmentclass JETE. k% GRQS # L X B J& MR UF 5, A
P Bt 5 005 BE R G T R AT IR, I PR LR RGO, e 4k, Ak
a5k B A1 title J@ e PP RS, A IkSS GRQS. He kgL 5 Bk
ERAL . HEAS B R I A a0 18] 5-4 B
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A
W
=[]

S
| | iz 'fﬁfm%ﬁgﬁ WA 4

T A
| e |
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o RO

LR VRS
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— | e skt
: }L\g 9
j} AEGLE S —
inegsug | nee

B 5-4 5 i (7 AR LBACKSR
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54 BREIZEMHSHT
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