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WLAN SECURITY SOLUTION DESIGN AND
IMPLEMENTATION

ABSTRACT

WLAN is a combination of computer networks and wireless
communications technology. As unique to the open wireless network, the
security problem has been the focus of the industry. This thesis lucubrate
WLAN security protocol and realize the Security Authentication Module
in AP(access point),then put forward an improved solution for application
of WAPI in operation-level network.

This thesis is divided into five sections.

The first part outlines the WLAN network and the project

background of this thesis.

The second part introduces the basic concepts, standards for the
WLAN and WLAN network security risks .

The third part analyzes the existing WLAN security protocols in
detail, including WEP, IEEE 802.11i and WAPI security mechanism.

The fourth part discusses security authentication module design in
AP, and realize the IEEE 802.11i and WAPI protocol. First,designs the
overall structure of the system. Second,defines the interface between
modules.Then design the program flow of the module. Finally, gives an
improved solution of WAPI in operation-level network.

The fifth part is a brief summary.
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TR, BAFKE RCA MFRBEME 3-3 Fis:

v Key

LRNERNER

i) 34

Plaintext L_——:D R4S ‘:D Ciphertext

B 3-3 RC4mEAsME

EVIRR B, BEXE A HMAE, —FHENEHR, BT EEMNA L.
B 3-3 P Key BURANAIMER EFAKEH, XA Key REVIHEENBAT
AP Fi STA ), BAH7E 802.11 FFAMREATH, mREMEHE S HERXA
Key B9i%, &R A= EMRIMAE L, XA M P A g
FERARE, BAENEHBLT, SMFRNEXFREEEHN, LniE P
BRMUTHEREHAME, BRGAWREIMIBEEHTHRABHMEFEY,
REHEXMOCER A T4 IP ik,

HTRBRZNMEFERSIAT VAR E), BddE IV, REEFME
M EEANEFTAR, 280211 F IV £ 24vits 1, Key BRI E R ARAHFE
Fi 104bits, IXPEELFFINFRAIRE 128bits. BIXA IV BER RS BESY,
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PAMEEMO £ R E T .

BRI A E EER M b ICV(EBHERE), RELXA ICV RH i
mE, ZRERZIEEZETURA ICV XA REH SRR
.

SV B EE, FHAA RC4 HEHTME, RSKEHEMNY
WEmirs X R

A 3-1 Hf WEP A5 69 SIg M5 X,

MACHeader v Data ICV FCS

Hef, IVERDEEHEES HAR3 FHHVGERERE, RSE 6bits
MFE(E, —MR 0, BI5R 2bits i) KeylD, 5% k0 H A RILESH, BN STA
B M AP ER B o IR E 4 310, BRI 4 A FH R AR AR, B STA
i1 SEHE AP R0 1 STHAR, Lk, FEEE—4 KeyID K4&iF
MATREROREBNEH, NFFHRE A NNEHEME. DatatlCV B#
mMER), HALFBIH A,

WEP & ff20d 3-4 By R:

v
Key Sequence

Key 1] YEP PRNG w

Cipher text

Plaintext

Integrity !
Algoriths

Icy

H 3.4 WEP #d8mE #if2
BHRERIETT IR J5 (3 SR A KA BB IR TV R KeyID #5437 B .
BRIMWEE, BAERBEEY. RESEXRERTLUERIM L.

3.1.3 WEP RN HE A
AN RERAFEAZNR LB HAE.:
(1AE
OBEANES)

G)EBETH
(4)iH BB hi

13
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GyH B

(6YE PRI

MEEXAMHE L, WEP Z2HHIFEE RS, HRENENE, 7
BRAESREE, WEP NERARH CHAILINE, EftF T i AR HEHAN
B3, LA AREA, T EIAIER A AR FS, BAERRAEHSIE
BRSO TR B MR BT HRMEXE R AL CEMER WEP L.

TEB AR EREF S E, 802.11 RERTAMPFEE.

ST EESR®, WEP REFRE ICV ER#ITRIP. ICV HEEREE
FHEEMENRSE H—IBRE, PXMRERERERE, AEEMH
#, WREAANETE P06, BELROBERI2ERRAMRRN, HE
MTHEN. BRRITEZKRT, HTHHE ICV WA EEKI—FREETE.
EESH, WMBEHRKETHBFH—AL, RATLFREZ ICV P A
AE, BEREME, BT RC4 B REHFERIEL, MREENFEIESH
BB TR, HBYHE AR EIONEEOEEEM ICV RRXNAL, e
BRI, XAERMBETFE ICV R BRI R ERH
ﬁ[SJO

EWRMENE, FET RC4 Hik, FHITAAA v RIFEEER Key
—R{E RS, HH IV B KREERA IV fRAREnE S En
RBEIRFA, @SR R RN EL . E_EETHHR IV RIMNEHR, &
B RS R EE, B% 24bits B IV (£H8T 2% (89 1700 M)A
IV hZE, T 802.11b SHREAEMEMEH S00 MKW, MAEXHKNEET, IV
MR 7 /IR L A K. SCBR LSRR B SE IR, Bt IF R E W
EANREEAE . XS —BrR, mBEERFE—IV 2B LHEE, B
e hF RO EESS, KERSHENEEEE. WL IVIFRER
R R TR R E .

FEFFRHTH, WEP hirE T AP fl STA L RTREHBTEM KRP
.

BLAZE Lk 6 AT, WEP #REAE LI 2 WU BIRMES .

3.1.4 P

EHEANAT WEP Z4HE, BFAEANEREIALRRE. &5
HEMSIET WEP 24K, FERHT WEP ZEVUHIFXSEi, A4
SHERFFR T 802.111 MR EH B EHIHFHA WLAN L2474t WAPIL.

14
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3.2 IEEE 802.11i il

A T3 % IEEE 802.11 ¥rAEd* WEP il 6k, 1EEE 802.11 B9 i THE4l %
[VHIE T H 9 WLAN Z2AiEfndE, [EEE 80211, iR Lk 240 1999 )
5E B IEEE 802.1XP1 24515 A T WLAN.

IEEE 802.11i % & {# A} IEEE 802.1X fE AN WNEHN, BXT
TKIP(Temporal Key Integrity Protocol)1 CCMP(Counter-Mode/CBC-MAC Protocol)
PR Z 2N e TKIP 5 7 3RALRTH) WEP 4%, #RFAH WEP SLEIE K
RCA AR MEBREE, ZBER T LUBL A R & LA R E 4R N
HERAE R & BEE] IEEE 802.11i, A IR WLAN Z£/98 9. #4T TKIP X
A E, CCMP HLHISE BT WEP (R4, MRt —TFAm L %4 b 47
£, TEMAHMER, KM T AES(Advanced Encryption Standard)na &:,
f#78 WLAN )R 2B RKIRS, 2L RSN MM ER. HT AES 3
FFER LR, Bt CCMP TIKEd fEMA 1% & 056l BB AT A 2023, Bk
B & A EL A AR L TKIP L),

TKIP #l CCMP & KHIA R AR EESEMERNRFEARE, 20T
., EHATHESHRE/LTF LR, WAL M. B ETENkLH
B, FAERGVHMEEN, X BRI _F TR0, %
>4 IEEE 802.11i HFilkiFiT.

AT IEEE 802.11i #) IEEE 802.11 K& R M iE I B2 A LA T JLIE:

1. KIMBrEL:

2. IEEE 802.1X iAiFB/ Bt :

3. HPEHNR, AEEHER. FHR,

4, BRJEXTBARHATINFARS

RN B X E AR UAT IEEE 802.11 MM AEEITEINE 2-2), ZEF
A IEEE 802.1X BMIHATH FIAIE, RE M TIAERE P A 851 08 2 SR
P RBREN T MaERRARTHREAR. B TINEZ)E, BT
HATHCHE, FEERHERENBREREH. BEHITHFmmmELtE. B4k
HiFEIoE 3.5

15
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802.11 Operational Phases

& 1§,

Station Accoss Authentication
Point Server
- —
Seocurity capabilities
1 vy
BOZ.1X authen tica tion
BOZ.1X Koy manngomant RADIUS-Danod koy
= distribution
Data protecticos

B 3-5 [IEEE 802.1}] #4442
BT R B LB & R R LML ST HE T, BTUARIAE B
802.1X AIEBT BTt 48 .

3.2.1 TEEE 802.1X & EAP-SIM IAiE

LA 5T, IEEE 802.11i ¥ 1999 £F 44 £k J5 18 4 il i ) 3 A #2313l IEEE
802.1X BIAF T X4k B M, FI A IEEE 802.1X & X EAPHAM Ut BT P2k
FTIAIE. EAP MIERRE AT BRIAEY, HATF BRI ZMIAES
%, B G- EAP-MDS. EAP-TLS ZAUEHMY, ZEARZP A THANA
W) 2.5G FAHATIAER T %, TA1EM T3 EAP-SIM A IERT 30 FF

E—BrERMEARREEHN THPOEERM, AT ENOAPERTT
—MBR—FHER P ERRNEES.

3.2.1.1 [EEE 802.1X (6 RE MR EAP AL

IEEE802.1X (ARG #31035 T Supplicant System % /¥ R 45, Authenticator
System iAEZ 4, Authentication Server System(fEi#5“AS”) ALMRFBRA=A
fith.

Supplicant % F ¥ 234 1A E R Z(Authenticator) R K, MILHA &5
HHETRR L4k, FHEAE STA P. Authenticator INIF RALIRTE LAN iEHN
—WATNER SRS & 0L, BHEd AP £2. Authentication Server IAIE/R
% BRI ANERGRMREHLHE, XENERSRITR LIRS R IR E TR
B PRSI KN S 0HRH, RAHBZEKE R EARERDAERZAIRHAN
R iR%, @K% RADIUS R&&, ZREFBAEFHAIHER, AP VLAN
ID fMRsES, RAPMHREHNESSE. BRAPEDAER, AIERSBHIX
Wik B K% Authenticator , < /&t Authenticator BIEZNEM P iFFIEK, KE
B P e,

16
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Supplicant 1 Anthenticator Z /i) f& 3] EAPOL #3i{, Authenticator F
Authentication Server Z [Bj4£%5 i RADIUS thill. k28, HAIF ERAIR
FA R 802.1X+RADIUS #=,.

EAFP: Supplicant : Authenticator J Authentication Server

B 3-6 IEEE $02.1X+RADIUS #&#
ME 3-6 FERMNEBILLR L EAP Hhili AP RiENIEER, AP Bl
1 RADIUS Client &5 RADIUS Server |/ Supplicant & it k{5 B#ATIAE, L
Fr A4 BATEE 4 RADIUS Client £14E) AP .
Supplicant 55 AP &7 Authenticator MHUB M, R A FENMCETE:
# 3-2 Supplicant &5 Authenticator # 47 EAP iAiEFHT A #93RL £ A

WICKH YEH

EAPOL-Start Supplicant 8 iT iX R 3k @ 4
Authenticator E# 17\ E,

EAP-Packet EAP-Packet Ff4%% Request. Response.

Success. Failure JUFR KR EAP R OC,
Authenticator # i3 EAP-Request 1§ 3
I Supplicant WK INERFB, HBR
Supplicant i EAP-Response 3X[1]&
EAP-Request ; 21 5 A iE & 5 ,
Authenticator [a] Supplicant & %
EAP-Success MR, R WK%
EAP-Fazilure.

EAPOL-Logoff % Supplicant E M FF VN, BEilxA
R 3K b)) Authenticator A i HIiE .

Authenticator 5 Authentication Server 2 {8l {5 571 ) RADIUS X H)
FERLRRE.

17
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WLAN £ R Kt 5EA

# 3-3  Authenticator 25 Authentication Server Z.if] # A FT ik &) TR LAY

WICKR il

Access-Request Authenticator & id X MR FIAERS
HBEHBENMAEERER

Access-Challenge NEAR 4283813 Access-Challenge 3R 3
7} Authenticator W=REANAERE B

Access-Accept MEANEEDL, AERFERKE
Authenticator KEX ML, BRAHF
BA.

Access-Reject WARAERF @D, AFRE R

Authenticator RiEIXMRIL, RRIEH
A

Accounting-RequesAccounting-challenge

X P MR IR BIAE R A

WIEH AR E W E 3-7:
= B
= | lm)
— _- | Radus Sarver
i Port connect =T
. P'l.l.i_'yn|||'|:;'in:|
EAPOL-Start EAPOL RADIUS

>

-+
EAP-Response/ldentty
—- - ——————
EAP-Requast
4
EAP-Response (eredentials)
=

EAP-Success
o

EAP-Request/Identity

E{;uiius-.—‘tcccss-REL1lm.~t
| v
Radius-Access-Challenge
| -
Radius-Access-Request
1 L

i Radius-Access-Accept
4 +

Aecess allowed

M 3-7 802.1X+RADIUS kit

1. % Supplicant %% EAPOL-Start #3 Authenticator X /3 BAF R

2. Supplicant #%] EAP-Request/Idenitity #3L)5, [A] Authenticator Ki%X—
A~ EAP-Response/Identity, %R SCHEH T (X indentity, EIME—IRIRFF, AKX
FEDY identity, FREERA SRRULAIETHEE.

3. Authenticator #i(F| EAP-Response/Identity 38 J5H 3 # RADIUS #
Access-Request 1 & EAP-Message BN ¥ &4 RADIUS k%28 . RADIUS
JIR 4558 38 % % R EAP-Response/Identity 387 & %t F* i A (i #F EAP KA1 (1]

R P RB A RARAETR).

4, RADIUS [R&-2Ug BHEH X 1 ¥ 54} ID 1 Access-Request J&5, Hf[EIN—

18
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A~ Access-Challenge 3L, 3% EAP-Request 3. A FHAEBMEN
Challenge(MD5 Challenge 3 OTP Challenge, B(#tT EAP H7 N ESLE])E 3
£ Access-Challenge ## 3L ] EAP-Message B .

5. Authenticator ¥ 3 Access Challenge 35, M EAP-Message & HEIRIREL
i MD5 Challenge &Y, OTP Challenge {5 8, L} EAP-Request #f L & %% Supplicant.

6. Supplicant (%] Challenge f58/5, ¥ HCHFEEHTME, Ll EAP-
Response XX K& Authenticator.,

7. Authenticator #f I ) ) EAP Response(& & /7 #1815 Q)%
EAP-Message JRTEE A, LA Access-Request IR 3L R £F) RADIUS IR4%58, #1TiA
ik,

8. RADIUS fRF#IIFHT S, % EAP-Success IRILIHHAE Access-accept
3 [¥) EAP-Message J& 7 2% N %2 1% %5 Authenticator PAE. 1 SRAUF %@L, W
# EAP- Failure #0327 Access-Reject 130 EAP-Message B i8N R 1%L
Authenticator. Authenticator ¥ EAP-Success B EAP-Failure &i%#%; Supplicant,
BANEBE SR, REERE 8 FERG—EERERBIBR—IF£R
Supplicant.

3.2.1.2 EAP-SIM AE/RTE

EAP-SIMURAIE S E B AR BT FHL SIM KI5 BEETH P AGE, 3F
LEH R XA TIAE R 2.5C BEhEIS ML, & WLAN 5308 M55 R
FEYUMEETREK. FrLAE “WLAN %258 " P, 7E AP P8I0 T %} EAP-SIM
MERISCRE, [FIRHR A EAP-MD5. EAP-TLS ZAIE Uhisl i 345

b EAP-SIM ATERXT SIM R 5 BHTAE, TiX A IETEEAH 3
HLR(ABA B H AP HER, FrULRAKHINEF G, AS LM
BAIA SSULSELMERS HLR(H B B F4#53), Frul7EXmiAE 4 4
f3f8: Supplicant. Authenticator. Authentication Server 1 HLR.
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I |

L] L4
| |
ose Pl () R
| | =

!

HLR/AuC

F 3-8 EAP-SIM k&4

EAP-SIM ATF A FE#: EAP-SIM AEFT A EAZ SN ER SIM £H)
HLR(HJE 7 B F 7537 i) IMSI(International Mobile Subscriber 1dentification [
FREEZHEL T B 41), B Ki Sk A3, A8, X4 MEAEERE SIM £/ HLR
rdE, IMST M4 TR FZMER, Ki 2ENEHEH, A3, A8 BiEAXAE
BRF—&&EH. A8 SIM £FAXEE RS HLR PAHNE IMSI B Xy 5 #) 4 A
B, ABESAE. TR 4 MEAREBERRI AL HEEHN, BRT SN
pr e,

ARNERE R RBWE 3-9 Fiow:

20
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Authentica

tor AS

Access- Request
usernamelIMSE@realm
EAP-Messagé EAP- Response [dentit)ﬂ

» Access- Challenge
" EAR Messag¢ EAP RequestSIMSta

Access- Request

EAP- Message' EAP- Responsé
SIMStar{AT_NONCE MT)

Access- Challenge
EAP Messagé EAP- Request SIM
/ChallengéAT_RANDAT_MAQ

verifiesMAC
derives MACSRES

-

Access- Request o

EAP-Message EAP- Responsé_'
SHW Challengé AT _MAC SRES)

verfies MACSRES

> Access- Accept
EAP- Messag¢ EAP- Success

B 3-9 EAP-SIMiAiEA#2H

1. Authenticator [7] AS K—4> Access-Request 30, ZEXMRICPIEHH
F I IMSI {5 2.

2. AS XF|HH IMSI £ Access-Request #3LJ5, RAXMHAMEHKE
EAP-SIM A iE , Bt [8 Authenticator % i% /§ Zi EAP-SIM A iF # B2 14
Access-Request/EAP-Message/EAP-Responses/SIM/Start 4% 3 .

3. Authenticator IXEiX~ /850 EAP-SIM AEREMR IS, | AS Ki¥
Access-Request &KL, TEXAIRILH EAP-Message J@PErh #4145 B &
AT-NONCE-MT, iX &—1* 16Bytes HIBEHLEL, £ 435 4 BT Authenticator
B AS

4. ASWE[iX NONCE &, #H !} AT-RAND Ml ATMAC BAME, FHiIX
BMMEE IS Authenticator. 3, AT-RAND & HLR ¥ IMSI £, @i+
S 2545 AS 1, AT-MAC K53 5 i%:

F—%: R ke I NONCE MT B35 4 MEH: K gross K ine T K ener. K sess

K, Kc=A8(Ki,RAND), A8. Ki. RAND #{7£ HLR #. 88 Kc FH*

21
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HH Master Key, Master Key=SHA1(n*Kc[NONCE_MT) , n &7 HLR FHEHL
=TARNE, —h 3.

BF H R PRF(Master_Key)BZ—1 160B HI{4BEYLFFI, BEUXFF
A3 Las A FE.

Fob. KEHE MAC A% 0, Wi EAP X, A K #1T
HMAC-SHA1-128 In#, 8% 20 M5, BA 16 N7, 1E5 MAC{E, B):

AT MAC=HMAC_SHA1_128(K_init, %4> EAP f1)

5. Authenticator ¥} AT-MAC &, HXMERBAF, AR ER
HH—IK AT-MAC i, B4 ERT 5K HK AT-MAC —5, WE—3, %H HLR
PR Ki 5SHCKH—, FNEEAPEROENEEARPIREPRREFER
¥, BEIHE MAC_SRES:

MAC_SRES=HMAC_SHA1_128(K_sres,n*SRES/Message Subtype) , I
SRES=A3(Ki,RAND)

R EHIX 4 MAC_SRES i3 Authenticator #fE45 AS.

6. AS W EIS B RN ENH—TF MAC_SRES, MESKIIN—H,
RUIE 25k F A 45 SIM £ Y Ki 5 HLR S0 R IMST 80—, 1 BB A
P BN B IR B . IXITAR A Authenticator & 3% Access-Accept #3C,
FRINIERT. BEEMR AS XA Access-Accept FIHEH 7 H AN EH:
MPPE-SEND-KEY, MPPE-RECV-KEY,ffif MPPE-RECV-KEY # & 802.11i Z4#HL
HPHEFH. AN EFEFRTUNEATERE.

3.22 BHRER

7 IEEE 802.11i b3#h, HHHAE AT [EEE 802.11 SzhBR KiK. &
%, AT HEEAIHFASESR. K, EFHLEHTE, KRB RH
FHEN BT FHERN A/ HRALEME AN LT ERAEE AU T
B BHRREHNEH.

THEL 802.11i EEHER LA BM.
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Key Management

Key Management Overview

sm_:;—&.y_ Ty | e as|u

Step 1: Use RADIUS 10 push PMK from AS to AP

Step 2: Uss PMK and 4-Way Handshake to
derive, bind, and verify PTK

Step 3: Use Group Key Handshake to send GTK
from APto8TA

—ry
il o

M 3- 10 IEEE 802.11i #4AF & 1hex My

BB, B AS B4R PMK FH RADIUS W f£45 AP, X 7 EAP
IIERZIET, TE Access-accept IR ICFIEH T PMK (I RIX4 T AP.

BBB, BAS PMK AR PTK(EE IR #%49). #E [EEE 802.11i th 4 T
RIELEXAT HENEHEEH, PREVNAREHALTE. TETHET &
EEVMERAIBR AR, REHTRERGEHMEEER LA, AT AP
M STA 2 A ERREHEES, XREELMXEE LRN.

AETEYH
(PMK) -256Lh4%

PTK=PRF (PMK, AP _Nonce|STA_Nonce
, AP_MAC|STA_MAC)

B FS (PTK) -512104%

KCK (Key KEK (Key
Confirmation Key) | Encryption Key) %ﬁ(}gﬁf HREEED
HAMFECREER | MEARETNE %) (128L%E)
e (128H%) # st h

—> BiamEam ——> RIFIEHITN

B 3-11 $HTAKRLEH
B EERANES, PMK FRELMMEEY, STA F AP EFH PMK ML &
STA F AP 1 MAC HisiiEH STA 0 AP 43 B4 R I BEHL SR 4 B PTK (Pairwise
Transit Key), PTK=PRF(PMK, AP_NONCE|STA_NONCE,AP_MAC|STA MAC),
K, PRF REOVBENLEAE R R AT PTK RIHT 128bits 154 LU S k41 185
PRI A TS, 128bit-255bit AR A BFEHRMBEH. 256-383bit 140
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TR LB, J5 128bits E AR M LB L FH.

FTHREMNBEREZHOER. B AP ) PMK £7EH Bt AS 1245 AP
9. SRS AP Al STA B HBEHIBNONCE R A K PTK, EABA4RLRE
EETH 4 MR, FrelE R EC KRBT, “HKEFERENE 3-12
Fi7:

AP
EHPMK BHPMK
|- b L
HANONCERZ#STA, ANONCE
i 3
SNONCE
Wm;’gzm PTK=PRF (PMK, ANONCE|SNONCE.
ANONCEH AP-MAC|STA-MAC)
SNONCEZEFHAP-
MACHSTA-MAC
A HPTK
HSNONCERZBSTA,
ARSTAT CEAT Pl MRRARSGEE
PTK RPTK
WA
KHPTK LHPTK

B 3-12 Wk FAs

WL PIRIBE, AP HI STA ZL#: T ANONCE F1 SNONCE, it+# 7T PTK, [
M I K38 FRIE A CSOF R A R R PTK SR T84, XH
AP R E N FRR PTK A s RIEE S, mMAA &K PMK MR, F
Bt B FEER PTK, BTBURAIEZE T W BT H AHK PMK. PTK. &5
NRETHFH. TLRANKETLLS, AP 0 STA Z (Al a] LRI A S 4
FHIEWT .

BEAEEFEAR M AP B HHEERKS STA M), WA TEHEHRPZEEE, B
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UESIER PTK Z Ja 4 REF SRR AR EPHR.

AX/IEH (GMK)

|

Aimise #4
(GTK)

BmmEEH BeEA

B 3-13 i EAEAEM
AFBFRBENG AP RS 145 STA 0, U FE [ B 5404 suan e
B AHFERREFRS T, 48 FHAREREORRBEFHTEmE 3-14:

STA AP

_.!;_ - - T e — ’
GMK
Derive GNonce & GTK
Encrypt GTK field
EAPoL-Keyl{All Keys Installed, Reply Required, Group Rx, Key
- Index, ﬁ% GHNonce, MIC, GTK) : J_—

B 3-14 TR “—ABF" ALE
HF—1 AP TEENFTE STA #HEAMARMAEEE, FUEYEF—4
STA Wi TSR, AP BETHABFH. REABRTHETHF LA — M
%,
HPRETHAAEEHALERTZE, R RSS2 T,

323 BiEmhnE

BIAC24r 45t IREE 802.11i & X TR ELHE, — M TKIP, 5—4
& CCMP. CCMP KHINRIES Rk B M2 A ME I AES RIBIR BT
mE, REFMEFRPTRENLLE. T TKIP X T HAE KK WEP 24, (1%
KHT RC4 MFHE, RESIAT 8 kT4 WEP 9RH, BiXBgR—
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MIP AR

TKIP F:E @) WEP & & R i &

£ 3-4 WEP KA mBhReLE

i WEP R4
1 IVEKHE, REERXUEILER
2 xR E MR B I T
3 HEMHIER, HEANATHES
4 BEBRKEHEER

TKIP &5 RS WA LRI T #h 88, DURMRR WEP WZ2HR

£ 3-5 M WEP 2| TKIP #4443

1% EL:] BT R 5
SHERRRE Y, FIR | REREBMTEN HHEBRBEXRE RN
Michael AiEER T H S L% R
SEEEERR RS MIC
WIAE R & AR B | SIAFHER HEMAHTEEH, FAA
F=H, FBMA—NEM AEHEH
KT HEE AL
mx v KB, FN%Z | &% v &8, R | IV ERE, Aef AL
IV B EEERI, R IV | AE B ERERE B WA B EE
e —ANEREHT REXR
A

1. BIAMIC

EF WEP f#epaet, B4Rt B T ICV KRR L, frLl IcV
FEART B A EES. & TKIP PR T —Frmy 5 Michael FSHEHRAERKH B
SERHERE(MIC).

Michael HikZ %1% TKIP $iHH, EIHE MICH, RFATER. HH
BAIMREREE, WHRADIRE, SHRMRT SEAMER.

FEt, 1T TKIP FEHAE WEP BIBEFE 4, BrilfE TKIP PHANARET
ICV. T MIC Hl ICV X BIANKRRAETE L, BRAECTHRFGA
L. X RI—ATBROES, BAANHBHEERIOSE R TRKES
M2, %R, BEERE, BRIRE, S —BEEMLE— XL, WX
WRR R RE— R, BEARRTESR, EPEE—-kE—108R, 8405
B4 —A MPDUMAC il 3B 8T), A S BRZATMH MSDUMAC BR%F
¥EHT), ICV &% MPDU MIHUEHE A, MIC &3 MSDU M¥iE 3.

- RERRLUKB-MRIBEZ BRI URE ICV BRENS, BUHAES T
MSDU 55 T Z e A fekr % MIC (5.
2. IV R EERIER
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FE WEP 1 IV HHF 24bit, UEFHE—M-BREPTHRESHELEH,
E TKIP 1, # IV 3 RE) 48bit. TIHERTT IV E-MES, NS
FLlB K BRI,

BT TKIP FEHA WEP MBEH &, TI7E WEP DR:HF 24bit 89 IV B
EEVIAN, BTLTE TKIP PARHRAMENESEEM IV REBH—NEFH
RCA 43, RATKBLE IV EHREAF K RC4 FHKTRMMFEHRES. &
BIRETAFIER, TR MBRFAA IV #15 32bits MIRZEHH MAC #
R H TR R F e M SEBHRER—4 sobits IHH. RSEHMALX
8Obits H A TV KK 16bits H &EEHE L RFH 128bits 5 RC4 T, ZFA
BYELE] LA h BN R 3

P1K<——Phase(TA, TSCU,TK)

P2K<——Phase(P1K,TSCL,TK) , ¥, TA R REEF 5 MAC #usik. TSC
RYBER TKIP IR+ 4025, B E3ER IV . TSCU %R IV {587 32bis,
TSCL &7 IV H134K 16bits. P1K & H—F B 80bits H%H, PK fEAH B M
R, dEst FHsRR 128bits (1 RC4 % 4.

BE TKIP WINEHLE, TRl h = MEE, S, 8 MICH#
B, RCA MEHR, = MERAXR A 3-15 Pig:

5 He o s B 48 l

> IFEMIC > e JHMIC
Michae it B
________________ y
p2a
MICH Y
Y
LEd
CPVIK )
—
o W S R l
ARV ‘ BV RICY
y vy T |
PMAL
W Y
TRed RO o

......................................................

B 3- 15 TKIP Ao 483k B #AL
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3.24 N

AV AE T 802.111 RIS E G R 3 A B 802.1X AEHHX:
802.11i MEBRITMBT N 4 MR, B—NBRERBMER, FERFE 802.11
W KEE, WAL 802.11 RE—B: F M EE 302.1X N E, TEERMA
802.1X FFEXMESMMBEANNE, W T SENRAFTHMELE, HEMRR
HE s R, RATLHME EAP-SIMAIE: B=MBRREFHEERNE, Xt
B 80211 IR E S, B, RESBRMFEHERER, BONKEFRER
HETHEE —REFRAERAREY, DRSS HATEMS L HESR. B
BB R R MR B, BRI AU — B Bk A B A SR R A BB R I AR

3.3 WAPI 22# %

WAPI'R 4 B S I SR E A MM CHE, EATERENE
S Rtk 45 #2 WAI(WLAN Authentication Infrastructure) Bl TG 24 R P {f & SRk 45 49
WPI(WLAN Privacy Infrastructure) B #8134k . WAI fis A ME, WPI fisT 8
.

3.3.1 WAI

WAL £k, RRAATHAEBES, RAIEBEN WLAN REFH
STA F1 AP #HTAE, FIRTREBETHE LSRN AHMES, 5 192,
224, 256bit B A HE thek . EXPEEHE =

YR AE(Authenticator Entity): HX HEERHETEENRS Z a0
R, HEEAE AP P,

% 3R E 34k ASUE(Authentication Supplicant Entity): &L E5IRF
BT SRk, BT STA P,

KB YIR% 3k ASE(Authentication Service Entity): 388 RS RFRF
RAH T L RIML A, THE ASU P,

% PR % 570 ASU(Authentication Service Unit) 2T A4ERH AR WAL
BOEMERTRABENEREY, CHEXIRRELIN STA A EREN
B STA AP SHMEHNE. ASU EARFEEARFIERNENE=R, Kik
AR PIEBREEE. ASU ABAEPBERAFRTFES, HAFEHKE
B FRAE AN E SRS . ASU MEFELRAEBA B G
ASU R EHFAH 25N L5 B RNE T EHHRFEBEE™E. fL.
A, BFiE%), BEABTHEELEZHRGOEC.
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LFHBBAEF LR RS WLAN £ 80 itk 5%m,

B 3-16 XF ASU & WAl E4kiedtssth+%H
WAL STA #1 AP f9iF 1R A TR
K 3-6 WAI b #iEH# A

AP BRIRAS
uk-BRAFSIS

P ERARNE L HE
uk BaUs # 44 9%
A AR AHER

E P H9H 2
iEPHAH AR
EBHEEAHNAHAER
iE52RR

TE

E PR ESEF SR

Hep.

> AHIEPBRES

BFBRIGEEBMARR, LUE R AR L AHEIE A SHE B A SRR

> EBFHIE

BN ASU R MIE BT ESE—AME—AFE S, hif BHss S
TR 4 FR T LAME— (88 5 — M

> EPHKE RS EE

FFBRIE TIEBMAEMRANELEE, BEERER. ELKENS
BEFERNAPKE
> EBEEEER

BRI EERARENAPER

> EBMEENAPER

GFRIERIEBHARENABEA

> EBHER

RFBUR I BT UERAA BN, KA UTC i)
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b3 8 ey K B B LA S R 3L WLAN # 2R3 R 5 IR

> EBEHEEER

BRI RFAE NS4

> EBHAENAHAFESR

ZFBRIREIERHFAENANER

> iEASKA

FFBARRIE BRI &L, 11 STA. AP. ASU

> TR

REFR

> EBFKREHERHNES

ZFREEPMEE ASU MHER LAFRUGHAAIHTSEBE

WAI BB A 3 B a0 THE s 2 ASU FIFHIE 5T AP il STA BETIAUE, Rk
A% Bl A 3-17 s

A EARR

EHEHHR

R

E 535 HIwEs

AN

_____________________________ e e —

EEHARR

ﬁ&
e k123 L)

——— e e ——— —— . — o —— e —— e — i ——— — ——— — —— —— —

i §E Y

5 4
<-| 985 GTWA L

B 3- 17 WAL £ 50442 8
1. S HBIE. 29 STA XEEREXET AP I, H AP [ STA KX EHEH
VY=F-I} - S E R
2. NS TEK. STA [ AP REBALMER, B STAETS STA
BT RSN T R4 AP.
3. IEBEHMIER. AP CRENEKETE], R5MH ASU R HIEBEMNHEK,
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B STA WEH. BALMFERI AL, AP EEB R AP (R EMN ENHSLHRIF
BLEAEKKRIES ASU.

4, EHERIWN. ASU BiE AP ML AP E BB XY, HEH, #
—HRIE STA i H. RiIFFEHERE, ASU K STA if P4 B4 R15 A(B¥% STA iF
TREHGER). AP EEHEHNERE BB AP ES, BHLRRENSDEFR
i E)H ASU 3 ETH48 2 M E 555 RImI R & [F145 AP,

5. EBNERIWA . AP Xt ASU iR B 1 15 5% 5 a5 $E1T 45 4 BF, 155 STA
MEBRERER, RIBILERRS STA BHTEAL . AP UCB BT 355 5w
L& E STA. STA RiF ASU B L, B3 AP FEBEHER, RIS
FRIREREENZ AP.

6 ERMEER. AP = E—REHEEE, FIF STA HAEMEE, 1 STA
RUEAHBEIEK. BERETERFTIGHEESIEEEERA.

7. YW . STA W3] AP RRNEHDFERE, TLliTaisy
ER, EWR AR I &R G Bk, WiiEk o mNSiE gk
PRI, B NTEER 7 HROLH & kP B —M B O RNEY:; BREE
HKRARE D REIE, B AP FEAEMMENIEE; RE<E—BRENEE,
AP KIAHMEE, BRIES AP,

8. HBMEPHES. BRHHNEMING, AP [ STA REMABFHESLS
Hil S HIBEH.

0. ARMFHWN. STA HNBIABERESE, BB LA ELHME,
BEARBELSIRBIAEEFH, FHEABEHMNR RS AP

T RINGE, STA 5 AP A 53 52 BIF- A FMHBIE TR 2 8
HAeRSEEY, RUUARDENSEERES 2O TEaE8ET.

332WPI

TR EHhBNAREHELSH N R BRNAEEH, AP R STA F
Fl KD-HMAC-SHA256 HiEHATH R, WRBEFTHT B 48 FHHRIELIE
P, HPE— 16 FHEARBMEBE, BN 16 FHEDRBTBIER
BEH, FM 16 ZHEN WAl HELSUTH., $ABFHE T
KD-HMAC-SHA256 54 R 32 F WA BEFEYW, HPB—4 16 FH1E
AABMEEN, BA 16 FUEAABEBHRBFESH., HTH—SHRBE
HERREYE, WAPL EME, B — BB RETHh— R BB S, STA
AP Z {87 LA FHih i id # 4.

KHAEFENEERARHAZHAENE T WLAN B HREDEETI
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BEP, 3 MAC FEK MSDU #4Tin. #ELHE,

EABEEEMEEAY HIEREAF, MELEEFLA TAFRE. £
%. FEK. XESEAK 11 KBRS, THMETEVEBREFHFHEIR
R&, WHRELMX 1N KX BEE.

3.3.3 /&

A EAARNT T WAPL B BIHLH WAL BN HIRA LR M4 LT B
HILE.

34 ZHR2NBAIELR

IEEE 802.11i §1 WAPI #82% T 348915 IEEE WLAN #5#E 802.11
WEP Z2HUHMRRTIN & 8, S0 T WEP it o8, 7 BEER 2
B RAEN, BEAREBATARMRA, SHINE:

%, WAPI KRR AINIET STA, WX AP #H4T THAiE. T4 IEEE
802.11i P RANE I R A M STA #H47T TIAIE, A X AP BIIALE

TR, STA 7EXELR] AP 2 J5, W45 AP AT R S4 &5 %
g1 STA 45 & CEIE-BRA Y ETR RAC4E AP, 25 AP #§ STA HIEH. RACH W
MECMHIEB—RAGCHREES, AN ELERX=#r—ERS
ASU.

FrE MBS BIEEE ASU R5emk, HHWE AP RERINEMNERZE,
LHRIE AP B L HIEH. JEHRBZE, #—PRiIE STA KiEH. &S,
ASU % STA M8 745 R15 B8R AP MRS R BHECHRARTES, H#
WX EBERXA G R KRS AP,

AP S BfE RFITERRIE, HB2IM STA MEMNER, REX—ER
sk BT RFiZ STA B . Fit AP FER ASU WRIEL R KRS STA, STA
HEX ASU HIELBTRIE, HB3 AP HENEAR, REX—ERRRER
BN AP.

BHEE T WAI 1 %F STA R AP #H4T T S RHAGE, BEIstx) T RA“E AP KK
i AR R ERRAHATEE S .

{E£ IEEE 802.11i MR SRR E, MEIZREFERIAELRX, 7 WAPI
th B2 e X TIAER . B WAL B2 HF IEEE 802.11i FIEBEABRHIXAK
B IEEE 802.1X #{, T IEEE 802.1X FAM R EAP thillR#HITIAIE, EAP
—ABRIERAREEFREMAESNE, HARERT R, XH, HEr IEEE
802.11i BE X #H4E KA P & -FRAE N (EAP-MDS), SRR FHIAIE
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JERB s KRR AR WLAN Z2Mh Rt 5%

FA(EAP-TLS), i HEAIULSHAMBENETE, FA SIM K KE L3
HLR F%IAE(EAP-SIM. EAP-AKA), REHARANBHREHTHR, B
FPERERBREE, MEATUSANMSERERE.

" RLBEAE A 2 4 R 5 & TIEEE 802.111 #5%F WAPI 8 K3

fEm# 7 H, [EEE 802.11i Rt THHMEIHELE, — L TKIP. B
—A& CCMP. A TKIP £%f WEP fift— 3%, Wi v E8HEuUE
EOVE BT M SRR ok WEP B F RS, B TKIP 3L, %A
Michael SE# M LA A F 2Bk, BTLA IEEE MFF T WEP, FEEBHANINE,
RAXERE, #HT CCMP L2 HL4|. CCMP Hl AT AES(Advanced Encryption
Standard) & HEH CCM(Counter—Mode/CBC—MAC)HAE AR, {#78 WLAN
B L EREANERS, LI RSN MRHIMEER. BT ABS HEAER S,
Hit CCMP ik B A B & WA Eib T AR . Bl HaiE T2 i

WA

{HIT WAPI #* WPI X HIi SSF43 M MEBHIERE AT, FUTMAELE
WPI 5 TKIP. CCMP #E &4,

A 3-7 ZAEedudig
WEP IEEE 802.11i WAPI
IIERFE B A APAFNERS | TEB P MEA
252 (B XU BHALE, | A (AP) 2 8] ff XY
BHEEINUE AP | BAPIERIAE
£33 WIEE B, ME [AERER AR #E 1R 1
=
ioge ot b WIEH ThiE, | BAEXFAPHITIA | L
BRI T k%4 | iF
143
MER 1. FAGAE | REEE 192/224/256 fit 3
2. EFEHIAE WRMESELHE
%
IIEZ 28 1% BE B
R 1 = {38
D ik 64 fiFTRCAHMN | 1. 128 f7f RC4 | WPI
& i b
2. 128 frf AES
ik
A ik HEETHP. [E&ETHP.
FETNEEGE | BTAGE. #85d
BPEEH) | BhhEER
FHESRE (R [ =1
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LRI R FRLFAEFAR WLAN £ kil it 5GER

3.5 KE/NPG

WLAN REMELEERINE AR RAXENER, BRRTE
WLAN X B EERE. WEP EABVINERREMZEIE, PRI
AR L IR, IEEE 802.11i & B U B HNT L R E M 22 EFririE. WAPI
EEEE TR ERBEMEFFE ARPERGERZ2ARKH, B
XBFE.

AE, AWEARAESEZ/R ST T RN .



AETRE B KW B A S A 183 WLAN £ T RRiHSER

9 [EEE 802.11i ¥ A&+ 553
4.1 AP P{RTE B th4sHy

EREA RS, AP DAEFENNENZ2MERTIRE, RN EERE
ZB¥R. MEEH,. VLAN Z— 27| MK &10ERDIEE.

AP MARSGRGEHT LI ATE) . —B% K, TCP/IP k. Theeisttf
HEROAEY . BIhHHEFELUAMESR WLAN Bz, —B#EXAE B
HR. WORE. BksBit. FDB. VLAN, RBMHILl BiE O, e
thE4E DHCP. B AR, JAIEREER., MEIES; BHAEHST. telnet. fip
E AT HAM SNMP.

T
[ 1/0 7

TCP/IP {|pECP || B d |] Wi | |AHN

201518

Lot R ]
(=) (C=J|
[ wr f

B 4-1 AP $6)R%AAEHN
BARE SN BSP MIBE)IFLGH, il WLAN B30 {E STA(E LA
WLLM-ERNEILE)S AP ZRIEIIE 802.11 ¥, FEHAEM FET —BEX
BEHE W R SUE R B 5 R BRI DhAEM B 1T b 2
AWICELI T H A IAUEM R [EEE 802.11i 1 WAPI MY A Th Ak .

4.2 IEEE 802.11i §x b8y B {kigit

IEEE 802.11i ZEJRH 1) 802.11 #rAEMIZER L X T MEMAEF/FHEMA
B. MFEHW, RET TKIP. AES R MERAE, X TIRIEER1E BB
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REHMFE T, Br LU MRS TAERUR X P AT SHHAE, R A mR3F
REERIERALEM.

42.1 R RARY 4

MERMNCEAETMAT IEEE 802.11i /5 WLAN EEEEN L. $—
HR 802.11 BHELEBRBIMER. X—EOEARMELTRLT —MEE,
f# STA 5 AP Z [d] 7] LR ENIEIR L, 1B RFERE RHIAE, £RFHZHI STA
HAgET AP V5%, B2 ULXAMEERRANERIK. S-SR ERE
NAIERTEB, X—EMERRRSIEERAF, RRHAFPRTHNREANMYE;
WiEE FHEAB=N, E=SHEHRRERNFEEH, JEHEAENE, R
REBAEMTEL, R STA aILUET AP KiFRIMNE T, MH STA &5 AP 2
BRI ST A A 38 = 0 E I F A E K .

LRI

<z

WLEFE M 847

8y

LRk E
HEwe

STA YSAPZ (I3
HrinE ) BisE
L]

M 4.2 IEEE802.11i $4kAAE

%t AT B 4-2 PEII0 558, RATH IEEE 802.11i R4S R EE IR
EHERIER, BAAEER. FHETHERAMEEER, kg wEk
HEE MR B K WLAN BaER(WDRV)5EE, ARG RAIKAR
R Athero TEMF: MEFRLE HEMER. LRGP EZENZERNE
BB RS HERRREEXN— LR E e E S BERr D017
B,
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AEMBXFHLAREF AR WLAN Z2BAFEEH 5LA

422 EThREHRET

42.2.1 NN IER

IEEE 802.11i AN MEEERFIA T IEEE 802.1X thilCk B, FrLlis
BREBERLIMT 802.1X HHY. 802.1X B—E-TF s OV a5 $IHY, #O6f
LIRYER D, HmbiRD; ®aTRREEN, WA 840 MAC #itt, 7
802.1X WX Pim O ARR, —HKRZEmMA, —RREESERD, ZHEHDO
Xy ERMAE RN FHMRAE, RIARTERBURE . BRATHIEZ 5w DR AT
WIC, 802.1X PER AR EAPRTY RATHAE OISR ATIAE, HAEET
HEHCALMBRAGHZERORABIURE, FHEFER.

Authenticator System

I
S ?
Authenbicaion s
Sysiem Authenticator PAE - Serves
I
|
!
|
]

|
i [ ]
cd Uncontrolled

Port

— = — e —— ]

yd 7 LaN

B 4-3 IEEE802.1X thillth R 454

HHE 4-3 BAVER 802.1X thiXF3tH 3 N Afa: Supplicant. Authenticator
F Authentication Server System., 2" Authenticator &A1 AP FELIAEN

MINERI ARV AP B STA I ASGAUFAREH) 2 (8 OB, k2% AP
BEE 5 STA 7 Supplicant BF L E S AS B R, FIURIEANEERGTE LT
B AN FHER——AE #H S (Authenticator) A TE IR 2 B0 & P ik #ith, #iEH
KF STA BIE, BEAKMMERSHER. HABEHERTRIMEHMHE
Radius fiR% 2%, BUCEATRRAEREEE F iR i Radius 7 P ik
(Radius Client).

R BT AP RFEMAET X, ATETEERY 7, 7 AP FiAFER
PIEH — N FHHR——NAS(Network Access System), FIRE A/ $18 fM5—
EFAEN X K it %% . R HIEN Authenticator #1325 Radius Client BiR 2 (7]
— TR,
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LR X RS RESF A WLAN 4B TR R 5L
AP (A
&)
Supplicant AR 1 ) AS
;T WER
Iy NAS“\J_[/
Authent Radius {/ g

i NEH Cli %8
icator ﬁ;ﬂi Eﬁ;;éﬁ 1 - I. ient

uzr \J—l/

B 4.4 IFEE 802.1X iAiEd8skit4h
XPERNTHE AR E R A Authenticator. NAS F Radius Client =

FHEER
1.Authenticator FHiH

802.1X ' Authenticator 5 Supplicant 2 [8] 1A E X FIHI 2 EAP thi), % EAP
A EXHEMNESE, FEAREFRYT B, EARGHRITLIRARZ
EAP-SIM AiE. H4 EAP-SIM R T SIM -k {915 BHEATIAE, XHEX P i
BEARBHMBE WLAN 1k, SERRTUARHHIAR 2.5G Mgt
WLAN (9 P #HTIAMERH % . Supplicant 5 Authenticator 27 [&] ) EAP-SIM 1A

i E 4-5 Fro:
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@D D GO

i EapoL-Start ]

= — L o

AP-Request/Identity ]

BEAES l
i i ity A NS E

L=
[e

EAP-
Request/STM/Start

- —

[ EAP-—

Response/SIM/Start/M'T
D INLCE

R

e e e AL LI LI LI EE

L LTI

o T et LTI RNER _

AP
Request/SIM/Challenge
HONE Rl A S ATALT) i

- [ ——

Ll e 2 ey
£, FHitMm
sres, KK init,K_encr,EAP
application Keys,
AT_MACMAC_SRES

A=
! Response/SIM/Challeng

T T A T e o]

! EAP-Success J

- — e e

B 4-5 Supplicant 5 Authenticator Z.J81 4§ SIM iAiE A2
1 4-5 A 15E 2 Supplicant 0 Authenticator 2 [B] (B EE R H T RILE
EAP-SIM AL PRI FIERRBATHY, FIERIZHR M HEE EAPOL(EAP
over LANMR L, #3 4-1 fivw:
£ 4-1 EBAPOL L#4 X

Protocot Version Packet Type | Packet Body Length | Packet Body

(1B) (1B) (2B)
& 4-2 EAPOL X &FHRBRBEA AL
EAPoL B A HX
Protocol Version 1 HAMERMZ 1 ARE
Packet Type 0 F 7R Packet Body H#& EAP % 3C
1 F IR MR EAPoL-Start 4# 32
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FERB R X ERLHA LM WLAN £ M7 R 5%R

2 RRIXMR IR EAPoL-Logoff 3L
FRIX MR EAPoL-Key ] 3L
Packet Body Length 75 Packet Body F AN
Packet Body H4% Packet Type BIA R A )

4 Packet Type BX{H % 1 2 2 I, Packet Body F-Bt A% . % Packet Type B
HU{E % 0 B4, F7R Packet Body & EAP 30, EAP IR R 4-3 FioR:
A 43 EAPRX#HX

EAP #RILFE BE “a X
Code(1B) 1 FRIX R EAP-Request 3] 3C
2 FRIX A EAP-Response ) 3L
3 FRIZ R EAP-Success /3
4 RANIX R~ EAP-Failure 30
Identifier(1B) |4 EAP MM — RN S
Length(2B) FKEA EAP B KE
Data XANERS RS — MR Type, 5
—A Data, Type ¥orJGi Data F
BRIAR.

FEEMIRFE A, Authenticator #HR P 1T —MREHL ASM(Authenticator
State Machine)2 A% & 4-5 HHRAZMRIAAT, A RBRE - MCEKRE R
AbAEER T3 R B SR AN R AR 505, TEH A KRS R B PR
EAP-SIM B & X AR RIEM IR L. 78 ASMURAHLF, A Authenticator
EXT 7 RE:

LINITIALIZE: ¥#—SWHd e, Sen®. tAREES.

2 DISCONNECTED: 7EiX/MR# T Ri% EAP-Fail # (%% Supplicant $##3Z.

3.CONNCETING: fEiX/MRAT EAP-Request 3% Supplicant 33

4 AUTHENTICATING: #5tE] EAP-Response\ldentity 38 30 /5, A MRE,
F453IX 1~ EAP-Response\ldentity 3 3 kil B KX 3 NAS Bk, FREERER
AuthStart & 1 3R/5315 AS ZRIFAIE.

5.AUTHENTICATED: IR/ Eit AS NEE, REBXMRET, £
A7 T 1 Supplicant &% EAP-Success 3.

6.ABORTING: 7f AUTHENTICATING #R & Fi 2 7 EAPoL-Start.
EAPoL-Logoff A E#E B B A X AR

7HELD: AERBUGHAZMRE, EXMRETEESR 60s, REXTF
IHEFHAIE, 7EX 60s A REA ST MIMOCHITEIR.
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ASM R&EHLE 4-6 Bik:
_ﬁ REVHAL
r y ‘
DISCONNECTED INITIALIZE HELD
PortStatus=Una Currentld=0;
uthonzed, #Authenticator P%Um
TxCannedFail(c MEkx Ml QuietWhile=60s,
urrentld)// % 3% Bourentidit & Incfeumentld),
Wik A Rt &' EapLogof=FALSE;
T K QuictWhile:
Eaplogoff e g — ver iE- T
(BCHEAPL-
logofHii )
_—1 r v
CONNECTING
EapStar=FALSE; ver
EapStart RxRespld=FALSE;
§ TxRegld{currentld), /1 3%
(BCBIEAPoL- EAP-Requestil 4
Startii )
——l RxRespld(# ¥
EAP-Response
¢ RO gepstang
AUTHENTICATED AUTHENTICATING capiogoff | ABORTING
S —— JiauthTim
AuthSuccess=FALSE; cout
AuthFaill=FALSE,
PorStaburfushorized, AuthTimeour~FALSE; Dy
tock AuthStart=TRUE /i j:L 1% e
AR SN o
WIER l&!ii-.u'—]—
KCERFL, % *ﬁf Logorrst

Startfil X KA
KEEH B EEAPOL-

B logofHf 3

A 4-6 ASM A

BRI Authenticator HER, HUH—> EAP FIEE, ZBEH LXK
RAEVLPRES, REHBITLAER. FA—MHR, 3 ASM LT RER AL
HERHAEAFN, TRAKKAE IR EAP-SIM AIE M 5 SUKHEAT
1, BIRSCH ASM RAHLE X T 3 EAP R B H R

{2 AE 4-4 FF F| Authenticator BIHREHE Supplicant F1 NAS F-MEiER, B
E Authenticator #E3k BEE AL #E M Supplicant & i%id K # EAP AEHR L N E4&
B NAS B BRI RS R, AS RiEMH AP AIAER . BT IME
WICLLSE, Authenticator BESLEE AL IER BB PR, Ar & fTHBUE . Bk
Authenticator FEHR EE 4 FPUKIE B

3 B Supplicant KA IEIR 3;

K E NAS BERAAEH B, HEPRE AS Ki%id RAHAFRIL;

¥ BRI EIH B
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k Ba AT HEEH B

Bril Authenticator #R7ZEM B E/E, HAHMHBLARY, WERKRAE
Supplicant #RF NAS BHHAEH BB L A& ASM REH, EEREHKE
TR, nRERENAERE G SITHRIANE, B23RAE BKLE
H ¥ . Authenticator IR H S LB BHE T B 4-7 FizR:

HHEHR
L) R ]
2
_ Y
3 A Supplicantfl E i '
NASHUBRTAER | RARYITERN ROAM ARG |
* T Ha A i
it
- ! x«.rﬁ:aq%ﬂtﬁe
ERBESNE4 . T
MBASMAREN 3 B RRA g;,ﬁ%ﬁﬁ"gﬁ
sRUE f
TR R AR

B 4.7 Authenticator Hisk il B4 ifif2
2.Radius Client -Fiik

Radius Client i £ Fi 3k fl Authenticator Server {5, £ EAP-SIM A iEH,
Radius Client #5881 AS 2 EIIR CHE B 4-8 Fion:
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- @& CO

o e -
- -~ - oo L
- - - o - e
L Aececss-Request/I VST
F— — — - M
[ Access-Challenge/EAP-
SIM/Start
Acecss-
Request/IMSE/MT_ NG
N
e e e -
[ -]
bt~ o -
E
K_sres. K_init.K_ener,E
AP application Keys,
AT MACMAC SRES
SIM/Challenge/(N*Ran
O e = VL S
| -
| -
ATTESS
Request/IMSI/MAC_&R
Ex
o e - ,v
REBNIAC_SRES
Acecee_Accept/MPPE_
SENB_KEY/MPPE_RL
CV_KEY
* o o e B e

B 4-8 Radius Client 5 AS Z ) $9iAERAL
Radius Client Al AS 2 [8] i85 F{ I §92 Radius P}, Radius PRSI THE

# 4-4 Radius HLAX

Code Identifier Length Authenticator Attributes
(1B) (1B) (2B) (16B)
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# 4-5 Radius XS FHBRMALSL

FB

BUE

FX

Code

R Access-Request 1 3L

RIR IR Access-Accept 1]

TR Access-Reject X

11

F IR Access-Challenge 1§ 3L

Identifier

XA BUR R 5 B UL S T K A Bl Y
WREEAKE, EFE.

Length

TETEAD RADIUS SRR, WRRFIMHRICHT
length FHARMERNE, WXL 2HEH. Length
W&/ MER 20, BARR 4096,

Authenticator

AR LKA ARSI Authenticator.

7E Access-Request £, Authenticator FJ{ER—4
16 F RN A, XAMEN ZRA T RIE—R.
i Access-Accept, Access-Reject, and
Access-Chailenge

M # X F M9 Authenticator M fff Response
Authenticator.
ResponseAuthenticator=MD5({Code+ID+Length+Requ
estAuth+ responseAttributes+shareSecret);

Attributes

Radius WM @t FBLE Radius PHXBHIFAMTE
B, ‘B Radius AT ARAR N R, BiEER
RFK 4-6

% 4-6 Radius HiLERFHRAEX

Type(1 B)

Length(1 B) Value

BT RIEAR, BRIOXERNBHEFHEHN Type, LEAREKSEE LY
BUH. Type=79, i Value "FHIEM R EAP I, XHE NAS BT LURE
i AP R 3CRJ5 LUB BRI R K 144 Authenticator #ER . Type=26 i, 7R Value
¥R Vendor-Specific 8, M BADEXMER, REAXARIERAE
BIE AS AFHEENMBERNEEY (PMK, Private Master Key) KX
AP. Length RFREMEIERMKE.

XA R EE R R Authenticator BRI FMIERE R R %S AS #H4T
AIE, FIHER AS K28 Radius IAEIR L, R %% Authenticator iR, AT




LK ER MRS WLAN Z2&RRFE R 5LH

LHXMEEGIANEYSE, 5 Authenticator BEEREMl, REAPEXT —MREH
BASM(Backend Authentication State Machine)3& L BLIX —Ihfk.

l RAVHG
Awhile=0&
& regCount= INIALIZE
qz TxReq cumenti: | & & reqilo
/4] Suppllr,ant"ii__.‘ =2
EAR Requesttf L ™
AbortAu B
ot 1
+r]lqu reqCou e
Awhile30s,
SR HHEAR
*ﬁ ResponsedB U e
RESPONSE .
y AReq BEAS
Asuccess HiE - ;g a&ﬁj
& ‘;‘:‘g“m‘"’ b set Access-challenge
SendRespToSertpy! #4141 W
FAR Response Ht 2 M Radwsw
WL ERS
s 6T dhied. %;'F
, el A
SUCCESS FAIL TIMEOUT
Currentld  idFromServer
Currentld IdmeSenfp' TxCannedFal( currentid) f 4 If { portSiahm— Un_amhmzﬂi
TxC:m“:stuoc@;RmLmu]; Supplicam/ci¥eap-§ wl 3L Am::ll'al txCannedRgiturrenti
nCCess E AuthFat TRUE imeomt TRUE
uCT UCT E 4 A
—I——P iDLE
et
AuthStact IASAM AuthStart FALSE )
AHATE AL S ReaComy) £t
TRUE KEVBASM A et
S # Supphicani
}T%ﬂ}\%ﬂa LT B
AT L BBASY &8
FALSE

B 4-9 BASM K&#

XA RA VA HACE] Supplicant K153 R # EAP-Response\ldentity, Bl F
ZRLIE, ASM RAEHHEA AUTHENTING &, ¥R EE AsthStart 4
Troe SRAL K K. BE, X MEH LY Authenticator Z [8]1EF — NAS H#HHbEE,
3 £ Radius Client HRE 5 NAS SR B EEER, EXH AN TIAER
TR E S BT B MERIRAE T Authenticator B JE RN, KR NAS
HERES Radius RSB HMICEEER Radius MCEALH BN RIZS

Radius Client 3R, #RJ5 4 Radius Client #RZ— b 5 AS Z A AEE, WL
B FERNE 4-10 Bros:
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5 Biradius M

£F,. RieRBE

{ |
- v
Code=1: %7 H Code=2, 3, 11;%R
#1R Access- BB R Access-
Requestii 30, # Accept, Access-
B RREAS RejectfllAccess-
Challenge#i 3, #
RHUBIMEAPR
¥, RIEANASHIR

B 4- 10 Radius Client #3548 3 4 22 442

3.NAS THiR

1EAE R P BIENE—NERBRRER, NAS ZEMAMEAR B PHRE
$h, EXEOTHEREBIRMNERAFIFRBHL, HHETER. FEL
B BAE IR, BFRAFREHREESRAME, Radius Client BB KRIXILE
B E, A TERREETREHE, ENERETRMENHER. HPhREE
Bk R AT Authenticator HEHHI Radius Client #HRHETRMHER. T
Authenticator HHRREEMHEE, BINEH K Radius RIBR, BABEX
45 AS, T Radius Client RIAITRANEE, FHRE(M Radius MK BHF
"B, RIGRIEE Authenticator BiER,
FEHBAEREME 4-11 Frn:



TR K LA EFARY WLAN MR R iRt 538

NG

|
|
!

& MR
£%, HEROF BRGRHBSE

BBINAS- NAS-USER-GOT-
RESPONSE-IP. ACCESS-

NAS-RESPONSE % BINAS-USER-
. ACCEPT, NAS-

HE. ZHEAHA USER-GOT- LOGOOFHA

i,;nthenﬂt:]catarﬁ ACCESS-REJECT 5 Bii R

RINASH, NAS| | giNaAg USER- %

BRETHEHER GOT-

RadiusfiSCRBES | | cHALLENGEN

AS B BIMHAME
Radius ClientBit
Rk, R
HIXP R

EAPHItE, B4
t Authenticatorfiitk |

B 4- 11 NAS ¥k 3 &34 B4 A48

4.2.2.2 BREEIER

FAE R L E DAL R 4 BRI BT A R S i i 4 4
BMFEH. T E 42 PRBE=ZIHE, SEBAAEBEHIRE AS ZiEd ¥k
1 Radius-Access-Accept R3S, MAERIIBELBIAEHMHLIRE. HE
Radius-Access-Accept 3 Attributes 7B F 25— type=26 B HEE, X
T RBEEEPHE IR AS RiET kA EFEHARE E(PMK, Private Master Key). 10
FHEEBRRENZA PMK FFRE AR BEANAEEHN. BNFHNE
ARERRFPEHEIERY Supplicant 2 (683138 H EAPoL-Key f## 3CLHLHY.

fER 4-1 PArAid EAPOL RICHIMER, ¥ EAPoL #R3UH # Packet Type=3
B, Rl Packet Body F-E¢ & EAPoL-Key 30, EAPoL-Key #R3Z 810
& 4-7 fig:
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#& 4-7 EAPoL-Key 4K

Descriptor Type(1B)

Key Information (2B) i Key Length(2B)

Replay Counter{8B)

Key Nonce(32B)

EAPoL-Key IV(16B)

KeyRSC(8B)

KeyID(8B)

KeyMIC(16B)

Key Material Length(2B) | Key Data(nB)

& 4-8 EAPoL-Key R+ 8 F a4

FB #FX

Descriptor Type FTREHER, 1 TRRCAEH

Key Information ENFRAEE S GE TR X6

Key Length XANFRET BWREHNKE, BURETFHE
7~ PTK FHNKE, “XKEBFHER GTK F4
.

Replay Counter B Authenticator 7E& &S MEFMRICH I 1(7Y
KBFHRXEEAW, —KEBEFRXEEEML
Supplicant 1& [Bl[AIFEHI{E.

Key Nonce {FA I RARF ) Anonce %X Snonce, YA EE
XEMERHE 0.

EAPoL-Key IV FH MR, 7T PMK £, HE: HF GMK,
B LA & R vIGL, REERM 1.

KeyRSC &% I F H(TK) I RSC(receive sequence

counter), RZENKBFEPWE=RXPHZ
KEFHHE—MRCHER, BTFRPEAR

.
KCYID %% ID, E 0.
KeyMIC S RARICHITE S, M Key Descriptor Version

R FFEs, KeyMIC & 0, KeyData & IM#E.

Key Material Length Key Data FHE, T PMK, 301 f14 &%E
30,4132 2 713 £ Key Data (& ; 3 F GMK,
%18 5 Key Length 4.

Key Data WA AL SR P — S i #dE, A5 RSN
IE. Group Key(s)» STAKey(s)» PMKID(s)akH
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LREERERTHEZAR L WLAN Z2MRTRTGTE XA

CHRPEEXKER.
B ERRRINERRRE:
RiL M EAPoL-Key B
FASTA. R4
EAPoL-Key P
KeyNonce TH P RAP
4 TR L M Anonce,
Key MIC 7 HA41 0
. ey MICTRRITR .
WHSTAR Y wR .
EAPoL-KeyR X IR R
Al k@l
wHEsre |
AT SHREAPoL Key
eIk Nosce THE HMPTK S MKEKRKCK
BPTK,
. T okl g
R e HISTA, MELEAPOL-KeyHt
BESTA
MACISTA-MAC). H
rri 11180 7
BEMEARTEYE
Ly g0 1Tt 3
PIKeyMIC 78
+
WEISTA S LA Al
B E TSR E, B
[So2 iXf)ZEEmML, AP
STAZ I UAHTT el i
5%
i
ESTAREEAPeL- FHAWMSTARL
EYTTITNT B -Paomminig M, ERANEL,
EBE S PR Intormation T MRELEREN /Y VI%
sl THEL B
BR8Pk B

A LA EIKeMIC T
B oMM T,
STAR R KW
AT k0 AR HER
PTK R STADR -
&,

i

WHSTAR I
EAPoL-Key I8 %

B 4-12 SRTEHERIALR

4223 STHER

ETBERTRADERAIARNAE, RRBRESY, XTNEEER
W H:
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& 49 S0 ARTPHIEZRESS

REMY YEH

Authtype BEINENR
[NONE||DOT1X|802.11i-PSK|802.11i]

Ciphertype [WEP|TKIP|AES|AUTO} wEmMEEE
GroupKeyUpdatelnterval <0-30> WE A B (6]
PassphraseKey [PassphraseKey} WHELEEREHH)
Passphrase [Passphrase] wEHEEH(ASCI)
Preauth [enable|disable] I B/ R R BUAEThRE
Tx-Period WE AP I EASRENK
ServerTimeout WESHREHF ALK
Clear EEREMS
setting-enable PATECE @2

Show Authtype BAGATE A 5K

Show Wpaversion BRFEI WPA A
Show Ciphertype BamEsEx

Show GroupKeyUpdatelnterval 5 7 EL EE R B 1]
4224 BEER

FREZBTLRY, FEFKEING - MOCHREBLICABE, LMER
SN BT LUE T d74 Show Syslog REE Hi&.

43 RGEEHR

ERERLE VxWorks FHAH ¢ EEHREN, %2 IEEE std 802.11i/D

7.0,0ctober 2003 F7#E

43.1 BEAGAEHR

ARG THENMEER FELRMIINRER ZX EAP-SIM Al P #HTME, &

Sciliid 5 H P T BAP BERRDUEFRPAER B, ERXLERRITRIERN
AEER 5 ROEBIATE AR 4 58« RN 8 A A TERE BB 5 R R 45 P 38 R ST IR & M iR
FEO, OB HERETRSEN. EXMIEPEEELETL
EHR:

L3R A H P RISTARIR L

2.5k 2 IMIE R 45 38 (AS) 8198 3C

3IKAFLSITHEE

4.3k B HhHELER I B

SR ABHAERAGS, WRERIRENROEHGS
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LREHAZREH AL ELIRT WLAN Z2RRTREH 5LR

HAE 1 F 2 8BRS HEE A NEBBRE Authenticator FHIHH
Radius Client 7R K LB . FE LB R RE EAPoL_rcv_handle() H
EAPoR_rcv_handle().

EAPoL rcv_handle()iR $AL BA — A A~ MR %1t R HHIRL, W EAPOL-Start,
EAP-Response 3.

EAPoR rev handleQ R H AL BB INERF B R XL R MM, W
Radius_Access_Challenge. Radius Access Reject. Radius_Access_Accept 3.
HRABERITFOEE THANNE.

XFRABHLATHRHEBRMNEHBREMN clic PTHM. FTHE -
4, BN NRECRHTER, KR EENHE:

R 4-10 50T IR0 LRLRAH

wAITHA LB Bk

DOTI1X_CLI_CMD | dotlx_SetQuietPeriod() | % & ASMURZHLP I Quiet KA

_SetDot1xQuietPeri (ISR

od

DOTIX_CLI_CMD | dotlx_SettxPeriod() WERIER SR E] ] FE, BP&

_SetDotIxtxPeriod B AMRABABRFELERFE
R

DOT1X CLI CMD | dotlx_Setservertimeout() | ¥¢ & i % 45 iA iF AR i 18]
_SetDotlxservertime

out

DOTIX _CLI_CMD | dotlx_Setsupptimeout() | i¥ & [A]BE= A A Supplicant B &

_SetDotIxsupptimeo IEIFREFER

ut

DOTIX CLI CMD | dotlx_SetmaxReq() ® F M Supplicant B K
_SetDotlxmaxreq EAP-Request 8 LR £ X $

GroupKeyUpdatelnt | apCfgGroupKeyUpdatel | 1% B 20 #5 % £H 7 57 i (W) fa) 5@
erval ntervalSet()

13Kk B A EEE % B 2 81T timer_check(VERER A FRAT, XA R¥F 1s
BRI, BEBBEMAMEERDHE N ENSEEE 1, WRBA e %
FTOT, MEHEREN, FERRENRAEREGHTHIE.
A 411 sk R0 AL EAK

R 1 2 o 28 Laliiliplisadecl

txWhen Try_Trigger ASM_ConnectingTimeOutEvent()

5t




LB AR TR A AR WLAN Z&M R R+ 5ER
quietWhen Try _Trigger ASM HeldQuietTimerEvent()
aWhile Try Trigger BASM_ResponseaWhileTimeoutEvent()
reKeyWhen groupkeysm_trans()
43.2 WRHBER

EHERERA R T RO M E B AR M, HexT A s
FHARIERCE AT R EH .

FEFPE IR R T FARAEH PTKSM R GTKSM, 7 3% b 35 3
P “NREBE” RENERABEAN “« KBF".

PTKSM R & ML & ¥ E H ST INITIALIZEPTK . ST _INITPMK .
ST PTKSTART. ST PTKINITNEGOTIATING 1 ST PTKINITDON H A R%&.

F 412 PTKOREH P EERE S RBLBHIN N XH

RE X R R Thie

ST_INITIALIZEPTK statePTK_INITIALIZEPTK() | iX &— ML R,
FERERRS A
i) 58 I & T H AR

%, - EeRER
BlUH,

ST INITPMK statePTK_INITPMK() N o B M
Radius Access_Accept
R ICHIRAH PMK.

ST PTKSTART statePTK_PTKSTART() HEHEE “NkE
F7 BRI

ANonceCalc() HENKBEFE I

WICHHIBEELEL

ST PTKINITNEGOTIATING | PTK Generate() 4 % PTK

REARTHEENBORHR:

stateGROUP_REKEYNEGOTIATING(): HBH K% “ZKEFE” HFE 1

.

stateGROUPKEY SETKEYSDONE(): #AFTHREAEHTIRD,

433 HLTEER

WOTRIE P BT R4 ITRENSHRAER TREEECHP, Bae
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REBRWE.
FIFBR¥ DEFUN( “frd”, “WEMNZE” RAMERLHTESR, 2
Ja B & TR A R ST S0

4.34 HEME
FIF &% ¥ HOS_SysLog( CHAR iLog_Type, CHAR iLog Level, CHAR *
szFmt, ... YW EERIERBAREXH.

4.4 RGN

1. BEEW 1.

TEAP THABAT W TRE:

SSID TEST \RRELL M 2R “TEST”
Authtype  802.11i &7 AP K H #92 IEEES02.11i fE h & 2 AIF Y
CipherType TKIP WK~ AP KRR Bt 2 TKIP
GroupKeyUpdatelnterval 3600 R4 I H 15 3600s BHF K

P 1023.11.100 &7 AP #] IP Hayik
Add server in VLAN 1 serverlP  10.23.11.249  Wi&75 1P Btk 35 10.23.11.249
B RINE AR &5 3¢

WA EHABATREZEHIFEL T EAP-SIM IAIFH WLAN, FrLLRAIHA
BB T B AR B P, AT I B9 & tinux T #9 AR ALHS wpa-supplicant-0.3.8
FHERL SIM &P, 156 XA E S+ sim.conf:

network={
ssid = “ TEST” 11 IAGER F o B K
key mgmt = IEEE 80211i MHAEF R E B IR
eap = SIM Heap NIERH eap-sim
identity = “ 146000932312345@cmcc.com ”  // F 9K S, EDEERL 5 IMSI
}

SRIGTE linux RETETE SR wpa_supplicant-0.3.8, RFH—KET
EAP-SIM AiEH] WLAN ##.

MRGERRTLUEL AP 5 Internet, FATMLER. RNEIMEITA
FTLUR B AR -
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LR BB R F BB S LS WLAN L2 W F Rt SR

Bl wap-wimlnp-prer). spe Fiheranl

fim (4 Yew O Cophes Araias Betulcn  Help
Hﬂﬁnﬂ# &:’ﬂx&:dﬂaam‘-}‘:}. B aa|
A [ N = Espressin.  Cladd ADply
';:.. Tura ; i Tecisre : LR ey g Toldd ol indD
e W e e costab Ta_J1:dl il  askeCom Gl 2117 Epare % art
< G.COla&I0FAl FaF Do W_TH T pant ek Ta _Jiid) il EDAF Epgaait, 1o Ty RECITAE)
J ___,'.Il_'.l.-l estehTa_ 2 b0 AskayCom_Sd:icailT A neiponie, fdemtity [AFCITEA)
1 "-'! o 'H ) - & T BO A BEpEsT . A s ok 1 F -
u 148 ,n--:.-n.-..p ,;-1:-- ] -u...-,- - 1o 'I.‘ .-= l--._- .--.-. 11- -_--- " n'+ P
5. Gl A O ‘ H 0 b- -

_.‘ﬂ-l. .'p"lh-':.d' 1('.-u=r1n ;-‘T.i.""'t "Z I-I-"}H..._-J_‘_'__'?l' ..-'.'l ..I'.__'J]"li.ﬂ

AL1% o 14 E o TH

H 4- 13AP 55 STA (6] EAP-SIM ili2 et R 1Y

x e [=C LT

ﬂﬁﬁﬁl G’!*&" Re+2F 2 EF Qe @@ E

e[ - Eapwiton . Clw Sely
Ne. Tew - - " Deateanon E——

1 9.000000 10.15.11.100 10, 2R 11 40 BALIUS ACCERS-Apatt(l) (18-220, T-247}

2 0.00MAE - 10,71.11.24% 8. n 11108 RAZIUS ACCEVL-CPA 1] A1) (hsirm, el
B O.GTMAT 0 10.71.11.100 10, JT. 1. M BASTUS ADCEV-ARgrTLl] (ids19, lalwt)

. :_:.ug.-- 10, 7510, MY 18, 25.11.100 RASTUT ACCElS=cTal ] 11 (leile, l=ldd)
¥ 0. 04T 20, 20, 11,100 16 7011 M0 SIS ACCEn N -Regoeat(1) (181030, la1Pe)
x:.._'..“—::e:t Py P i DY P % T " IR TR T LA -2 ."H-E'..*J

B 4-14 AP 5 AS F] EAP-SIM ikiEih &2 R
B 413 7 Gemteket 23: d3: b0: BREFHMELEM EH MAC;

AskeyCom_64: ca: 37 Hl HarbourN 78: Oc: of &7 AP EER £, Hip
HarbourN_78: Oc: cf & AP {138 MAC, AskeyCom 64: ca: 37 & AP PX
FEEMER MAC. B 4-14 P, 10.23.11.100 & AP i P H#ihit, 10.23.11.249
B AS 7 1P shik, RATEH AS H AP KIET Radius_Access Accept E/RIAUERK,
AL, AP #15) STA ki% T EAP-Success R . R 4-13 #F EAP-Success
WG EAPoL-Key AR “MKBEFHRE” PR MRIL, BHEH
MRXLE “ZHBFE” BUFRIA PTK $# KEK fl KCK M#S 4, LA
R ki 2 EAPoL-Key 83,

2. MR 2.

FERAEF | R ERNSKS)— TR sSIM P ENEE XA, RIS
identity PHIABBI —AL, WFE—BECh 2. BT OEER.

%P R B 30 sim.conf:

network={
ssid =« TEST ” XX Iak EE
key mgmt = [EEE 80211i IRAIEE S E B PR
eap = SIM fleap NIEHKEY eap-sim

identity =« 246000932356789@cmcc.com ™  // F kS, BRAEHLE) IMSI

}
AP FHIRERE, RINKAMRALEREAERY, HaHsR, X2LH

54
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e AS EBETE identity FHEME R

3.ME A 3

ERAAB 1 ERE L, RATRS AP HRRE, HIMEHRZA PPPOE,X
B AP BT

SSID TEST

Authtype PPPoE

CipherType TKIP

GroupKeyUpdatelnterval 3600

r 10.23.11.100

EFEAIREAE, REEERGFRFANEFRTILE, F4RHER.

4.5 KENE

IEEE 802.11i & H#THE# ) WLAN Z2EfmirdE, FHMRT WEP B8
ZERE, FHNRET L& REMM L. IEEE 802.11i ¥ EREFH FHENT
WEP #47 T, —NEFIAT IEEE 802.1X thillifITEENNIE; B—1 e
BT EHEESS. AVREKHEANRSHAT T RS TR
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LR AEMETFRERISL WLAN £2#8007 Rl 5 LR

FHE WAPI HYRIIT SR

WAPI fE AR E 8 EHR TR BEREZ2NEHE, aEEZ ARRZS
TEASIZEE, BB TERMANKE. BRFBW I, WAPLER
MALSEF T — ELif R B8, EARE “WLAN Z&TH” &, ERLH WAPI
PV E R RS WAPL BRI R B . AW ICTE AP SR T WAPI X, A
BA TR, tSEIT WAPLHIZE P 3 BEATE AR %289 Demo.

BREF WAPI Ml x G EFREFH/ZTERM Y, TEAEF R LERZY
BtE, D RETREMNHLLEH R SEE KNS LE T, FER
25 R RS T A ERI R A T Bt

5.1 R RINEERIR B 5

fE25 WLAN {42 A iEArfE WAPL 5 A pitnrE— B, R4 A e
By, IEI B WAIWLAN Authentication Infrasturcture), #3542
WPI(WLAN Privacy Infrastructure). #iF WPI B RIHEEXFREERELE
BERRDAZTHAEMATF WLAN (N REHREE. BX—BRATHiHE
AT, BreART WPLAIEE S BRATR GBI LM% B Mg % & /a4 Lib FE.
B R 3 9 AT BRI R WAL 34, X —H 4 58 I DIRE R AL P M 5 17
HRAERAPBLAEESH P i L ERNAIREE.

WAI AER BN YE 802.1X MLl KRBF=Z1TAL, 2HR:
AE(Authentication Entity) S 3851k, WA AP PLH, HRIEHEREE
AP 7 ARt S 5I#1E: ASUE(Authentication Supplicant Entity) % #i# K&
L BEE STA FAEHY, AXBERELENRERATHEN,
ASE(Authentication Service Entity) 3 HIR & 5214, B HE7E ASU(BHIRE R T)F,
3y AE F1 ASUE £EHHES . X=MaeItR4AMT WAl SRS EH.

M 5-1 PRAVED] AP RALFRUTE LAN KBEEE, & CHPHEHRD,
B2 m D RAEZ ER O . AP R4 STA EH IS SIS 870 (ASU) iR 0 (3
2RO, RRREET SN STA A A AP REMBERD (ZFRD)
Vi Pge, R STA 7L AP R MB R, LAUERT AP RELIESR
P 3 ASU 5 ASE Sk EIAUE, R ASUE Ml AE il T ASE HHAIE,
AP FIZEWmOA S BHEN. RMIAERIIG AE 5 ASUE 2 RIEEH S s
PAJEY, XHWLUE AE 5 ASUE 2 BIfEERELN. RESMRIHFE
REHZG, ASUE AT LLAL AP B2 Fs% LIl S Internet.

RAE WAL i) fXfr M akilsr, BRATEAE D B RERBIXA k4
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ERBEXEF LRI FARL WLAN ZSM R KRt 5LR

R PUT ASUE ThEHT Wapi_asue #EHR. $04T AE THAEHT Wapi BERAIAT 6

B ASU IR Waiae 18R,
r =7 T I F )
] Vi i i
i EAARERE | | BYUBRG P EURARE |
] [ ] [} ]
] 11 [ , |
; ; | | (B RRE ) (EEEEE ] |
; (ASUF) b s LB UE) B ) i
: H {1 :
! [ ] [ ] ]
: ¥ i :
| 1o\ kemmemn | TEE L 5
I 11 [ ] i
] [} 1t ]
1 [ ] [ ] ]
| 11 11 [}
1 [ ] 11 ]
| I S, e e | I U, -

B 5-1 WAILER Zss#
RIE AT EmE WAPL R 2L 2 NE, BMAERTAEZ it ER
37 IEEE 802.11 B WLAN %, 4 AP 5 STA kB INZ 5, AE ¥ STA HfY
ASUE BYUR RS HISURIRIC, PULREZBMEMNTE, BARBEWE 52 5
e

1. BERIME
2. BB RIER
-
- 3. EBSRHR
>
+
# 4. IEPERIWIEY
5 <

5. AR
e

6. #FHHHIFK
7. P A WA
.

8. SR F IS
—
WL T
>

B 5.2 WAILS#A
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5.2 B RERRE T

#£ Wapi_asue. Wapi f1 Wapi_asu iX =M+, R Wapi £ AP PR,
i Wapi_asue fil Wapi_asu —MRE PR, — M RRFSBER, HEFTH
RHTE MR BN demo. (B FELEMLERI S, MWHBARFEETLHE, HLIE
THERAIEE P ITF Wapi_asue FEELH Wapi_asu R HLLEIRTG . E AN 4
T Wapi BRI 5LHR
5.2.1 Wapi_asue iR

XAMEHRE SIS R — AN NRIERIK WAPL s, EERALAT#
- BERRA. WE 52 BiR, EEEE WAPL BB HE P RLIRE, Wapi asue FHE
BBADER 4 MRCHTHR: SHEESH. BANEHHR ., FHBEIERN
HIFFHES

1. 448 AE RiZHSHBE S E, ASUE H B CIiEFHREAE K 8]
HEBEANEIERTANERFRP, RERIES AE.

2.5 3 AE KIEMBASRImN A, SR ASU B AFRRIE ASU
gL, BEZEEZN AP EBHENER, RIBERREERTENZ AP,

BN w4 B BIRF R AT A

STAUEBEHERER |APEBEMNLERER | ASUES

LB EANEERNEE, B—PELEE AP RUEMNREREPRE
HECHRSFN, FREUEIEEEGH AN, SHWE-HEEENE APZ
FEGHMERE. ZEFHECHRAAERE AP REIRNEILE, REE
A ST AR AP HAVIMER, HREFHDBRNIATRES
AP

FAH B IFR S AN R TBRARAN:

EHh AR EESEHEN M FEF IR

5 e R 2 AL BB T BB R R

SEH LB MR IR oA EE

WAI # STA 5 AP Z RIS HFFA MR TBRRARE—H, REBEFZRE
mz_\.ﬁo
£.5-1 STA 5 AP Z i e5 % #5484 X

STA 5 AP 2 [Alf9 S 5% | BLE EX
ERA R FE(2B)

LR Z(2B) 0x88b4 WAPI PR B ALK B4R IR S

[ 45 (2B) 1
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B AFKR(2B) 0 RRERBEYE
1 RABENEHERIA
2 BRENERHWNTA
3 RrEAMEERIH
4 RpEHHE¥NDH
7 RrABEFERES A
8 o A W A4
R E(2B)
YR KEQEB)
B RIS 715> H R B AR A

Wapi_asue THRFEN B E SE £ HI SR M AR B FBRIIE, R
W LAR R OCRR, RIGHITRAE.

5.2.2 Wapi $81

Wapi Bt XY F AE MIThEE, BB WAI ORLOEE, BTES ASUE#
RN ESE AR LKASEYEE N, FRNEELHERHEERNNBLE. X
B ar21THIE B LA R B B PR ITE B

BP Wapi IR L EAH AT ALHE:

enum wapi_msg type

{

b

WAPI_MSG_ASUE, /* BF WM CEIENS »

WAPI MSG_ASE, /* R&BmEBHHE ~
WAPI_MSG_DRIVER, /* lKZhEREHIHE »
WAPI_MSG_CLI, /* EHEEHE ¥
WAPI_MSG_TIMER, /* I##RRER */

WAPI MSG_PORTFLAG_CHANGE, /* MOMBHE */

FLL Wapi 76 A TH B BABI B BUG ER 1 B 2E R A A R R Bk
3, Ho Wapi Bitk %) H ASUE M1 ASE # R TR AN B2 2 WAL P E X Y.
BAAREmE 5-3 fim. HANFHEMEHE LAY HEXT IR Bokb e,
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WLAN Z2 B0 Rl 5 ER

HSTAREFEH
HRBRUBSTA, &
A&

WRISTA FIRA Y%
SR oA

X

APKEEE SRR
438 P i S i SR
B A RTE T 2, A
JEHSTAIES . ¥
A B R B (A

APIERHFHAPHI RS
bog=ipl: ok R L
FAHIE +5 38 50 W SR 5
HArh, BRIXGHASU

RBIASUMNE 52
SR

HFUE 12 4 51 o B
He R4S i R
SHARIRENSTA

STAMZHm®E. IF
Wa oA
I M bR R — I
£ ER T ) H WA B S

HREBSTA

stic B dr a6

MRSy R

SRIAAA NP1 )
i

B 5-3 AE PHRIALRAAR

5.2.3 Wapi_asu &5k

Wapi_asu BEERBATHI —ANEESEREF AL T ASU BNETIRE, thE
TR B RS R . BT WAPHIRHEP BB RHIEHIMA. M. 8



LR KFEFR PR SR WLAN Z&RR TR RIT 5L

WfE#T, MAEWEAEETREHAN ASU, XBRHE WAPI BEKN—
AMEERE, AT B RIIFFRE AP 69 Wapi BT R, %AE Wapi_asu
HRP W BEERT ASU WIhEE. ERXIMERFREFIMNBH:
asu_recv_certauthreq()f1 asu_tx_certauthreps(), —PHIREMGEBEIER, B
— AN KRR TE 54 ) W

5.3 RgRW

ERARTE vxWorks THRIF c IESHEN, WE GB15629.11-2003
GB15629.1102-2003 EF b5 .

5.3.1 Wapi_asue R

A —AMETRMZEPIRAERT 5 Wapi SHAEE, B TS H8ESA.
BNERIWPN A AP R AN B 2 MR S 4 B R
4 A AETR R

138 A0S 7 AR S B R

wai_asue_authActive_recv(): /EEXPMREF EERLHMTIGER A Ap KiE
BANERER DA

2ENB T m R A A R R

wai_asue_connectResp_recv(); /IXMRMAIE—PRRIE ASU Mi% 4, &
B, BEAE ASU M AP IEBHEHER, HATNRR AP £REIEN.

3EFHRIERSARMN R EE

wai_asue_usknegreq recv(); /IXPERBINE—HRRNE AP LRHEMEHIEF
HRAHCALIEN, H5F, MESHERK: &4, BERE AP KXt
REPENE, HFRFER— SRR AP MARME G AL AP,

4R FEFEETEREE R

wai_asue_mskAnnounce recv(); /D RAMEEHET 5B RIEHIBEHWMN
W% AP,

Wapi_asue #ER X RBALE KRR
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L 8 f b

Packet Packet Packet l Packet
Type=d Typew2 Type=3 ! Type=7
{
h J

wali_asue_authAct wal_asue_conn wal_asue nskn wai_asue_mskA
ive_reev() ectResp_recv() egreq_recv() nRounce_recv()

B 5-4 Wapi_asue #isk £ KL AR

5.3.2 Wapi iR

Wapi RGP ELBHERRH 5 %K:

L3R BRI P WRHE R (R B Wapi_asue BLRAGH R)

2.3k B R 4% 2699 B.(BI K B Wapi_asu #HKHB)

3RBIEEEFNHER

4R BaAITHIER

5.5 H N #rEERIE B

Wapi HEERE) 3 B 0 Wapi_main(OM I BRI —MER)E, BAEH M
HRAARE, T 1. 2 28HE M5 T &% asue_msg_recv_handle()F! iR
¥ ase msg recv_handle)FRALFE, MHHHESHE 5-3 —H.

3,4 SHHBERTHRHMEOHRR.

kEBRBEDNNHBEEFTRD, — MR STA 5 AP KRS, B
i Wapi iK% WAPI MSG_DRIVER_ASSOCIATED 8., { Wapi 54
A STA 5K AP =BEET), TER STA RESMEEEML; F—MRYHA,
TFERT, Wahiibn Wapi BB KX WAPI MSG_DRIVER_LOGOFF #§ &, k%
WEATERI % .

£5-2 Wapi HRER DLkl L

S5IRERSERIEER A B R
WAPI_MSG_DRIVER_ASSOCIATED | wapi_pae_set associated()
WAPI MSG DRIVER_LOGOFF wapi_pae_set_logoff()

E#4THENTERAFBIMmSTEENSHE R H o SITHRLIE
BRI REHT Wapi R, RIEXLESHE QT ERBHETHE.
& 5-3 Wapi 5440RaBoRg

SR TRREOHRE fEH A3

WAPI_MSG_CLI SetWapitxActivePeriod | RETEH® | & /K % #

62




LR AFH LRI EFM ST WLAN ZeMBR i KRt 55%R

EHCE R | txActivePeriod= 41T

[a1k% BERETRNSH
WAPI MSG_CLI SetWapircAuthPeriod | B HINIEN | 2R E xAuthPeriod
fi) ] i =i ST RHAE T KK
¥

WAPI MSG_CLI_SetWapireUskPeriod | REHEFH(E R £ B
Bk txUskPeriod=y 4T
RS RKIBH

WAPI_MSG_CLI_ShowClearStatistic B Wapi 11 A B %
FiHER wapi_statistic_init()

N S BB R R & RIE—IR, W F] WAPI MSG TIMER MBS,
Wapi #L#HA] timer msg_recv_handle(): RACHE, XA EHHh<i Wapi #ith
THIFHER S BHEEN, ReD LARLRRRLE.

Wapi R R BB HFE N -

HHAE

Typet, | Type2 X | Typed | Type=d |
ox xa | g | BT | -
BASUE ASERy | i L& BN i
PSS T ] ; e | s |

1 . _ y |
T S RE RN LLEL ETEE S WAHN
asuc_msg_recv b | )age msp recv driver_msg_re cli_msg_recv_ha timer_msg_recv_
andle() it 28 handleQ3 a2 W.";;‘;‘O* ndle() % 2 28 bandle R 4h38

A} 5-5 Wapi_main & & IE AL
5.4 ZEGEAR

B4 BHERE RS I AR WAPL ZFmRRE R, FURIMER = AP
R BRPEAIAE, ¥ —A AP §95 CONFIG_WAPI_ASUE T, FIAIXA AP %
B WAPT BIZ P 3R, 3§55 — AP )% CONFIG_WAIAE_ASU #TF, #REHiXA AP
%75 WAPT MIR4T 25, SE= AP 484F WAL 54D 8T AE. XFE= AP BT Bt
T—ASTA-) AP-) AS BIHUiA M4,

1 ®EH 6 1
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FAP FRE:

AuthType: WAI

CipherType: WP //F/RF WAL GAIE, WPI D& ¥dEiRL

45 WAI RAEBURE RS AP RERE . RIEEERN
E/uE AP Ef ASUE WMEHZ TRAMNS Start<apMAC> R —IRET
WAPLAIE MY WLAN ##, apMAC FoR AP FELM-ER MAC Hhhk. W
RE BN, TSR, BMRAETHIERT AP SRS LI WAPI
BRI,

- 2RI 2

£ AP FEE

AuthType: WAI

CipherType: WPI

i AP LHHIES

WRERE AP EPRIERMY, FETHER.

3. H B 3

7E AP FRCHE

AuthType: WAI

CipherType: WPI

B R P i RS

BRERRE STA EBRIELEW, FEHHSER.

5.5 WAPI ¥hiSL£E B P sh i st ik

WAPI B ez B R MK PN, SRERRHRGEE, EBEERH
B, PSS, EBEEREEEE ASU PEH, XF WA ASU B4mE
I FC A AR 2 B SR AMBBER THE.

WA, KTE WAPL BEZEEE R AP HAZINA, BATHCLE WAPT #1iA
iEHLE WAL 5 EAP-SIM AESS SR, BIXTT WAPI AP 5B #ET WAL AIE,
Wit T2 6 BE#4T EAP-SIM AIE. X —KE KAk T WAPL RE X R IIRE
BITEXOAR: Lk, MNBPRAERHBIEEGE BAEHE WLAN RE2
HEREH—HI R, BERPARSETIERPIE WLAN K, MaTHWB
FHRIECEA LR, MH SIM FHhiE BT AERT#3 AP RHR 2 A
FHHE: B NLHAERIEE R A, Bh AP RZCEXFH T EAP-SIM
A WAL AE, XHEAAMEMBEFERAZNEN, REEAEEITT ZREXN
WAPI A1/ # 1EEE 802.11i F P AT 4 BIE R, BEAEREBHMLE, BEH
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AR MER L. B L2 LR X WAPL I [EEE 802.11i
Hi%, BrEl AP eV AR 3CHF WAPT B P 0 IEEE 802.11i A+

£ WAPL P8 A, TWENSGIHEIEEDS, RETERE WAL /g
i E# EAP-SIM IAE IR P iR AR, X FEZE WAL AUERS )G, 45 EAP-SIM
IWERRRE—MHEE, MREFWAKY EAPoL-Start/SIM #3C, kKit{T
EAP-SIM AiE.

WS FER R PRI, T LZE AP (WK WAPI SELE A IEEE 802.11i &
SGmbaiEk, B AP W LLRIE XK WAPT A IEEE 802.11i /Y, XEREEHH
F WAPI f#E/,

5.6 KB

WAPI 2 H WLAN Z2pEFH#, XA T ABOAEMERERIT
WIE, #FESEHTRFM AP ZRFNFIAE, #8 TRENZetE. X THE3)
WAPI FIRH, fE23E WAPL =ML R 2 B ik, AZE7E AP LBl T X WAPI
X

WAPT #Heh 2 ELB R AF(Authenticator Entity)f! ASU(Authentication
Service Unit)Hl ASUE IhE . SXFE R K A = MER, - 5%t REACHS 9 Wapis
Wapi_asu. Wapi_asue #5. FIRIFE X T 5HAAMRZ RMEOHE. REH
FERBHITIREHAT T A,

®’)G, RET WAPL il — o 0.
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THEEETEARRE, U ETNED EEXAPOBEAMNETEH#ITT —E
RIBFFE, B 08, XERXREMBRAFEMHRGE, THENFRMH—1
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R EFK. SHEMBMEE, WLAN 3 UAEYR RIS,
AR WLAN By E Ein X FRIPE4M4 . BED IEEE 802.11i &M
WLAN Z &5, BREEHARMRERE, ULR WLAN 5483% 3G KBS
XHEREFHEERERERD M ETH.

WAPI fE AR E B ETFEK WLAN 20N, ElA5R THIANSL,
CRA T A#HAFERESRMAER L BNBRT TERBR R E. |
BT RAESHE, WAPLI EERA ZHNNAERERTNAEIWNEHIT 8
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