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Abstract

In the digital times, the importance of the network and
information security is greater and greater. Security service, such as
authentication, integrity and secrecy, has become the most essential
service of digital world and network application.

PKI (Publice Key Infrastructure) is a kind of important network
security technology, which 1s the basic framework of security
framework. CA (Certificate Authority) and Certificate based on PKI
15 the main pivotal management scheme, which can offer the service
such an authentication, key management and digital signature. It is
one of the most affective solutions on network security.

Cryptography and encrypt/decrypt algorithm are one of the
basises and keys of PKI system.

This article introduces the basic structure, function of PKI and
the protocols involved, and gives a presentation of the knowledge
about Certificate Authority, certification and cryptography.

This article specifies the realization of encrypt/decrypt algorithm
used m PKI, includeing DES, MD35, RSA and Base64 Data
Encodings, and the realization of cryptogram technology used in PKI
such as encrypt and decrypt, digital signature, message digest, digital
envelop.

This article analyzes the Secure Sockets Layer (SSL) protocol.
SSL protocol is a security protocol that provides communications
privacy over the Internet. The protocol provides privacy and
reliability between two communicating applications to communicate
in a way that is designed to prevent eavesdropping, tampering, or
message forgery. At the final, the author provides the way realize SSL
using OPENSSL.

Key words: PKI. Encrypt/Decrypt , SSL
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LR, S —BNElZE, §MNEAEEE/HEE “IH”
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(4) BTSN FELZE81E.

(5) REIERESERE, &NIE Ao /EHE AT EHEEAE.
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1. LDAP il iRk

EFR 2| PKIAR %5 A3 R UL TS/ P 2 EUR I CA B FR ALY 1

HaxIMFREIHEREE. 8% BindRequest. BindResponse.
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BindRequest. BindResponse. ModifyRequest. ModifyResponse.
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1.5 ik F

RITEARRHPREN G EAEEHRH TR EE (A
WERS), RELAEFRAMEREFELSLES, E4LETTES
P ITEHARNERMEE, EPREEATEHI THE ANE
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RFC2459 2% 174 Internet )5 BT S1E /], EmpR
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FHEHIAHE (UREERIRE) — X V5iEEm.
8. M REME—IRIHNG |
UEP A A B R ME— R IR, EERAE 2 FIkR 2 3 sk, B
TRIE: = FRAEXRFRATIRER, 3B RFC2459 #
FIEH.
9. FikME—FRIHAT
EBHEENE—FRET, NERE 2 flRE 3 FER, B
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1.5.2 WFBEUF

ME e EMER2 B HRNEERRAERRIE. i
I EIEHEWN TAHE:
1. = 1PH{ER CAEEEIEPLES (B CARBFELER U
IR . EEXTREHEITELEERELHE,
2. IF PRI R Y. R EHBFELRSELFAHM
ik LiEn R =M e QORISR UEAY: =P Rk 5/
3, ur%i&ﬁ’”ﬁlﬁﬂlﬂ
4, Wb E BEHEYE.
5. B RE R 7 R SAE A0 75 BR ) SR /8 F A PR A — 2.

1. 5.3 ulERGUE B

(27 X.509 FZRAERAFIEBLLS, &F —SHAMEIER
HA). . SPKI. PGP. SET%&.

1.6 ASN. 1 /A48

1.6.1 ASN. 1 @&t

ASN.1 & Abstract Syntax Notation One HI45 5, Bl “HFE
EARL 7. IR, ASN.] B— M HREBERESWHE BHARICTE
B, MR SN E R ETETELERE N AP Ei#. ASN.I
Mk A R, CXEREAGEMKEAR T, B
EFEIFENEARN YERRE, EHENRSGZE. EFRNEAEFZ
AR EHRITRKE. BERNGERE#®E&E. HTXEFELD
THHPHER, AIREA—#IEEERAFERERTEN,. UE
AR ENRARARNNAEFZ BG4 REXEER. X
t, AMIFTEREENHEAMN. ASN.] FHEAREREHRES
o AndE, EAMBERER B EFR R P ELE N EME
B, NEEESHLIABNRD G, Bal, £8E. 2268
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AL LK 2 AR S, ASN.1 FEW RN T EF .,
WA, R RETFRF, MISTEEESE S IREE Y,
UERT, @A ASN. KR E IXEHN, RIEHEFIFA ASN.
WIFAR AT, R LB RH AR DRREE S HHNEEESH
KRN, BiEEAHNAS/EEEE, Bl E R ERE R, B
FIRH RN . XM AFRBRKETET KBRS TR, 0
RIET BT XU E 2 M B BT H B, BEHE
TEGHAITRIFMETEIRER, XNEETERRANSIE T,
PKI REEF Fr B MBI E 1 ASN.1 & X.

1.6.2 B EEFIRE

ASN.1 teff 7 20 BM BB EEEALR, (TE G ML HE
Tﬂ%ﬂmﬁﬁfﬁm$%ﬁﬁ%ﬂ$& %Eﬁﬁ%#%@ﬁ
7%, SLELEEISIN ASN.1 HIREETE. A% ASN.1 XEHSG—H L
REENRAMEHERERNGEH, CXEBRESH, FHIX
MBRELEWT LT REATEFEUBESETE, 8%, 58
SREISREIAR T A B ) 2K A s TRk

1.6.3 FKEIFIH{E

ASN.] BREAMBSERE (Type) FAWAE (Value). R
R SR AR ENES, REEETEINE R
ﬂ%ﬂﬁ%%ﬁmrmrﬁ.mﬂ%ﬂTunﬁA“mﬁ:%m
BOOLEAN ZE&! HHMMIET INTEGER 262! f B0 {8 7T LI 7
B5E.

MIEEHFE, FHETLECE G R A EE .
XL B E R R BRI —HERT LA B A, MR TR K
FIREHR T B,

£ ASN.] P, REMENEXNENENTENS, XL
AR EANHBEZIFERKIR, ERASHEERMAR, THRL,
AR BT BIL S E R B TR, EBETE., £—Mhilkii
T, RERBEEN, CREBEMHOBIERE, MR, RN
ERBEYS., NMEFAEE,
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1.6.4 5 A=,

GRS FR AL HNEHE (Transfer Syntax) {FFRE ISR
2. ASN. 1 fEmMSUEENEEIEEIR MRS 2 TFAE, B
EEREREULLEERARNRIEFE, BT URBEENERE
RIS, Hu] RS R IFA4RIEIE T LSRR 521N
A= F

1.6.4.1 BER % M(Basic Encolding Rule)

PFIH R ASN. 1 E XHRE, HEET U AR A SIS NI4T,
FEAG RSN AR ASN. | AT BME—RIZIN, 575 H g
A RERERBITEFIFEREL S ARIRHER 5.

FiIF BER iHIER, WL FEN S (strings of
octets) HIEAE MNP {E5. FI0 ASN.1 REREHMLE—EE,
BER HEBTEXMZERBRELEN. HEHHEERL (Type)., K

(Length). {H (Value) MINRF#4T. 7 ASN.1 1, XR4EE
YRR ILC, B R &5 (Identifier octets ). 1< & (Length octets)
A (Contents octets). FE—-* Contents P A LI HE— &
FI ILC.

1

1.6.4.2 DER %5 #1 l(distinguished encoding rules)

DER Zmt3 N (distinguished encoding rules) & BER #4358
N E T 8&, T A LLRRIET ASN. 1 W, SRR SER & B IR
E19R35 .
mmﬁmm%ﬂﬁ&ﬁMTMTﬂﬂmﬁ
 WEE 05 127 2 (8, A “short” g1,

2 KEXRTET 128, L4H “long” MR,

3 TR R EHRER R R HER TR EEB YA
R EKMEE .
NFPHEZRFRER (i #E0rE, B, £4%)
M T 52 EErEE .
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B BBt

2.1 fHik

2. 1.1 XIFEBREE

XMBZEANXMERELREE, EMEFHGES AET
FHPHE B R, RIS, ERSENHEESD, /s
BRI . ZEHFEOWNMEFHRESAFEEETE, vE
KRIEENEWNEERERBEZN, BE—MEH, SHREED
ZEERET %, MREHMBWE A A a0 834y
e, REBETEGSE, THRLMES,

SR EIER G ABRE., —IR AR SEA AR (R
F) BEMEERAFFEERFENFEL. B85 2 30
MH A fTieE, XEHSEEFRAIDH, HMNIHEERY
TREEERSHER . ARTENEREENRR A KE S 64
ey, B KREE CABS bt iR, (B X /NEE UL {E 1 H
(EVHEILEMHE, HFEERLESR AN —FEREE,
WA AR BN EHFEFIREE).

2.1.2 T &

I EAFEREMYIERER) R IR AENED
FARARTHESRENES, TABRETHEEIBIENEFAET
HUR(ZLESBREMKRER). Zﬁuﬂqﬁ“ﬂgiﬁﬁ&
R AMEFEAGRE AT, EEERANEEHENEEE,

ﬁ%ar‘ﬁﬁﬁ?ﬁ“%ﬁz‘ﬁuﬁ%r‘a EIXLEE R SR bﬂ%&."'ﬁ
ULH NITES (RHEAH), BEFTHWHRAFL (fﬁﬁﬂafﬁ)n
MNEFHE N iREFES.

RATEHAK MERTA: (F: M EMFHEE, C £
E ERIEEE, EK-pub BME A4, EK-pri REFFE)

EK-pub (M) =C.

HALFAEFEAMBAFTHRAER, ERANKRAFHERE
TR RRNA
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Jb R 2 W A 3 PKI s F B 097

DK-pri (C) =M

AR HERBAZEAMENHATFEERS, XHETHFE
%, RERTRETERE, BRXEEEASIERTRR:

EK-pri (M) =C

DK-pub (C) =M

T E R LLEITINE W] LU TR FE L M S {45 AE .
WA OHRSINERER RSA 8%, MEBRERS . EHLH
HITHTFELZ-RRBRIETHE CHMAESEIRNE EERAE
W7. Ao DPHRERMTHERERS, —BRiERLEET I8
AGHNTEESHIEESR, REEFEMIMERALPHREALTH
NK, —IRAAXRRELCERBEEE, N EEHALKNMED
HF. FIERIFERME XS R internet B F 22 (8323748
HETRXRR. BT LITEHMEES KE IR T InS nig
Kig, HBEBERTZEH#ITRERTER LR X R E TS
E. ELHARST, EERANES LA HRESHTETHES
kO B i

2.1.3 BmE%) (hash) A%

PR IR EE MR R ELEG, ER—IMMNELFE T
ANAIE R L, HEEU, ELEMEN. LT RECEEH
THAFENE. T"FTERFORHNRGS. 6, HETHRE
I (BMRUEE B IEEB ) 7T CME B 88 807 s 3
YRLENFRTFHIVE, RE, BAERLEER, BrSgEsg
REEBEY BB EEIEARIIE, F5ERF 08 E#T R,
WRAE, WEAKIEESTEN, BELOEME) BN, ik
FEea#smaT.

HEPVEEAETUNATEROSRNFLSHES, XHE
ZPRAEMNEODSHEIE, JFFHEAREHNBAODS, B4
ERUHREHAARAOSHEIENF S EZSTEENEEMLE,
SREEERN, HBERAPNOSEIERL, RIFBEPHARS,
RZNFE4., FREMEERENASRBA T LA IHERIERE
N4, RHREHE RETBEZHEE.

HEh B R ERFE LS LRPEEREEN /.

HeifEH LT Z 8 /LRSI R E MD5. SHA .




AR N F e PKI o DA & 3 e 091 5

2.2 PKI RE HBIZEEHEAK

2.2. 1 & /@K

g LR ERENE RN IEATE, BT E L, F
BRBAFHNFEEAN, ARKERIENIRSE, BEE, HFE 0L
BN, FEBEREEERIERBITEE.

MARELEPRELENR: VMFETEHZ D, HiER
WITHI, FHEHEEFR. PKIFE A NERE RS,

2.2.1.1 SRFEHMEH A

MEEHESMERA, WHRAFEHEEEA. BIn%EEH
R EEHcHRR. RINEEHAK,, BEEHENK,, K, =

K, EHEHALTISHEE, SHREHENERANS S 2. 15

sBE e, HEITHETELD, LBEEWR, 5K ENEE. &
PKI FEES T EFIEFENMEHNERRIBE S, “M TR =L
RS FE. UMEEFEEANGRESEFHASIRETERME. Hid
PR D BB

-&,‘iﬁl(e % $HKd
I?Jt i iﬁl"iﬁ? e AR | REEE . m
R ~4 r - wmE
X Ke {x; Y=fKe (x) Y=Ke (x) Kd (y) x=fKd (y)

[ 2-1 XTFREHME LR

2.21.2 FEXNHFEHEHMEEAR

X ERINE R BRI F A EEH AR, Eﬂﬁﬁ*ﬁ%f##{:ﬁ
RATEH, —TREGEEEARNATR, FALFEH: 5—
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At 53T I A R o 18 3T PKI F N & RS HBFF

WA PRE R, MARLEFESE, BHRAH. B, =5
WEEHRZ AN, IMEFHRLBEEEERNTEN. 3
N EAFMNEANFSEETEHEENS R, FFEENE
MBTEZ. EMHREEAEFHEBERE, SN EHINER MK
B, HEFHEE .

XTI MBEH A ABEREN., —FE B RE 44
mE RN, MAWTRERE. B—MEXBEFHFLENS,
MARAFRINHARE. “ERHEMERA, BERAR.

(1) WHNHEME, WS

BAHENK,,, REANK, , HdENFEFE.

W 75 22 $8Kpb ; wﬁﬂﬁhv
oo e —
Ey | BRBE . ' o IERERE &
;Fi — Emy /%II mE %

X Kpb (x) y=FKpb (x) y=FfKpb (x) Kpv {y) x=fKpv (y)

B 22 IEXRRE A HNE

ERLURT 2 A K, IME R, LR HRBE K, RfRw a3k

MRMEBEE, TULHEIRAMEER, Rets— 1 Hom®
1%, EBMEKIMT REBE. PKI FROMBERS, GiFSE
PR PERIBEFEARLIN.
(2) RAREME, K7 LNERE

WA Ky, BRENK,,, HIBnTFRFER.
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B | BT N e e PK1 N B 505y

% 7 Fh8BKpv 5 % 75 FA4HKpv
| i 33‘1 X Er
QEKH_ amE £l L/""ﬂ't — Crmgm > F
i ~ | | N~
X Kpv (x) y=fkov(x) | y=FfKpv (x) Kpb (y) x=fKpb (y)

- 2% . % -

K 2-3 FEXNMEERLEmMSE

TR LUK, MERXL, UEFAEK,, KRENIE

MER, B, AU — M MENER, MASAEAE
Bk, EHAERFELHRE. PKI RHX L8145, RUE AT T LA
MRS BT e AR S, MRS X AR AR S,

2.2.2 BFEE#

WT L REEHEBEE, IRENERE R CREES)
ATMELE, ER—BREEREFERER L—ERE, X
BAE BRUISLFRE A EENE, B2 HIHIITRIT, HME
CEAy. EFNER TR R, S F I DSOS
%, WATREMERBE, WHEKE RTINS e,

XT3 A 7E PKI 1R BE80E s B (RIS SR T T A R

Zi
2221 AR HENENRTES

SER A RS Hash B, SHRIUE BT NS L4587 AU
WHEZE, Re, MEERERAFFHEEETMENRE. &
XHMEMEURSERERERERE, KU, ERE—HNLE4%H
HERES . HEBUTEFR.
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AE R IOG AR PKI o B 5 5 4 (7015

hash# [5) & ¥ & A FLEAKpy | KL AKpb
LY L X .
Y V' ' R -3 ' i -
Hash & HHERE F ¥ EIFE Y RS Lo B
W% # e O # mE #
E B £ | _E
_ 4 —
1
&
""" B : ol "
I - & R Hash . i
X X b4 L i
. T ®
Z=hix) &
X->h{x1=z fKpv (2) ~>y=fKpv (2) y=fKpv (z) ->¥Kpb (y; "
2" =fKpb (y)
- - - - C e i — e g e e — WA e -

¥ 2-4 NEIEMENRFESR

EMPEMBLZBE SN K NHMAIBERHNRESL., — 1 HE
BAEFITIEUE, REEERNEERENE.

2.2.2.2 HERAHBITMENRFZE L

R ERTTE, RN FREE SR E EE E ST
%, MAH hash B0 EIRBHBRBE, 2 FHTBEHER
L8, BHTHAXHEER.

KA ERBRXARARANE, BIKFLS, K
fafs RIMBFE L —ERAEWS, BRFHEEN AT
B, BESKRGHITHER,. wE 2-6 FiR.
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b 5RO K0 e 3

PKI H iy i 2 S5 f 57

%75 #h Koy 772 43Kpb
¥
FN BB -3 /%;:“ C
HERTERME = | - oz EREEE L E
me v s’ W E T mE Thx
| x
tt
— T 4 F
X X,
o | N
X->fKpv (. y=fKpv (x) y=TKpv (x) fKpb (y) g
| x' =fKpb (y} ¥
1
- ZHh -l - Wr -

i 2-5 NHEMEEXNAFEL

ELieiE, Bl x' S5x®ythi, x=x'? ol UHE =4
HExBRLEHE A TRER.

AV EE A AFrE4AR.

(1)
(2)

(3) WH B RH{E BRETEY.

FTLL, BFELAEFERELH
PR ORE M A T AEFE L E

2.2.3 HEBE

T

P, WS IALE, BEETEN.
CBEEH.

HERER—ME—R—MEERCAMNE, B— 8E
TOUMERBMNHEEAERTE. EREZNAYD, HAETHRME
SIRMEEERHEENXH. AREENAFTEANEREWME
RXJEH, —BAHEBNEFES. BFR2NEZTETLH

EHEHLRBHE, HHh WRHEHBER:

PR T, MR E

IAREEBNFF LB RESRWEILE, RAUMEHERET

HWHET . &
0 F A7

WHERERIETHENTES. HERENTE



b s A3 A {1 PKI IR % RERIWIF

hash B2 [g) g5 £

| | |

y | N

R —_“Pashﬁf? T EY| (MERE)
: : \\_..// i II

!
.

& 2-6 HEREREHE
2.2.4 HFEH

PR FEEH M2 E R REMABRCE A, B A EE
# 1t (Symmentric Key), BIXTRRESH, L&FmE, Mr— /%=
[G¥ (DE). REHZAENN, RESENER A EaE
HIREAITIT T (5, FREGZMREL (SK), BT Risisis
ROER. XBEFHTE LIRS, BB RS E, i
FEXTT, MNAWEUSHE, BPEREE, BEEET MRS5S
—f. HEAEEWE 2-7 Bix,

(2)
P¥a

(n MD ¥ DS
. e o - . 8D
{EM g hash o mape e, RSA RFES -
e T T e T EE
- (8} PBa N ¥
S e f{s} 0s J0 SN Y PEXE
we - @ EXDE  RFEHE > g -@ 4w
= i - : _ e e
P | —— : e e ... hash _1E=
T f ml o
wFEE -] S owme L. €l e——— Rg .
mE e e ERR e s e BPEX
Pba Sca . - (d) : . L Phay Sca
- B — N S
RIZEARGES =
S S DE ,{*‘; ; . b M-
o e . e —~
PBb Sea (e SBA e MEmn L || B W Tu MEEN > jA e
. . i 1-"‘-;—-'-
®)PYb
i A —iet B
:
i 2-7 MFEH
M

(1) HECWHNEELRERE (hash) BEE, B3|
—TMRHEREE MD, MD=hash ({Z5.).
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AL BTAT B K EM e X PKI o i 55 52 48 A iF oY

(2)

(3)

(4)

(5)

(6)

(7)

(8)

(9)

(10)

RiEEH A H B OMBH PV, HEIER EH#HITINE,

BARNBEEL,

KiEH A BEEHX.. $FE LMK L/
NE=ZER, AdXHEE, FANFREE SK i#
T, BFIXLE,

RIEEHE AEREERZA,, DNELEBEENF B

HIUE %8 PB,, M PB,IN%E SK, BRA—1THF

{£4f DE.
E+DE RBRRBEXSHETFHREEEZEER, B A BT
RIEHIHE.

EWE B HECSHAREPY, B FRKRMNETE

# DE, FMPEUE A FTHEK XS] SK.
BEWEZBHRHSKEBE L EMFELRRERHE T &
FEZF A BEBAH.

B MM FELH A EBFHNLNH PB, HITHRE,

B8 FE 2L ENE BRE MD.

B #xtEMEIrE R, HFIH#H hash REE
EIREATREER, BE-IMHFREREEMD .
MPFELFITRE, LBEIICERK MD M
ML MD' REHE, —BLHHEELR, |
RIAEZL

WA EHZ PKI P AN REATEHE S SENHTEH
EMEEMLYS S, R EEANE. HFELMNEERHER
KHGENA. WFEHE PRINARZT AN —HER

A
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b A8 A - e X | PKI PNk & ZZE M5

EF=E MBEREFANTH

3. 1 #FE=4r4 DES

3. 1.1 DES HZ&EHR

DES m— P orAHBMERE, MLl 64 f1 A AXNEIEME ., [F
) DES i — 1 XN#MEE: MENBRZERANRE—1EF. T
FHKEE 64, BEERKER 6 (RHEANS 8 {7 B A AE
BRI, 1REHKE TR,

DES 37 64 AIR) B AT 8, @il — YR B, 140
M HAMAF R RERTS, & 32460K. REH#IT 16 554
MARFEE, XBZEFHERIRY f, rEE B EEFEL
FE. 201685, £. AERFEE—BLET—AEXEH, X
HTER T « /1P, THEMBA, REBEMNTLER 56 L1
T 48 7, BT —NF BREHREEIBHG LTSI B 48 {7,
FEE— N REIRERRFN 32 A 50, B EEHR K, X
Vb BRI T R f. RE, BB -1 BRSEE, &% © 1
ML SAFHTES, HERMAFHALES, BERpyt L
a3 R A R B 4 #%ﬁﬁaﬁfiﬁ 16 ¢X, HLEBLT DES HY 16
g e=

1

3.1.2 DES MFHHH LI,
N B AT~ 4 DES RNz EAE R,
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AL 53T I8 K e 3L PKI = Jl## & R SAI0f 71

BALIBA ST A
v
O
N IP P
| Y
" .

L0 (3243) r RO (324)

K,

| [ 2=R1 1: | R2=L1 = f(R1,K2)

- : [ L : I
‘><'

[ L15=R14 | R15=L14 &5 f (R14, K15) |

' | .

!

,RW#JSEHGH&KW){ L16=R15

T |
(1%;4 :)

l

64 AN
K 4-1 DES m#& i B &
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b gl AS 1 K e 3 PKI % DU o8 2 S5 B9 )f 4%

3.1.2. 1 ZRBLEH
Wig 64 (U RVEH, B1F 8 ALIEATHRRAL.
3.1.2.2 FHELH

1. &F 4 U FHPFTERLRL, BIB\ETE (PC-1) #HITHH
LHEE o6 (LHIEH, %P, FERBACHE S,

BEHESFE 1 (PC-1)

57 49 41 33 25 17 9

1 58 50 42 34 26 18

10 2 59 51 43 35 27

19 11 3 60 52 44 36

63 55 47 39 31 23 15

7 62 54 46 38 30 22

14 6 61 53 45 37 29

21 13 5 28 20 12 4
2. FABGHIEHS ABENES, TFIEH 28 A Cclo], BE
1] 28 78R4 D{0],
3. AR 16 NTFEEH, IR I=1.
(1) R CLID. DITIA® 1 ek 2 £z, RIE I HrRELEH
figh. T

I: 1234567891011 12 13 14 15 16

A% 1122222212 2 2 2 2 2 1
(2) ¥ CIIIDIIJEA—NEEETFE (PC-2) ¥, 15548 {7
i K[ 1]

BEIEHE 2 (PC-2)

14 17 11 24 1 5

328156 21 10

23 19 12 4 26 8

16 7 27 20 13 2

41 5231 37 47 55

30 40 51 45 33 48

44 49 39 56 34 53

46 42 50 36 29 32
(4) M (1) LFEHABIT, ERKI6I#HITEER.
(3) BDTFTEHMERIENE 4-2 FixR.
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I FAEH A e X PKI g & S50 sy

K :
-~ + ™
[ WBGEE
— i
Y . Y
Cﬂ DI!
@
-y _ Y
LS LS,
¥ | Yy ~ |
¢ i p, ?m~ﬂﬂ{\i&ﬁﬁ2)—**ﬁ K,
E___1__l . A
A LS, .
. | ‘- . i
Y Y
f |
. *_LT
fors, | | Ly, |
.' i -
Y l
b g | K
¢, ; : ;—bk j’f—""! 6
] 4-2 DES FHE~4H 85

3.1.2.3 A IEAbFR

1l

1. 17 64 (VSHE, WRBFEKEAL 64 £7, NiZKHEHT EN
64 i (#HEn%hE)
2. #od EEETRER (IP)
#EEH: (IP)

a8 950 42 34 26 18 10 2
60 52 44 36 28 20 12 4
62 54 46 38 30 22 14 6
64 56 48 40 32 24 16 8
57 49 41 33 25 17 9 1

59 51 43 36 27 19 11 3
6l 53 45 37 29 21 13 5
63 25 47 39 31 23 15 7
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6 5 200 K F i 3 PKI I E REENITIFL

3. GRS I BR S HFE A, FRESRY 32 AIRRY LI0), B
32 1 FR 3 RI0].

3.1.2.4 H 16 T EHIMERIE

#itg 1=1

I 32 AR RII-1JETER (B) $EA 484 ELT-1]
P RERE#H (E)
3212345
4567809

8 910 11 12 13
12 13 14 15 16 17
16 17 18 19 20 21
20 21 22 23 24 25
24 25 26 27 28 29
28 29 30 31 32 1]
2. Sk E{I-1)FK[1], BPE[I-1] XOR K[I
3. M AEERE RS A S 6 A KAES, B 1 ARE 6 LY
B(1], 38 7 fE% 12 fI#F A B[2], #RULAKHE, 5 43 fr35F 48
¥R A BI8].
4. $% S RABFR BU), ¥k J=1. FTEE S RHEEH 4E
4 (R REANEE,
(DK BIIIME I AEMASA D 2 NEEHTEM M
YEATE SUITIRBITS.
(2). ¥BUUIHNE2HBESNEE, A NI EKENTE
N, N{EREE SIIIRIZIS.
(3). A S[J]IMIINIRERAXBLT].
S[1]
14413121511 83106 125
0157414213110612119
4114813621115129731
1512824917511 3141006 13
S[2]
15181461134972131205 10
3134715281412011069 115
0147111041315812693215
1381013154211671205 149

907
o3 8
050
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b 208 N e X PKI o Iiff i R Mo

S[3]
1009 1463155113127 1142 8
1370934610285 141211151
136498153011 1212510147
1 10 1306987415143 1152 12
S[4]
713143069101 2851112415
1381156150347212110 149
106 9012117131513 145284
31506101 138945111272 14
S[5]
212417101168531513014 9
14 11 21247 1315015103986
42111101378159125630 14
11 812711421361509 10453
S{6]

121 1010926801334147511
1015427129561 1314011 38
9141560528 12370410113116
4321295151011 141760813

S[7]
411 2141508133129 7
13011 7491101435 12
1411131237 1410.156 80
611 1381410795015 142 3 12
S[8]
1328461511 110931450 127
1 15138103741256110149 2
7114191214206 10131535 8
21147410813151290356 11
(4. M (1) LBHAHBAT, HI BBIHEBEM.
(5). ¥ B[1]ZIB[BIAHE, ¥HTX (P) ¥, BF P,
PRER
16 7 20 21
29 12 28 17
1 15 23 26
5 18 31 10

510 6 1
215086
59 2
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At 5 AT I A A e PE] 5 IUf# s & S BT

2 824 14

32 2739

19 13 30 6

22 11 4 25
. FELPAIL[I-1]45 R mde R{I], BAR[I]=P XOR L{I-1].
C1]=RII-1.
v M 2-4-1 R GETE AT, HE K6 SERL.

HETHER RII6ILI16] (FHE: RENFEER 3240, % T

(IP-1) ZHBBIEERER.

P B

N

-]
-

w

40 8 48 16 56 24 b4 32
39 7 47 15 55 23 63 31
38 6 46 14 b4 22 62 30
37 5 45 13 53 21 61 29
30 4 44 12 52 20 60 28
35 3 43 11 51 19 59 27
34 2 42 10 50 18 58 26
33 1 41 9 49 17 57 25

DES HiZW—RIENEEIREWM TR
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b el T B PKI i £ S hI a0

=
ol
3o
=

frRER

o = v——
rell]

B 4-3 DES —#iE LT E

K, R (vt RE T EAR.
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th??.nlf_lﬂ)\%@lllﬁ}i. PK1 #ﬂ[]%%ﬁﬁmwm‘{

Rl'—l
| 2t4s
I
B (1) F £ Y
YERE® .
48LESF
() ¥y D K
TEAAX v 48tE4%
T MEE ‘”
R e
Y S S, S, 8, LY S S
R 4 | L '
- 32LESF
¥
# ¥ P
P MR I S— —
. 32bk4H
Y
f{Rl-I!K.‘)

44 R¥ T ETRE

3. 1.3 DES @R H s

DES MREEESMESELR THANESRIE, mEOR
FZ A E T HEN FRAMERIT ShERER. 0EnE

H&HNKLK,,..K,» BABENFEANFERIRFNIZS

K. Ky,...K,, Bl: {§£/ DES @@ FHE#HITHEN, HLL6aE
X{EARTmA, B—RERCSEFRATEHK, - FREREH

FRTEHK,, , B 16 KIEREEFEHFEHK,, Eihp
B EMEEEARR, X, BEHBNER 64 8L,
3. 1.4 DES EFHEEOHR

ZEEOSCH T X A S8 6 DES & /BT IhEe B OE X T
KA. trtE CREL
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1t 52830 K2 A X PKI = hnfg & B4R )T

bR #7044 : DES

WRe:  SKBUT X$E A EHE /) DES N /MR EF ThEE

B B: viod DES(mark, key, input, output) :
unsigned long int mark/*iN&E /B EFERE: MERN
0, BREN 1%/
unsigned long int kev[2] /*DES n%: /fif % 22 §H*/
unsigned long int input[2] /*FEINFE /BT HIE I/
unsigned long int len/¥*MN%/fR % & Rx/

BAME: ME/MEHEEER

SZ& mark 7 0B, LATFIERME:
I TG R AR worrkkkkx
Sz mark A 1 B, UUTFREREH:
FRZ SR, wokrkkkokk

il i DES B 30 O By — 4~ s2 4.

EEMANEBREERE: MEFEHO, BEHI
0

BT 64 {7 N F LR
15432ad2

eadcd’0a

TR AT INEREIE:
11111111

22222222

INEE & W) SR
c01d7421

8¢50043

EMAMEBREILEE: MFEHO, BEHNI
1

iHWA 64 MREFH

15432ad2

eabc3d70a

VB 50\ T 8 T 3R
c01d7421

8¢50043

e JE R R
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Ab s 282 A i i 30 PKI = N & G5

11111111
22222222

3.2 B FIREI DS HiE

3.2.1 MD5 H A

MD5 BIEFRE Message-Digest Algorithm 5, 7E 90 A CH7H MIT M
THHEPLBF LI =M RSA Data Security Inc RBH, £ MD2. MD3 F1 MD4
R

Message-Digest w8 F 1 & (Message) B Hash #s, i B4R — 41 &=
KEMFTRETHRE—EKKEY.

MDS MRS “FAT 8”7 A — 128bit BB, FATL
— P ANAFRFEA R TREL, BAEERRE, B{ERE R FRRFEME S
mid, tILER— MD5 BM{EZR B EF BRI FEA S,

MDS HUSLEINY B X — R FW R =4 Heal, UUBh (b8 “ B2 7. 3/

, IR —EBTESE—TWY readme. txt X4EF, HHHXA readme. txt =
_-!—_ M MDS FMEFHIRRER, REMRTLMER XN AL RA, BAIE
Beg T X T EMEFRTAE, FRITEADXEESE M HES R, mE
BE TR ARAENY, B M5 el UB b EER “H7, X
MEMBHIRFETELZNE.

MDS M ZHTIMENBREEAR L, EREHERSD, BRHEE
el MD5 {H (BRERBIMHETEE) NARGREN, RBPEEHE, £
FELHPRARZETHEBREMS E, REBEHAESL PEFN MD5 (i
ITHER, MRKHA “HiE” BPANELBEA 4.

3.2.2 MD5 Rl

1. MEIREFE LR
X SHATHERE, FHENKE (LfE¥) 5 448 # 512 [4, B4
Atk 512 LERFRIRE 8/ 64 LR K.
HANEREEENESFREEMMN— 1, SERERBGEA 0.
HIEHEHENKEEERZNCEHESF S, MINEAHSESETERfT
f. BN, WRMEEMIKE N 448 LS, FLBIEE 512 HAS RS 960
bE 4 IR 3L, |
2. MMERBIKEHE

]
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b =75 IR A i 1 3 PK1 + J0#% 8 RERIWTHR

A 64 BB RTMIVIGHE GAEFRED KRE (HRH0 ML
— R RE . MRVIBHENKEKRT 2, BAU{UFRKERK 64

LEAF AT TS . SHATEREIE 64 LS KEFERE D 32 s E, K
32 LS FEIER, & 2 S FEHER.

KM UEERTEELEENTAELRE, 2R RWEHER
KEREHZ 512 LUFFRIBRE. ZEHNEES By, EEMABETF R
B 512 LU 4 4 SR EEHATRY.

3. VIR MD E7F
O MDEEIERERT —MN4NFE (128 L4, MD4 hAEAE 32 g
MEFRTEHERE, ST ERARGTFBRMS BT RELER., 817
o] LLE AR 4 4 32 ELAF I IERE (AL By C. D), IXEEF R yraai N
WM EE (UHR#FHERR);

A=0x01234567

B=0x89ABCDEF

C=0xFEDCBA98

D=0x76543210
4. LLo12 th4F (16 M) HEAAENE

X MDS AR EMEEN, © UL 512 EREFE R 4, }Mﬁ % T 3L A 1
NEEERFRYGE, EEHENER, AR EFIHE. , FIEERH
AT RZEEF 512 WFHESENE E (EEWLEFJ% BRKE
/312),

B IRTEHEARLL A0 AL BB 1Y 512 ELIF4HF0 MD 277 A. B, C. DYEX

WA, HEAEM S5 A B, C. D L#tITiEE, FEARDIEHLEIAFH
FTIRFFRITAE T MD E@FNEXREFEEAR, REHT T —MoAm i
HakEmd .
FRAPERE T 64 PBE, T 64 SBREFSIFERT 4 132
MR BT FERANERERENRR, XL /ErT LI S 4 4
U%e: 5% 16 SERE (B—REEHRE O ZRE 15, B_8aEERHE
16 28R1E 31, B EIEERIE 32 BTEIE 47, BB AIEERIE 48 TiiE
63), ®|— ?Eﬁﬁ’rﬁﬁ%i’ﬁ%‘ﬁfﬁﬁ THRIELERE; W 5R 2z A N4E
7T ARTIHELE RS

BAEX 4 MHBIRE, EMREMARE 24MMFE, B
HE—32MKF. X, Y, ZH 324685,

FX, Y, Z)=(XAY)v(not (X) AZ) G, Y, Z)=(XAZ)v(YAnot (Z))
H(X,Y, Z2) =XxorYxorZ I(X, Y, Z)=Yxor (Xvnot (Z))
B ZEmT .
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F—IK, IESI2MaHABERXHFNE 16 1 32 M cEREA X F.
X[0], X[1], ---., X[16]

SRf5: AA=A BB=B CC=C DD=0D
/* B 1 Ex/
/% L [abed k s 1] BRI THE(E
e TLi)R 2732Xabs (sin (1) BIEEEERS, 1 BB BIE.
a=b+ ((@ + F(b,c,d) + X{k] + T[i]) << s). */
[ABCD 0 7 1] [DABC 1 12 2] [CDAB 2 17 3] [BCDA 3 22 4]
(ABCD 4 7 5] [DABC 5 12 6] [CDAB 6 17 7] [BCDA 7 22 8]
ABCD 8 7 9] [DABC 9 12 10] [CDAB 10 17 11] [BCDA 11 22 12]
ABCD 12 7 13] [DABC 13 12 14] [CDAB 14 17 15] [BCDA 15 22 i6]
/xS 2 Fx k/
/% Ll labed k s 1Rl T #1E
a=hb+ ({a+ G,c,d) + X[k] + T[i]) << s5). */
[ABCD 1 5 17] [DABC 6 9 18] [CDAB 11 14 19] [BCDA 0 20 20]
[ABCD 5 5 21] [DABC 10 9 227 [CDAB 15 14 23] [BCDA 4 20 24]
[ABCD 9 5 25] [DABC 14 9 26] [CDAB 3 14 27] [BCDA 8 20 28]
[ABCD 13 5 29] [DABC 2 9 30] [CDAB 7 14 31] [BCDA 12 20 32]
/% 5B 3 Epx/
/% LL [abed k s i]FFWTER4E
a=b+ ((a+ Hb,c,d + X[k] + T[i]) <K< 8). */
[ABCD 5 4 33) [DABC 8 11 34] [CDAB 11 16 35] [BCDA 14 23 36]
[ABCD 1 4 37] [DABC 4 11 38] [CDAB 7 16 39] [BCDA 10 23 40]
[ABCD 13 4 41] [DABC 0 11 42] [CDAB 3 16 43] [BCDA 6 23 44]
[ABCD 9 4 45] [DABC 12 11 46} [CDAB 15 16 47] [BCDA 2 23 48]
/% G4 Box/
/* PL [abed k s i1/ FERA4E
a=b+ ((a+ Ibc,d + X[k] + TLi]) <K s). */
[ABCD 0 6 49] [DABC 7 10 50] [CDAB 14 15 51] [BCDA 5 21 52]
[ABCD 12 6 53] [DABC 3 10 54] [CDAB 10 15 55] [BCDA 1 21 56
[ABCD 8 6 57] [DABC 15 10 58] [CDAB 6 15 59] [BCDA 13 21 60)
(ABCD 4 6 611 [DABC 11 10 62] [CDAB 2 15 63] [BCDA 9 21 64]
/* SRIGIHATUI T 81E */

A=A+ AA
B =58 + BB
C=C+ CC
D =D+ DD
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5. Wi &R
WY EY SRR A: A, B, C, D. tBEREAIEY
AJFaE, ENFTDERE,

3.2.3 MD5 IEH EEORE

ZENCI T A ARERI M EEREDIEE. BEOFENT

KA. brdE C BRI

R 044 . MD5

DIgE:  sKIL T X ALZEERI MDS EiEHE

=BH: void MDD (statel[4], digest[16], input, inputlen) ;
unsigned long int statel{4] /#MD5 FERI¥ILE{1AE*/
unsigned char digest[16]/*¥BL /S8 2/ MDS 3% Ex/
unsigned char *input/*3 23 B E K & g« /
unsigned int inputlen/*7FE B B ISR FI A */

Wi AR MERM B RAAERREERE

i# A MD5 BRI &8 O — 326 .
AR BT INE R EEE N 123456789
AR N0
MD3 5 8. 25f9e794323b453885F5181F1b624d0b

3.3 AHEHEZL RSA

3. 3.1 RSA HkH#ixk

3.3.1.1 RSA H¥:

RSA BE—1BRERATEHENELGEHTERESLNERE.
ESFEMENEE, RIRFIT. RSA LS EET K98,
ANHAMPHBLRBEPKER ( XTF 100 M-3RI FERE.
FIEA, M I FHAE CHEHBEXMEEER T BRI K
(i 0F 2

1. FHEITHAE.
EFERDTRER, p Mg . HHE:
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n=p * g
SRIGBENLIEEMFE TS e (FE PKSCH 1 h#EF(F A 3 1 65537, &
THEAGUERR, XA ELEER), BXK e M (p-1)*(q-1)
Ajf. BjE,. FIRRLEEEEEEEERHI HE
e *d=1{(mod ( p - 1 ) * {g-11))
(HnHdth . Be# n BAHE, d BFAH. AL EH p H
q Tﬁ%% WiZEFH, AELAAAEE

. LA

?J[l%f“% m (ZHHIFRR) B, BEE n 9REKE®
ml ,m2, ..., , B s, HPF s Z2/DMTFn#) 2 B RKKRE.
N O

ci=mie (mdn) (a)
i BE T HE

mi =cid (modn) (b)
RSA WTHITEFELZ, Hb)XEL, (o) RBUF. BiEEER2
BRI nGEERAKFHE, —KL54% HASH BH.

3.3.1.2 RSA FH XM EA XK ZH IS

1. BRILBEFEE (F BT EMNERXAHNED)

AR ERLBEEE RN BRI B RANBNEREL
SR AE (AJTHI 300 £440) HELEN— MBRBMHFT. it
KNEEXRMAH#ITH. EEREMIEHE, S 1365
A 3654, FTIBRIR A AL A T LIE N BRXB AR ARE
. ENABRLEEEEN, BIMNEZIHEEFH— I B —18
FERE, £ 3654 PEHH 1365 FFfE, HLH A 924
(=3654-2730) . TATHMAERKEED 924 IR FATRI BRI
Bl 1365 ZHEUMRBELERENE. BIRAZ—XHPEESE LT
IR, FH 924 =& 1365, £ECH 441 . X N B RHA—XT 441 #1924,
AT 441 [ 924, BRISLE 42 (=924-882) , %%, HIgew
WEER AL, BMVX—I T

3654+ 1365 e &8 924
1365924 25 R ¥ 441
924 +-44] L& 42
441 =42 SR 2]
4221 S RE O,

B 1ma TR EE 2] EARENERNALE.
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RILBEBEHEEAGERNSHX—ETHERS S E.
2. Rabin-Miller £
BHEEFE - PMSIRIBEVIE p, TH b, b £ 2 ER p-1 BK

(B, 2° RHEEER p-1 02 MBAEEO. REHE m, #5

n=1+2"m
lnﬁﬁ—¢$$pﬁﬁmﬁm
2. Wj=0 BEz=a"modp;

. WA z=1 B z=p-1, 4 p EITIHK, AJEEREH,
R >0 H =1, B4 p ABRE;

5. Wij=itl, MR j<bBz#p-1,kz=z"modp, KREEFFE
Ao W3R z=p-1, M4 p BITHEK, FJHER EH.
6. WMRj=bHzzp-1, B4 p AREH.

La L)

3.3.2 RSA HEKSEH

3.3.2.1 REHENr=4%

 ERR—EBKAIRENLE p;
2,.. SEEMVABRRMEAEN | GREMEN TRIEAIE, BEL
e AT RUEALETED;,
3. BTk p AEERETT /DT 2000 RO FE X
4. XFFBEVLEL a 29T Rabin-Miller ik, R p @I IR, WH
AL —BENEL a BEF AT EREB/ A a B, LUF
IERREIVTEER . SEKRIER, & pEHFH—kEK, N
B E - BEVLE p TR

A

3.3.2.1 =4 HAh RSA 2%

A RRBRERXREN, 4 KERZGRIBERERN
B2 EHNRRFLEEAENSE ned, HF ne 2448, d
.
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3.3.2.1 MHCEMSE#1T RSA iHH

MR RSA T HIRBEE A HMEREBFEHRLAMNE A8
R LI 8E .

3.3. 3 RSA Inf@ & e &% O Hiik
3.3.3.1 RSA B/APKIEERH

1) RSA AL
R_RSA PUBLIC KEY
typedef struct {
unsigned int bits:
unsigned char modulus[MAX RSA_MODULUS_ LEN]:
unsigned char exponent[MAX_RSA MODULUS LEN];
\ R_RSA_PUBLIC_KEY:
R_RSA_PUBLIC_KEY ZRRY¥E 2 R RF M —4 RSA A4,
ZE .
bits: modulus W (% bits tH &)
(MIN_RSA_MODULUS BITS<bits<MAX_RSA MODULUS BITS).
modulus Z B3 n;
publicExponent &/ 5% e.

2) RSA REAEIESEW
R_RSA_PRIVATE KEY
typedef struct |
unsigned int Version;
unsigned 1int bits;
unsigned char modulus[MAX RSA MODULUS_LEN]:
unsigned char publicExponent[MAX RSA MODULUS_ LEN]:
unsigned char exponent[MAX RSA_MODULUS_LEN]:
unsigned char prime[2][MAX RSA PRIME LEN]:
unsigned char primeExponent[2][MAX_RSA PRIME LEN]:
unsigned char coefficient{MAX RSA PRIME LEN]:
} R_RSA_PRIVATE_KEY:
R_RSA_PRIVATE_KEY 28R4 ) %3 B FH R FE I — RSA #.£H.
bits: modulus fE (FZ bits THED
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(MIN_RSA_MODULUS_BITS<bits<MAX_RSA MODULUS_BITS).
R_RSA_PRIVATE KE KBIRIFEE T HIE& X:
® version & — AR RN HBHMEES.
A T &N Y IR A E A% 0
modulus 2% n;
publicExponent £ A FFi5# e;
prime{1] 2 4B n FI—1EH p:
prime[2]ZH R E n I — 1 EH g
primeExponentd[1] mod (p-1);
primeExponent x2[2]d mod (g-1);
coefficient & F EFREILPHIFRE g-1 mod p.

3.3.3.2 AR OER

EEDSLEL T SRR RSA R EAME hRE. BOENT

R PR C BB

B #14%: RSAPrivateEncrypt

Inge: SEELT XPEABIEN RSA FAEBINE ThEE

B HH: int RSAPrivateEncrypt(output, outputlLen, input,
inputLen, privateKey)
unsigned char *output:/* MNEEJSHIEEx/
unsigned int *outputlen; /*IN%F /5K E=/
unsigned char *input; /A*ENMERIEERX */
unsigned int inputlLen; /b8 FEIEKEx/
R_RSA_PRIVATE KEY *privateKey: /#30%FAEH*/

HO2%. 0 InERLIh
1 &AM

3.3.3.3 RHBEXEOHA

GEOSLHL T3P ASIER RSA AT IThEE. BEOENT
2R, R C R
BR¥4 . RSAPrivateDecrypt
hee: KT X AKHER) RSA AHBR T IHEE
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=B . int RSAPrivateDecrypt (output, outputlen, input,
inputlLen, privateKey)
unsigned char *output;/* %5/
unsigned int *outputlen; /*#E% J5 K8 E*/
unsigned char *input; /*#BRERIRIEX */
unsigned int inputlen; /#%%f% 35S Ex/
R_RSA PRIVATE KEY *privateKey; /*fR%F EH*/
HOSE: 0 EERI
I AN

3.3.3.4 APIMER D

ZIE O T XM ABEE AT RSA A EHMFEDNRE. BOENT
REL: FRHAEC EREL
PR #0742 : RSAPublicEncrypt
hee:  SKHLT M8 AZIEE RSA AEMEIHRE
7 BH:. int RSAPublicEncrypt {output, outputlen, input,
inputlen, publicKey, randomStruct)
unsigned char *output;/* N 5RIEIE*/
unsigned int *outputlen; /*IN&FGHIEIEKE*/
unsigned char *input; /*fMFERIFIEX  */

unsigned int inputlen: /*#EINTEFIEAEKE*/
R_RSA_PUBLIC_KEY *publicKey: /*fn#/\eH%/

R_RANDOM_STRUCT *randomStruct:/# BEHLEHE LS5 M) 4Ex/
HOASE: 0 MFEXRL
| In# KM

3.3.3.5 AHREEO#HA

ZEOSILT X E ABIER RSA AEEFhEE. 20 XT
MR R C R
R, R C R
P4 : RSAPublicDecrypt
LhEE:  SEHLT XTI A EIER RSA A B E ThEE
F5BH: int RSAPublicDecrypt (output, outputlLen, input,
inputLen, publicKey)
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unsigned char *output;/* %5 IE*/
unsigned int *outputLen; /*fEZEHIEITISE*x/
unsigned char *input; /*¥EFEHEIEBX *x/
unsigned int inputlen:; /*%fEZFRIEEIELKBT*/
R_RSA_PUBLIC_KEY *publicKey: /+fRT5/\ER%/
HOZ%0: 0 B
1 EAMN

3.4 TWREFATE PKI YR A FISEH

FIGFOARTE PKI PRI AMEEERE —ECD LT TIHEN N
E, RENE/ME. BFELE. FEFE. HiFxEH%, NAXE
A B ANE S B v DES. MD5. RSA B E A EEE & al LLse i
RN E B PKT R F N E .

3.4.1 ME/MBERLH

RV F DES S SEEXT BB R BRI /#8 %5 , R P RSA B igsk
MAEXTFREER A AME /EERRENE /BT,
HOHREIE
R ¥4 : CryptionProc
o fE:  SCER T XA BER RN /R E
B B . int CryptionProc(attributes, keyDERString,

keyStringlen, bEncryption, inData, inLen, outData,

outlen)

ATTRIB_TYPE attributes:/* M#E/fEEFHIIERIER
Hx/

UCHAR * keyDERString; /*IN%& /& P EERIEEH
DER Zmbs &) */

UINT4 keyStringlen; /*inE/MRETFEHHAFHMFES
¥, BP keyDERString B ¥ix/

UINT4 bEncryption; /*3§{E4 ENCRYPT &F, Fambn#E
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TLFE; 244E 7 DECRYPT B}, FRARZFITFE*/

UCHAR * inData; /*fR% /%5 N\EIE*/

UINT4 inLen; /% /INEFE@WAEIERFZTTH>/
UCHAR * outData; /*I0%/#F %5 H 4 R/

UINT4 * outlen;/* B—T®IA/IRFRIEE, HisAE
fEE outData ZMAIR/D, BNE/fEE & RFT
0/

HIOSE: 0 NE/MEERIY
1 s /iR R

3.4.2 HERBERLEH

R H MDS AR S R R UM H B E

He ORI

K Ey % : DigestProc

o BE: KHLTXRAZENNEHERE

FBR: int DigestProc (attributes, indata, inlen, mddata,
mdlen)
ATTRIB_TYPE attributes; /* ¥ BMENERIELR R/
UCHAR * indata; /*FG#EATVH B8 EREIE*/
UINT4 inlen; /*F&etiTH BRIEENEEIEKE*/
UCHAR * md; /+7H B0 HE R*/
UINT4 * mdlen;/+%iihiH B BT +/

HOZE: 0 HEHBMERD)
I HIfEHEBEME R

3.4.3 B XAMIEH

MW MD5 A1 RSA &, SEBIXIMANERNEFES S
ORI
R %44 : SignProc
Iy BE: SEM T XMEIABIERNEFEEL
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FBH: int SignProc(attributes, keyDERString, keyStringlLen,
indata, inlen, outdata, outlen)
ATTRIB_TYPE attributes; /* ¥ FELZ R RI*/
UCHAR * keyDERString; /*ZEZFTHRIESY (O DER 4wig
) */
LINT4 kevStringlen; /*ZBZ P FrARFEAKFE T, Al
keyDERString B %/
UCHAR * indata; /*F&#HAITE L2 BIEIE*/
UINT4 inlen; /#1732 BIEE S */
UCHAR * outdata; /+% 4 /5% S5 E*/
UINT4 * outlen;/*¥jHisE 2 & KRB E*/

HOZE: 0 281D
1 2R

3.4.4 HHEHMEH

L7 N H DES. MD5. RSA HELM BB FEEH.
PRI #44: EnvelopProc
Yo e SCEL T XEIEMBEEH
B B . int EnvelopProc (attributes, keyDERString,
keyStringlLen, openOrSeal, indata, inlen, outdata,

outlen)

ATTRIB_TYPE attributes; /* ¥ F 5 MERMELTI/
UCHAR * keyDERString; /*HIfEEEH P HBHIEH*/
UINT4 keyStringlen; /*H{ERFEHFTHIINFHKE
*/

UINT4 openOrSeal:/* {EA OPEN R =¥T =+, F SEAL
RE IS EH*/

UCHAR * indata; /*#jA¥#E*/

UINT4 inlen; /#i ANBUEKE*/
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UCHAR * outdata; /*%yH&EEx/
UINT4 * outlen;/*%iH & EFIHE K */

HOS%. 0 BRI
1 B1ERM
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$FE base64 4uil i HTI

4.1 base64 4583871

Base 64 ZR40% FIZEMRH{E B US-ASCII HIERRXMERT,
ATHENAENES. £ K BREEEASNIEYFEFAT
Base 64 $Ri%HHN).

Base 64 Encode Class ¥ {7 Binary #SE&H
ASCII #3 . Base 64 Decode Class 4§48t ASCII 8 H
FERE ] TR,

Base 64 giQ® it FRFRTENCHEERFES, ©HER
WA AT E AR ILE.

Base 64 4r A7 A B H 65 S TR AR US-ASCIT FH4E,
AT 6bit KR, B 65 MER “=" BRGS0 LE
IHEERT).

DI AR 24—bit BABGRIE N 4 M FEHFRL . 24—bit ¥
WM 3 8bit B ABEERAMRM. X 24 4 bit BT LR 41
44 6-bit B, F—HETLIHRIGA—A base 64 FREF
WoT B FAF

WRERASIENKE, FTESEHBOEELST 24bis %
HEBITERALE, ESHREENARL “=" #THEE.
HITF base 64 RIHIAE 8 MIBEME, REREBUT=fEM:

I KRB ER 24 bits FEEE. Hits

iR 4 MNERFERE, BEF =" HR,
2. KRBT E 8bits, Mhr4mES4H
MAREERIMEREHBEHAEAN “=".

3. REHEBMAKMEIEITAE 16 bits. A RES
HXRE=ANFZHEHEET—A “=".

Base 64 {IMFZE RN TEATR.
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L valuesEncodin
= OV

L e T

% 5-1 Base 64 WIBFRH

FHERZ— base 64 HRIDHFITF.
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4.2 baseb4 4miSHISCSIN

base64 %whd<CINFHAZ BT B

RE

. RAERYT

HRFE

K ]
) y SETEN
FIFHEEA | L___.__L
EARIR, | :
Pl | REFERADR R
R | BAMEFE
e |
..
ll:tzt#FFhEE#E S ; TR R TR
R _E
Sy T e : BREERREEY
L 35 I | S
H\i F-‘ X —_— | : ] )
5 tt:r%%%m | | RHIAFIR2
f_,_—/""\\ :
: *:ﬂuz#ﬁxm'% L.
‘“-mr-'; | _,_.;*Erﬁ_.___

X

T ey .
\>_L

N : Y -
| R HAFLIORTE
f - i
|
BB IBR LT R i
|
] 5-1 Base64 SR iR E
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4.3 baseb64 ERIRYSEIY

baseb4 MRS CH AR T B

i _

| \ 2
I S | /4
EIAFHLEA ~ -

NEEHRIH .
—“baseGHEH g g
et TR

X
rEE . e N
TR mxpriREEE e T R

T ££F2

BT EEEYT -
HREE

HREHAXSES | -
h—truHF2_ | % X £EF150F2

e epu— ...._..

KB TFRRER—
A

. é s
. .,-""H’__- 1\\""%‘_ E i o —_
< HFHRABERF LT >
‘H"‘"‘-—,________._/"/J/
&

TR MTHETHomA. R

U ITFEFLY
i y  / , A 4 ]
| =i+l temp[j]:=i {
) _ ¥
1=+

& 5-2 Base64 #ERSH R E
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4.4 FOiA

4. 4.1 base64 ZulE R EE IHIAE

R O S 7 X8 AR base 64 g5, BOENX T THE
KA. wprE C AR
PRI V% : basebdencrypt
Hheg: ST AEIA LR base64 4ghS
FHH: void basebdencrypt (fpl, fp2):
FILE *fpl/*FHEHEAT base64 Guhd iy S {F*/
FILE #fp2/*iE{T5¢ base6d abs /5 A Al basebd f 3\ X
%/
SR R basebd M AF

4. 4.2 base64 RS R OHiid

ZEE LI T XA basebd B EOEXT TH—
i C BREL:
Z2RY. frHE C RS
BRIE %4 : baseb4decrypt
hEe:  SEERT MBI SCIFR] base 64 RS
FBH: void baseb4decrypt (fpl, fp2):
FILE *fpl/*F 1T basebd fRISHISC i/
FILE *fp2/%idt 4T 5¢ base64 15 5 4 BBy i Hlk& =X\ 30 4
%/
ML Es R A RGE) BER 834

4.5 BER #&3X#0 base 64 {ZRiF 4 ¥ BRLHI

X B EH— TR base 64 wIBH—LH, LIEHE.
FEEF R —- BER & REH.
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4.4 EO#R
4. 4.1 base64 %ibd R FE A

FIEOSTH T AR base 64 HES. FOEX T TE
KR, FRMECEE
¥4 basebdencrypt
EE:  LINT A EALHH) basebd S
AH: void basebdencrypt (fpl, fp2);
FILE *fpl/+fE 1T base64 GuBg it 3o/
FILE *fp2/#i3f4T 5 base6d il a4 Bif] basebd # 33
ok /
W ER: ERAY basebd B IUF

4. 4.2 base64 SRR QR

G DI T XA SRR basebd BB EOE N T FTEH—
i C BB
A trE C R
R 4. baseBddecrypt
Thee:  SEELT XMEASCMFRYT base 64 f#E5
FBH: void basebddecrypt (fpl, fp2);
FILE *fpl/*«F 4T basebd AEID 3t/
FILE *fp2/*i# 1T 5¢ base64 A#HS /5 4 gy — i ik 30 14
*/
WA R: LR BER I M4

4.5 BER #&3X#1 base 64 {ERiFH X RBILH

ZXEETRATHMAY base 64 RIS —NEH, LEHE.
THEPRTRA—1 BER BRI
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oopEoe 3
1000010 B8 |
{anoazo 9
LT T [ PR
00nosn - A1 7
lunens A5
npaosn
[LLTR
T
LTI
LT i
pREOOLE  4E &9 F3 Th 72 61
0ROUCE 55 D4 07 13,03
penDde B0 13 1F 45
DONe 79 70 TR
POOOFD 7N 65 30 8
800100 81 01 05 90 03, T o Eor
pO0I10 16 E2 50 ) 28 i1 DB D2 78 CF AP L.
BOIZ0 KE 79 Bh A6 B3 -Al
aoman  4C 06 BS 98 33 p 'F
QUIRD 99 00 60 D6 AR BF SDOFESS
oomsS0 ¢S5 87 CA 80CA1 11
Q00160 6B 97 K Ch BE
auoiro A 16 CE F1
UO01R0 56 3C ED
vueiYe 03 01 00
000130 OF 30 0
00e1LE 01 30§
oeR1en DS
opRide. b7 7L B2
bER1eD 24
LT T T
DEOZE  1h
[TTERT TNE T
pEOZZE BH A1 ]
paozZIn A7 11 FhOES JI-'D,?EIE'
A il

B2 02, 39 ~an.H

LS

%3t basebd 5 SRR TEMR:

HITEDTECAaagAWEBAGT T
agmnnmnurunu HiC

HTNZHDMXNZAZH{Y
BXHDRUZTI
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FHE SSL MY othEHLI

5.1 815§

ZEEEFE (SSL) HiLE Netscape 22 7 T 1993 FiEH
H— M & E2BE TN, 7E Internet bR XN TR AL A 5L
EAXTHBSGW. TEK. Ui BENMEERE, SSL &Y
R INE http EEA web J SR P LEMGIAR, HIEDRK
@ Internet fREMIZEL TR, HEioHE LTI, £8T
HE14: . Netscape Navigator #1 IE 2R 4& 3| % 28 . Oracle Applocation
Server FkF A& LT Z N,

5.2 SSL i s #h

SSL WY IEITHEZREE TCP il MNHE B (HTTP.
LDAP. LMAP) Z 8. A TCP/IP REREZEINEHIEBZ LT
A — T SSL ) WWW RS 8872 323F SSL I s {F i
WA BIRBEE. FREFPmEBRRSZFZNGEE, NTIERSTLEE
BIEE — A EMINFEAWIERE. Ek SSL E#ER M 2L
“hitps://” F3k, TARLL “http://” FF3k. SSL Wl 894 F i
6-1 7w

HTTP FTP LDAP

Secure sockets | ayer Mg R

TCP/IP layer

6-1 SSL Prid i B - EE
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SSL thiXE— P EN, B LEEMEFHNATERNLE
it . HPEFIHUATERZRNAHE VM EIREZ divrmm
FHES®HE, EXEMXMATEHEZESEIM (ERBREFHUO
HIEEE, {RIUE SSL EENBER{RF T 8L

5.2.1 SSLEBFEWN

BFEMIL KR EREETZNF0: mESEEETN.
REH . BFHL. BEIEFENBUDE —IPCBHSE:
SAEFRIR, RTIEY, K77, MESH, T, KEFE.
B EHRAERFENRENESRIT T —Prt BN R
17 I BT

5.2.1.1 & i (Alert Protocol)

YREIEPEREEREREHEANRERBRE T &
HE S IEEE, RETESASHTERERR T EARBRE
FR. RECGELABRESHAENT™ESYA. mEHHLE Fatal

(Eandd), W& FESRHER LRI F B, FHERAE R EIRA,
FRSFEANPTERESE. EZXMEALT, SusiEmEE
MIEE R LI SR 1T, EARBERZSEREMTNERE. FE
fRRIEBR ., RESELEETLENNE FHITEH.

REHE B RIRAA 7 AXKARE (Closure Alert) FlEH iR
= (Error Alert).

XAMEFEMBEBENEEHERE 1, BT close_notify
HE. ZHEBBIN T RIEEANBEZER L AR EMESE, A
BT L R AERE, SEEEERIS.

HIRREBLEENIESHE, HYEREHA Fatal B9H:
unexpected message - bad record mac . decompression failure .
handshake failure. illegal parameter, HAbEEIRZKBIA AN Fatal B
TEHBHESHFERHXRMEIR, W: no_certificate .
bad certificate .« unsupported_certificate . certificate revoked .
certificate_expired. certificate unknown % .

HERRGEEEMEXWT:

enum { warning(1), fatal(2), (255) } AlertLevel;

enum { .

close_notify(0),
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unexpected message(10),
bad record mac(20),
decryption_failed(21),
record_overflow(22},
decompression_failure(30),
handshake failure(40),

‘bad_certificate(42),

unsupported_certificate(43),
certificate_revoked(44),
certificate_expired(45),
certificate_unknown(46),
illegal parameter(47),
unknown ca(48),
access_denied(49),
decode_error(50),
decrypt_error(51),
export_restriction(60),
protocol version(70),
insufficient_secunity(71),
internal error(80),
user_canceled(90),
no_renegotiation(100),
(255)

§ AlertDescription;

struct {

AlertLevel level;

AlertDescription description;

} Alert;

5.2.1.2 EHUNE S ¥ (Change Cipher Spec Protocol)

BEOMESRHNARFAESHESR, EREE %4
FHEHEE, HER 1. EREUSEEROEF TERRERY
A, HLELBRXT 7RG R RREZ NN E N ERSRNEE
HifRiP. I EAHE, RIEWMILBHFERERE D LISHRE,
FHRCRINEEEBE, LB BRI LiiERs.

-~

BRI T
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struct {

enum { change cipher spec(1), (255) } type;
} ChangeCipherSpec;

5.2.1.3 BFMX

— 4 SSLEHWIIREFRELET. BRI EEDRELS A

E'tﬂ&aﬁﬂ?ﬂiﬁ’%%ﬂ’]ﬂﬂﬁﬁﬁs HEFPIMR S ST REER,
X 7T B SsE R B RS . EEMFERE . B R RAE A I
R ASHMEB AR EXEZRHET/E.

Uy

L.

=
&

i
o

2% P ime) Sever Wiy RIEZE Fim SSL MiA~5 . In&E 8
wE. EAEAENEIERNEAREEZFER] THRES
vy 18 TRE B .

ARSI P i KIER S BN SSL RAS . INEHE
WE. YL EMEFEAEME PSS ERTERERS
AR GHITHEHMRIEEE. B4, RE[DEERIE S CRIE
T, MRFFPREEERFTEAMNENER, BLRE
25 AT B *ﬁfﬁg)ﬁ%ﬂﬁﬂf%u
ZPmARSSHREENERRIERSRIH. ERIA
EARY), AP BRE—IEE, RENEREE
BB TLERN. WRRIh, MSET—1.
RPARFAEZES=4ARAEEIE, GIBEERA
] Premastersecret, PR 2[FHINEAME (FEE -
HEERIRESJUERFBR]), FXLRES.
WRARSG BB MIERE P wmiEiE, A E st 5 s
— ANFT BTN ERERNRIERITES.
HXMEAT, BPRSEXR~ERINERENE
CHIEPRNEZSRSSZHEHX™ AL
PremasterSecret.

MRREBLIFRZT P mEIE, RESKAERIER
PG 6. MRE P RARREAE, EEEHPILE.
WMABEKINNIE, REFRHECHWRENE
PremasterSecret , R EWMIT — RN T B~ 4
MasterSecret.

Ak 5522 HIK PR R BT P2 4E SessionKey, Z G BIPTE £
WM EANRERREERTHREIE.
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8. Eruwmm RESEEEFE R EHUGHIEEEHKAE
SessionkKey % . £, E&EX—1ERRIFERERE
REFROEBEFRICEESTER.

9. AR 2R E P imAIEFE B WH LG R TE 5 8%
Fi SessionKey % . 2., E&E X —1TRMBHEERE
ETRREGEPIEFTITCEESTESR.

10,  SSL BFIREHAMIIER, — SSL HiEfRisdig
. ZFBAIREEZFSHA SessionKey INE . iBE R
AT BB R

—A~ SSL AEEd IR R A XME, EREBEEN —FAEZ

B%: FAEPER P im MRS [ mEATH & i £ .
— AN EF SSL B P imi ST X E SR ERS BRI S5
. RS SBImBIEREPHHREBHXER,
v ARMWEE R EEIEBHSEER;
« BRIEPHILEREER P imEEH;
. BRIEPHAHRTHSERENRFEER;
IEBFRRSFRBZETRF RSB CREIERELS,
. IR BEAUEATH, BFSEHITEFIRE.

— X FF SSL f RSB F AP BAEE F i 5143

1. BPEEIENUERPREBEXGER:

2. AP AHESRERPNEFE4S,

3. BARHNBEZEBEIEDHESERHEA;

4, ZRIEPHEVL 2T REFELH;

5. BRIEPBHIVI R EEE ) migLH:
6
e Edl

o TR ) IS SN P AN Ry

 AFPFENE R R HEIITERS 2E LDAP H P {E B
BRI P 2T ATE IR EE R RSB RIE.
BHRFEEXL LI T EAR:

&
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Client Server
ClientHello >
ServerHello

i

Server’ s Certificate*
ServerKeyExchang

CertificateRequest™®

ServerHelloDone

Client’ s Certificate®*

ClientKeyExchange
CertificateVerify*

ChangeCipherSpec

Finished .
ChangeCipherSpec
Finished
-— -
B 6-2 SSL #FFNHEXE LTS
HUEmH BRI E/mE W T

1. Client [1] Server KiE—™ ClientHello 8 8, H9$ 8%
— M BENLE (randoml). SSL RRES. fRiHARIEE
HME—iriR (ID) AFiEREHITEIEEREME D,
LR — N EREHTIR.

Server W 3 Client &3iXH#J ClientHello E B2 /G, K&
—~ ServerHello E BEANE, ETa8E ST4HHH
—/‘Eﬁﬂﬁ (random2). RIEFHK SSLEES. LA
R—TERBESF. XPEBEMSR Server BB 2T
BEZ IR ENEMHER, & Clent XKENTIREMSR

4,
3.

FIEFHIBRERHI—1 .

TR Server B HORE UL, NBEKRIEL Client

(AJ3E ).

Server [A] Client & 1%

LEHXBRER .

N Server RIFELZRF R, TJHESIT Client I H
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ITBOERTER (A[3R).

6. Server [a) Client & 1% HelloDone {§ B 45 3R ServerHello,
2565 Client W AV,

7. W8 Server B3k Client RiZEEFIEFH I H Client ¥
HEFUET, MG E miEES Server; W05 Client 8 A
FUEF, WA% No certificate 5% . (BJE)

8. Client KIZEHFHATHRER.

9. Client &iE— ChangeCipherSpec 1§ &, & Server
LN BB EABIFNSFNEEES RS

10.Client ] Server KiZ—Finish{§ &, &~ 5 Server

HI192 F 58 Ak o
11. Server [b] Client &% ChangeCipherSpec 15 B.-
12. Server [@ Client Zi% Finish{5 8. &HREFEBFHLE.

5. 2.2 SSL i EiN (Record Protocol)

11

WREMMNTEEEZ L, BEFENAHEMNEEZT,
FEDRETHK EEHUEENERIMEER: EREm,. EXE
SR B, Hg8 (nfhak), MYpyE BAUERS MAC, i, FMH
T EEM—HRFNSERIEAXF; B8RRI REP LR
HIEWEE, Wik MAC, Bk, AEWMBIECERIRGET, B
ZH EEAE. XTI RED B




AT AT X PKI @& R FHR

& P im RE 55 2% im
iﬁﬁ%ﬁﬁ ﬁm%ﬁﬁ]
A
r = Y :
RO EE {0 % 8
; ! x
FRME " EE 8
| A
v |
Bt AN MAC %6 iE MAC -
. !
i e EE » MERE

Bl 6-3 iCKE XA FFE

£ SSL thiX ™, B RfsmEdE i RE Il xT . XKL
H il kSR FKEA N 0 #id B A KRR .. FRG) SSL BE 8
EFHE. €T MNAKIEEFEH SSLiERE. SSL i
KPR TiIeF LT REERARBIE.

5.2.2.1 SSL 233k #& R

SSL AidF LA LEFANERE =N EF KGRI . SSL i3
ESHMEEMEERSR: WREAKE., EFRHEENEKE. dFHES
EOAREERE. HbPmbdde 2B RARNEE TR, HsL
FREEE, FEKEREFZEBRNBELE. BRI I1H, ANEER
MEEE, ERLMKEARNEY, ERxEENBRKKE R 32767
TFT: BELAON, ZEHUEEE, XLk KBEH=ZF
W, eXREENRAKERD 16383 M EY.

V40 B BOPE S M T Pk

struct {

uint8 major, minor;

} ProtocolVersion: /*WPX RS */
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enum {
change cipher spec(20), alert(21), handshake(22),
application_data(23), (253)
' ContentType; /*PRERI+/
struct {
ContentType type;
Protocol Version version;
uintl6 length;
opaque fragment[TL.SPlaintext.length];

' TLSPlaintext; /*SSL B3, F A 21 */

MEAR LK EREFY, REMLERHRE L KEALA 1,
FHR AR ICRELTEMEFE LR, KE£ 0, RriE
SRR R REETAIEE (MREHERTUHMT ).

Rk FEEREHEAEEIE A SANTFTRE. 18
FLKEEFANTFITHEREENTE LI

IEREE = ((byte[0]&0x7f) <<8)) |byte[1]

H b byte[0]. byte[115rAIRFAEWMPIE—. FEANFT. 8K
LEKEA=AFETHERKENTE L.

WHFEKE = ((byte[0]&0x3f) <<8)) |byte[l]
byte[0]. byte[11H1& X Rl L. MM EBELXLETHILKMITER
AW

(byte[0]8&0x40)!=0

Fa UG E I K B AR E =T,

5.2.2.2 SSL it X HILHRE R

SSL Bt FHIER S =840 : MAC £3E . schrEdE UL Fh
i B HE

MAC ¥ B THIERBHRE. 8 MAC FTHEBIEZ R
LB FHi ) CIPHER—CHOICE #HEME. &M MD2 1
MDS5 &k, I MAC HiIEKERE 16 1~F7. MAC it E4a5:

MAC #(#E =HASH [ &, LHEE, HERE, F5)

YL&ERNE P RAEREN, FHEEFPNEFY (RFEE
RS FHARKIE MAC #38); B4 E PR EEe, &4
BERPHEFH RESBASTEHRFEMACERE. FTE—
ANET LA#E % FEW T BB sE . SN BEF RESEIL
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—xbit #1088, AR REENRECERE . TS 32 4L, TR
EEAER, SRE—MEFUTREEE —K, FSHHER
0.

EICKETR, FEREHFEALSSEREMEXNESR
IR . AR EE 608 SRS LRI NI T BT
struct {
ContentType type;
ProtocolVersion version;
uint16 length;
op&que  fragment[SSLCompressed.length]; /*
SSLPlaintext.fragment /5 4g I & */
\SSLCompressed;  /*SSL F) EE4a k& X */
struct|
ContentType type; /*[7] SSLCompressed.type*/
ProtocolVersion versio;/* [5] SSLCompressed.version*/
Uintl6 length; /* A KXF SSLCiphertext.fragment*/
select (CipherSpec.cipher type) {
case stream:GenericStreamCipher;
case block: GenericBlockCipher;
} fragment; /*SSLCompressed fragment £ J0 % #&
¥/
} SSLCiphertext; /*SSL % 3C#& 20 */
stream-ciphered struct {
opaque content[ TLSCompressed.length];
opaque MAC[CipherSpec.hash size];
} GenericStreamCipher: |
block-ciphered struct {
opaque content[ TLSCompressed.length];
opaque MAC{CipherSpec.hash_size];
uint8 padding[GenericBlockCipher.padding_length];
uint8 padding_length;
} GenericBlockCipher

5223 WXMNELESHBES

EMERBEFHINRERSHEENEEHEEZHITH
4, SMEBNEZRELTES. EVHRRET, THEFERE N
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7. L4 E 5K LB TLSPlaintext 3 38 45 #9 ¥ B 7
TLSCompressed &5#4. TLSCompressed £5f4 % X W F:
struct {
ContentType type: /* same as TLSPlaintext.type */
ProtocolVersion version;
uint16 length;:
opaque fragment{TL.SCompressed.length};
} TLSCompressed;

5.2.2.4 MAC 5 UM% &b ¥

MAC HEMME £ X TR &GO, BiLiEH
MAC &, EIRFEIEN B . HOBETRERL#HT MAC i
H, HRNSRRELBEERE, SRFMEI —REHITIME
WEE. ARIEIMEREERAR, ARMEN > AINERFFAR
AN S MENAUEERHITNE: 7HEHEX
KR EKENELE BETELHITER, RENE.
HARMNEARBERHNEEKREEGTATEKENELIS, BT
BEREN—"FTARICHEREROKE, RRERRPIE
ZE, KEFTZH, SN—EHERERE, RIEBIEIEN
FHEKERNEEE. £ MACHHEERTFREBE IS, A
mbF IR E L. . EEEFRRMERE.

FTEAEPEE M EXINT:

struct {

ContentType type;
ProtocolVersion version;
uintl6 length;
select (CipherSpec.cipher _type) {
case stream: (GenericStreamCipher;
case block: GenericBlockCipher;
} fragment;
} TLSCiphertext;
stream-ciphered struct {
opaque content[ TLSCompressed.length];
opaque MAC[CipherSpec.hash_size];
} GenericStreamCipher;
block-ciphered struct {

11
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opaque content[ TLSCompressed.length]:
opaque MAC[CipherSpec.hash size]:
uint8 padding|[GenericBlockCipher.padding length];
uint8 padding length;
} GenericBlockCipher

5.2.2.5 FHKVIH

X BEREARNSHE - BNEEELEFIHESLS

Bt EEH, ¥iiEME. MAC 4% . 7 SSL/TLS 8 E T 1
AE B3 O oK BUFIUAH S R BUHE 2 v SRt B H.

MR E O REE X
kev block = PRF(SecurityParameters.master secret,

"key expansion",
SecuntyParameters.server random
+SecurityParameters.client_random):

client_ write. MAC secret|[SecurityParameters.hash_size]
server_write MAC secret|SecurityParameters.hash size]
client_write_key[SecurityParameters.key material length]
server_write_key[SecurityParameters.key material length]
client write IV[SecurityParameters.IV_size]
server write IV[SecurityParameters.IV_size]
final_client write key =
PRF(SecurityParameters.client_write key,
"client write key" ,
SecurityParameters.client random  +
SecuntyParameters.server random);
final server write key =
PRF(SecurityParameters.server_write_key,

"server write key",
SecurityParameters.client random  +
SecurityParameters.server random);

PRE("", "IV biock",
SecurityParameters.client random +
SecurityParameters.server random);
client_write IV[SecurityParameters.IV_size]
server_write_IV[SecurityParameters.IV_size]

iv_block
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5.3 SSL iy ARSI

X BB ER R ER OPENSSL M NRE

X

Ok SSL il B A .

5.3.1 BF MR

5.3.1.1 & Py SSL BT R SEB

I8N

i

I aE AR 2
B SSL HUEERESRI A SSL_ST _CONNECT, Zrfc—MimATZEf
X, R

static int ssl13 client hello(SSL *s) ;
% 3% ClientHello VBRI, HAZHRFIELEL Servertello vH
B st

. 1%ZH{ ServerHello V6 B IIAAT

18 B BRI &Y

static int ssl3 get server_hello(SSL *s);
I R4 3 ServerHello 7 B IC, 18 5 ik 55 88 i B = 18 A7 1R
7. BENLE. IR S[IEEMHBURAS . MBEE. EEHEE,
HEEXABESERHFTRSES ClientHello F IR ERIAHIA
RERLTLEFER. MREEAMNENER Finished BRI
A, TR A EERE BRI EHEHBRE.

, EEURS SFIETHEHBRIRET

13 P R
static int ssl13 get server certificate(SSL *s);
AR AR & SE B B0, N IEMF T HRIE BT

L IR Y BB IRA (ServerKeyExchange) T

T FH R 2

static int ssl3 get key exchange (SSL *s) :
FEE AN &b 3R AR 4528 ServerKeyExchange B3R 30, #EAEEE
BiE R HBRICRE.

 EBGEBERHEBWICRET

1 FH BRI X

0
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-]

10,

static int ssl3 get _certificate request (SSL *s);
R M EBRSRBIEBRERBEER T, # ANEEH
ServerHelloDone 7§ B R A,

. B ServerHelloDone #§ B ARATF

E B &

static int ssl3 get server done(SSL *s):
TR A4 AR 5528 ServerHelloDone B IR L. EE XX P i
AT S A, A RIZE PEIEBEERICRE, 75 M
ARIEB I INEFE B EEHE BB UCR S X B ERE i
= R ATl

« RIEFE P amiE i B OCIRAT

H H BR Y
static int ssl3 send client certificate(SSL *s) ;
HERMKIAEFZ P i HE BRI, A REFEHEBRE BRI

< RO BEBIROCRET

18 FH BRI 2

static int ssl3_send client key exchange (SSL *s);
BRMKIERE Fin ClientKevExchange I BB W, BiEX i
AR ERHE RS SN (ARESSRAAME, T4
HEEH). HEFPWRIEREELTIEENE A R IEITE BRI
Bk 3ORE, TR ARIEFE#RINEEEMTEY B TRE.
MAERRBRRE FFWIEPEE4Lhie#T.

« ROBUEPIIEHE B CRET

ifE) F 2R X
static int ssl3 send client verify(SSL *s):
PRI RIXE Pt BEAEE BRI, SEAKIEFE R mEE %
MEHBIRICRE.
RIEFBRINFHEREHERORET
R FH ek 5
static int ss13_send change _cipher spec (SSL *s, int
a, int b):
HERMAEERMTEEFEMOHER, IvELiEthmmEs
% MEEE., FEHER. #ARETREERTRE. B
BR 5X
int ssl3_send finished(SSL *s, int a, int b, const
char *sender, int slen):
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11,

12“\

HAEM RIEFTERRHE BRI, HEARMBFEFXRAE.
BT EFRET
V8 P R 2%
int BIO ctrl(b, BIO CTRL_FLUSH, O, NULL) :
BEAERTEMPX .. ESdEAMEAEFAIRE, &R
HENE SERTE BRI AE
e BIRCIRAT
A e 8
int ssl3 get finished{(SSL *s) ;
SR MABEEREERX. BRE=EFREAMTERTS
ClientHello FfEEHIMHRI R ERTSIEER . WEREHANY
AR IET I INE BRI E B OUKRE, & W AR F R IR
A, MEZEAEREIT.

13, #EFARRET

FRERT Erh X5,

5.3.1.2 R85 SSLIBF BN LI

1.

TG AL R A&
W& SSL FIIEESERY A SSL ST ACCEPT, A ECIGRIZEMHEK,
# A 2B ClientHello 7 BR X FR A .

. 1ZBY ClientHello ¥8 B CARA T

R R

static int ssl3 get client hello(SSL *s);
A4 ClientHello HHEIIL, #HAKRIE ServerHello
H B

. K&i% ServerHello § BIRET

1 FH BRI

static int ssl3 send _server hello(SSL *s):
Ki1x ServerHello #H BRI, REESERRTRERTSEE
. ERN#EAREEEINEZEZNTE BB OCRE, FN6E
AFIEEBHEHBRE.

. KIESIEBHBERET

T R
int ssl3 send server certificate(SSL *s);

BIEUE P BIRTT, FHAREFHTRE EHRIORE.

. RIBFEHAI B BIROCRET
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i R &L
static int ssl3 send server key exchange (SSL *s) ;
ROAEE A E BIR 0, HFERNE P miEiT S48 UE, W3
A FOEAL T K E BIROCIRE .
6. KRIZIEPEREERCRET
19 H B 2
static int ssl3 send certificate_request (SSL *s)
B BiE sk SR 30 #EN K% ServerHelloDone yH. B4R 3
PR
7. % ServerHelloDone VHEIR KA T
L REERESE
static int ssl13 send server done(SSL *s);

4 F1 K 1E ServerHelloDone JHEIRIC, HEARFTEF K
P
8. RIFEEXWAET
M FH PR &Y
int BIO ctrl(b, BIO CTRL_FLUSH, 0, NULL) ;
R F X (gD, ##FAZBUEPE BIRIRA.
9. EROEREEBEHROKRET
W R A
static int ssl3 get client certificate(SSL *s) ;
LRI IE 25 A um il P 7H B, AR B A #E Bk L
RA .
10 EBEHAEHTEBIRICRET
17 FH eR £X
static int ssl3 get client key exchange (SSL *s, int
a, int b);
FEB AL IR 2445 (ClientKeyExchange) WEIRL . HE
FPimiE P EBEE 268, WA ZHUE BRAEE B4 SORAS,
T GRS RH B IROCR A MIKBE A mIE P EFE £ A
WIREIFHAT .
11, EBEBIUE (CertificteVerify) MBI IRAT
i BRI X
static int ssl3 get cert verify(SSL #*s);
SR AR IHE B E BR 3, #ENEBSERE B SUHRE
12, 13I5ERE (Finished) VHBRICKRE T
8 A R 2
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].3‘\

14,

15'\

int ss13 get finished(SSL *s,int a, int b):
R B R E B RIS ERRTTET R E R 41E
B MRERAMEANEFHREAAINRE, TUENIRS 2505
RIETEHINE BE IO E B OCKRE .. ERAZER#1T,

RIEF I INE & 5378 (ChangeCipherSpec) W B kA
t
e FH R £

int ssl3 send change cipher spec(SSL *s, int a, int

b) .
RIEFHINEHEMEHBR . #ARETRE B TR
A

RIESER (Finished) WHRMITHKAT
10 FH e 22

int ssl3_send finished (SSL *s, int a, int b, const

char *sender, int slen);
RIZTERIHERIL . BAREBAFHHEEX A,

RiFT L E T XRET
14 H
BIO flush(BIOQ *b):
RiFrE X . HESEER, SETESEANE B, &
SWEAERMFEABEFRINRSE. MKBEEFAERBT.

16, TEFRIRET

REIBUmET R P X 25

5.3.2 WRETUF LR

§.3.2.1 MILF KL

CREDE LEARPIRXEERF AP TFRET ' E

THIHXEWY, EFHBRXNAURECRESTHRE (g4
Rl —ARRENEPEETUFRE M E— MBS T).

ot

RIZFIRBET %, ZEERE
Int ssl3_write_bytes(SSL *s, int type, const void *buf | int len)

B B 2 K X B R X K B den

MAX_PLAIN_LENGTH(2"=16384); & -kF 2", NSE g
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Ar2N AT, B AR

int do_ssl3_ write(SSL *s, int type. const unsigned char* buf,
unsigned int len)

ik F, REHERER TR, HERFEIRCAHSER N
FEF 2" A1k,

5.3.2.2 W45 5% Ho da ry sc iy,

o IE T B SRR TR E RS R ERET LA AR IR AL
B, INMEGHEZREETORNERERN, mBEBERILZ
RAE-TRENLEHFEZ. FEECNEFFZE2SH,. H4
AR EREER R R NREENSHET. EEEEFICRA
RO N R A RIIR . HE MM ER AR, L4988 8F
EAPREE B, EHEEZEHEIAZREE, BINAERK
EARERT 1024 F97 . BEE—PMEGERIM S HEIRERR, &

iR e JE BRI E T 21 =, MR W — M L R MBI E AR iR E

H &

v TEF R, WE| Client ZKH] ClientHello B /5, M
RXPIRENLBEFEZVNREEFEXANLEEEZE, BEE
fF £ SSL % t F #] s->s3->tmp.new_compression Fl
s->session->compression _meth 5 .

. BHRME R, E%Eﬁ%%ﬁ&mﬁ%ﬁiF HERaE TS
s->method->ssl3_enc->change_cipher_state();

SR bR R B
int sI3_change cipher state(SSL *s, int which);

1A 1a1) i 308 L A R BRI
COMP _CTX* COMP_CTX new(COMP_METHOD
*meth);

B L H % LT IEHIE R, FYIBHE i
s->expand->meths 1 s->compress->meth

AEFHRLIETREENERERZE.

3. EAREREN, A AHRE

static int do_compress(SSL *ssl);

AT ORI L ga b B . SCEr i R Y

I~
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int COMP_compress block(COMP CTX *ctx. unsigned
char *out. int olen, unsigned char *in, int ilen);
HFZ ¥ COMP _CTX *ctx I§E A ssl->compress, $E1Tid %L
o) I Hg Ab 2 .
4. fEERHEENE, AR
static int do_uncompress{SSL *ssl);
BEATIC S ER BRI AR . KRR &L
int COMP_expand block(COMP CTX *ctx, unsigned char
*out. int olen. unsigned char *in, int ilen);
H 28 COMP_CTX *ctx 16 A ssl->expand, BT EITAE L
REEE

5.3.2.3 hnz5siciy

1. B F VAT FE
% FimA) ClientHello JH BIRICFIEE T & P im3 T — R
MEHE, FRIEERFE. RESEX—RINMEE ZPIE
H ARSI — M ME RS, XN IMEE SRR A X TT
RPN & ik, 8 HB{EL s->s3->tmp.new_cipher, 34 EH X
ANNEHER ServerHello IR IELRE P om. & P imi 2]
AR E R INE HiE B 4 s->s3->tmp.new_cipher.
. EHRMEE LR
£ B eV BIR SO, # s->s3->tmp.new_cipher
MR AE 25 s->session->cipher, 1HH
s->method->ssl3 enc->setup_key_block(s);
BAUHEEHER, KERBAHBRR
int ssi3 setup key block(SSL *s);
3. RIETFHFEMEHCERBRX G
EF R MERERENEE L AR R
s->method->ssl3 enc->change cipher state();
H 5K 72 118 R BR &K
int ssl3_ change cipher state (SSL *s, int which);
. HiELEA
viod EVP Cipherint(EVP _CIPHER CTX *ctx, const
EVP _CIPHER data, unsigned char *key. unsigned char *1v,
nt enc):

G B AT RN HIEIR LS s->enc_write_ctx RIS 44

-2
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EVP CIPHER
4, RiXPEwsLHNE
N o A2 1E R &Y

static int do_ssl3_write(SSL *s, int type, const unsigned chat
*buf, unsigned int len);
+, AR
s->method->ssl3 enc->enc->enc(s,1)
SCILAT AR STIME . Khr LR
int ss|3 _enc(SSL *s, int send);
BARTFRUL |
f
EVP CIPHER CTX ds; /*5E X8 */
ds=s->enc_write Ctx;
rec=&(s->s3->wrec);
EVP Cipher(ds. rec->data, rec->input.l});
AT, KT ds AMBEEE, rec->input A
TEMEMEY, rec>data RMEBHIER, | X
PAC R/

11

1

|
5. EEITFESCIN
il 3 RE AR E X AE
static int do_ssl3 write(SSL *s, int type, const unsigned
chat *buf, unsigned int len);
1R H
s->method->ssl3 _enc->enc(s,0)
SR EAR RS, Lhr BiEA
int ssl3 _enc(SSL *s, int send);
=R SUR E I
{
EVP_CIPHER CTX *ds; /*E€ X3 &*/
ds=s->enc_write_ctx;
rec=&(s->s3->1Tec);
EVP_ Cipher(ds, rec->data, rec->1nput,l};
MFEATINE, EP ds ABEEE, rec->input BHEIA
EEMETHIEYL, rec>data REBEEHEE, | £H
P/
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5.3.2.4 L ETAILIR

i

t-J

L

1## T R AR
= Pk AR & 38 im A He Hello ROCVH BN, BT A FHIZEBAH
& "L IE S s->s3->tmp.new_cipher.
T INE H s
B T o & BRI B ST (E 24 s->session->cipher, 18 F]
s->method->ss13 _enc->setup key block(s);
A HEFAY, AR RARE
int ssl3_setup kev block(SSL *s);
RIE T INE e E Bk S
FEAEM R INE BiR A4 MR E R A R
s->method->ssl3 enc->change cipher state();
Esc R MR
int ssl3 change cipher state (SSL *s, int which);
S
5 5 s->read_hash BY s->write_hash B'){E & s->s3->tmp.new_hash
(HRYE which BIETH E ),
1T bR 2L
static int do_ssl3_ write(SSL *s, int type, const unsigned chat
*buf, unsigned int len);
T, EA R
s->method->ssl3_enc->mac(s, &(p{wr->length]),]);
SCHEHERENWH, i LA
int ss13_mac(SSL *sslunsigned char *md, nt send),
int send A 1.

5. B SRRt

RS R M B ER B
static int ssl3 get record(SSL *s);

w e 1),%:] }Eﬁ
s->method->ssl3_enc->mac(s,md.0);

sicfr - & 18 B

int ssl13_mac(SSL *ssl,unsigned char *md, int send);
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int send 4 0.

AV EHEREMNRAIRENT:

if(send)

{
rec=&(ssl->s3->wrec);
mac_sec=&(ssl->s3->write_mac_secret{0]);
seq=&(ssl->s3->write_sequencep[0]);

hash=ssl->write hash;

|}
}

 else

f
X

rec=&(ssi->s3->1rec);
mac_sec=&(ssl->s3->read _mac_secret[0]):
seq=&(ssl->s3->read sequencep([0]);
hash=ssl->read hash;

[——
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LI AR E R R RERN] “ AT EHER A
PKI, REFHIERNT EECMBISF R, AEECR L R IEZELINESHY
WAHRE T 2EAkRS, WHEMNAPAUE. NEETEHT
B, ¥ TeEY, ATEAERIESE. TR, S REBMH
TN, REEAIT PKIEARRZET

FIEI AR PKI AR F LN EE R OLMNEL, FiG
HAMIRBAER RN PRIMNANRREEEENRENE L.

HEEN I EBENMNERDE, KERBECHPKIHARRRE
VER . BEEH —E4MMARASHED T PKI EHERS, HX
BRGNS HEAFERRN. BT, HTEIFER
RS, HOBPEAEEZEmARERELERER, HTHE
oy T AR EAE EEENAMRE, X8 D EERIE
Frib MG RN EeME. MUk, HTFBUEAEAR LK
REHE, BLHTREERNNELZEENEIERE™N. kg
BEXER, REHNRESWEFELMBERR, HAAMITFRRA
BCXHPKIBEARBHRIEZE, T—RENHAREEEENI

fEE X PKI REHHE RN EBEART THR, FHirdE CE
S 3KILT DES. MD5 #l RSA X=MEBEANMREEE, H4&
SRR =MEELINT PKIFMEENERE. HFEL. ¥
FEH. FEHESERIEAR. EEEXIT base6d H1FmiFsD,

80



(T =21 e 22" PKI1 FInf% & R B9

%t SSL Wil a3E/T T 4B 47, R A OPENSSL TR Uk
LT SSL thil. XET/EHE PKI ZEERNEERE.
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LA LISE SRR R ). MEPFESHSFERNRS, X0
NSRRI ZLRFAEBREERNA, TRENZRAFLEITHH
AR &t 2 R, WEEHFEHGTNECEERCSSE. fTllxe
EEME Y iR EERMAME, AIFREMR LR TG E &
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